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1. Overall Description:

CT4 thanks SA3 for their LS.

To document applicable parameters for the SDES crypto attribute on the Iq interface, CT4 agreed to reference the corresponding Annex in TS 33.328 from TS 29.334.
CT4 would like to suggest one improvement to the “Profiling of SDES” Annex in TS 33.328:

Within this Annex, the “forward error correction order” parameter is currently marked as optional to support and use.

IETF RFC 4568 contains the following explanation of this parameter:

6.3.4.  FEC_ORDER=order

   FEC_ORDER signals the use of forward error correction for the RTP

   packets [RFC2733].  The forward error correction values for "order"

   are FEC_SRTP or SRTP_FEC.  FEC_SRTP signals that FEC is applied

   before SRTP processing by the sender of the SRTP media and after SRTP

   processing by the receiver of the SRTP media; FEC_SRTP is the

   default.  SRTP_FEC is the reverse processing.

   In the offer/answer model, FEC_ORDER is a declarative parameter.
CT4 would like to point out that the IMS-AGW does not contain any dedicated functionality to handle the RFC 2733 FEC RTP payload; the IMS-AGW rather passes any RTP payload transparently. However, the IMS-AGW processes SRTP for e2ae security.
As a consequence, for e2ae security the IMS-AGW is only able to handle FEC_ORDER=FEC_SRTP.

As this is the default applicable if the FEC_ORDER parameter is omitted, CT4 would like to recommend that SA3 marks the “forward error correction order” parameter as “not applicable” in the “Profiling of SDES” Annex in TS 33.328 for e2ae security.
2. Actions:

To SA3 group.

ACTION: 
CT4 asks SA3 to kindly consider the proposal to mark the “forward error correction order” parameter as “not applicable” in the “Profiling of SDES” Annex in TS 33.328 for e2ae security.
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