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9
Solution Alternatives


Editor’s note: Based on the analysis in sections 4-8, this section should describe the different solution alternatives in more detail. For technical measures this would include reference architecture, functional entities, and information flow. However, it is important that non-technical preventive measures should not be ruled out.

9.1
High Level Architecture

This section describes the high-level architecture for PUCI in case of using the PUCI functions IMR, mechanisms based on supplementary services as well as extensions to supplementary services. The PUCI functions are hosted by a PUCI application server (PUCI AS), which supports at least one of the three methods, IMR, Supplementary Services (SS) or extended SS. The PUCI AS may be collocated with the Telephony Application Server (TAS), but iFC should point to the relevant SS to be executed for the PUCI functions. In general, the different options, as described in clause 9 of TR 33.937 apply, i.e. the PUCI AS can be collocated with the TAS or separated. Figure 9.1-1 shows UE A as session originator and UE B as session terminator of the communication.
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Figure 9.1-1: PUCI High-Level Architecture
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