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Abstract of the contribution:
This contribution contains a pCR to clarify that the UICC hosted in the Relay Node is a removable UICC. 
1. Proposal
During SA3 Riga ad-hoc meeting, the following general agreement was agreed: “the AKA credentials shall be stored on a UICC”.
In order to avoid any misunderstanding, this pseudo CR clarifies that the UICC is a removable UICC. 

The solutions selected to be pursued further rely on removable UICC. This clarification that the UICC is removable existed in the working assumption replaced during SA3 Riga meeting by the general requirement mentioned above. The working assumption was the following one: “Working assumption 1: The RN-UE authentication is mandatory and shall be based on a removable UICC”.
Pseudo CR
START of CHANGE
6
Requirements

6.1
 General Requirements
The AKA credentials shall be stored on a removable UICC.

END of CHANGE

