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The following documents contain provisions, which, through reference in this text, constitute provisions of the present document.
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*** NEXT CHANGE ***
6.5
Profile of IKEv2

When IKEv2 [29] is used in the context of this specification the profile specified in this section shall be supported by the PDG and the WLAN‑UE. IKEv2 shall meet the profiling given in clause 5.4.2 of TS 33.210 [x1] with the following additions:








-
The pseudo-random function AES-XCBC-PRF-128 shall be supported.
-
The integrity algorithm AES-XCBC-MAC-96 shall be supported.







For NAT traversal, the NAT support of IKEv2 shall be supported as specified in section 2.23 of [29]. Re-keying of IPsec SAs and IKE SAs shall be supported as specified in [29].

*** NEXT CHANGE ***
6.6
Profile of IPSec ESP

When IPSec ESP [30] is used in the context of this specification the profile specified in this section shall be supported. IPsec ESP shall meet the profiling of encryption and authentication transforms given clause 5.3 of TS 33.210 [x1] with the following additions:



-
Tunnel mode must be used.



-
The authentication algorithm AES-XCBC-MAC-96 shall be supported.






For NAT traversal, the UDP encapsulation for ESP tunnel mode specified in reference [32] shall be supported.

*** END OF CHANGES ***
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