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Abstract of the contribution: This document presents the requirements from TR 33.937 that are still valid against the agreed design principles.
Discussion
In SA3#60 we added a Editor’s Note in SPUCI draft TR, S3-100908, that we should validate the requirements in TR 33.937 against the design principles before accepting them for input to Section 5.2. Below we give a discussion on why and which requirement should be taken in the SPUCI draft TR and also propose a pCR for Section 5 with the still valid requirements.
In the following requirements from 33.937 are copied and highlighted comments are give below each requirement as “Keep this requirement: Yes or No” and “Reason” where needed:

3GR-UC-1: 
The IMS should provide a means for IMS-users to report communication as a UC. 

Keep this requirement: Yes

Reason: This requirement still holds because without this it is not possible to report a UC. Solution development should go hand in hand with the design principle on “No impacts to the UEs or its interfaces, including the Gm interface or user interface.” Will also check OMA where some work is done / being done in this aspect.
3GR-UC-2: 
Reports of UC relating to IMS-users should be auditable by the IMS.
Keep this requirement: No

3GR-UC-3: 
The IMS should provide the ability for a user who is party to a communication to request whether a communication was rated as UC
Keep this requirement: No

3GR-UC-4: 
The IMS should provide the ability for an affected user to challenge the justification why the communication was identified as UC.
Keep this requirement: No

3GR-UC-5:
The IMS should provide the ability to the operator to extract information from the signalling and other means to provide an indication of the likelihood whether the communication is unsolicited.

Keep this requirement: Yes

Reason: This is a basic requirement to make SPUCI happen. Also, this requirement talks about SCORE that is given throughout the design principles.
3GR-UC-6:
The IMS should provide a mechanism to convey the UC indication in the signalling, such that intermediary network entities are not affected.
Keep this requirement: Yes

Reason: This is fine and is a sort of design principle.
3GR-UC-7:
The IMS should provide a mechanism to allow variation in communication handling based on UC likelihood indication.
Keep this requirement: Yes with modification

Reason: The requirement should have “variation in assessment” instead of “variation in communication” giving operators freedom to have different policy for assessment. The requirement thus follows the design principle 8.
3GR-UC-8:
Requests for UC protection made by IMS users should be auditable by the IMS.
Keep this requirement: No

3GR-UC-9:
The solution should also work in interworking scenarios with legacy networks and devices, in particular when using Single Radio VCC, IMS Service Continuity, and IMS Centralized Services.
Keep this requirement: Yes

Discussion

Accept the proposed pCR as input to the SPUCI TR.
START FIRST CHANGE

5
Design Principles and Security Requirements

5.1
Design Principles


The PUCI solution will adhere to the following design principles:

· No new capabilities are required on the IMS Core elements. For example the support of iFC, initial Filtering Criteria, in S-CSCF as the basic IMS function is good enough to redirect SIP signals to a PUCI AS.
· There will be new originating and terminating S-CSCF triggers. For example PUCI AS can be triggered by utilizing the existing iFC.
· No impacts to the UEs or its interfaces, including the Gm interface or user interface.
· PUCI processing will be performed in an Application Server.

· If SCORE and other PUCI related information needs to be signaled between carriers, it shall originate and terminate in a PUCI AS. Thereby being transparent to the IMS Core. For example SCORE and other PUCI related information can be carried in the SIP header as an optional information element.
· SPUCI solution will not mandate user notification or user interaction, but if there is user notification, only existing methods will be used, as not to impact the UE or usage experience.

· The SCORE and other PUCI related information will be defined at a generic level, with their specific meanings being left to operator policy. 

· Mapping of SCORE and other PUCI related information between carriers will be per interconnection agreements.

· The invocation of PUCI, thresholds, and actions taken will be based on the contractual relationship between the user and the carrier, where the thresholds are based on operator policy.

· PUCI processing may be performed on behalf of IMS and non-IMS users, including PSTN users.

· National legislature and/or operator policy may impact the PUCI actions to be taken.

· PUCI may apply to all IMS services to include and not limited to: session based services (voice, video), messaging, and data delivery.
5.2
Security Requirements



Following are security requirements on SPUCI:

1. 
The IMS should provide a means for IMS-users to report communication as a UC. 

2.
The IMS should provide the ability to the operator to extract information from the signalling and other means to provide an indication of the likelihood whether the communication is unsolicited.

3.
The IMS should provide a mechanism to convey the UC indication in the signalling, such that intermediary network entities are not affected.
4.
The IMS should provide a mechanism to allow variation in assessment handling based on UC likelihood indication.
5.
The solution should also work in interworking scenarios with legacy networks and devices, in particular when using Single Radio VCC, IMS Service Continuity, and IMS Centralized Services.
END FIRST CHANGE

