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1. Introduction
This contribution is a discussion paper for IMS based Peer-to-Peer(P2P) content distribution services.
2. Discussion
1) Current status 
Recently, a new study about IMS P2P is made by SA1. This study focuses on IMS based Peer-to-Peer content Distribution Services. IMS based Peer-to-Peer content Distribution Services take advantage of Peer-to-Peer model to accelerate distribution for content based services. This study has been considered to be 100% completed and has been approved by SA#48(SP-100406). Moreover, it has been discussed in SA2 as S2-095496, and related work in SA2 will be possible to start in August. 

2) Necessary of security study in SA3 for IMS P2P

2.1) P2P is useful for network operating

Nowadays, the bandwidth of wireless is more and more large. Users are more and more likely to use content distribution services (e.g. Live streaming and Content on Demand) on mobile station. But the centralized content servers (like streaming media servers) require considerable demands towards the bandwidth of the backbone IP network. The burden of centralized content servers is more and more serious. In the other hand, Peer-to-Peer (P2P) technology can be used to retrieve this problem. Content is transmitted in a segmented manner, and most of the traffic can be spread across the edge of the network, which helps reduce the storage and bandwidth demands of centralized servers. So P2P technology can be used in network to enhance the network capability.
In SA1’s study, P2P technology is used to accelerate distribution for content based services instead of P2P file sharing. It will not be harmful for operating. In contrary, it can help operators to provide more convenient broadband services for the end user without breaking normal operating mode.

2.2) Security study necessity analysis
The study work has been completed in SA1 and some security requirements are identified in SA1.Here are security requirements as follows: 
· The network shall be able to identify whether the User Peers honestly report the information of their contributed resources (e.g. cached or stored content);

· The network shall be able to identify whether the User Peers tamper with the content uploaded for other users;

· The network shall be able to protect the content exchanged among users against unauthorized access (e.g. undesirable leakage of and/or modification on possibly copyright-protected content).

· The network shall be able to prevent the User Peers against distributing any illegal content to other users.

Furthermore, the study of IMS P2P will be started in SA2 soon. 

So for SA3, it is necessary to take IMS P2P security into consideration as soon as possible. As related work in SA2 may be started in August, so it is better to start IMS P2P security study at SA3#61 meeting in November.
3. Proposal
Firstly, we propose to start to research the IMS P2P security issues based on the SA1 finished work and also call for more contributions on this area investigation to align with SA1 security requirement; the security analysis should:
· Differentiate the characteristics of IMS P2P from the traditional client server model

· Be aware of the P2P new threats brought into the IMS
Secondly, get more detailed information from SA1 group and other SA group before dive into detail IMS P2P security standard work
