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Abstract of the contribution:

This contribution provides description of use case Video on Demand for further study of the IMS media plane security solution.
1 Introduction
The work of IMS media plane security in Rel-9 resulted in the specification of solutions for media protection over the access network and peer-to-peer in TS 33.328. For e2e media plane security, two solutions, SDES and KMS based solution were standardized. However, the solutions do not cope with a number of requirements and relevant use cases of which many are discussed in TR 33.828. Solutions for use cases like conference calls, protection of non-RTP media, deferred delivery, video/media on demand, AS-terminated media security and transcoder functionality described in TR 33.828 and some widely used use cases like recording of protected media, communication diversion,  and single radio voice call continuity (SRVCC) have not been addressed. It is therefore desirable to continue to study and develop solutions for these use cases and to evaluate which normative standardization work that is needed.
Before further studying and developing solutions for these use cases, we should firstly go into the details of use cases and make a clear understanding of them.

The rapid development of internet provides strong market force of streaming media service, which is becoming increasingly popular.  Video on demand is the foundation for other streaming media services. In this pCR, description of use case Video on Demand regarding media security is provided.
2 Proposal

We propose to add the following content in TR 33.mps.

X Video on Demand
X.1
Introduction

X.2
Use case description
Video on demand is a service delivered over IP-based networks managed to provide the required level of QoS/QoE. 

While there may be many security requirements on media on demand services such as IPTV, for which the most common use case is a user wants to watch content on demand or broadcast content.The media contents are usually protected by a secure method for security purpose, user needs to get a key first to decrypt the secured media contents. Therefore, here the security requirements are mainly to protect the key deliver for the identified and authorized user.
The focus of the work in this present document is to study whether an IMS media security solution can be used to protect the confidentiality and authentication of media on demand during transit. It is not the objective of this study to design a solution to protect broadcast services over IP networks, or to provide a content rights management solution. 

X.3
Solution(s)
