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1
Introduction
At SA3#59, the SID S3-100628 was agreed, requiring a more focused TR dealing with specific issues needing further study. This contribution proposes a title and an outline for the TR with brief comments on what the sections should contain.

The proposed title is “Further Study of Architectural Scope, Options, and Issues with Protection against Unsolicited Communications in IMS (PUCI)”, and the TR outline is given as a pseudo-CR below.

The proposed outline relates to the SID as follows:

· Information to be stored in the HSS; this could range from a simple flag upto a complete PUCI profile of the user because it is possible to store selected information in the HSS or in the PUCI AS.
· clause 8.1

· Invoking of 3rd party PUCI AS or Supplementary Services (SS) depending on configuration.
· clause 8.2

· Response from SS or 3rd party PUCI AS with possible SCORE and/or other PUCI information depending on configuration. What type of PUCI information should be exchanged (e.g. scoring information, contextual information), how this information should be structured, or even between which nodes the information should be sent.

· clause 8.3

· Interworking with non-IMS networks.

· clause 7

· Types of communication that should/can be covered by PUCI, and how the different types of communication affect the PUCI solution.

· clause 4

· How much of PUCI that can be achieved via prevention and how much needs to be done via treatment.

· clause 6

· If and how PUCI information should be sent inside SIP. This will likely mean also coordination with IETF.

· clause 8.3.2

· If and how the proposed PUCI solutions interwork with SRVCC, ICS, and service continuity.

· clause 9

· PUCIF to PUCIF communication.

· clause 8.3.3

· Use of existing methods of user notification for PUCI communication.

· clause 8.3.4

· Mitigation of source identity spoofing, especially from non-IMS networks, on the effectiveness of the PUCI mechanism.
· clause 7

· Illustrative use of standardized PUCI features in typical deployment scenarios.

· clause 11

*** BEGIN CHANGES ***
1
Scope


Editor’s note: From TR template.

2
References

Editor’s note: From TR template.
3
Definitions, symbols and abbreviations

Editor’s note: From TR template.
4
Definition of PUCI Scope
4.1
Communication Modes

Editor’s note: This section defines the scope of the PUCI solution in terms of what modes of communication should be covered (voice, instant messaging, other), and discusses how different communication modes affect the PUCI solution.
4.2
Bulk Communications vs Targeted Communications

Editor’s note: This section defines the scope of the PUCI solution in terms of whether it should cover only bulk communication scenarios or also some scenario(s) with targeted communications. 
5
Design Principles and Security Requirements

5.1
Design Principles


Editor’s note: Captures the high level principles from the objective of the SID.

5.2
Security Requirements


Editor’s note: Captures security requirements from TR 33.937.

6
Preventive Measures

Editor’s note: This section discusses how much of the protection can be achieved through prevention measures, rather than reactive measures. The possible prevention measures include both non-technical measures, such as legislation, and contractual agreements between operators, as well as technical measures for prevention, such as means for interworking with non-IMS systems.
6.1
Non-Technical Prevention Measures
6.2
Technical Prevention Measures
7
Interworking with Non-IMS Systems


Editor’s note: This section describes how interworking with non-IMS systems should be performed, in particular, to mitigate source identity spoofing affecting PUCI effectiveness.
8
PUCI Architectural Considerations

8.1
PUCI Information Stored in HSS


Editor’s note: This section should examine what PUCI-related information needs to be stored in the HSS.

8.2
PUCI Function Invocation


Editor’s note: This section should examine invocation of 3rd party PUCI AS or Supplementary Services, depending on configuration.

8.3
PUCI Information Exchange

Editor’s note: This section should examine whether there is a need to exchange PUCI information, what type of PUCI information needs be exchanged, and how this should be performed.

8.3.1
PUCI Information Type and Structure


Editor’s note: This section should examine what type of PUCI information should be exchanged (scoring information, contextual information) and how this should be structured.

8.3.2
PUCI Information Signalling

Editor’s note: This section should examine the need for signalling of PUCI information between network elements and if a need is found, motivate it and describe how it could be done (e.g., inside SIP).
8.3.3
PUCI Function Communication

Editor’s note: This section should examine the need for communicating information between PUCI functions (PUCIF to PUCIF), and if a need is found, motivate it and describe how it could be done.
8.3.4
PUCI User Notification

Editor’s note: This section should examine the use of existing methods for of user notifications for PUCI communication.

9
Compatibility with IMS Centralized Services, SRVCC, and Service Continuity

Editor’s note: This section should further examine compatibility issues with CS for the proposed PUCI approaches. This includes SRVCC, ICS, and service continuity.
9.1
General
9.2
Mechanisms Based on Supplementary Services

Editor’s note: This section should describe how compatibility with ICS, SRVCC, and SC could be handled for the PUCI based strictly on existing Supplementary Service mechanisms.

9.3
IMR

Editor’s note: This section should describe how compatibility with ICS, SRVCC, and SC could be handled for the IMR approach.

9.4
Extensions to Supplementary Services

Editor’s note: This section should describe how compatibility with ICS, SRVCC, and SC could be handled for extensions to SS, such as addition of Contextual Information (CI).

10
Solution Alternatives

Editor’s note: Based on the analysis in sections 4-8, this section should describe the different solution alternatives in more detail. For technical measures this would include reference architecture, functional entities, and information flow. However, it is important that non-technical preventive measures should not be ruled out.
11
Illustration of Typical Deployment Scenarios

11.1
Scenarios


Editor’s note: Description of the deployment scenarios.

11.2
Discussion: Legal Issues


Editor’s note: Based on the scenarios, this section examines potential legal issues.
12
Architectural Impact


Editor’s note: Based on the scenarios, this section examines the architectural impact.

13
Conclusions and Recommendations

Conclusions determining what TS work is needed, if any.
*** END OF CHANGES ***
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