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1
Introduction
This document proposes a scope of the living document n the security aspects of network improvements for machine type communication. 
2
Discussion
In last SA3#58 meeting, it was decided that a TR will not be produced for the time being. However, the present document ((S3-100302, the Security Aspects of Machine-Type Communications)) will be used as a "living document" containing all the contributions that could possibly go in a future TR to be agreed. 

And also based on the new SA plenary status, it has agreed the LS (SP-100224, Prioritization of NIMTC functions in Rel-10) to all of the sub-groups, and also SA WG1 has completed the Release 10 Stage 1 work at this SA#47 on NIMTC and this can be found in TS22.368.
TSG SA believes that the following general functionalities (TS22.368 sections of related requirements are also indicated) should be prioritized for work in Release 10 timeframe: 

· Overload control (Radio Network Congestion use case, Signalling Network Congestion use case and Core Network Congestion use case in Annex A)

· Addressing (7.1.3)

· Identifiers (7.1.4)

· Subscription control (7.1.1)

· Security (7.1.6)

So we can see security is one feature listed as prioritization, which has been confirmed in the SA LS. It is necessary to start to consider the security related contents and also to have some deliverable at this point based on the Rel-10 timeframe requested by SA plenary. 
3
Conclusion 
With the above understanding, the present document specifies the security aspect of Network Improvements for Machine Type Communications. In particular it will:

-
identify and analyse key issues which have impacts on security based on the TS22.368’s MTC features;

-
identify the security impacts induced by the system architecture improvement for machine type communications based on TR23.888’s NIMTC architecture and message flows;

-
specify the solutions for 3GPP mobile system to improve the system security of machine type communication with regard to the above two aspects.
4
Proposal

It is proposed that SA3 discuss and agree the scope of NIMTC security TDoc.
******************************************Begin of change********************************************

1
Scope

The present document specifies the security aspect of Network Improvements for Machine Type Communications. In particular it will:

-
identify and analyse key issues which have impacts on security based on the TS22.368;

-
identify the security impacts induced by the system architecture improvement for machine type communications based on TR23.888;

-
determine the security requirements based on the analysis above and specify the possible solutions that meet those requirements.
*******************************************End of change********************************************
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