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1. Introduction

This contribution proposes text for the clauses on security mechanisms.
The general requirement on CMPv2 and usage of proof-of-possession is given. For details subclause 9.6 is pointed to.

2. pCR
The following proposes text for the temporary document (super-CR) on backhaul security to be included into TS 33.310.

The change marks are against the text in S3-100005, which was provided as baseline for SA3#58.

************************** start of changes ************************
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[14]
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************************** start of next change ************************

9.4 Security Mechanisms
The enrolment of base stations shall use the CMPv2 protocol as specified in RFC 4210 [4] and RFC 4211 [xy]. The proof-of-possession methods as given by [4] and [xy] shall be used. 
The profiling of CMPv2 for the purpose of base station enrolment is given in subclause 9.6 of the present document.
************************** end of changes *************************
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