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Abstract of the contribution: 

This contribution proposed ways to solve some of Editor’s Notes in TS 33.320. It is proposed to approve the attached CR in S3-100113.
1 Introduction
This contribution proposed ways to solve some of Editor’s Notes in TS 33.320. It is proposed to approve the attached CR.

2 Discussion

2.1 Editor’s Note in section 4.3

Original Text:

“
4.3
Interfaces (Reference Points)

Editor’s Note:
Are we going to specify new interface designators, or are we describing the interfaces with the designators as used for the functions e.g. carried inside a secure tunnel?
”
Proposal:
It is proposed to delete this Editor’s Note.
2.2 Editor’s Note in section 7.2.2

Original Text:
“
NOTE 4: Autonomous validation is performed during secure start-up and performs validation of the H(e)NB. As IKEv2 allows the inclusion of information data into Notify Payload, information regarding the trustworthy state of the H(e)NB may be carried in the Notify Payload (see Annex A.1) during IKEv2 procedures from the H(e)NB to the SeGW.Notify Payload within IKEv2's IKE_AUTH message is protected by IKEv2 SK and AUTH.  In addition, the Notify Payload, as constructed by the TrE, should include a nonce and should be cryptographically signed by the TrE.

Editor’s Note: Replay protection within the Notify Payload is FFS.
”
Proposal:
It is proposed to add a Note to say that Replay protection within the Notify Payload is out of scope of this standard.
2.3 Editor’s Note in section 8.4
Original Text:

“
Editor’s Note:  Use of the more current CMS (Cryptographic Message Syntax) in RFC 3852 and other enhancements to PKCS#7 is for FFS.

”
Proposal:

Since no enhancements to PKCS#7 has been brought forward to SA3, this is proposed to be deleted.

Original Text:
“
Editor’s Note: Requirements for reporting failures to an external entity or entities and/or performing internal logging are FFS. 

”
Proposal:
It is proposed to add a NOTE to say that such requirements are not considered in this release.
2.4 Editor’s Note in section A.1

Original Text:
“
Editor’s Note: In case the integrity information payload carries security information, the security issues have to be studied.
”
Proposal:
It is proposed to change this editor’s Note to a Note with some editorial changes.
3 Proposal
It is proposed to agree the attached CR in S3-100113. In addition to solve editor’s notes, some editorial changes are also made in attached CR. 
