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Abstract of the contribution: This contribution proposes a resolution to the editor’s notes in section 8.1.
1. Introduction

The editor’s note in 8.1.5 discusses possible standardizatin of a specific GNSS. However, no proposals for use of a particular GNSS have appeared. Furthermore, use of any specific GNSS in later versions of the specification is unlikely to create any compatibility issues, since any such system will be able to provide the necessary information, i.e. latitude and longitude. There is also no reason to preclude the use of different such systems by different devices deployed within an operator’s network.
The specific details of how to evaluate the location information provided by an H(e)NB will vary considerably from operator to operator based on considerations such as the required precision of the information (in both time and space), interaction with special charging models, etc. Therefore the editor’s note on this topic is proposed to be changed to a note that the exact details are not part of this specification. This leaves it open if other working groups within 3GPP (e.g. SA5) will take up this issue, or if it should be up to operators to manage these details.

The problem of whether to terminate established calls when an invalid location is reported involves operator tradeoffs among considerations such as the reliability of the reported information, customer tolerance for dropped calls, and the risk of allowing a device to operate outside the licensed area. Therefore we propose to modify the requirement on preserving established calls and remove the accompanying editor’s note.

2. pCR

The following pCR is against 3GPP TS 33.320 V1.1.1 (2009-10).

**************************** start of first change *******************************
3.2
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AAA
Authentication, Authorization, and Accounting

ACS
Auto-Configuration Server

AKA
Authentication and Key Agreement

ASME
 Access Security Management Entity 

CA
Certification Authority

CPE
Customer Premises Equipment

CSG
Closed Subscriber Group
DHCP
Dynamic Host Configure Protocol
DPD
Dead Peer Detection

eNB
Evolved Node-B

EAP
Extensible Authentication Protocol

EPS 
Evolved Packet System

ESP
Encapsulating Security Payload
E-UTRAN
Evolved UTRAN

FQDN
Fully Qualified Domain Name
GNSS
Global Navigation Satellite System 
H(e)NB
Home NodeB or Home eNodeB

H(e)NB-GW
Home (e)NodeB Gateway

H(e)MS
Home NodeB Management or Home eNodeB Management System

HeMS
Home eNodeB Management System

HeNB
Home eNodeB

HMS
Home NodeB Management System
HNB
Home NodeB

HP
Hosting Party

HPM
HP Module

IKE
Internet Key Exchange

IMSI
International Mobile Subscriber Identity

LTE
Long Term Evolution

MME
Mobility Management Entity

MSK
Master Session Key

NAI
Network Access Identifier

NAS
Non-Access Stratum

NAT
Network Address Translation

PKI
Public Key Infrastructure

SA
Security Association

SeGW
Security Gateway

TLS
Transport Layer Security

TrE
Trusted Environment

UICC
Universal Integrated Circuit Card

UP
User plane

URI
Uniform Resource Identifier

URL
Uniform Resource Locator

USIM 
Universal Subscriber Identity Module
UMTS
Universal Mobile Telecommunications System
UTRAN
Universal Terrestrial Radio Access Network
**************************** start of next change *******************************
8.1.5
GNSS information provided by H(e)NB

If the H(e)NB has the capability to receive GNSS transmissions, it shall be capable of sending GNSS determined location information to the verifying node. To be able to determine H(e)NB location based on an internal GNSS, a H(e)NB must be equipped with a GNSS receiver and be installed in a location where GNSS satellites can be acquired. 


8.1.6 Requirements

The verifying node shall be capable of requesting one or more of the types of location information listed in section 8.1.1. 

It shall be possible to configure how often the verifying node requests location information, and what information types are requested.

It shall be possible to configure policies to control how the verifying node evaluates the received location information in order to perform location verification.
NOTE: The details of these policies are out of scope of this specification.

The verifying node may perform location verification using information provided by the H(e)NB. This information may be provided automatically and/or upon request.

It shall be possible for the verifying node to use ancillary information to perform location verification such as geo-coordinates of surrounding macrocells, postal address of H(e)NB as claimed by H(e)NB hosting party, IP address location information, etc.

It shall be possible for the verifying node to perform location verification both before and after switching on the H(e)NB radio.

Depending on the result of location verification, the verifying node shall take one or more of the following actions: raise an alarm, permit the H(e)NB to radiate or prevent the H(e)NB from radiating.

According to operator policy, an operating H(e)NB which is ordered to cease radiating may do so immediately, or it may wait until any calls in progress have been completed before it complies with the order and ceases radiating. It shall not allow new calls to be established during this waiting period.


**************************** end of changes *******************************
