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1. Introduction

NGMN Alliance is an initiative by a group of leading mobile operators to provide a vision for technology evolution beyond 3G for the competitive delivery of broadband wireless services to increase further end-customer benefits. The objective is to establish clear performance targets, fundamental recommendations and deployment scenarios for a future wide area mobile broadband network, and to make sure that its price/performance is competitive with alternative technologies.
This initiative intends to complement and support the work within standardisation bodies by providing a coherent view of what the operator community is going to require in the decade beyond 2010. Recommendations for common system features, radio access network, core network, terminals and services, and operator requirements are available in the NGMN Alliance White Paper “Next Generation Mobile Networks Beyond HSPA & EVDO” v. 3.0, which is available from the NGMN web site (http://www.ngmn.org).
2. NGMN security baseline for 3GPP
In the attached document NGMN Security project attempted to evaluate gaps between NGMN security recommendations and security requirements already developed in various SDOs.
The objective of the attached NGMN Security project document is to provide conformance/gap analysis and use this paper finding to identify and fill the gaps.

In NGMN security list baseline, there are forty five items of security recommendations. 

3. 3GPP SA WG 3 requested action
1.) NGMN Security project kindly asks that 3GPP SA WG 3 checks specs relevant to items listed in NGMN security baseline and provide the gap analysis between NGMN security recommendations and relevant ones in 3GPP SA WG 3.

2.) NGMN Security project kindly asks 3GPP SA WG 3 to add their interpretation of gaps in security requirements between NGMN Security project and 3GPP SA WG 3. For this NGMN Security project is interested to hear your opinion regarding matching of the NGMN Security recommendations with those of 3GPP SA WG 3.

3.) NGMN Security project also kindly asks 3GPP SA WG 3 to provide an appropriate feedback on the attached NGMN Security project document. The main goal of this LS is to start a dialogue on a further refinement of our respective security recommendations.

NGMN Alliance acknowledges the expertise of the members of the 3GPP SA WG 3. We are aware that NGMN Security Gap Analysis Document v. 1.0 is just an initial version which can be further improved by input from partners coming from a different background, amongst them 3GPP SA WG 3. 

4. Next face-to-face meeting and project deadline 

Due to the December, 2009 deadline for the current phase of the gap analysis project, the NGMN Security Working Group kindly asks 3GPP SA WG 3 to provide their answer prior to the next NGMN Security Working Group face-to-face meeting on November 16, 2009. 
NGMN Security project Liaison to 3GPP SA WG3
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