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1
Opening of the meeting

The SA3 Chairman, Valtteri Niemi, opened the meeting, hosted by ETSI in Sophia-Antipolis.
2
Agreement of the agenda and IPR Call
2.1
Agreement of the agenda
S3-091600
Draft Agenda for THIS meeting





Source: SA WG3 Chairman

Discussion: 

The Chairman presented the agenda. It was noted that the M2M documents were out of scope for the agenda, so there could be a presentation of the submitted documents but it will only be for information.

Decision: 

The document was approved.



2.2
IPR Call

The attention of the delegates to the meeting of this Technical Specification Group was drawn to the fact that 3GPP Individual Members have the obligation under the IPR Policies of their respective Organizational Partners to inform their respective Organizational Partners of Essential IPRs they become aware of.

The delegates were asked to take note that they were thereby invited to:

-
investigate whether their organization or any other organization owns IPRs which were, or were likely to become Essential in respect of the work of 3GPP. 

-
notify their respective Organizational Partners of all potential IPRs, e.g., for ETSI, by means of the IPR Information Statement and the Licensing declaration forms.

There were no IPRs declared.

3
Assignment of input documents

Rapporteurs provided document orders for the specific agenda items.

4
Report of relevant issues from SA#45

The Chairman presented a report from the SA#45 Plenary. SAGE reported that the evaluation work has commenced.

5
Incoming LS’s sent to SA3 relevant for the ad hoc

S3-091789
LIPA WID and terminology for offload of selected IP traffic





Source: S1-093478

Decision: 

The document was noted.



S3-091792
LS on WID for Local IP Access and Internet offload





Source: S2-094960

Decision: 

The document was noted.



S3-091784
LS on ME support in Rel-9





Source: C1-093965

Decision: 

The document was not addressed.



S3-091787
NGMN Security Gap Analysis





Source: LS_NGMN_to_3GPP_SA3_V1.1

Decision: 

The document was not addressed.



S3-091788
Reply LS to S3-091054 on potential ETWS security threat in UTRAN





Source: R2-095355

Decision: 

The document was not addressed.



S3-091793
Reply LS on Target UE discovery for inter-UE transfer





Source: S2-096020

Decision: 

The document was not addressed.

6
Technical contributions in SAE/LTE

6.1
Security architecture

S3-091661
33.401 CR: Correction of the definition of ‘UE security capabilities’ (R8)





Source: Ericsson, ST-Ericsson

Discussion: 

Ericsson presented the CR. It was noted that UE is left in the title; it was explained that this is done to avoid having to change the specification in every point. NSN suggested this is not an essential Rel-8 correction as it is clear the UE security capabilities do not concern the USIM. There was not enough support for this justification to accept the change.

Decision: 

The document was noted.



S3-091662
33.401 CR: Correction of the definition of ‘UE security capabilities’ (R9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-091611
Current security context clarification





Source: Huawei

Discussion: 

Huawei presented the CR. Some rewording is necessary but the general principle is agreed.

Decision: 

The document was revised to S3-091801.



S3-091798
Comments to S3-091611





Source: NTT Docomo

Discussion: 

There was a slight rewording proposed by Qualcomm.

Decision: 

The document was noted.



S3-091801
Current security context clarification





Source: Huawei

(Replaces S3-091611)

Decision: 

The document was agreed.



S3-091684
CR to TS 33401 Partial Security Context Lifetime(R8)





Source: ZTE Corporation

Discussion: 

ZTE presented the CR. Ericsson suggested that 24.301 says that every NAS message increments the NAS COUNT. Qualcomm suggested that this issue is only one case, and there is no need to address this aspect in particular. NSN suggested that 24.301 does not make explicit reference to partial context and added that a clarification is useful.

ZTE pointed out that in 6.5 of 33.401 the Note makes it clear that this is needed.

Some reworking of the CR is necessary to add some clarification.

Decision: 

The document was revised to S3-091802.



S3-091802
CR to TS 33401 Partial Security Context Lifetime(R8)





Source: ZTE Corporation

(Replaces S3-091684)

Decision: 

The document was agreed.



S3-091685
CR to TS 33401 Partial Security Context Lifetime(R9)





Source: ZTE Corporation

Decision: 

The document was revised to S3-091803.



S3-091803
CR to TS 33401 Partial Security Context Lifetime(R9)





Source: ZTE Corporation

(Replaces S3-091685)

Decision: 

The document was agreed.



S3-091667
33.401 CR: Correction to store security context to ME (R8)





Source: Ericsson, ST-Ericsson

Decision: 

The document was agreed.



S3-091668
33.401 CR: Correction to store security context to ME (R9)





Source: Ericsson, ST-Ericsson

Discussion: 

Category should be A.

Decision: 

The document was revised to S3-091804.



S3-091804
33.401 CR: Correction to store security context to ME (R9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091668)

Decision: 

The document was agreed.



S3-091639
33.401 DISC: Security context storage





Source: Ericsson, ST-Ericsson

Discussion: 

Qualcomm acknowledged the need for CRs on this although some rewording should be done. It was agreed to revise 1640-1.

Decision: 

The document was noted.



S3-091640
33.401 CR: EPS NAS security context storage (Rel-8)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091805.



S3-091641
33.401 CR: EPS NAS security context storage (Rel-9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091806.



S3-091805
33.401 CR: EPS NAS security context storage (Rel-8)





Source: Ericsson, ST-Ericsson

(Replaces S3-091640)

Decision: 

The document was agreed.



S3-091806
33.401 CR: EPS NAS security context storage (Rel-9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091641)

Decision: 

The document was agreed.



6.2
Authentication and key agreement

6.3
Key derivation

S3-091646
Alignment of KDFs for E-UTRAN/UTRAN/GERAN/MBMS and GBA





Source: Ericsson, ST-Ericsson

Discussion: 

NSN suggested some email discussion should follow on the details of this approach, which was agreed in principle. This was agreed.

ACTION:
Chair email discussion on KDF alignment

(action on: Ericsson (Karl))

Decision: 

The document was technically endorsed.



6.4
Integrity and ciphering mechanisms

S3-091608
Clarification for security handling when NAS COUNT wrap around





Source: Huawei

Discussion: 

NSN suggested that some details are missing indeed but it might not be necessary to specify them as this can be considered an implementation issue. Ericsson suggested that this could be left to implementation. It was agreed not to mandate the proposed text.

It was decided to discuss (informally, no LS will be sent) with CT1 Delegates on whether a CT1 CR is needed on this; an SA3 CR is not necessary.

Decision: 

The document was noted.



S3-091710
Rel-8 CR to 33.401 on clarification of NAS integrity protection activation





Source: Vodafone, Qualcomm

Discussion: 

Vodafone presented the CR. NSN suggested that the CR combines two separate issues and there should be two CRs instead.

Decision: 

The document was revised to S3-091807.



S3-091807
Rel-8 CR to 33.401 on clarification of NAS integrity protection activation





Source: Vodafone, Qualcomm

(Replaces S3-091710)

Decision: 

The document was agreed.



S3-091711
Rel-9 CR to 33.401 on clarification of NAS integrity protection activation





Source: Vodafone, Qualcomm

Decision: 

The document was revised to S3-091808.



S3-091808
Rel-9 CR to 33.401 on clarification of NAS integrity protection activation





Source: Vodafone, Qualcomm

(Replaces S3-091711)

Decision: 

The document was agreed.



S3-091735
Defining the value of the NAS COUNTs (Rel-8)





Source: Qualcomm Europe

Discussion: 

Ericsson and NTT Docomo asked to send an LS on this to CT groups. Qualcomm and NTT Docomo suggested that CT4 should not be affected by this and should only be copied, while CT1 should be informed. Huawei objected to introducing the last paragraph.

It was agreed to send the CR to the CT groups asking if they prefer inserting parts into their specs and, if not, then decide whether to agree the CR for SA3 specs. The LS will be contained in S3-091811.
Decision: 

The document was revised to S3-091809.



S3-091809
Defining the value of the NAS COUNTs (Rel-8)





Source: Qualcomm Europe

(Replaces S3-091735)

Decision: 

The document was agreed.



S3-091736
Defining the value of the NAS COUNTs (Rel-9)





Source: Qualcomm Europe

Decision: 

The document was revised to S3-091810.



S3-091810
Defining the value of the NAS COUNTs (Rel-9)





Source: Qualcomm Europe

(Replaces S3-091736)

Decision: 

The document was agreed.



S3-091811
LS to CT groups on Defining the value of the NAS COUNTs





Source: current meeting (Adrian)

Decision: 

The document was approved.



S3-091863
LS to CT1 on NAS integrity protection activation





Source: current meeting (Peter)

Decision: 

The document was approved.



6.5
Security mode establishment and mobility aspects

S3-091637
33.401 CR: Correction of protection of the NAS security mode reject message (Rel-8)





Source: Ericsson, ST-Ericsson

Discussion: 

Some rewording should be done (wraps around instead of rolls over).

Decision: 

The document was revised to S3-091813.



S3-091813
33.401 CR: Correction of protection of the NAS security mode reject message (Rel-8)





Source: Ericsson, ST-Ericsson

(Replaces S3-091637)

Decision: 

The document was agreed.



S3-091638
33.401 CR: Correction of protection of the NAS security mode reject message (Rel-9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091814.



S3-091814
33.401 CR: Correction of protection of the NAS security mode reject message (Rel-9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091638)

Decision: 

The document was agreed.



S3-091609
selected algorithms forwarding to the target eNB in intra-LTE handover -R8





Source: Huawei

Decision: 

The document was revised to S3-091815.



S3-091610
selected algorithms forwarding to the target eNB in intra-LTE handover -R9





Source: Huawei

Decision: 

The document was revised to S3-091816.



S3-091815
selected algorithms forwarding to the target eNB in intra-LTE handover -R8





Source: Huawei

(Replaces S3-091609)

Decision: 

The document was agreed.



S3-091816
selected algorithms forwarding to the target eNB in intra-LTE handover -R9





Source: Huawei

(Replaces S3-091610)

Decision: 

The document was agreed.



S3-091669
33.401 CR: Corrections to state transition (R8)





Source: Ericsson, ST-Ericsson

Discussion: 

A revision is necessary.

Decision: 

The document was revised to S3-091817.



S3-091817
33.401 CR: Corrections to state transition (R8)





Source: Ericsson, ST-Ericsson

(Replaces S3-091669)

Decision: 

The document was agreed.



S3-091670
33.401 CR: Corrections to state transition (R9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091818.



S3-091818
33.401 CR: Corrections to state transition (R9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091670)

Decision: 

The document was agreed.



S3-091726
33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 8)





Source: NEC Corporation, Huawei

Decision: 

The document was revised to S3-091819.



S3-091819
33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 8)





Source: NEC Corporation, Huawei

(Replaces S3-091726)

Decision: 

The document was agreed.



S3-091734
33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 9)





Source: NEC Corporation, Huawei

Decision: 

The document was revised to S3-091820.



S3-091820
33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 9)





Source: NEC Corporation, Huawei

(Replaces S3-091734)

Decision: 

The document was agreed.



S3-091737
Clarifying the calculation of KeNB when there is more than one NAS SMC (Rel-8)





Source: Qualcomm Europe

Decision: 

The document was agreed.



S3-091739
Clarifying the calculation of KeNB when there is more than one NAS SMC (Rel-9)





Source: Qualcomm Europe

Decision: 

The document was agreed.



S3-091741
Behaviour for lost NAS SMC message when creating mapped context (Rel-8)





Source: Qualcomm Europe

Decision: 

The document was revised to S3-091821.



S3-091821
Behaviour for lost NAS SMC message when creating mapped context (Rel-8)





Source: Qualcomm Europe

(Replaces S3-091741)

Decision: 

The document was agreed.



S3-091742
Behaviour for lost NAS SMC message when creating mapped context (Rel-9)





Source: Qualcomm Europe

Decision: 

The document was revised to S3-091822.



S3-091822
Behaviour for lost NAS SMC message when creating mapped context (Rel-9)





Source: Qualcomm Europe

(Replaces S3-091742)

Decision: 

The document was agreed.



S3-091800
Comments to S3-091637





Source: NTT Docomo

Decision: 

The document was noted.



6.6
Mobility with GSM, UMTS networks

S3-091606
DISC-Clarification on the protection of TAU request





Source: Huawei

Discussion: 

This contribution was considered not necessary after consultation with Qualcomm and Ericsson.

Decision: 

The document was noted.



S3-091607
CR-Clarification on the protection of TAU request





Source: Huawei

Decision: 

The document was noted.



S3-091612
SIM user HO to eUTRAN





Source: Huawei

Discussion: 

There was no decision on whether and where to insert the content of the contribution (which clause or perhaps the SA2 specification). It was decided to keep the contribution in only one clause and try to put it in the pertinent SA3 specification.

Decision: 

The document was revised to S3-091823.



S3-091823
SIM user HO to eUTRAN





Source: Huawei

(Replaces S3-091612)

Discussion: 

The revision will be provided for the Dublin meeting.

Decision: 

The document was withdrawn.



S3-091799
Comments to S3-091612





Source: NTT Docomo

Decision: 

The document was noted.



S3-091663
33.401 CR: Clarifications to context handling in idle mode procedures (R8)





Source: Ericsson, ST-Ericsson

Decision: 

The document was agreed.



S3-091664
33.401 CR: Clarifications to context handling in idle mode procedures (R9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091827.



S3-091827
33.401 CR: Clarifications to context handling in idle mode procedures (R9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091664)

Decision: 

The document was agreed.



S3-091665
33.401 CR: Clarifications to context handling in IRAT handover (R8)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091828.



S3-091828
33.401 CR: Clarifications to context handling in IRAT handover (R8)





Source: Ericsson, ST-Ericsson

(Replaces S3-091665)

Decision: 

The document was agreed.



S3-091666
33.401 CR: Clarifications to context handling in IRAT handover (R9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091829.



S3-091829
33.401 CR: Clarifications to context handling in IRAT handover (R9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091666)

Decision: 

The document was agreed.



S3-091671
Clarification for algorithm selection during IRAT handover





Source: Huawei

Decision: 

The document was withdrawn.



S3-091672
Clarification for algorithm selection during IRAT handover(R9)





Source: Huawei

Decision: 

The document was revised to S3-091826.



S3-091826
Clarification for algorithm selection during IRAT handover(R9)





Source: Huawei

(Replaces S3-091672)

Decision: 

The document was agreed.



S3-091675
NAS COUNT handling during IRAT handover





Source: Huawei

Decision: 

The document was revised to S3-091830.



S3-091830
NAS COUNT handling during IRAT handover





Source: Huawei

(Replaces S3-091675)

Decision: 

The document was agreed.



S3-091676
NAS COUNT handling during IRAT handover(R9)





Source: Huawei

Decision: 

The document was revised to S3-091831.



S3-091831
NAS COUNT handling during IRAT handover(R9)





Source: Huawei

(Replaces S3-091676)

Decision: 

The document was agreed.



S3-091727
Ensuring key freshness at handover from E-UTRAN to UTRAN/GERAN (Rel-8)





Source: Qualcomm Europe

Decision: 

The document was noted.



S3-091729
Ensuring key freshness at handover from E-UTRAN to UTRAN/GERAN (Rel-9)





Source: Qualcomm Europe

Decision: 

The document was noted.



S3-091731
Nas-token and key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-8)





Source: Qualcomm Europe

Decision: 

The document was revised to S3-091837.



S3-091837
CR to 33.401 on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-8)





Source: Qualcomm Europe

Discussion: 

The FC values and  have to be fixed in the Dublin meeting.

Decision: 

The document was agreed.



S3-091733
Nas-token and key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-9)





Source: Qualcomm Europe

Decision: 

The document was revised to S3-091838.



S3-091838
CR to 33.401 on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-9)





Source: Qualcomm Europe

Decision: 

The document was agreed.



S3-091740
33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)





Source: NEC Corporation

Discussion: 

NTT Docomo and ZTE preferred the NEC solution as it seemed simpler and not touching UE aspects.

There was some discussion and a second simpler alternative (with a wrap around issue in case of a rare case of 16 failures in a row) was proposed by NTT Docomo. It was decided to consult with RAN3 via an LS proposing both solutions (the one in 1740 and the optimized one).

Decision: 

The document was revised to S3-091832.



S3-091832
33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)





Source: NEC Corporation

(Replaces S3-091740)

Decision: 

The document was conditionally agreed.



S3-091834
33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)





Source: NEC Corporation

(Replaces S3-091740)

Decision: 

The document was conditionally agreed.



S3-091835
33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)





Source: NEC Corporation

(Replaces S3-091743)

Decision: 

The document was conditionally agreed.



S3-091836
33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)





Source: current meeting (Anand)

Discussion: 

1832 to 1835 will be attached to the LS. The CR pair that will be selected by CT1 will be agreed on an SA3 level and sent to SA Plenary.

Decision: 

The document was approved.



S3-091743
33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 9)





Source: NEC Corporation

Decision: 

The document was revised to S3-091833.



S3-091757
Interworking between eUTRAN and GERAN in 128-bit encryption





Source: Huawei, Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091824.



S3-091833
33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 9)





Source: NEC Corporation

(Replaces S3-091743)

Decision: 

The document was conditionally agreed.



S3-091824
Interworking between eUTRAN and GERAN in 128-bit encryption





Source: Huawei, Ericsson, ST-Ericsson

(Replaces S3-091757)

Decision: 

The document was agreed.



S3-091786
Reply LS on INTER RAT HANDOVER INFO during inter-RAT PS Handover





Source: GP-091745

Discussion: 

The LS was presented; as the scope of the LS is not exactly within the one of the meeting, the LS will be rediscussed in the Dublin meeting.

Decision: 

The document was postponed.



S3-091730
Discussion on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN





Source: Qualcomm Europe

Discussion: 

A CR on this was decided to be drafted.

Decision: 

The document was endorsed.



6.7
Mobility with non-3GPP networks

S3-091634
Deletion of erroneous notes relating to fast re-authentication





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. No comments.

Decision: 

The document was agreed.



S3-091775
Comments on S3-091629 and S3-091630





Source: Samsung

Decision: 

The document was revised to S3-091797.



S3-091797
Comments on S3-091629 and S3-091630





Source: Samsung

(Replaces S3-091775)

Decision: 

The document was noted.



S3-091630
33.402, Rel-8 - Clause 9.2.1.2.2 - Correction of Key derivation and SPI calculation for WiMAX interworking





Source: Alcatel-Lucent, Intel

Decision: 

The document was merged in 1839.



S3-091629
33.402, Rel-9 - Clause 9.2.1.2.2 - Correction of Key derivation and SPI calculation for WiMAX interworking





Source: Alcatel-Lucent, Intel

Discussion: 

Alcatel-Lucent presented the contribution.

Decision: 

The document was merged in 1840.



S3-091713
33.402 CR: Clarification to MIPv4 Key Generation (Rel8)





Source: Samsung

Decision: 

The document was revised to S3-091839.



S3-091839
33.402 CR: Clarification to MIPv4 Key Generation (Rel8)





Source: Samsung

(Replaces S3-091713)

Decision: 

The document was agreed.



S3-091714
33.402 CR: Clarification to MIPv4 Key Generation (Rel9)





Source: Samsung

Decision: 

The document was revised to S3-091840.



S3-091840
33.402 CR: Clarification to MIPv4 Key Generation (Rel9)





Source: Samsung

(Replaces S3-091714)

Decision: 

The document was agreed.



S3-091790
ANDSF Authorization Policy Transfer





Source: S1-093483

Decision: 

The document was noted.



S3-091791
Reply LS to ANDSF Authorization policy transferring





Source: S2-094955

Decision: 

The document was noted.



6.8
Network domain security

6.9
eNodeB security

S3-091673
Corrections for 33401





Source: Huawei

Discussion: 

Agreed with minor revisions to be applied.

Decision: 

The document was revised to S3-091841.



S3-091841
Corrections for 33401





Source: Huawei

(Replaces S3-091673)

Decision: 

The document was agreed.



S3-091674
Corrections for 33401(R9)





Source: Huawei

Decision: 

The document was revised to S3-091842.



S3-091842
Corrections for 33401(R9)





Source: Huawei

(Replaces S3-091674)

Decision: 

The document was agreed.



6.10
Emergency calls

S3-091643
33.401 CR: Alignment of NAS security context establishment (Rel-9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091843.



S3-091660
Authentication failure during emergency call





Source: Ericsson, ST-Ericsson

Decision: 

The document was merged to 1843.



S3-091686
CR to TS 33401 Emergency Call Security Context Clarification(R9)





Source: ZTE Corporation

Decision: 

The document was merged to 1843.



S3-091843
33.401 CR: Alignment of NAS security context establishment (Rel-9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091643)

Decision: 

The document was agreed.



S3-091658
Clarification of confidentiality protection in EC





Source: Ericsson, ST-Ericsson

Decision: 

The document was agreed.



S3-091659
Restructure Emergency clauses





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091844.



S3-091844
Restructure Emergency clauses





Source: Ericsson, ST-Ericsson

(Replaces S3-091659)

Decision: 

The document was merged in 1843.



S3-091628
33.401 - Correction of Clauses B.0 and B.2.1 for emergency calls





Source: Alcatel-Lucent, Ericsson, Qualcomm Europe

Decision: 

The document was revised to S3-091812.



S3-091642
33.401 CR: Correction of replay protection with EIA0 (Rel-9)





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091812.



S3-091812
33.401 CR: Correction of replay protection with EIA0 (Rel-9)





Source: Ericsson, ST-Ericsson

(Replaces S3-091642)

Decision: 

The document was agreed.



6.11
Other areas

7
Technical contributions in other ad hoc work items

7.1
Security aspects of Home (e)Node B

S3-091602
pCR to TS33.320: Scope





Source: Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved with modifications.



S3-091760
Comments to S3-091602





Source: InterDigital Communications Corp.

Discussion: 

There is a conflict with 5.3 in 33.401; it was decided that 33.320 takes precedence in this case. It also has to be identified which requirements are to be adopted: an Editor's Note will be created on this.

Decision: 

The document was noted.



S3-091621
P-CR-Editorial changes to TS 33.320





Source: Huawei

Discussion: 

Some comments from NSN were discussed: in 4.1 it was decided that putting a condition to an optional part would not be necessary. In 5.4 it was decided to remove the additional requirements.

Decision: 

The document was approved with modifications.



S3-091620
pCR-Resolve Some Editors notes of TS 33.320





Source: Huawei

Decision: 

The document was approved with modifications.



S3-091603
pCR to TS33.320: cleanup of Section 4





Source: Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks

Discussion: 

The pseudo CR was discussed in conjunction with 1620 and both were merged with some modifications.

Decision: 

The document was approved with modifications.



S3-091622
pCR to H(e)NB TS on H(e)MS Requirement





Source: Huawei

Discussion: 

The change of shall to should was reverted; a clarification on the IPsec tunnel was inserted. The second bullet was reworded slightly.

Decision: 

The document was approved with modifications.



S3-091679
PCR to TR33.320 Add the Missed Step before Combined Device and HP Authentication





Source: ZTE Corporation

Decision: 

The document was approved.



S3-091681
PCR-Editorial Change to TS 33.320





Source: ZTE Corporation

Decision: 

The document was approved.



S3-091705
pCR on clause 8.1.1 of TS 33.320 on location verification





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm

Decision: 

The document was approved.



S3-091632
pCR to clarify Absolute Time in TS 33.320





Source: Airvana, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved.



S3-091709
pCR on section 8.3.4 of TS 33.320 to correct a reference





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm

Decision: 

The document was approved.



S3-091703
pCR on section 8.3.1 of TS 33.320 on TLS tunnel to H(e)MS in MNO Intranet





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm

Decision: 

The document was approved.



S3-091759
Storage of CSG Lists and CSG Type in the USIM





Source: Gemalto

Decision: 

The document was revised to S3-091846.



S3-091846
Storage of CSG Lists and CSG Type in the USIM





Source: Gemalto

(Replaces S3-091759)

Decision: 

The document was agreed.



S3-091604
pCR to TS33.320: Use of H(e)NB registration for location determination





Source: Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-091762
Comments to S3-091624





Source: InterDigital Communications Corp.

Decision: 

The document was noted.



S3-091701
CR to TR33.320: Clarify TrE in device validation





Source: InterDigital Communications

Decision: 

The document was noted.



S3-091768
comments on S3-091701





Source: Qualcomm Europe

Decision: 

The document was approved.



S3-091702
pCR TS33.320: to Clarify TrE role in Authentication





Source: InterDigital Communications

Discussion: 

Intermediate was removed from 7.2.3 and 7.2.4.

Decision: 

The document was approved with modifications.



S3-091692
CR TR33.820 ToRs for validation study.doc





Source: InterDigital Communications

Decision: 

The document was revised to S3-091849.



S3-091849
CR TR33.820 ToRs for validation study.doc





Source: InterDigital Communications

(Replaces S3-091692)

Decision: 

The document was agreed.



S3-091700
CR TR33.820 threat analysis of validation methods





Source: InterDigital Communications

Decision: 

The document was merged with 1849.



S3-091707
CR to TR33.820: Feasibility Study for AuV





Source: InterDigital Communications

Discussion: 

2.3.2 was removed in 7.5.3.4. Agreed in principle but merged in 1849.

Decision: 

The document was merged 1849.



S3-091631
pCR for Annex A Call-flow Cleanup of TS 33.320





Source: Airvana, Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was discussed whether the changes should be also conveyed to CT4. It was decided that this will be handled informally (without an LS).

Decision: 

The document was approved.



S3-091626
pCR to H(e)NB TS  on Notify Payload





Source: Huawei

Discussion: 

Airvana asked to remove the examples of use; NSN suggested that this contribution is premature to be inserted in the TS as AV has not yet been well defined within the group; Orange suggested that this contribution is decoupled from AV and supported the contribution.

NSN suggested that the nonce insertion would provide for integrity but not replay protection. It was decided to insert an Editor's Note on whether protection against replay attacks is needed in the first place. Huawei suggested keeping that the SeGW is not necessarily the element to conduct such processing.

It was decided to accept Airvana's proposal for the first paragraph and truncate the second after TrE, with the insertion of the aforementioned Editor's Note.

Decision: 

The document was approved with modifications.



S3-091636
pCR to TS33.320: Preventing operation of compromised devices





Source: Qualcomm Europe

Discussion: 

T-Mobile suggested that CRL and OCSP would be mandatory; a compromise could not be found and the contribution will be re-discussed in the SA3#57 meeting.

Decision: 

The document was rejected.



S3-091627
pCR to 8.3.2.2 section in TS 33.320 on software update verification





Source: Huawei

Discussion: 

Airvana suggested that the contribution contains speculative language and also addresses remote remediation which is a TR related issue; steps 1-4 would be in line and could be accepted. NSN suggested that the contribution should address clause 6.8.4 where SW download is treated.

Decision: 

The document was rejected.



S3-091680
PCR to TS33.320 Protection of SW Download





Source: ZTE Corporation

Discussion: 

Airvana stated that it is not clear what the contribution is addressing as the group has decided to use TR-069 and PKCS#7 which makes the solution out of scope. The solution would extend the certificate path significantly transforming the SeGW to a CA. InterDigital suggested that there could be complications where the HeNB connects on the public Internet as the SeGW would not be involved. NSN could not see what the contribution is attempting to resolve. The Chairman suggested that in general alternative options in the specification should be avoided.

There was no support at this stage; the issue should be further discussed offline.

Decision: 

The document was rejected.



S3-091794
LS on management aspects of Hosting Party Authentication for HNB/HeNB





Source: S5-093529

Decision: 

The document was replied to.



S3-091605
Draft reply to S5-093529, LS on management aspects of Hosting Party Authentication for HNB/HeNB





Source: Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-091777
comments on S3-091605





Source: Huawei

Decision: 

The document was revised to S3-091858.



S3-091858
Reply to: LS on management aspects of Hosting Party Authentication for HNB/HeNB





Source: current meeting

Decision: 

The document was approved.



S3-091706
Rel-8 CR to 33.102 on mandating integrity protection for reject messages with cause #25





Source: Vodafone, Qualcomm

Decision: 

The document was revised to S3-091859.



S3-091859
Rel-8 CR to 33.102 on mandating integrity protection for reject messages with cause #25





Source: Vodafone, Qualcomm

(Replaces S3-091706)

Decision: 

The document was agreed.



S3-091708
Rel-9 CR to 33.102 on mandating integrity protection for reject messages with cause #25





Source: Vodafone, Qualcomm

Decision: 

The document was revised to S3-091860.



S3-091860
Rel-9 CR to 33.102 on mandating integrity protection for reject messages with cause #25





Source: Vodafone, Qualcomm

(Replaces S3-091708)

Decision: 

The document was agreed.



S3-091623
pCR to H(e)NB TS on 8.3.3&8.3.4





Source: Huawei

Decision: 

The document was not addressed.



S3-091624
pCR to H(e)NB TS on start-up





Source: Huawei

Decision: 

The document was not addressed.



S3-091625
Hybrid Validation Questionnaire





Source: Huawei

Decision: 

The document was not addressed.



S3-091633
Discussion: H(e)NB Remote Remediation





Source: Airvana

Decision: 

The document was not addressed.



S3-091677
CR to TR33.820 Transfer RIM of Hardware Information





Source: ZTE Corporation

Decision: 

The document was not addressed.



S3-091678
CR to TR33.820 Transfer RIM of Software





Source: ZTE Corporation

Decision: 

The document was not addressed.



S3-091682
CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location





Source: ZTE Corporation

Decision: 

The document was revised to S3-091825.



S3-091825
CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location





Source: ZTE Corporation

(Replaces S3-091682)

Decision: 

The document was revised to S3-091864.



S3-091864
CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location





Source: ZTE Corporation

(Replaces S3-091825)

Decision: 

The document was not addressed.



S3-091683
Discussion paper Re-locking of H(e)NB Location





Source: ZTE Corporation

Decision: 

The document was not addressed.



S3-091704
CR TR33.820: H(e)NB Distress Indication for AuV Capable Devices





Source: InterDigital Communications

Decision: 

The document was not addressed.



S3-091712
CR TR33.820: Feasibility Study for SAV





Source: InterDigital Communications

Decision: 

The document was not addressed.



S3-091769
Comments to S3-091768





Source: InterDigital Communications Corp

Decision: 

The document was not addressed.



S3-091845
New version of 33.320





Source: Rapporteur (Marcus)

Decision: 

The document was sent for email approval.



7.2
IMS media plane security

S3-091651
TS 33.328 clarifications of mandatory integrity protection of SRTCP





Source: Alcatel-Lucent

Discussion: 

S was removed from RTCP.

Decision: 

The document was approved with modifications.



S3-091722
pCR: TS 33.328 clause 5, IMS media plane security features





Source: Ericsson, ST-Ericsson

Decision: 

The document was approved.



S3-091648
TS 33.328 procedures for home vs roaming users





Source: Alcatel-Lucent

Decision: 

The document was approved.



S3-091699
pCR for TS on IMS media plane security, clause 3.3 “Abbreviations”





Source: ZTE Corporation

Decision: 

The document was approved.



S3-091725
pCR: 33.328 SRTP profiling





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091848.



S3-091848
pCR: 33.328 SRTP profiling





Source: Ericsson, ST-Ericsson

(Replaces S3-091725)

Discussion: 

It was agreed to add a phrase to say that this is essential to simplify late entry in group communications and broadcasting sessions.

Decision: 

The document was approved with modifications.



S3-091745
pCR for TS 33.328: text for SDES solution overview in clause 4.1.2





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved with modifications.



S3-091755
Discussion paper on the need for IMS media security re-keying





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was agreed that there is no need for re-keying for SRTP and SRTCP. It was agreed to endorse the contribution keeping in mind that LI requirements might require a reconsideration of the issue. Re-keying procedures for group communications may also need reconsideration in the future.

Decision: 

The document was technically endorsed.



S3-091746
pCR for TS 33.328: text for architectures for SDES-based solutions in clause 4.2





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved with modifications.



S3-091747
pCR for TS 33.328: Authentication and Authorization for SDES





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was clarified that in all cases IMS UE is meant by UE.

Decision: 

The document was approved.



S3-091748
pCR for TS 33.328: Security properties for SDES





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was agreed to add a sentence that media nodes have to be protected.

Decision: 

The document was approved with modifications.



S3-091749
pCR for TS 33.328: Iq interface extensions





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved.



S3-091753
pCR for TS 33.328: use of more than one SDES crypto attribute





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved.



S3-091694
pCR for TS on IMS media plane security, clause 4 “KMS based solution” modification





Source: ZTE Corporation, Ericsson

Discussion: 

It was agreed to add an Editor's Note that the third feature added complies with LI requirements.

Decision: 

The document was approved with modifications.



S3-091723
pCR: TS 33.328 pCR: KMS corrections and updates





Source: Ericsson, ST-Ericsson

Decision: 

The document was approved with modifications.



S3-091695
pCR for TS on IMS media plane security, clause 6 “KMS based solution” modification





Source: ZTE Corporation, Ericsson

Discussion: 

It was agreed that as the Editor's Note states the LI issues must be checked.

Decision: 

The document was approved.



S3-091601
Ecma-International presentation on TR/NGCN_Security





Source: Ecma-International

Discussion: 

It was clarified that SIP Identity related issues are being studied in TISPAN WG7 and will be probably solved by the end of the year.

Decision: 

The document was noted.



S3-091724
pCR: 33.328 MIKEY-TICKET profiling





Source: Ericsson, ST-Ericsson

Discussion: 

It was agreed with the observation that mode 3 should be optional.

Decision: 

The document was approved.



S3-091721
Update MIKEY-TICKET draft





Source: Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091796.



S3-091796
Update MIKEY-TICKET draft





Source: Ericsson, ST-Ericsson

(Replaces S3-091721)

Discussion: 

Comments on the latest draft are welcome.

Decision: 

The document was noted.



S3-091847
MIKEY-TICKET update





Source: Ericsson

Decision: 

The document was noted.



S3-091650
TS 33.328 clarification of the reusable ticket definition





Source: Alcatel-Lucent

Discussion: 

The first change was approved; the second was removed.

Decision: 

The document was approved with modifications.



S3-091697
pCR for TS on IMS media plane security, clause 7 “KMS based solution” modification





Source: ZTE Corporation, Ericsson

Decision: 

The document was approved with modifications.



S3-091698
pCR for TS on IMS media plane security, Annex B “KMS based key management” modification





Source: ZTE Corporation, Ericsson

Decision: 

The document was approved.



S3-091728
pCR for TS on IMS media plane security: Ticket verification on P-CSCF





Source: ZTE Corporation

Discussion: 

Ericsson and NSN did not support the contribution as it would be too late to introduce such a big change at this stage. It was pointed out that the LI group should look into this issue when studying the KMS solution.

It was also suggested that the impact to the IMS core network should be minimized; it was in this sense noted that a solution satisfying this was identified; it is to disallow reusable tickets in the terminal side.

Decision: 

The document was noted.



S3-091732
pCR for TS on IMS media plane security: Key derivation architecture for ticket protection





Source: ZTE Corporation

Decision: 

The document was noted.



S3-091750
Discussion paper on IMS media security indications (e2ae versus e2e)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was withdrawn.



S3-091752
pCR for TS 33.328: media security indications (e2ae versus e2e)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was withdrawn.



S3-091772
Update of S3-091750: Discussion paper on IMS media security indications (e2ae versus e2e)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-091773
Update of S3-091752: pCR for TS 33.328: media security indications (e2ae versus e2e)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was agreed to insert two Editor's Notes in 7.2.2, 7.2.3.

Decision: 

The document was approved with modifications.



S3-091657
MIKEY-IBAKE viewgraphs





Source: Alcatel-Lucent, AT&T

Discussion: 

The LI implications were considered; the SA3-LI should study the MIKEY-IBAKE LI aspects. Also, the timeline should be studied to implement this solution. It was decided that this solution will not be used for Rel-9, but will be studied for inclusion in Rel-10.

Decision: 

The document was noted.



S3-091649
TS 33.328 Addition of the new IBAKE solution





Source: Alcatel-Lucent

Decision: 

The document was noted.



S3-091655
TR 33 828 MIKEY-IBAKE solution





Source: Alcatel-Lucent, AT&T

Discussion: 

It was decided to postpone the insertion of the contribution in the TR for the November Dublin meeting; in the meantime, feedback from the Delegates is expected to be able to solve the main issues (harmonization of keys and LI).

Decision: 

The document was noted.



S3-091656
MIKEY-IBAKE Internet-Draft





Source: Alcatel-Lucent

Decision: 

The document was noted.



S3-091795
LS on IMS Media Security Lawful Interception Requirements





Source: SA3LI09_073r1

Decision: 

The document was replied to.



S3-091718
Draft: Reply to LS on IMS Media Security Lawful Interception Requirements





Source: Ericsson, ST-Ericsson, Nokia Siemens Networks

Discussion: 

BT pointed out that mid call interception is required by a number of countries.

Decision: 

The document was revised to S3-091852.



S3-091852
Reply to: LS on IMS Media Security Lawful Interception Requirements





Source: current meeting

Decision: 

The document was approved.



S3-091783
Reply to LS on IMS media plane security





Source: C1-093944

Decision: 

The document was replied to.



S3-091719
Draft: Reply to CT1 LS on IMS media plane security





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-091780
Comments and proposed changes on S3-091719 - Reply to LS on IMS media plane security.





Source: Alcatel-Lucent

Decision: 

The document was revised to S3-091853.



S3-091853
Reply to: Reply to LS on IMS media plane security





Source: current meeting

Decision: 

The document was approved.



S3-091785
REPLY LS on IMS Media Plane Security





Source: C4-092743

Decision: 

The document was replied to.



S3-091720
Draft: Reply to CT4 LS on IMS media plane security





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-091781
Comments and proposed changes on S3-091720 - Reply to LS on IMS media plane security.





Source: Alcatel-Lucent

Decision: 

The document was revised to S3-091854.



S3-091854
Reply to: REPLY LS on IMS Media Plane Security





Source: current meeting

Decision: 

The document was approved.



S3-091782
LS on early media in forward direction





Source: C1-093772

Decision: 

The document was replied to.



S3-091855
Reply to: LS on early media in forward direction





Source: current meeting

ACTION:
take into account S3-091855 on MEDIASEC

(action on: All / due by: )

Decision: 

The document was approved.



S3-091647
TR 33.828 - Update of the References Section





Source: Alcatel-Lucent, AT&T

Decision: 

The document was approved.



S3-091652
TR 33.828 requirements changes





Source: Alcatel-Lucent, AT&T

Discussion: 

The IETF requirement not to be removed.

Decision: 

The document was noted.



S3-091653
TR 33.828 procedure for home vs. roaming users





Source: Alcatel-Lucent, AT&T

Decision: 

The document was approved.



S3-091654
TR 33.828 KMS architecture clarification





Source: Alcatel-Lucent, AT&T

Decision: 

The document was approved.



S3-091696
pCR for TS on IMS media plane security, UE registration procedures





Source: ZTE Corporation,

Decision: 

The document was not addressed.



S3-091744
pCR for TS 33.328: correction to general introduction to IMS media plane security overview in clause 4.1.1





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was not addressed.



S3-091856
New draft version of TR 33.828





Source: Rapporteur (Peter)

Discussion: 

Timeline:

New draft version out - 1 Oct 

Comments by - 2 Oct

Final version - 6 Oct.

Decision: 

The document was sent for email approval.



S3-091857
New draft version of TR 33.328





Source: Rapporteur (Peter)

Discussion: 

Timeline:

New draft version out - 1 Oct 

Comments by - 2 Oct

Final version - 6 Oct.

Decision: 

The document was sent for email approval.



7.3
Support for backhaul security

S3-091615
eNB initial access procedure





Source: Huawei, Deutsche Telekom

Decision: 

The document was noted.



S3-091616
eNB certificate enrolment architecture





Source: Huawei

Decision: 

The document was revised to S3-091850.



S3-091850
eNB certificate enrolment architecture





Source: Huawei

(Replaces S3-091616)

Decision: 

The document was noted.



S3-091778
comments on S3-091615 and S3-091616





Source: Motorola

Decision: 

The document was noted.



S3-091771
Commenting contribution on S3-091615 of Huawei and Deutsche Telekom: “eNB initial access procedure”





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-091770
Commenting contribution on S3-091616 by Huawei: “eNB certificate enrolment architecture”





Source: Nokia Siemens Networks

Discussion: 

The contributions above were discussed in conjunction. An architecture could not be agreed at this meeting. The NEM solution could not be agreed and the solution in 1770 was objected to by Huawei.

Decision: 

The document was noted.



S3-091779
NDS Enhancements: SA3#56 Agreements





Source: NEC Corporation

Decision: 

The document was noted.



S3-091861
Comments to NDS Enhancements: SA3#56 Agreements





Source: Nokia, Nokia Siemens Networks

Decision: 

The document was noted.



S3-091716
Further Analysis of Backhaul Security Establishment





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-091717
Presentation of S3-091716





Source: Ericsson, ST-Ericsson

Discussion: 

Conclusions on the last slide:

It was decided that SA3 should avoid standardizing something that dictates the provisioning.

The legitimate format of the Enrolment Credential and the trust anchor should be standardized in order to enable CMPv2 interoperability; Motorola added that the options should be limited; in particular, the PSK option should be out. This has to be discussed in other contributions during the present meeting.

On the third bullet, it was not endorsed that the vendor and operator CA should be valid CA's for the certificate. However, the format of the Enrolment Credential should be still specified in SA3.

The fourth bullet on the Trust Anchor was considered premature to be agreed at this stage.

Decision: 

The document was technically endorsed with modifications.



S3-091756
Methods for certificate enrolment in backhaul case





Source: ZTE Corporation

Discussion: 

It was decided that this is one of the possibilities under consideration for the next meeting. NSN suggested that PSK should not be envisaged for IKEv2; this was agreed.

Decision: 

The document was noted.



S3-091766
comments on S3-091756





Source: Motorola

Decision: 

The document was noted.



S3-091851
comments on S3-091766





Source: ZTE corporation

Decision: 

The document was noted.



S3-091751
eNB provisioning





Source: Gemalto

Discussion: 

There will be feedback provided offline on this and the proposal, which can be discussed again in the next meeting.

Decision: 

The document was noted.



S3-091613
Discussion on CMPv2 transport protocol





Source: Huawei, Deutsche Telekom

Discussion: 

A decision must be taken next time on which protocols to allow; Motorola suggested having a single alternative. This was agreed.

Decision: 

The document was noted.



S3-091767
comments on S3-091613





Source: Motorola

Decision: 

The document was noted.



S3-091614
CMPv2 profile





Source: Huawei

Decision: 

The document was noted.



S3-091765
Comments on S3-091614





Source: Motorola

Decision: 

The document was noted.



S3-091774
Comments on S3-091765





Source: Huawei

Discussion: 

The possibility for SHA-1 to be used was proposed by Huawei; there was no decision on whether to keep only SHA-2 as an option or allowing SHA-1 as well; this will be handled in the next meeting.

Concerning key pair size, it was agreed to have both 1024 and 2048.

An agreement on the rest of the profiling issues could not be found at this meeting; there will be some more offline discussion and a decision will be taken in the next meeting.

Decision: 

The document was noted.



S3-091635
CMPv2 Profile for eNB certificate handling





Source: Motorola

Discussion: 

More discussion is necessary.

Decision: 

The document was noted.



S3-091617
Way forward on WI “NDS enhancement to support backhaul security”





Source: Huawei

Discussion: 

An email discussion will be held on this issue (titles for the structure of 33.310 on backhaul security). Huawei (Marcus Wong) will chair this discussion.

Delegates will provide comments to the list and on 21 Oct a summary of discussion will be delivered to the exploder. Additional comments can be provided until the 23rd and the final version will be provided on the 28th.

Decision: 

The document was noted.



S3-091687
CR to TS 33310 Some corrections of TS 33.310





Source: ZTE Corporation

Discussion: 

Out of scope for the current meeting.

Decision: 

The document was noted.



7.4
128 bit encryption for GSM and GPRS

S3-091644
GERAN A5/4 and GEA4 status update





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-091645
GERAN keying enhancements





Source: Ericsson, ST-Ericsson

Decision: 

The document was noted.



S3-091758
algorithms selection for SIM user in 128-bit encryption





Source: Huawei, Ericsson, ST-Ericsson

Decision: 

The document was revised to S3-091862.



S3-091862
algorithms selection for SIM user in 128-bit encryption





Source: Huawei, Ericsson, ST-Ericsson

(Replaces S3-091758)

Decision: 

The document was agreed.



7.5
Other areas

The documents could not be treated due to lack of time in this meeting.

S3-091688
PCR Provisioning of USIM/ISIM by TRE/UICC (Candidates solutions section of draft TR 33.812)





Source: ZTE Corporation

Decision: 

The document was not addressed.



S3-091689
PCR Change of IMSI and Key Transfer by TRE/UICC (Candidates Solutions Section of Draft TR 33.812)





Source: ZTE Corporation

Decision: 

The document was not addressed.



S3-091690
PCR Annex B Section of draft TR 33.812





Source: ZTE Corporation

Decision: 

The document was not addressed.



S3-091691
Discussion: 5.1 Alternative 1 Section of draft TR 33.812





Source: ZTE Corporation

Decision: 

The document was not addressed.



S3-091693
M2M WID for information





Source: BT,China Mobile,Huawei, ZTE

Decision: 

The document was not addressed.



S3-091715
Network Improvements for Machine-type Communications (NIMTC) WID for information





Source: Samsung

Decision: 

The document was not addressed.



S3-091763
Comments to S3-091693





Source: InterDigital Communications Corp.

Decision: 

The document was not addressed.



S3-091764
Comments to S3-091715





Source: InterDigital Communications Corp.

Decision: 

The document was not addressed.
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Any other business and Closing

Geir Køien of Telenor will not attend SA3 anymore; the group wishes him the best.

The Chairman thanked the Delegates for their participation and contributions in this fruitful meeting.

The Chairman also thanked ETSI for hosting the meeting and MCC for supporting this ad hoc meeting. The Chairman also reminded about the Officials elections in SA#57. The meeting was closed.

Annex A: List of contribution documents

	Document
	Title
	Source
	Decision
	Replaces
	Replaced by

	S3-091600
	Draft Agenda for THIS meeting
	SA WG3 Chairman
	approved
	-
	-

	S3-091601
	Ecma-International presentation on TR/NGCN_Security
	Ecma-International
	noted
	-
	-

	S3-091602
	pCR to TS33.320: Scope
	Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-091603
	pCR to TS33.320: cleanup of Section 4
	Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-091604
	pCR to TS33.320: Use of H(e)NB registration for location determination
	Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-091605
	Draft reply to S5-093529, LS on management aspects of Hosting Party Authentication for HNB/HeNB
	Qualcomm, Airvana, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-091606
	DISC-Clarification on the protection of TAU request
	Huawei
	noted
	-
	-

	S3-091607
	CR-Clarification on the protection of TAU request
	Huawei
	noted
	-
	-

	S3-091608
	Clarification for security handling when NAS COUNT wrap around
	Huawei
	noted
	-
	-

	S3-091609
	selected algorithms forwarding to the target eNB in intra-LTE handover -R8
	Huawei
	revised
	-
	S3-091815

	S3-091610
	selected algorithms forwarding to the target eNB in intra-LTE handover -R9
	Huawei
	revised
	-
	S3-091816

	S3-091611
	Current security context clarification
	Huawei
	revised
	-
	S3-091801

	S3-091612
	SIM user HO to eUTRAN
	Huawei
	revised
	-
	S3-091823

	S3-091613
	Discussion on CMPv2 transport protocol
	Huawei, Deutsche Telekom
	noted
	-
	-

	S3-091614
	CMPv2 profile
	Huawei
	noted
	-
	-

	S3-091615
	eNB initial access procedure
	Huawei, Deutsche Telekom
	noted
	-
	-

	S3-091616
	eNB certificate enrolment architecture
	Huawei
	revised
	-
	S3-091850

	S3-091617
	Way forward on WI “NDS enhancement to support backhaul security”
	Huawei
	noted
	-
	-

	S3-091620
	pCR-Resolve Some Editors notes of TS 33.320
	Huawei
	approved with modifications
	-
	-

	S3-091621
	P-CR-Editorial changes to TS 33.320
	Huawei
	approved with modifications
	-
	-

	S3-091622
	pCR to H(e)NB TS on H(e)MS Requirement
	Huawei
	approved with modifications
	-
	-

	S3-091623
	pCR to H(e)NB TS on 8.3.3&8.3.4
	Huawei
	not addressed
	-
	-

	S3-091624
	pCR to H(e)NB TS on start-up
	Huawei
	not addressed
	-
	-

	S3-091625
	Hybrid Validation Questionnaire
	Huawei
	not addressed
	-
	-

	S3-091626
	pCR to H(e)NB TS  on Notify Payload
	Huawei
	approved with modifications
	-
	-

	S3-091627
	pCR to 8.3.2.2 section in TS 33.320 on software update verification
	Huawei
	rejected
	-
	-

	S3-091628
	33.401 - Correction of Clauses B.0 and B.2.1 for emergency calls
	Alcatel-Lucent, Ericsson, Qualcomm Europe
	revised
	-
	S3-091812

	S3-091629
	33.402, Rel-9 - Clause 9.2.1.2.2 - Correction of Key derivation and SPI calculation for WiMAX interworking
	Alcatel-Lucent, Intel
	merged in 1840
	-
	-

	S3-091630
	33.402, Rel-8 - Clause 9.2.1.2.2 - Correction of Key derivation and SPI calculation for WiMAX interworking
	Alcatel-Lucent, Intel
	merged in 1839
	-
	-

	S3-091631
	pCR for Annex A Call-flow Cleanup of TS 33.320
	Airvana, Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-091632
	pCR to clarify Absolute Time in TS 33.320
	Airvana, Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-091633
	Discussion: H(e)NB Remote Remediation
	Airvana
	not addressed
	-
	-

	S3-091634
	Deletion of erroneous notes relating to fast re-authentication
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-091635
	CMPv2 Profile for eNB certificate handling
	Motorola
	noted
	-
	-

	S3-091636
	pCR to TS33.320: Preventing operation of compromised devices
	Qualcomm Europe
	rejected
	-
	-

	S3-091637
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-8)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091813

	S3-091638
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091814

	S3-091639
	33.401 DISC: Security context storage
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091640
	33.401 CR: EPS NAS security context storage (Rel-8)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091805

	S3-091641
	33.401 CR: EPS NAS security context storage (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091806

	S3-091642
	33.401 CR: Correction of replay protection with EIA0 (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091812

	S3-091643
	33.401 CR: Alignment of NAS security context establishment (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091843

	S3-091644
	GERAN A5/4 and GEA4 status update
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091645
	GERAN keying enhancements
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091646
	Alignment of KDFs for E-UTRAN/UTRAN/GERAN/MBMS and GBA
	Ericsson, ST-Ericsson
	technically endorsed
	-
	-

	S3-091647
	TR 33.828 - Update of the References Section
	Alcatel-Lucent, AT&T
	approved
	-
	-

	S3-091648
	TS 33.328 procedures for home vs roaming users
	Alcatel-Lucent
	approved
	-
	-

	S3-091649
	TS 33.328 Addition of the new IBAKE solution
	Alcatel-Lucent
	noted
	-
	-

	S3-091650
	TS 33.328 clarification of the reusable ticket definition
	Alcatel-Lucent
	approved with modifications
	-
	-

	S3-091651
	TS 33.328 clarifications of mandatory integrity protection of SRTCP
	Alcatel-Lucent
	approved with modifications
	-
	-

	S3-091652
	TR 33.828 requirements changes
	Alcatel-Lucent, AT&T
	noted
	-
	-

	S3-091653
	TR 33.828 procedure for home vs. roaming users
	Alcatel-Lucent, AT&T
	approved
	-
	-

	S3-091654
	TR 33.828 KMS architecture clarification
	Alcatel-Lucent, AT&T
	approved
	-
	-

	S3-091655
	TR 33 828 MIKEY-IBAKE solution
	Alcatel-Lucent, AT&T
	noted
	-
	-

	S3-091656
	MIKEY-IBAKE Internet-Draft
	Alcatel-Lucent
	noted
	-
	-

	S3-091657
	MIKEY-IBAKE viewgraphs
	Alcatel-Lucent, AT&T
	noted
	-
	-

	S3-091658
	Clarification of confidentiality protection in EC
	Ericsson, ST-Ericsson
	agreed
	-
	-

	S3-091659
	Restructure Emergency clauses
	Ericsson, ST-Ericsson
	revised
	-
	S3-091844

	S3-091660
	Authentication failure during emergency call
	Ericsson, ST-Ericsson
	merged to 1843
	-
	-

	S3-091661
	33.401 CR: Correction of the definition of ‘UE security capabilities’ (R8)
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091662
	33.401 CR: Correction of the definition of ‘UE security capabilities’ (R9)
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091663
	33.401 CR: Clarifications to context handling in idle mode procedures (R8)
	Ericsson, ST-Ericsson
	agreed
	-
	-

	S3-091664
	33.401 CR: Clarifications to context handling in idle mode procedures (R9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091827

	S3-091665
	33.401 CR: Clarifications to context handling in IRAT handover (R8)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091828

	S3-091666
	33.401 CR: Clarifications to context handling in IRAT handover (R9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091829

	S3-091667
	33.401 CR: Correction to store security context to ME (R8)
	Ericsson, ST-Ericsson
	agreed
	-
	-

	S3-091668
	33.401 CR: Correction to store security context to ME (R9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091804

	S3-091669
	33.401 CR: Corrections to state transition (R8)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091817

	S3-091670
	33.401 CR: Corrections to state transition (R9)
	Ericsson, ST-Ericsson
	revised
	-
	S3-091818

	S3-091671
	Clarification for algorithm selection during IRAT handover
	Huawei
	withdrawn
	-
	-

	S3-091672
	Clarification for algorithm selection during IRAT handover(R9)
	Huawei
	revised
	-
	S3-091826

	S3-091673
	Corrections for 33401
	Huawei
	revised
	-
	S3-091841

	S3-091674
	Corrections for 33401(R9)
	Huawei
	revised
	-
	S3-091842

	S3-091675
	NAS COUNT handling during IRAT handover
	Huawei
	revised
	-
	S3-091830

	S3-091676
	NAS COUNT handling during IRAT handover(R9)
	Huawei
	revised
	-
	S3-091831

	S3-091677
	CR to TR33.820 Transfer RIM of Hardware Information
	ZTE Corporation
	not addressed
	-
	-

	S3-091678
	CR to TR33.820 Transfer RIM of Software
	ZTE Corporation
	not addressed
	-
	-

	S3-091679
	PCR to TR33.320 Add the Missed Step before Combined Device and HP Authentication
	ZTE Corporation
	approved
	-
	-

	S3-091680
	PCR to TS33.320 Protection of SW Download
	ZTE Corporation
	rejected
	-
	-

	S3-091681
	PCR-Editorial Change to TS 33.320
	ZTE Corporation
	approved
	-
	-

	S3-091682
	CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location
	ZTE Corporation
	revised
	-
	S3-091825

	S3-091683
	Discussion paper Re-locking of H(e)NB Location
	ZTE Corporation
	not addressed
	-
	-

	S3-091684
	CR to TS 33401 Partial Security Context Lifetime(R8)
	ZTE Corporation
	revised
	-
	S3-091802

	S3-091685
	CR to TS 33401 Partial Security Context Lifetime(R9)
	ZTE Corporation
	revised
	-
	S3-091803

	S3-091686
	CR to TS 33401 Emergency Call Security Context Clarification(R9)
	ZTE Corporation
	merged to 1843
	-
	-

	S3-091687
	CR to TS 33310 Some corrections of TS 33.310
	ZTE Corporation
	noted
	-
	-

	S3-091688
	PCR Provisioning of USIM/ISIM by TRE/UICC (Candidates solutions section of draft TR 33.812)
	ZTE Corporation
	not addressed
	-
	-

	S3-091689
	PCR Change of IMSI and Key Transfer by TRE/UICC (Candidates Solutions Section of Draft TR 33.812)
	ZTE Corporation
	not addressed
	-
	-

	S3-091690
	PCR Annex B Section of draft TR 33.812
	ZTE Corporation
	not addressed
	-
	-

	S3-091691
	Discussion: 5.1 Alternative 1 Section of draft TR 33.812
	ZTE Corporation
	not addressed
	-
	-

	S3-091692
	CR TR33.820 ToRs for validation study.doc
	InterDigital Communications
	revised
	-
	S3-091849

	S3-091693
	M2M WID for information
	BT,China Mobile,Huawei, ZTE
	not addressed
	-
	-

	S3-091694
	pCR for TS on IMS media plane security, clause 4 “KMS based solution” modification
	ZTE Corporation, Ericsson
	approved with modifications
	-
	-

	S3-091695
	pCR for TS on IMS media plane security, clause 6 “KMS based solution” modification
	ZTE Corporation, Ericsson
	approved
	-
	-

	S3-091696
	pCR for TS on IMS media plane security, UE registration procedures
	ZTE Corporation,
	not addressed
	-
	-

	S3-091697
	pCR for TS on IMS media plane security, clause 7 “KMS based solution” modification
	ZTE Corporation, Ericsson
	approved with modifications
	-
	-

	S3-091698
	pCR for TS on IMS media plane security, Annex B “KMS based key management” modification
	ZTE Corporation, Ericsson
	approved
	-
	-

	S3-091699
	pCR for TS on IMS media plane security, clause 3.3 “Abbreviations”
	ZTE Corporation
	approved
	-
	-

	S3-091700
	CR TR33.820 threat analysis of validation methods
	InterDigital Communications
	merged with 1849
	-
	S3-091850

	S3-091701
	CR to TR33.320: Clarify TrE in device validation
	InterDigital Communications
	noted
	-
	-

	S3-091702
	pCR TS33.320: to Clarify TrE role in Authentication
	InterDigital Communications
	approved with modifications
	-
	-

	S3-091703
	pCR on section 8.3.1 of TS 33.320 on TLS tunnel to H(e)MS in MNO Intranet
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm
	approved
	-
	-

	S3-091704
	CR TR33.820: H(e)NB Distress Indication for AuV Capable Devices
	InterDigital Communications
	not addressed
	-
	-

	S3-091705
	pCR on clause 8.1.1 of TS 33.320 on location verification
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm
	approved
	-
	-

	S3-091706
	Rel-8 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	revised
	-
	S3-091859

	S3-091707
	CR to TR33.820: Feasibility Study for AuV
	InterDigital Communications
	merged 1849
	-
	-

	S3-091708
	Rel-9 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	revised
	-
	S3-091860

	S3-091709
	pCR on section 8.3.4 of TS 33.320 to correct a reference
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm
	approved
	-
	-

	S3-091710
	Rel-8 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	revised
	-
	S3-091807

	S3-091711
	Rel-9 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	revised
	-
	S3-091808

	S3-091712
	CR TR33.820: Feasibility Study for SAV
	InterDigital Communications
	not addressed
	-
	-

	S3-091713
	33.402 CR: Clarification to MIPv4 Key Generation (Rel8)
	Samsung
	revised
	-
	S3-091839

	S3-091714
	33.402 CR: Clarification to MIPv4 Key Generation (Rel9)
	Samsung
	revised
	-
	S3-091840

	S3-091715
	Network Improvements for Machine-type Communications (NIMTC) WID for information
	Samsung
	not addressed
	-
	-

	S3-091716
	Further Analysis of Backhaul Security Establishment
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091717
	Presentation of S3-091716
	Ericsson, ST-Ericsson
	technically endorsed with modifications
	-
	-

	S3-091718
	Draft: Reply to LS on IMS Media Security Lawful Interception Requirements
	Ericsson, ST-Ericsson, Nokia Siemens Networks
	revised
	-
	S3-091852

	S3-091719
	Draft: Reply to CT1 LS on IMS media plane security
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091720
	Draft: Reply to CT4 LS on IMS media plane security
	Ericsson, ST-Ericsson
	noted
	-
	-

	S3-091721
	Update MIKEY-TICKET draft
	Ericsson, ST-Ericsson
	revised
	-
	S3-091796

	S3-091722
	pCR: TS 33.328 clause 5, IMS media plane security features
	Ericsson, ST-Ericsson
	approved
	-
	-

	S3-091723
	pCR: TS 33.328 pCR: KMS corrections and updates
	Ericsson, ST-Ericsson
	approved with modifications
	-
	-

	S3-091724
	pCR: 33.328 MIKEY-TICKET profiling
	Ericsson, ST-Ericsson
	approved
	-
	-

	S3-091725
	pCR: 33.328 SRTP profiling
	Ericsson, ST-Ericsson
	revised
	-
	S3-091848

	S3-091726
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 8)
	NEC Corporation, Huawei
	revised
	-
	S3-091819

	S3-091727
	Ensuring key freshness at handover from E-UTRAN to UTRAN/GERAN (Rel-8)
	Qualcomm Europe
	noted
	-
	-

	S3-091728
	pCR for TS on IMS media plane security:Ticket verification on P-CSCF
	ZTE Corporation
	noted
	-
	-

	S3-091729
	Ensuring key freshness at handover from E-UTRAN to UTRAN/GERAN (Rel-9)
	Qualcomm Europe
	noted
	-
	-

	S3-091730
	Discussion on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN
	Qualcomm Europe
	endorsed
	-
	-

	S3-091731
	Nas-token and key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-8)
	Qualcomm Europe
	revised
	-
	S3-091837

	S3-091732
	pCR for TS on IMS media plane security:Key derivation architecture for ticket protection
	ZTE Corporation
	noted
	-
	-

	S3-091733
	Nas-token and key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-9)
	Qualcomm Europe
	revised
	-
	S3-091838

	S3-091734
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 9)
	NEC Corporation, Huawei
	revised
	-
	S3-091820

	S3-091735
	Defining the value of the NAS COUNTs (Rel-8)
	Qualcomm Europe
	revised
	-
	S3-091809

	S3-091736
	Defining the value of the NAS COUNTs (Rel-9)
	Qualcomm Europe
	revised
	-
	S3-091810

	S3-091737
	Clarifying the calculation of KeNB when there is more than one NAS SMC (Rel-8)
	Qualcomm Europe
	agreed
	-
	-

	S3-091739
	Clarifying the calculation of KeNB when there is more than one NAS SMC (Rel-9)
	Qualcomm Europe
	agreed
	-
	-

	S3-091740
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	revised
	-
	S3-091832

	S3-091741
	Behaviour for lost NAS SMC message when creating mapped context (Rel-8)
	Qualcomm Europe
	revised
	-
	S3-091821

	S3-091742
	Behaviour for lost NAS SMC message when creating mapped context (Rel-9)
	Qualcomm Europe
	revised
	-
	S3-091822

	S3-091743
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 9)
	NEC Corporation
	revised
	-
	S3-091833

	S3-091744
	pCR for TS 33.328: correction to general introduction to IMS media plane security overview in clause 4.1.1
	Nokia Corporation, Nokia Siemens Networks
	not addressed
	-
	-

	S3-091745
	pCR for TS 33.328: text for SDES solution overview in clause 4.1.2
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-091746
	pCR for TS 33.328: text for architectures for SDES-based solutions in clause 4.2
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-091747
	pCR for TS 33.328: Authentication and Authorization for SDES
	Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-091748
	pCR for TS 33.328: Security properties for SDES
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-091749
	pCR for TS 33.328: Iq interface extensions
	Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-091750
	Discussion paper on IMS media security indications (e2ae versus e2e)
	Nokia Corporation, Nokia Siemens Networks
	withdrawn
	-
	-

	S3-091751
	eNB provisioning
	Gemalto
	noted
	-
	-

	S3-091752
	pCR for TS 33.328: media security indications (e2ae versus e2e)
	Nokia Corporation, Nokia Siemens Networks
	withdrawn
	-
	-

	S3-091753
	pCR for TS 33.328: use of more than one SDES crypto attribute
	Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-091755
	Discussion paper on the need for IMS media security re-keying
	Nokia Corporation, Nokia Siemens Networks
	technically endorsed
	-
	-

	S3-091756
	Methods for certificate enrolment in backhaul case
	ZTE Corporation
	noted
	-
	-

	S3-091757
	Interworking between eUTRAN and GERAN in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	revised
	-
	S3-091824

	S3-091758
	algorithms selection for SIM user in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	revised
	-
	S3-091862

	S3-091759
	Storage of CSG Lists and CSG Type in the USIM
	Gemalto
	revised
	-
	S3-091846

	S3-091760
	Comments to S3-091602
	InterDigital Communications Corp.
	noted
	-
	-

	S3-091762
	Comments to S3-091624
	InterDigital Communications Corp.
	noted
	-
	-

	S3-091763
	Comments to S3-091693
	InterDigital Communications Corp.
	not addressed
	-
	-

	S3-091764
	Comments to S3-091715
	InterDigital Communications Corp.
	not addressed
	-
	-

	S3-091765
	Comments on S3-091614
	Motorola
	noted
	-
	-

	S3-091766
	comments on S3-091756
	Motorola
	noted
	-
	-

	S3-091767
	comments on S3-091613
	Motorola
	noted
	-
	-

	S3-091768
	comments on S3-091701
	Qualcomm Europe
	approved
	-
	-

	S3-091769
	Comments to S3-091768
	InterDigital Communications Corp
	not addressed
	-
	-

	S3-091770
	Commenting contribution on S3-091616 by Huawei: “eNB certificate enrolment architecture”
	Nokia Siemens Networks
	noted
	-
	-

	S3-091771
	Commenting contribution on S3-091615 of Huawei and Deutsche Telekom: “eNB initial access procedure”
	Nokia Siemens Networks
	noted
	-
	-

	S3-091772
	Update of S3-091750: Discussion paper on IMS media security indications (e2ae versus e2e)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-091773
	Update of S3-091752: pCR for TS 33.328: media security indications (e2ae versus e2e)
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-091774
	Comments on S3-091765
	Huawei
	noted
	-
	-

	S3-091775
	Comments on S3-091629 and S3-091630
	Samsung
	revised
	-
	S3-091797

	S3-091777
	comments on S3-091605
	Huawei
	revised
	-
	S3-091858

	S3-091778
	comments on S3-091615 and S3-091616
	Motorola
	noted
	-
	-

	S3-091779
	NDS Enhancements: SA3#56 Agreements
	NEC Corporation
	noted
	-
	-

	S3-091780
	Comments and proposed changes on S3-091719 - Reply to LS on IMS media plane security.
	Alcatel-Lucent
	revised
	-
	S3-091853

	S3-091781
	Comments and proposed changes on S3-091720 - Reply to LS on IMS media plane security.
	Alcatel-Lucent
	revised
	-
	S3-091854

	S3-091782
	LS on early media in forward direction
	C1-093772
	replied to
	-
	-

	S3-091783
	Reply to LS on IMS media plane security
	C1-093944
	replied to
	-
	-

	S3-091784
	LS on ME support in Rel-9
	C1-093965
	not addressed
	-
	-

	S3-091785
	REPLY LS on IMS Media Plane Security
	C4-092743
	replied to
	-
	-

	S3-091786
	Reply LS on INTER RAT HANDOVER INFO during inter-RAT PS Handover
	GP-091745
	postponed
	-
	-

	S3-091787
	NGMN Security Gap Analysis
	LS_NGMN_to_3GPP_SA3_V1.1
	not addressed
	-
	-

	S3-091788
	Reply LS to S3-091054 on potential ETWS security threat in UTRAN
	R2-095355
	not addressed
	-
	-

	S3-091789
	LIPA WID and terminology for offload of selected IP traffic
	S1-093478
	noted
	-
	-

	S3-091790
	ANDSF Authorization Policy Transfer
	S1-093483
	noted
	-
	-

	S3-091791
	Reply LS to ANDSF Authorization policy transferring
	S2-094955
	noted
	-
	-

	S3-091792
	LS on WID for Local IP Access and Internet offload
	S2-094960
	noted
	-
	-

	S3-091793
	Reply LS on Target UE discovery for inter-UE transfer
	S2-096020
	not addressed
	-
	-

	S3-091794
	LS on management aspects of Hosting Party Authentication for HNB/HeNB
	S5-093529
	replied to
	-
	-

	S3-091795
	LS on IMS Media Security Lawful Interception Requirements
	SA3LI09_073r1
	replied to
	-
	-

	S3-091796
	Update MIKEY-TICKET draft
	Ericsson, ST-Ericsson
	noted
	S3-091721
	-

	S3-091797
	Comments on S3-091629 and S3-091630
	Samsung
	noted
	S3-091775
	-

	S3-091798
	Comments to S3-091611
	NTT Docomo
	noted
	-
	-

	S3-091799
	Comments to S3-091612
	NTT Docomo
	noted
	-
	-

	S3-091800
	Comments to S3-091637
	NTT Docomo
	noted
	-
	-

	S3-091801
	Current security context clarification
	Huawei
	agreed
	S3-091611
	-

	S3-091802
	CR to TS 33401 Partial Security Context Lifetime(R8)
	ZTE Corporation
	agreed
	S3-091684
	-

	S3-091803
	CR to TS 33401 Partial Security Context Lifetime(R9)
	ZTE Corporation
	agreed
	S3-091685
	-

	S3-091804
	33.401 CR: Correction to store security context to ME (R9)
	Ericsson, ST-Ericsson
	agreed
	S3-091668
	-

	S3-091805
	33.401 CR: EPS NAS security context storage (Rel-8)
	Ericsson, ST-Ericsson
	agreed
	S3-091640
	-

	S3-091806
	33.401 CR: EPS NAS security context storage (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	S3-091641
	-

	S3-091807
	Rel-8 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	agreed
	S3-091710
	-

	S3-091808
	Rel-9 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	agreed
	S3-091711
	-

	S3-091809
	Defining the value of the NAS COUNTs (Rel-8)
	Qualcomm Europe
	agreed
	S3-091735
	-

	S3-091810
	Defining the value of the NAS COUNTs (Rel-9)
	Qualcomm Europe
	agreed
	S3-091736
	-

	S3-091811
	LS to CT groups on Defining the value of the NAS COUNTs
	current meeting (Adrian)
	approved
	-
	-

	S3-091812
	33.401 CR: Correction of replay protection with EIA0 (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	S3-091642
	-

	S3-091813
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-8)
	Ericsson, ST-Ericsson
	agreed
	S3-091637
	-

	S3-091814
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	S3-091638
	-

	S3-091815
	selected algorithms forwarding to the target eNB in intra-LTE handover -R8
	Huawei
	agreed
	S3-091609
	-

	S3-091816
	selected algorithms forwarding to the target eNB in intra-LTE handover -R9
	Huawei
	agreed
	S3-091610
	-

	S3-091817
	33.401 CR: Corrections to state transition (R8)
	Ericsson, ST-Ericsson
	agreed
	S3-091669
	-

	S3-091818
	33.401 CR: Corrections to state transition (R9)
	Ericsson, ST-Ericsson
	agreed
	S3-091670
	-

	S3-091819
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 8)
	NEC Corporation, Huawei
	agreed
	S3-091726
	-

	S3-091820
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 9)
	NEC Corporation, Huawei
	agreed
	S3-091734
	-

	S3-091821
	Behaviour for lost NAS SMC message when creating mapped context (Rel-8)
	Qualcomm Europe
	agreed
	S3-091741
	-

	S3-091822
	Behaviour for lost NAS SMC message when creating mapped context (Rel-9)
	Qualcomm Europe
	agreed
	S3-091742
	-

	S3-091823
	SIM user HO to eUTRAN
	Huawei
	withdrawn
	S3-091612
	-

	S3-091824
	Interworking between eUTRAN and GERAN in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	agreed
	S3-091757
	-

	S3-091825
	CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location
	ZTE Corporation
	revised
	S3-091682
	S3-091864

	S3-091826
	Clarification for algorithm selection during IRAT handover(R9)
	Huawei
	agreed
	S3-091672
	-

	S3-091827
	33.401 CR: Clarifications to context handling in idle mode procedures (R9)
	Ericsson, ST-Ericsson
	agreed
	S3-091664
	-

	S3-091828
	33.401 CR: Clarifications to context handling in IRAT handover (R8)
	Ericsson, ST-Ericsson
	agreed
	S3-091665
	-

	S3-091829
	33.401 CR: Clarifications to context handling in IRAT handover (R9)
	Ericsson, ST-Ericsson
	agreed
	S3-091666
	-

	S3-091830
	NAS COUNT handling during IRAT handover
	Huawei
	agreed
	S3-091675
	-

	S3-091831
	NAS COUNT handling during IRAT handover(R9)
	Huawei
	agreed
	S3-091676
	-

	S3-091832
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	conditionally agreed
	S3-091740
	-

	S3-091833
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 9)
	NEC Corporation
	conditionally agreed
	S3-091743
	-

	S3-091834
	33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	conditionally agreed
	S3-091740
	-

	S3-091835
	33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	conditionally agreed
	S3-091743
	-

	S3-091836
	33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	current meeting (Anand)
	approved
	-
	-

	S3-091837
	CR to 33.401 on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-8)
	Qualcomm Europe
	agreed
	-
	-

	S3-091838
	CR to 33.401 on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-9)
	Qualcomm Europe
	agreed
	-
	-

	S3-091839
	33.402 CR: Clarification to MIPv4 Key Generation (Rel8)
	Samsung
	agreed
	S3-091713
	-

	S3-091840
	33.402 CR: Clarification to MIPv4 Key Generation (Rel9)
	Samsung
	agreed
	S3-091714
	-

	S3-091841
	Corrections for 33401
	Huawei
	agreed
	S3-091673
	-

	S3-091842
	Corrections for 33401(R9)
	Huawei
	agreed
	S3-091674
	-

	S3-091843
	33.401 CR: Alignment of NAS security context establishment (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	S3-091643
	-

	S3-091844
	Restructure Emergency clauses
	Ericsson, ST-Ericsson
	merged in 1843
	S3-091659
	-

	S3-091845
	New version of 33.320
	Rapporteur (Marcus)
	sent for email approval
	-
	-

	S3-091846
	Storage of CSG Lists and CSG Type in the USIM
	Gemalto
	agreed
	S3-091759
	-

	S3-091847
	MIKEY-TICKET update
	Ericsson
	noted
	-
	-

	S3-091848
	pCR: 33.328 SRTP profiling
	Ericsson, ST-Ericsson
	approved with modifications
	S3-091725
	-

	S3-091849
	CR TR33.820 ToRs for validation study.doc
	InterDigital Communications
	agreed
	S3-091692
	-

	S3-091850
	eNB certificate enrolment architecture
	Huawei
	noted
	S3-091616
	-

	S3-091851
	comments on S3-091766
	ZTE corporation
	noted
	-
	-

	S3-091852
	Reply to: LS on IMS Media Security Lawful Interception Requirements
	current meeting
	approved
	-
	-

	S3-091853
	Reply to: Reply to LS on IMS media plane security
	current meeting
	approved
	-
	-

	S3-091854
	Reply to: REPLY LS on IMS Media Plane Security
	current meeting
	approved
	-
	-

	S3-091855
	Reply to: LS on early media in forward direction
	current meeting
	approved
	-
	-

	S3-091856
	New draft version of TR 33.828
	Rapporteur (Peter)
	sent for email approval
	-
	-

	S3-091857
	New draft version of TR 33.328
	Rapporteur (Peter)
	sent for email approval
	-
	-

	S3-091858
	Reply to: LS on management aspects of Hosting Party Authentication for HNB/HeNB
	current meeting
	approved
	-
	-

	S3-091859
	Rel-8 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	agreed
	S3-091706
	-

	S3-091860
	Rel-9 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	agreed
	S3-091708
	-

	S3-091861
	Comments to NDS Enhancements: SA3#56 Agreements
	Nokia, Nokia Siemens Networks
	noted
	-
	-

	S3-091862
	algorithms selection for SIM user in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	agreed
	S3-091758
	-

	S3-091863
	LS to CT1 on NAS integrity protection activation
	current meeting (Peter)
	approved
	-
	-

	S3-091864
	CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location
	ZTE Corporation
	not addressed
	S3-091825
	-


Annex B: List of change requests

	Document
	Title
	Source
	Decision
	Spec
	CR
	Rev
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	S3-091607
	CR-Clarification on the protection of TAU request
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-091608
	Clarification for security handling when NAS COUNT wrap around
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-091609
	selected algorithms forwarding to the target eNB in intra-LTE handover -R8
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091610
	selected algorithms forwarding to the target eNB in intra-LTE handover -R9
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091611
	Current security context clarification
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091612
	SIM user HO to eUTRAN
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091617
	Way forward on WI “NDS enhancement to support backhaul security”
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-091628
	33.401 - Correction of Clauses B.0 and B.2.1 for emergency calls
	Alcatel-Lucent, Ericsson, Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091629
	33.402, Rel-9 - Clause 9.2.1.2.2 - Correction of Key derivation and SPI calculation for WiMAX interworking
	Alcatel-Lucent, Intel
	merged in 1840
	-
	-
	-
	-
	-
	-

	S3-091630
	33.402, Rel-8 - Clause 9.2.1.2.2 - Correction of Key derivation and SPI calculation for WiMAX interworking
	Alcatel-Lucent, Intel
	merged in 1839
	-
	-
	-
	-
	-
	-

	S3-091634
	Deletion of erroneous notes relating to fast re-authentication
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-091637
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-8)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091638
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091640
	33.401 CR: EPS NAS security context storage (Rel-8)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091641
	33.401 CR: EPS NAS security context storage (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091642
	33.401 CR: Correction of replay protection with EIA0 (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091643
	33.401 CR: Alignment of NAS security context establishment (Rel-9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091658
	Clarification of confidentiality protection in EC
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091659
	Restructure Emergency clauses
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091660
	Authentication failure during emergency call
	Ericsson, ST-Ericsson
	merged to 1843
	-
	-
	-
	-
	-
	-

	S3-091661
	33.401 CR: Correction of the definition of ‘UE security capabilities’ (R8)
	Ericsson, ST-Ericsson
	noted
	-
	-
	-
	-
	-
	-

	S3-091662
	33.401 CR: Correction of the definition of ‘UE security capabilities’ (R9)
	Ericsson, ST-Ericsson
	noted
	-
	-
	-
	-
	-
	-

	S3-091663
	33.401 CR: Clarifications to context handling in idle mode procedures (R8)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091664
	33.401 CR: Clarifications to context handling in idle mode procedures (R9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091665
	33.401 CR: Clarifications to context handling in IRAT handover (R8)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091666
	33.401 CR: Clarifications to context handling in IRAT handover (R9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091667
	33.401 CR: Correction to store security context to ME (R8)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091668
	33.401 CR: Correction to store security context to ME (R9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091669
	33.401 CR: Corrections to state transition (R8)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091670
	33.401 CR: Corrections to state transition (R9)
	Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091671
	Clarification for algorithm selection during IRAT handover
	Huawei
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-091672
	Clarification for algorithm selection during IRAT handover(R9)
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091673
	Corrections for 33401
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091674
	Corrections for 33401(R9)
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091675
	NAS COUNT handling during IRAT handover
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091676
	NAS COUNT handling during IRAT handover(R9)
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091677
	CR to TR33.820 Transfer RIM of Hardware Information
	ZTE Corporation
	not addressed
	-
	-
	-
	-
	-
	-

	S3-091678
	CR to TR33.820 Transfer RIM of Software
	ZTE Corporation
	not addressed
	-
	-
	-
	-
	-
	-

	S3-091682
	CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091684
	CR to TS 33401 Partial Security Context Lifetime(R8)
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091685
	CR to TS 33401 Partial Security Context Lifetime(R9)
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091686
	CR to TS 33401 Emergency Call Security Context Clarification(R9)
	ZTE Corporation
	merged to 1843
	-
	-
	-
	-
	-
	-

	S3-091687
	CR to TS 33310 Some corrections of TS 33.310
	ZTE Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-091692
	CR TR33.820 ToRs for validation study.doc
	InterDigital Communications
	revised
	-
	-
	-
	-
	-
	-

	S3-091700
	CR TR33.820 threat analysis of validation methods
	InterDigital Communications
	merged with 1849
	-
	-
	-
	-
	-
	-

	S3-091701
	CR to TR33.320: Clarify TrE in device validation
	InterDigital Communications
	noted
	-
	-
	-
	-
	-
	-

	S3-091704
	CR TR33.820: H(e)NB Distress Indication for AuV Capable Devices
	InterDigital Communications
	not addressed
	-
	-
	-
	-
	-
	-

	S3-091706
	Rel-8 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	revised
	-
	-
	-
	-
	-
	-

	S3-091707
	CR to TR33.820: Feasibility Study for AuV
	InterDigital Communications
	merged 1849
	-
	-
	-
	-
	-
	-

	S3-091708
	Rel-9 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	revised
	-
	-
	-
	-
	-
	-

	S3-091710
	Rel-8 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	revised
	-
	-
	-
	-
	-
	-

	S3-091711
	Rel-9 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	revised
	-
	-
	-
	-
	-
	-

	S3-091712
	CR TR33.820: Feasibility Study for SAV
	InterDigital Communications
	not addressed
	-
	-
	-
	-
	-
	-

	S3-091713
	33.402 CR: Clarification to MIPv4 Key Generation (Rel8)
	Samsung
	revised
	-
	-
	-
	-
	-
	-

	S3-091714
	33.402 CR: Clarification to MIPv4 Key Generation (Rel9)
	Samsung
	revised
	-
	-
	-
	-
	-
	-

	S3-091726
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 8)
	NEC Corporation, Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091727
	Ensuring key freshness at handover from E-UTRAN to UTRAN/GERAN (Rel-8)
	Qualcomm Europe
	noted
	-
	-
	-
	-
	-
	-

	S3-091729
	Ensuring key freshness at handover from E-UTRAN to UTRAN/GERAN (Rel-9)
	Qualcomm Europe
	noted
	-
	-
	-
	-
	-
	-

	S3-091731
	Nas-token and key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-8)
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091733
	Nas-token and key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-9)
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091734
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 9)
	NEC Corporation, Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-091735
	Defining the value of the NAS COUNTs (Rel-8)
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091736
	Defining the value of the NAS COUNTs (Rel-9)
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091737
	Clarifying the calculation of KeNB when there is more than one NAS SMC (Rel-8)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091739
	Clarifying the calculation of KeNB when there is more than one NAS SMC (Rel-9)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091740
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091741
	Behaviour for lost NAS SMC message when creating mapped context (Rel-8)
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091742
	Behaviour for lost NAS SMC message when creating mapped context (Rel-9)
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091743
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 9)
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091757
	Interworking between eUTRAN and GERAN in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091758
	algorithms selection for SIM user in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091759
	Storage of CSG Lists and CSG Type in the USIM
	Gemalto
	revised
	-
	-
	-
	-
	-
	-

	S3-091801
	Current security context clarification
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091802
	CR to TS 33401 Partial Security Context Lifetime(R8)
	ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-091803
	CR to TS 33401 Partial Security Context Lifetime(R9)
	ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-091804
	33.401 CR: Correction to store security context to ME (R9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091805
	33.401 CR: EPS NAS security context storage (Rel-8)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091806
	33.401 CR: EPS NAS security context storage (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091807
	Rel-8 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	agreed
	-
	-
	-
	-
	-
	-

	S3-091808
	Rel-9 CR to 33.401 on clarification of NAS integrity protection activation
	Vodafone, Qualcomm
	agreed
	-
	-
	-
	-
	-
	-

	S3-091809
	Defining the value of the NAS COUNTs (Rel-8)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091810
	Defining the value of the NAS COUNTs (Rel-9)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091812
	33.401 CR: Correction of replay protection with EIA0 (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091813
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-8)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091814
	33.401 CR: Correction of protection of the NAS security mode reject message (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091815
	selected algorithms forwarding to the target eNB in intra-LTE handover -R8
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091816
	selected algorithms forwarding to the target eNB in intra-LTE handover -R9
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091817
	33.401 CR: Corrections to state transition (R8)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091818
	33.401 CR: Corrections to state transition (R9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091819
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 8)
	NEC Corporation, Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091820
	33.401 CR Clarification of Authentication Data and transition to EMM-DEREGISTERED (Rel. 9)
	NEC Corporation, Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091821
	Behaviour for lost NAS SMC message when creating mapped context (Rel-8)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091822
	Behaviour for lost NAS SMC message when creating mapped context (Rel-9)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091823
	SIM user HO to eUTRAN
	Huawei
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-091824
	Interworking between eUTRAN and GERAN in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091825
	CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091826
	Clarification for algorithm selection during IRAT handover(R9)
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091827
	33.401 CR: Clarifications to context handling in idle mode procedures (R9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091828
	33.401 CR: Clarifications to context handling in IRAT handover (R8)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091829
	33.401 CR: Clarifications to context handling in IRAT handover (R9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091830
	NAS COUNT handling during IRAT handover
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091831
	NAS COUNT handling during IRAT handover(R9)
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091832
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	conditionally agreed
	-
	-
	-
	-
	-
	-

	S3-091833
	33.401 CR Key-Chaining issue in I-RAT handover to UTRAN (Rel. 9)
	NEC Corporation
	conditionally agreed
	-
	-
	-
	-
	-
	-

	S3-091834
	33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	conditionally agreed
	-
	-
	-
	-
	-
	-

	S3-091835
	33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	NEC Corporation
	conditionally agreed
	-
	-
	-
	-
	-
	-

	S3-091837
	CR to 33.401 on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-8)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091838
	CR to 33.401 on key calculation at idle mobility from E-UTRAN to UTRAN/GERAN (Rel-9)
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091839
	33.402 CR: Clarification to MIPv4 Key Generation (Rel8)
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-091840
	33.402 CR: Clarification to MIPv4 Key Generation (Rel9)
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-091841
	Corrections for 33401
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091842
	Corrections for 33401(R9)
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091843
	33.401 CR: Alignment of NAS security context establishment (Rel-9)
	Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091844
	Restructure Emergency clauses
	Ericsson, ST-Ericsson
	merged in 1843
	-
	-
	-
	-
	-
	-

	S3-091846
	Storage of CSG Lists and CSG Type in the USIM
	Gemalto
	agreed
	-
	-
	-
	-
	-
	-

	S3-091849
	CR TR33.820 ToRs for validation study.doc
	InterDigital Communications
	agreed
	-
	-
	-
	-
	-
	-

	S3-091859
	Rel-8 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	agreed
	-
	-
	-
	-
	-
	-

	S3-091860
	Rel-9 CR to 33.102 on mandating integrity protection for reject messages with cause #25
	Vodafone, Qualcomm
	agreed
	-
	-
	-
	-
	-
	-

	S3-091862
	algorithms selection for SIM user in 128-bit encryption
	Huawei, Ericsson, ST-Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091864
	CR to TR33.820 Additional Description to the Re-locking of H(e)NB Location
	ZTE Corporation
	not addressed
	-
	-
	-
	-
	-
	-


Annex C: Lists of liaisons

C1: Incoming liaison statements

	Document
	Title
	From
	Decision
	Reply in

	S3-091782
	LS on early media in forward direction
	C1-093772
	replied to
	S3-091855

	S3-091783
	Reply to LS on IMS media plane security
	C1-093944
	replied to
	S3-091853

	S3-091784
	LS on ME support in Rel-9
	C1-093965
	not addressed
	

	S3-091785
	REPLY LS on IMS Media Plane Security
	C4-092743
	replied to
	S3-091854

	S3-091786
	Reply LS on INTER RAT HANDOVER INFO during inter-RAT PS Handover
	GP-091745
	postponed
	

	S3-091787
	NGMN Security Gap Analysis
	LS_NGMN_to_3GPP_SA3_V1.1
	not addressed
	

	S3-091788
	Reply LS to S3-091054 on potential ETWS security threat in UTRAN
	R2-095355
	not addressed
	

	S3-091789
	LIPA WID and terminology for offload of selected IP traffic
	S1-093478
	noted
	

	S3-091790
	ANDSF Authorization Policy Transfer
	S1-093483
	noted
	

	S3-091791
	Reply LS to ANDSF Authorization policy transferring
	S2-094955
	noted
	

	S3-091792
	LS on WID for Local IP Access and Internet offload
	S2-094960
	noted
	

	S3-091793
	Reply LS on Target UE discovery for inter-UE transfer
	S2-096020
	not addressed
	

	S3-091794
	LS on management aspects of Hosting Party Authentication for HNB/HeNB
	S5-093529
	replied to
	S3-091858

	S3-091795
	LS on IMS Media Security Lawful Interception Requirements
	SA3LI09_073r1
	replied to
	S3-091852


C2: Outgoing liaison statements

	Document
	Title
	To
	Cc
	reply to i/c LS

	S3-091811
	LS to CT groups on Defining the value of the NAS COUNTs
	-
	-
	

	S3-091836
	33.401 CR Optimized Key-Chaining issue in I-RAT handover to UTRAN (Rel. 8)
	RAN3
	-
	

	S3-091852
	Reply to: LS on IMS Media Security Lawful Interception Requirements
	SA3LI09_073r1
	-
	S3-091795

	S3-091853
	Reply to: Reply to LS on IMS media plane security
	C1-093944
	-
	S3-091783

	S3-091854
	Reply to: REPLY LS on IMS Media Plane Security
	C4-092743
	-
	S3-091785

	S3-091855
	Reply to: LS on early media in forward direction
	C1-093772
	-
	S3-091782

	S3-091858
	Reply to: LS on management aspects of Hosting Party Authentication for HNB/HeNB
	S5-093529
	-
	S3-091794

	S3-091863
	LS to CT1 on NAS integrity protection activation
	CT1
	-
	


Annex D: List of agreed/approved new and revised Work Items

None.
Annex E: List of draft Technical Specifications and Reports

None agreed at this meeting.
Annex F: List of action items

	Meeting/Number
	Agenda item
	Document
	Details
	Responsible

	S3 ad hoc/1
	6
	S3-091646
	Chair email discussion on KDF alignment
	Ericsson (Karl)

	S3 ad hoc/2
	7.2
	S3-091855
	take into account S3-091855 on MEDIASEC
	All


Annex G: List of decisions

	Meeting/Number
	Agenda item
	Document
	Details

	S3 ad hoc/1
	6.9.11
	S3-091443
	It was decided to forward the EEA3/EIA3 evaluation process information obtained from SAGE to SA Plenary and PCG.
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