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This contribution comments S3-091965 and replaces S3-092131 without change of the content.

Sagem Orga considers that the Conclusion in proposal of Qualcomm does not cover all aspects of Alternative 2. 
Sagem Orga proposes to extend the clause and modify the text as follows. 
**** Start of changes ****

8.2.1.2
Alternative 2: UICC-based solution with no remote subscription provisioning and change
Alternative 2 can meet all four use cases, and indeed there are implementations of this solution in the market already for use cases 1, 3 and 4 at least. 
Alternative 2 provides a market and time proven solution for secure subscription credentials and operator specific data (algorithms, applications, etc.) storage in a tamper resistant device. 
However, use of Alternative 2 presents some issues:

· This alternative does not support remote provisioning and subscription change. This means that physical contact with the M2ME will be needed in order to change operators. Physical contact will also be needed to perform the initial choice of operator if this choice must be made after the device is deployed. While viable business models are still possible with these restrictions, TR22.868 notes that for use case 4, “The second problem comes from the need of the M2M users to have, depending on the lifetime of their products, a reliable, long term functional and viable M2M application. One aspect of this is the possibility for the M2M user to change the subscription for whatever reason. This is practically impossible with the current solution, esp. when there are substantial numbers of M2M terminals out in the field.”
· Use of a removable UICC will create a lower limit on the size of the M2ME, which may prevent use of this alternative where very small embedded M2MEs are required. Use of an Industrial Form Factor UICC may remove this concern. Removable UICCs may also be subject to unauthorized removal unless additional protection mechanisms are implemented.
**** End of changes ****

