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This contribution comments S3-092007.

Sagem Orga believes that Conclusion to Alternative 1 proposed by Qualcomm and BT does not cover the risks linked to TRE usage. 
Sagem Orga proposes to modify the text as follows. 
**** Start of changes ****

8.2.1.1
Alternative 1: TRE based solution with remote subscription provisioning and change
For all four use cases, Alternative 1 is capable of fulfilling the totality of common requirements, as follows:

· M2MEs can be subscribed to network operators after deployment of the M2MEs.

· It is not necessary for  any personnel to visit the M2MEs in order to initially provision or to change the network subscription. However, the subscription credentials and operator specific algorithms (e.g., for authentication) will be stored outside of a proven tamper resistant device.  
· Network subscriptions of single M2MEs or of large, widely dispersed populations of M2MEs can be changed in a short time.

· Addresses the “practically impossible” task of meeting the requirements of “track and trace” use cases with the “current solution”, as pointed out by 3GPP WG SA1 in [2].

In order to meet the requirements of the four use cases, Alternative 1 requires new infrastructure in the CN, which is described in the relevant sections of the present document. Alternative 1 requires the existence of a TRE in the M2ME, which provides a secure environment for the storage and execution of MCIMs and which assures the security of the subscription download processes, which is the main issue of the Alternative 1. 
The TRE is not a proven tamper resistant device and therefore its introduction as storage for subscription credentials represent the main risk of Alternative 1. . 
**** End of changes ****

