Page 1



3GPP TSG-SA3 (Security)
S3-091970
SA3#57, 16-20 Nov 2009, Dublin, Ireland
revision of S3-09xyzw
	CR-Form-v9.6

	CHANGE REQUEST

	

	(
	33.820
	CR
	0045
	(
rev
	-
	(
Current version:
	8.1.0
	(

	

	For HELP on using this form look at the pop-up text over the ( symbols. Comprehensive instructions on how to use this form can be found at http://www.3gpp.org/specs/CR.htm.

	


	Proposed change affects:
(
	UICC apps(
	
	ME
	
	Radio Access Network
	X
	Core Network
	X


	

	Title:
(
	Additional Description of the Re-locking of H(e)NB Location

	
	

	Source to WG:
(
	ZTE Corporation

	Source to TSG:
(
	SA3

	
	

	Work item code:
(
	FS_HNB_Sec
	
	Date: (
	04/09/2009

	
	
	
	
	

	Category:
(
	B
	
	Release: (
	Rel-8

	
	Use one of the following categories:
F  (correction)
A  (corresponds to a correction in an earlier release)
B  (addition of feature), 
C  (functional modification of feature)
D  (editorial modification)

Detailed explanations of the above categories can
be found in 3GPP TR 21.900.
	Use one of the following releases:
R99
(Release 1999)
Rel-4
(Release 4)
Rel-5
(Release 5)
Rel-6
(Release 6)
Rel-7
(Release 7)
Rel-8
(Release 8)
Rel-9
(Release 9)
Rel-10
(Release 10)

	
	

	Reason for change:
(
	Either failure recovery or move of H(e)NB makes re-locking of H(e)NB location to be a necessary part of H(e)NB location locking mechanisms. 
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7.8.6
Re-locking of H(e)NB Location

In case the H(e)NB obtains a new location information, it should compare the new location information with the old location information it has stored. If the result of the comparison indicates the two locations are the same, location re-locking of H(e)NB is not performed. Otherwise, the following location re-locking procedures should be performed:
1. The H(e)NB sends a request message to H(e)MS containing its new location information to ask for the correspending new location identifier. 
2. H(e)MS should de-register the current location identifier of the H(e)NB. 
3. According to the new location information received from H(e)NB, H(e)MS queries the CLF for a new location identifier and obtains one from the CLF. 
4. Upon obtaining the new location identifier from the CLF, H(e)MS should re-register the location information of the H(e)NB and use the obtained new location identifier to confirm the location of the H(e)NB. 


5. H(e)NB follows the anthentication(verification) of the location information and authorisation of H(e)NB operation described in section 7.8.1 for the re-locking of its new location on condition that the availability of the new location is verified by the operaters.
Or alternatively, when H(e)NB obtains its new location information, H(e)NB should send the new location information to H(e)MS for location anthentication. If the H(e)MS performs location authentication successfully, location re-locking of H(e)NB is not performed. Otherwise, the following location re-locking procedure should be performed:
1. H(e)MS should de-register the current location identifier of the H(e)NB.
2. According to the new location information received from H(e)NB, H(e)MS queries CLF for the new location identifier and obtains one from CLF. 

3. Upon obtaining the new location identifier from the CLF, H(e)MS should re-register the location information of the H(e)NB and use the obtained new location identifier to confirm the location of the H(e)NB.

4. H(e)NB follows the anthentication(verification) of the location information and authorisation of H(e)NB operation described in section 7.8.1 for the re-locking of its new location on condition that the availability of the new location is verified by the operaters.
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