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1. Introduction

This contribution comments on S3-091263 on location locking for H(e)NB. Our comments are indicated in the comment boxes, on the right-hand side of the pCR text from S3-091263. 
2. pCR

The following pCR is against 3GPP TS 33.xyz V0.1.0 (2009-05). 
********************* start of first change (from S3-091263) ************************

8.1
Location Locking
The H(e)MS shall verify the location of the H(e)NB according to the procedures described in clauses 5.1 and 5.2.1of TS32.583 [2] using at least one of the types of location information listed in clauses 5.2.2 and 6.1.2 of TS25.467 [12]
. The H(e)MS may request as many of these information types as desired
. For each requested type of information, the H(e)NB shall either provide the information or provide an indication that the information type is not available.
NOTE: The reliability and accuracy of the returned location information may depend on the physical environment in which the H(e)NB is installed.
**************************** end of changes ***********************************



















































































































































































































































































































































































































































































































































































































































































































































�(InterDigital Comments) It was noted in the TR 33.820 that the use of connectivity address such as the IP address had security vulnerabilities. Therefore, we would like to propose that the location information that should be mandated should include at least one type of the non-IP-address location information, at a minimum. 


�(InterDigital Comments) It is not clear whether or how 32.583 or 25.467 species/allows the H(e)MS to indicate or request the type of location information to the H(e)NB. Rather, it appears that H(e)NB is specified to pre-emptively send the location information to the H(e)MS, unrequested, using the TR69 Inform Request message. Thus, it appears that this sentence needs to be either removed or changed. 





Whether the security strength of the public Internet-based location locking method using TLS/SSL security between H(e)NB and H(e)MS is similar to that of the intranet-net location locking based on the use of secure tunnel between H(e)NB and (initial or serving) SeGW is unclear. 
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