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**********************START OF FIRST CHANGE***************************

6.2.1 
Key management mechanisms for e2m protection

6.2.1.1 Endpoints for end-to-access edge protection

The P-CSCF shall handle signalling related to end-to-access edge protection. In particular, the P-CSCF shall terminate the key management protocol and communicate the agreed security context parameters to the IMS Access Gateway over the Iq interface. 

The IMS Access Gateway shall terminate the protocol for media confidentiality and integrity protection towards the UE as requested by the P-CSCF. The IMS Access Gateway shall send unprotected packets to and receive unprotected packets from the network.
For IMS real-time traffic, the IMS Access Gateway shall send SRTP and SRTCP packets to and receive SRTP and SRTCP packets from the UE as requested by the P-CSCF. The IMS Access Gateway shall send RTP and RTCP packets to and receive RTP and RTCP packets from the network. 
For the definition of the IMS Access Gateway cf. TS 23.228 [x3].
6.2.1.2 Key management protocol for end-to-access edge protection

The key management protocol for end-to-access edge protection for real-time traffic shall be the SDP Security Descriptions (SDES) as defined in [x4].

The secure use of the SDP crypto attribute defined in SDES requires the services of a data security protocol to secure the SDP message. For the use of SDES in IMS, these security services are provided by the SIP signalling security mechanisms applied between the UE and the P-CSCF as defined in TS 33.203 [x5]. SIP messages between the UE and the P-CSCF shall be confidentiality-protected either by the confidentiality mechanisms of IPsec or TLS as defined in TS 33.203 [x5], or by confidentiality provided by the underlying access network.  
6.2.1.3 Functional extension of the Iq interface for end-to-access edge protection

Editor’s Note: This subclause describes the security context parameters, which shall be exchanged over the Iq interface. They are ffs. Whether status-related messages are required from the IMS Access GW to the P-CSCF also is ffs.
**********************END OF CHANGES***************************

