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This contribution provides text to fill the currently empty clause of the TS mentioned in the title of this contribution.
**********************START OF FIRST CHANGE***************************

5
IMS media plane security features
< Describes the security functions common to both e2m and e2e. Describes interactions and issues of coexistence of e2m and e2e>

5.1
Media integrity protection 
The support for IMS media integrity protection is optional in the UE and optional in IMS core network elements.

The use of IMS media integrity protection is optional, except where specified otherwise.
NOTE: An example of an exception mentioned in the preceding sentence is that the use of integrity protection of RTCP is mandatory when SRTP is used, according to RFC 3711 [x2].
5.2
Media confidentiality protection
The support for IMS media confidentiality protection is optional in the UE and optional in IMS core network elements.

The use of IMS media confidentiality protection is optional.
5.3
Authentication and authorization

< Policing of scope of protection/authorization. No authentication for e2m. Authentication against KMS. >

5.4
Security properties of key management, distribution and derivation

< e2m key management and e2e key management properties. No procedures. >

**********************END OF CHANGES***************************

