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Abstract of the contribution: This pseudo-CR clarifies that HPM is provided by means of UICC
1
Rationale

This pseudo-CR clarifies that the Hosting Party Module is provided by means of a UICC.

SA1 stated in section 5.3 of TS 22.220  v9.1.1 on "Service requirements for Home NodesBs and Home eNodeBs" that " Optionally, the H(e)NB may support identification and authentication of the H(e)NB Hosting Party by means of a USIM application". 

2
Pseudo-CR proposal

************************************ Begin of change ************************************
5
Security Features 

5.1 Secure Storage and Execution

5.1.1 Hosting Party Module

The Hosting Party authentication shall be based on a Hosting Party Module. The Hosting Party Module (HPM) is a physical entity distinct from the H(e)NB physical equipment, dedicated to the identification and authentication of the Hosting Party towards the MNO. The HPM shall have the following features:

· The HPM shall be a tamper resistant environment and shall contain the credentials used to authenticate the Hosting Party.
· The HPM shall be bound to the Hosting Party (e.g. by contractual agreement between Hosting Party and MNO) and supplied by the MNO to the Hosting Party. 
· The HPM shall be removable from the H(e)NB and it shall be possible for a Hosting Party to change the H(e)NB device by inserting the HPM in the new H(e)NB.
The HPM is provided by means of a UICC. 
************************************ End of change ************************************
