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1 Overview

OMA DM thanks 3GPP for their interest in our Device Management enabler. 

OMA DM has been working on known issues in DM 1.2 to produce version 1.3. Some of the issues that we are dealing with are security, notification and bootstrapping.
2 Proposal

Regarding the questions from 3GPP SA3:

· What is the current status of the introduction of GBA Push as a profile for OMA DM.

We have added in a profile for 3GPP networks that would allow the use of keys from GBA in DM 1.3 bootstrap.. 

· Is it expected that the work on OMA DM 1.3 will be finalized in the time frame of 3GPP Rel-9?

DM 1.3 is expected to be in Candidate by January 2010.
· Secure bootstrap of a UE by the V-ANDSF (OMA DM) server in a VPLMN

It is possible to have a secure bootstrap of a UE from a visiting ANDSF server, provided that the DM Client is able to accept the bootstrap based on internal policy not set by OMA DM. The bootstrap will need to be based one of the two methods:  secure push, and secured bootstrap message.  The integrity and confidentiality of the bootstrap message is now detailed in the latest version of the DM security document.  
Furthermore, we are adding into DM 1.3:

· PSK-TLS,

· HTTP Push,

· SIP Push,

· Bootstrap signing and encryption.

Additional work is being investigated on how to make sure that notification and bootstrapping are done securely.

3 Requested Action(s)

OMA DM requests that 3GPP keep OMA DM informed as to new requirements they may have for device management purposes.
4 Conclusion

OMA DM thanks 3GPP for their continued interest in the use of OMA DM and the OMA specifications in general.
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