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1
Decision/action requested

Discussion and agreement.
2
References

1. TS 33.xyz: “Security Aspects of HNB and HeNBs”
3
Rationale

CSG security and access control should be looked at properly otherwise we leave a big hole in the H(e)NB security work. Thus in this pCR we propose a change in the table of contents of H(e)NB Security TS 33.xyz to cater for CSG management security and that for access control.
***********************FIRST  CHANGE*********************
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***********************SECOND   CHANGE*********************

8.2
CSG Management Security

Editor’s Note: This section will present requirements for CSG management and 
***********************THIRD   CHANGE*********************
8.3.3
Combined Non-CSG and CSG Method
Editor’s Note: For a given network it is possible that there are different H(e)NBs and UEs deployed. Thus there should be solutions to provide secure access control for such combined situation. This section should also provide secure solution for migration from non-CSG UEs and non-CSG H(e)NBs to a network where all UEs and H(e)NBs are CSG capable.
***********************END  OF  CHANGES*********************









