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Abstract of the contribution:
This contribution provides text to fill the currently empty clause of the TS mentioned in the title of this contribution.
**********************START OF FIRST CHANGE***************************

6.1.1 
Media security mechanisms for real-time traffic

In this specification, protection for real-time traffic means protection for IMS traffic using the Real-Time Transport Protocol (RTP) or the RTP Control Protocol (RTCP), cf. RFC 3550 [x1].
The integrity and confidentiality protection for IMS traffic using RTP shall be achieved by using the Secure Real-Time Transport Protocol (SRTP), cf. RFC 3711 [x2]. The integrity and confidentiality protection for IMS traffic using RTCP shall be achieved by using the Secure RTCP protocol (SRTCP), cf. RFC 3711 [x2].
Key management mechanisms for SRTP and SRTCP, as used in this specification, are described in clause 6.2.
Editor’s note: Profiling of SRTP and SRTCP is ffs. 
**********************END OF CHANGES***************************

