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1
Introduction
The study item on protection against SMS and MMS SPAM has been agreed for a long time and some content was added on existing solutions, but no content on new solutions has been proposed since the acceptance of the WID. The attached document proposes an update of the baseline of the last draft TR (last draft version was S3-070663 agreed in SA3#48). The main changes are the following:
· Adding references in section 2 on SPAM protection mechanisms from 3GPP, ITU and other various sources, and updating all references in the document with clear numbers;
· explaining in section 4 different global approaches on how to fight against SPAM;
· referencing in section 5 already existing standardized work in 3GPP (PUCI) and ITU-T; 
· proposing in section 6 detailed mechanisms for anti-SPAM solutions based on an anti-SPAM function in the mobile network: 
· user refusing SPAM messages and informing the network using in-band and out-of-band signaling;

· user flagging SPAM messages using in-band and out-of-band signaling;

· network marking SPAM messages using in-band and out-of-band signaling;

· for all the solution, specific mechanisms are described in details with data flows:

· UE and anti-SPAM functions relationship is described, GBA authentication is used between both entities;
· when using in-band signalling, the type of signalling messages is described considering SMS, MMS and even IMS messaging or emails protocols;
· the impact on existing mobile network infrastructure, terminals and specifications, is added for each scenario.

All changes appear with revision marks against S3-070663.
2
Proposal
It is proposed that the attached document S3-091238_SMS_MMS_SPAM_TR_v02.doc is agreed as the new baseline for the TR.
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