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1. Introduction
Forking call is one of the call features used frequently. TBS provided a solution for derivation of forking key. This solution ensures that every forked endpoint will get a unique key and each forked endpoint has no way to derive the forking key used by other forked endpoints. 
But this solution still has some problems. Firstly, according to the figure 10, Mod_B, the random modifier in terminating side, is generated in KMS, which pose great computation load in KMS if one call is folked to many endpoints. Since every terminal has the capability to generate the random number, so it is better for us to distribute the processing load to every terminating terminal, thus the KMS performance can be impoved. 
Ericsson comments: The effort of generating random values in a network node is not very resource consuming and does not in itself warrant that this task is distributed to terminals. It is also essential that a malicious terminating terminal cannot initiate reuse of a Mod_B. If the terminating node generates the Mod_B this would be possible and there would be no gurantee that a forking keys will be unique per initiating and terminating trerminals.

Secondly, according to the figure 10, Mod_A, the random modifier in initiating side, used to generate the session key, is only known by user terminal and SIP proxies along signalling path, not by KMS.  So a successful lawful interception needs to access both signalling path and KMS, causing some unnecessary trouble. Therefore the Mod_A should be transferred to KMS to facilitate the lawful interception.
Ericsson comments: First note that to perform successful lawful intercept it is necessary to intercept the SIP signalling. Thus the Mod_A parameter will be available to the LI system. Furthermore, Mod_A is used for key derivation in the initiating and terminating terminals and the idea is that the session key modification should be performed by the terminals without KMS involvement. Thus it is not an advantage but a disadvantage to  make Mod_A available to the KMS and have the K MS perform the key derivation..
It is proposed that the pCR is not accepted.
2. pCR to  TR33.828-v1.2.0
7.1.4.4.4 Combined session and forking key generation

The combined procedures for session key and forking key generation are depicted in Figure 10 below. Note that the figure does not indicate how security is implemented in the communication between the terminals and the KMS.
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Figure 10: Session and forking key signaling
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