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1. Introduction

This contribution proposes some content for the current empty subsection 5.1.1 Hosting Party Module of the TS 33.xyz V0.0.1. It provides some description of the HPM.
It is proposed that SA3 agree with the text in the following pCR against the TS. 

2. Proposed pCR
The following pCR is against 3GPP TS 33.xyz V0.0.1 (2009-03).
************************************ start of change ************************************
5
Security Features 

5.1 Secure Storage and Execution

5.1.1 Hosting Party Module

The Hosting Party authentication shall be based on a Hosting Party Module. The Hosting Party Module (HPM) is a physical entity distinct from the H(e)NB physical equipment, dedicated to the identification and authentication of the Hosting Party towards the MNO. The HPM shall have the following features:
· The HPM shall be a tamper resistant environment and shall contain the credentials used to authenticate the Hosting Party.
· The HPM shall be bound to the Hosting Party and provided by the MNO to the Hosting Party. 
· The HPM shall be removable from the H(e)NB and it shall be possible for a Hosting Party to change the H(e)NB device by inserting the HPM in the new H(e)NB.
The HPM shall allow an optional customization of the H(e)NB based on Hosting Party identity, without impacts on the manufacturers.
************************************ end of change ************************************
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