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1. Introduction 

We propose to include the following text into the existing clause 8.1 ‘Evaluation Criteria’ of TR 33.837 “Study of Mechanisms for Protection against Unsolicited Communication for IMS (PUCI)“. Further it is proposed to number the evaluation criteria for easier reference.
2. pCR on TR 33.837 v0.3.0

8.1
Evaluation Criteria

Criteria to evaluate solutions discussed in this TR are given below:
1. Impact on existing standard: This criterion is meant to check whether any of the existing standards are impacted by a given solution. The preference of course is to have a solution that does not require changes in existing (pre-Rel-9) standards.

2. Simplicity: A solution should not be complex in itself, i.e. difficult to understand, relying on complex security mechanism or otherwise like usage or implementation. Thus a simple solution is preferred.
3. Operating expense (OPEX): Expense caused when using the solution (including e.g. service call costs)
4. Capital expenditures (CAPEX): Expense caused when implementing the solution
5. Service agnostic: Whether a solution can work as is for all kind of IMS based services or a variation is needed for each service.

6. Modular: This checks whether new addition can be brought in place without any issues with the solution.

7. Scalable: The solution should be scalable in terms of volume of attack it can cater for and number of users that can use it. The solution should also be scalable in terms of network size.

8. Security: How well does the solution address threats and meet the security requirements presented in Section 5 and 6 respectively.

Note 1: Not all requirements carry equal weight.

9. Unintrusive to legitimate users: Annoying a caller can be as bad, or perhaps worse, as a user receiving an unsolicited call.
10. Sensitivity and specificity (false acceptance / false rejection): Examples

a. Unwanted Calls  Allowed: Does the solution detect and block UCs?

b. Unwanted Calls Criteria Adjustable to User’s Requirements: Does the method allow the user to adjust the Unwanted Calls criteria to match their desires?

c. Desired Calls Blocked: Does the solution avoid blocking desirable calls?

d. Desired Calls Criteria Adjustable to User’s Requirements: Does the method allow the user to adjust the Desired Calls criteria to match their desires?
11. Latency: Does the approach significantly add to the latency between the initiation and completion of desired communications?
12. Network Load: Does the approach negatively impact the performance of network components
13. Resilience against forged information on the UC originating source and UC source versatility: how well does the solution protect against UC in an IMS network if the UC source forges originating identity information or if the UC source changes dynamically with a high frequency?
14. Interworking with legacy networks: how well does the solution support mixed legacy/NGN environments (given that these will remain a reality for a long time to come)?
End of pCR
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