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*** BEGIN CHANGES ***
6.4
Handling of EPS security contexts

Any EPS security context shall be deleted from the ME if:

a) the UICC is removed from the ME when the ME is in power on state;

b) the ME is powered up and the ME discovers that a UICC different from the one which was used to create the EPS security context has been inserted to the ME;

c) the ME is powered up and the ME discovers that no UICC has been inserted to the ME.

KASME shall never be transferred from the EPC to an entity outside the EPC.

Storage of the EPS NAS security context in the UE during power-off: 

a) If the ME does not have a native EPS NAS security context, any existing native EPS NAS security context stored on the UICC or in non-volatile memory of the ME shall be marked as invalid. 
b) If the ME has one or more native EPS NAS security contexts (e.g., one could be current and another could exists due to a recent EPS AKA run), the EPS NAS security context shall be stored.
c) 
d) If the USIM supports EMM parameters storage, then the ME shall store the native EPS NAS security context parameters on the USIM, mark the native EPS NAS security context on the USIM as valid, and not keep the native EPS NAS security context in non-volatible ME memory. 

e) If the USIM does not support EMM parameters storage, then the ME shall store the native EPS NAS security context in a non-volatible part of its memory, and mark the native EPS NAS security context in its non-volatile memory as valid.

After power-on of the ME, the ME shall retrieve native EPS NAS security context stored on the USIM if the USIM supports EMM parameters storage and if the stored native EPS NAS security context on the USIM is marked as valid. If the USIM does not support EMM parameters storage the ME shall retrieve the stored native EPS NAS security context from its non-volatile memory if the native EPS NAS security context is marked as valid. If the ME cannot retrieve native EPS NAS security context from any of these two places, the ME shall signal "no key available" in the Attach Request.

NOTE: Only native EPS NAS security context is stored in the EMM parameters file on the USIM or in non-volatile ME memory. A mapped EPS NAS security context is never stored in these two places.
*** END OF CHANGES ***
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