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	End of 1st Modified Section


	2nd Modified Section


8.2.1
General

-
The UE and the ePDG shall use IKEv2, as specified in RFC 4306 [3],in order to establish IPSec security associations.

-
Public key signature based authentication with certificates, as specified in RFC 4306 [3], shall be used to authenticate the ePDG. The ePDG shall authenticate itself to the UE with an identity. This identity shall be the same as the FQDN of the ePDG determined by the ePDG selection procedures defined in TS 23.402 [5]. This identity shall be contained in the IKEv2 ID_FQDN payload and shall match a dNSName SubjectAltName component in the ePDG's certificate. 

-
EAP-AKA, as specified in RFC 4187 [7], within IKEv2, as specified in RFC 4306 [3], shall be used to authenticate UEs.

-
For profile for IKEv2, IPsec ESP and certificate contents and processing refer to subclause 8.2.4. 
-
For the security aspects of emergency calls, cf. clause 13 of this specification.
	End of 2nd Modified Section


	3rd Modified Section


13
Security Aspects of Emergency Call Handling 

Editor’s Note: it is ffs whether this section is needed in case there are aspects of Emergency Call Handling specific to non-3GPP accesses,, or whether it is already fully covered by the corresponding section in theTS 33.401.
	End of 3rd Modified Section
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