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1
Opening of the meeting

The SA3 Chairman opened the meeting and gave the word to Mauro Castagno to give a welcoming speech and practical details.

2
Agenda, IPR Call and document ordering

The Chairman read the IPR call.

S3-090001
Draft Agenda for SA WG3 meeting #54





Source: SA WG3 Chairman

Discussion: 

The Chairman presented the agenda. There were no comments or objections and the agenda was approved.

Decision: 

The document was agreed.



4
Meeting reports

SA3-LI

Berthold Wilhelm gave a verbal report of the SA3-LI proceedings.

S3-090002
Report from SA3#53





Source: SA WG3 Secretary

Discussion: 

The group went through the draft report. There were some editorial comments that will be integrated and the report was agreed. It was confirmed that the ad hoc meeting in March will start on the 23rd. MCC will handle the logistics for this change.

The group went through the action points in the meeting report. The action points were all completed. S3-53/1 is addressed in S3-090085. S3-53/8 is addressed in S3-090131.  S3-53/5 is addressed S3-090074. S3-53/9 is addressed in S3-090029.

Decision: 

The document was agreed.



S3-090003
Report from SA#42 Plenary





Source: SA WG3 Chairman

Discussion: 

The Chairman presented the document.

Decision: 

The document was noted.



5
Reports and Liaisons from other groups

IETF:

No input at this meeting.

SAGE:

No input at this meeting.

GSMA:

Charles Brookson presented the GSMA Security Group report, the last meeting was in November 2008:

S3-090240 described the ciphering indicator, The GSMA was in favour of the user being able to activate the indicator, regardless of any other constraints. Methods were described in the LS, but the final implementation was left to 3GPP.

It was noted that mobile malware was becoming a bigger issue (SG has a mobile malware group), and that recent conferences had led to increasing interest in infrastructure and signalling compromises. There were also issues in some Symbian security, such as the S40 issues, and S60 Curse of Silence.

Recent joint meetings with the Mobile Manufacturers (EICTA) had discussed forthcoming tests to check A5/3 functions, handset security and integrity using OMTP guidelines.

The next SG meeting will be in Germany on 3rd and 4th February 2009

3GPP2:

No input at this meeting.

TCG:

No input at this meeting.

IEEE:

Colin Blanchard gave an update; network selection in WLAN is one of the topics that will be addressed in the next meeting. Some feedback will be provided in the March meeting.

S3-090121
LS on intention to create a new version of the DM enabler





Source: SP-080868

Discussion: 

Nokia presented the LS.

Decision: 

The document was noted.



S3-090247
LS on Receive of ETWS outside home-PLMN





Source: R2-090837

Discussion: 

NTT DOCOMO presented the LS on behalf of Panasonic.

Decision: 

The document was replied to.



S3-090290
Draft Reply LS to LS on Receive of ETWS outside home-PLMN (S3-090247)





Source: NTT DOCOMO

Discussion: 

NTT DOCOMO presented the draft reply. BT asked what would happen in the case the public key list is substituted with a dummy list of keys; the Chairman asked how this would be possible as the list is present in each device. It was discussed what the body maintaining the list could be; it was decided to rephrase that sentence as putting this body into place might not be a trivial task. Ericsson proposed to change using OMA DM over TLS.

Decision: 

The document was agreed.



S3-090346
Reply LS to SA3 confirming JM





Source: TISPAN WG7

Decision: 

The document was noted.



6.1
IMS Security

6.1.0
General
S3-090129
-Analysis of two solutions for the Early-IMS NAT Deployment





Source: China Mobile

Decision: 

The document was revised to S3-090307.



S3-090307
-Analysis of two solutions for the Early-IMS NAT Deployment





Source: China Mobile

(Replaces S3-090129)

Discussion: 

China Mobile presented the contribution.

Decision: 

The document was noted.



S3-090130
Two solutions for the Early-IMS NAT Deployment





Source: China Mobile

Decision: 

The document was revised to S3-090308.



S3-090308
Two solutions for the Early-IMS NAT Deployment





Source: China Mobile

(Replaces S3-090130)

Discussion: 

China Mobile presented the CR. Ericsson supported having an informative annex on these two solutions. Ericsson suggested that the proposed V.1 annex would be sufficient to this purpose. China Mobile agreed to this. Some editorials have also to be applied, also on the cover page. NSN suggested that an LS should be sent to CT1 and SA2 to inform them as these WGs are interested in this; this was agreed.

Decision: 

The document was revised to S3-090309.



S3-090309
Two solutions for the Early-IMS NAT Deployment





Source: China Mobile

(Replaces S3-090308)

Decision: 

The document was revised to S3-090348.



S3-090310
LS on two solutions for the Early-IMS NAT Deployment





Source: China Mobile

Decision: 

The document was revised to S3-090349.



S3-090348
Two solutions for the Early-IMS NAT Deployment





Source: China Mobile

(Replaces S3-090309)

Decision: 

The document was agreed.



S3-090349
LS on two solutions for the Early-IMS NAT Deployment





Source: China Mobile

(Replaces S3-090310)

Decision: 

The document was agreed.



S3-090263
Request of clarification on TS 32.203 from ETSI IOP and CONF test specification development and from 2nd IMS Interoperability Event





Source: ETSI TC INT

Discussion: 

Telecom Italia presented the LS.

Decision: 

The document was replied to.



S3-090332
Reply to: Request of clarification on TS 32.203 from ETSI IOP and CONF test specification development and from 2nd IMS Interoperability Event





Source: current meeting

Decision: 

The document was agreed.



6.1.1
PUCI

It was decided not to send for information yet the TR to Plenary. It was suggested that PUCI will be discussed in the JM with TISPAN in the March ad hoc and it would be useful to circulate the latest draft to TISPAN WG7 for this reason.

ACTION:
Circulate latest version of PUCI TR to TISPAN WG7

(action on: Colin Blanchard)

S3-090311
New version of PUCI TR





Source: Rapporteur

Decision: 

The document was agreed.



S3-090177
pCR to Section 1 Scope





Source: NTT DOCOMO

Decision: 

The document was revised to S3-090236.



S3-090236
comment/update to S3-090177





Source: Ericsson, NTT DOCOMO

(Replaces S3-090177)

Discussion: 

NTT DOCOMO presented the contribution

Decision: 

The document was agreed.



S3-090180
Prevention of Unsolicited Communication in an Operator Controlled Environment





Source: ChinaMobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Discussion: 

NSN presented the contribution. NTT DOCOMO suggested that a date should be inserted to make sure that the analysis of the situation is for beginning of 2009. This was agreed. It was noted that accepting this for the TR does not mean putting any normative models for charging. Vodafone suggested that these concerns might be slightly exaggerated. Rogers Wireless suggested that this guidance could be a means to respond. NTT DOCOMO proposed removing the 'that operators face' part of the sentence in the beginning of 4.x.2; this was agreed.

Decision: 

The document was agreed with modifications.



S3-090181
Unsolicited Communication Scenarios





Source: China Mobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Discussion: 

NSN presented the contribution.

Decision: 

The document was agreed.



S3-090139
Integration of PUCI Threats Text into TR





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Some numbering issues with the contribution that have to be fixed. BT suggested that the TISPAN-derived requirements are important. The Chairman suggested that the text before the requirements should be put in an Editor's Note, saying that the following requirements have been obtained by the TISPAN ones, and any future requirements are open to be studied. NEC suggested that the requirements in 5.1 are already present in S3-081577.

It was agreed to integrate the contribution in 311.

Decision: 

The document was agreed.



S3-090027
pCR to PUCI TR section 7.1 General Approach





Source: NEC Corporation

Decision: 

The document was noted.



S3-090198
A commenting pCR on S3-090027 (from NEC) section 7.1 General Approach





Source: InterDigital

Discussion: 

NEC presented the contribution for InterDigital, as they had not arrived yet. It was agreed to allow InterDigital to check afterwards the outcome. It was agreed to insert 'in principle' where saying that identification, marking and reacting can be done.

Decision: 

The document was agreed with modifications.



S3-090182
SPIT/UC Protection with Supplementary Services





Source: China Mobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Discussion: 

NSN presented the contribution.

Decision: 

The document was agreed.



S3-090161
CR to TR33.900 A Guide to 3rd Generation Security for addition of  a clause on Prevention of Unsolicited Communication in IMS





Source: BT

Discussion: 

BT presented the CR. It was noted that the addressed TS had been withdrawn. It was discussed what part of the content could be converted to the PUCI TR. This will be done for the next meeting.

It was discussed how to

Decision: 

The document was noted.



6.1.2
Media Security

S3-090345
New version of TR on media security





Source: Rapporteur

Discussion: 

An draft version of the TR will be created by the Rapporteur by 30 Jan. This draft version shall incorporate all the agreed pCRs from the meeting. 

The new version of 345 shall then additionally include all the pCRs agreed via email discussion. The TR will be sent to SA for information.

Decision: 

The document was sent for email approval.

S3-090243
LS reply on Use of DTLS-SRTP for IMS media security





Source: S2-090796

Discussion: 

Ericsson presented the LS.

ACTION:
Give the information from SA2 on DTLS-SRTP to the IETF Area Directors

(action on: Chairman)

Decision: 

The document was noted.



S3-090072
TBS Update: System Description





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

Decision: 

The document was revised to S3-090340.



S3-090340
TBS Update: System Description





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

(Replaces S3-090072)

Decision: 

The document was agreed.



S3-090222
Comments on S3-090072 ôTBS Update: System Description





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-090073
TBS Update: System Details 1





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

Decision: 

The document was revised to S3-090341.



S3-090341
TBS Update: System Details 1





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

(Replaces S3-090073)

Decision: 

The document was agreed.



S3-090223
Comments on S3-090073 ôTBS Update: System Details 1





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-090074
TBS Update: System Details 2





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

Discussion: 

A new version will be sent to initiate the email discussion aiming at including  the new version of 0074 in the new version of the Media Security TR (in  S3-090345). Vodafone will chair this discussion.

Timeline:

- 20 Feb commenting deadline;

- 25 Feb comments are incorporated;

- 27 Feb final approval.

Decision: 

The document was sent for email discussion.



S3-090225
Comments on S3-090074 TBS Update: System Details 2ö





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-090075
TBS Update: System Details 3





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

Decision: 

The document was revised to S3-090342.



S3-090342
TBS Update: System Details 3





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

(Replaces S3-090075)

Decision: 

The document was agreed.



S3-090076
TBS Update: Evaluation





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

Decision: 

The document was revised to S3-090343.



S3-090343
TBS Update: Evaluation





Source: Ericsson, Qualcomm Europe, Telenor, TeliaSonera

(Replaces S3-090076)

Discussion: 

Agreed except the clause about backwards compatibility and migration clause, which will go for email discussion (same timeline as the TR).

Decision: 

The document was agreed with modifications.



S3-090165
IMS media security: User references





Source: Ericsson, Qualcomm Europe

Decision: 

The document was agreed.



S3-090166
SDES review





Source: Ericsson

Decision: 

The document was revised to S3-090344.



S3-090221
Comments on S3-090166 SDES reviewö by Ericsson





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-090344
SDES review





Source: Ericsson

(Replaces S3-090166)

Discussion: 

Agreed, except for clauses 6.4.2.2 and 6.4.3.2 which will go for email discussion (same timeline as the TR).

Decision: 

The document was agreed with modifications.



S3-090190
Draft WID on IMS Media Security





Source: Nokia Corporation, Nokia Siemens Network, TeliaSonera

Decision: 

The document was noted.



S3-090228
Draft WID on IMS Media Security (update of S3-090190)





Source: Nokia Corporation, Nokia Siemens Network, TeliaSonera, Verizon

Decision: 

The document was noted.



S3-090224
Comments on S3-090190 Draft WID on IMS Media Security





Source: Ericsson

Decision: 

The document was noted.



S3-090319
WID on IMS media security





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Vodafone presented the WID. Qualcomm also supported the WID. It was accepted the Gemalto suggestion to change to do not know the UICC impacts. Orange and BT supported the contribution.

Decision: 

The document was agreed.



S3-090189
Proposal for way forward for IMS media security





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. It was agreed that e2m and e2e scenarios there can be different solutions. No decision on the way forward for e2m. It is still open if e2m and e2e scenarios will be different solutions. For high quality end-to-end media security for important user groups, the TBS solution is the preferred one.
Decision: 

The document was noted.



S3-090205
Comment contribution on S3-090189 on 'Proposal for way forward for IMS media security'





Source: Ericsson, Qualcomm Europe

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was noted.



S3-090226
Comments on S3-090075 TBS Update: System Details 3





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-090227
Comments on S3-090076 TBS Update: Evaluation





Source: Nokia Siemens Networks

Decision: 

The document was noted.



6.2
Network domain security: IP layer (NDS/IP)

No input at this meeting.
6.3
Network domain security: Authentication Framework (NDS/AF)

No input at this meeting.
6.4
UTRAN network access security

S3-090110
LS on introduction of SR-VCC operations in UTRAN





Source: R2-087247

Discussion: 

Nokia presented the LS. Nokia has addressed the requirement from RAN2 in 126.

Decision: 

The document was noted.



S3-090126
Generation and use of the mapped security context in HSPA SRVCC





Source: Nokia, Nokia Siemens Networks

Discussion: 

Nokia presented the CR. Category should be C. The consequences if not approved should be amended as the whole description is missing. Qualcomm asked how that the START value for CS is transferred. NSN suggested that this is transparently transferred. Vodafone suggested that the GERAN case should be addressed. This was agreed.

Decision: 

The document was revised to S3-090313.



S3-090313
Generation and use of the mapped security context in HSPA SRVCC





Source: Nokia, Nokia Siemens Networks

(Replaces S3-090126)

Decision: 

The document was agreed.



S3-090127
SRVCC from HSPA to UTRAN/GERAN





Source: Nokia, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

Decision: 

The document was noted.



S3-090128
Add FC number space value allocations for HSPA SRVCC





Source: Nokia, Nokia Siemens Networks

Discussion: 

Nokia presented the CR. No objections.

Decision: 

The document was agreed.



S3-090148
33.102 CR:Update of definition of UMTS security context





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Some minor revisions are necessary.

Decision: 

The document was revised to S3-090314.



S3-090314
33.102 CR:Update of definition of UMTS security context





Source: Ericsson

(Replaces S3-090148)

Decision: 

The document was agreed.



S3-090183
CR to 35.215: Improvement to sample C code, and removal of apparent keystream length limit





Source: Vodafone

Discussion: 

Vodafone presented the contribution. MCC has to help to change the actual C code which is available on the GSMA site. Also, there could be some version numbering issues. Other specs affected must be completed.

Qualcomm suggested that the length as such (1-2^32) could create some crashes in some cases.

Agreed in principle but has to be reviewed again.

ACTION:
Help publish the C code changes on the GSMA site.

(action on: MCC)

Decision: 

The document was revised to S3-090315.



S3-090315
CR to 35.215: Improvement to sample C code, and removal of apparent keystream length limit





Source: Vodafone

(Replaces S3-090183)

Decision: 

The document was agreed.



6.5
GERAN network access security

S3-090109
Reply LS on GAN Iu Mode Security





Source: R2-086841

Discussion: 

The Chairman presented the LS.

Decision: 

The document was noted.



S3-090108
Reply LS regarding GAN Iu mode security





Source: GP-081925

Discussion: 

The Chairman presented the LS.

Decision: 

The document was noted.



6.6
GAA and support for subscriber certificates

It was discussed whether 33.224 is ready to go for information. This was agreed.

S3-090045
Editorial corrections on 33.223





Source: Huawei,China Mobile

Discussion: 

Huawei presented the CR. Nokia suggested that the baseline could be wrong. Baseline should be revised. Also the header is incorrect. The reference to 5.2.4 on the original text could be deleted. MCC will handle this.

Decision: 

The document was revised to S3-090316.



S3-090316
Editorial corrections on 33.223





Source: Huawei,China Mobile

(Replaces S3-090045)

Decision: 

The document was agreed.



S3-090056
Alignment of TS 33.223 with TS 33.220





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the CR. It was decided to add the abbreviation.

Decision: 

The document was revised to S3-090317.



S3-090317
Alignment of TS 33.223 with TS 33.220





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090056)

Decision: 

The document was agreed.



S3-090132
Deleting editor's note in 33.224





Source: Huawei,China Mobile,Gemalto

Discussion: 

Huawei presented the contribution. Ericsson suggested that using https there would be no need to set up an additional security protocol and proposed to convert the Editor's Note to a Note (second and third sentence); this was supported by Nokia. Huawei suggested that the contribution is about the UE and not the network side. It was agreed to convert to Note the Editor’s Note mentioned above.
Decision: 

The document was agreed with modifications.



S3-090150
33.224 pCR:GPL security algorithms





Source: Ericsson

Discussion: 

Ericsson presented the contribution. NSN suggested that US only standards could be avoided. Nokia suggested that in specifications under change control already this would not be an essential correction, so could be done for Rel-9. Agreed with this observation about standards in mind.

Decision: 

The document was agreed.



S3-090152
33.224 DISC:GBA Push: Protocol inventory





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Nokia suggested DTLS could be used instead of the proposed solution. Ericsson replied that Nokia's intention is to only use the record layer so it would be simpler to devise a mechanism to avoid failure notifications.

Decision: 

The document was noted.



S3-090154
33.224 pCR:GPL session clarification





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was agreed.



S3-090153
33.224 pCR:GPL processing





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Ericsson suggested that WSP is too heavy to be used as a default and something additional would be needed. It was agreed to add a note that the processing in 5.6 and 5.7 needs to be verified for completeness.

Decision: 

The document was agreed with modifications.



S3-090151
33.224 pCR:GPL SA update





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Nokia suggested making explicit the Ks_ext_NAF in the External key sentence about D/L initialization. This was agreed.

Decision: 

The document was agreed with modifications.



S3-090318
New version of 33.224 and SA information cover page





Source: Rapporteur

Discussion: 

Agreed to be sent to plenary for information.

Decision: 

The document was agreed.



S3-090331
LS to SA4 on MBMS security





Source: current meeting

Decision: 

The document was agreed.



6.7
WLAN interworking

6.8
Multimedia broadcast/multicast service (MBMS)

S3-090052
Revised comparison table for IMS-based MBMS security





Source: Huawei

Decision: 

The document was noted.



S3-090168
Encoding of identities as NAIs





Source: Ericsson

Discussion: 

Ericsson presented the CR.

Decision: 

The document was agreed.



S3-090157
Comparison table on IMS based PSS and MBMS security solutions





Source: Samsung

Discussion: 

Samsung presented the contribution. Huawei did not want to take into account the new comments coming after the completion of the table. Ericsson suggested that the new comments are as the table is not satisfactory in the present state. It was decided to discuss all MBMS contributions for the meeting.

Decision: 

The document was noted.



S3-090170
Solution for IMS based MBMS security





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was noted.



S3-090173
Discussion on IMS based MBMS security





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was noted.



S3-090201
Comments to S3-090173





Source: Huawei

Discussion: 

Huawei presented the contribution. S3-081523 from the SA3#53 meeting was discussed in conjunction.

S3-090170 will work both with IMS-AKA and GIBA.

It was discussed the fact that SA3 could reply that SA4 is the most competent group to make any decision on the matter as SA3 did not identify any technical differences concerning security. There was some discussion on how the Ericsson solution creates the B-TID. T-Mobile suggested the decision is not on a security issue. There was some further discussion and it was noted that in 216 it appears that Ericsson does not agree with the table.

It was decided to take the issue offline and decide subsequently on the matter.

Subsequently the matter was rediscussed: Huawei stated that in Ericsson's solution if the UE has run GBA before a long period and the B-TID is invalid then how the B-TID could be derived; Ericsson suggested that this could be done sending a SIP message for example.

Nokia suggested the MSK is updated as in the normal MBMS procedure. Also, Nokia suggested there are some serious concerns as the UA interface seems change in the proposal, and preferred the Ericsson proposal. The Chairman recapped that the Ericsson solution is more applicable to IMS, while Huawei's solution has more impact on GBA; Huawei objected to this characterization and it was rephrased as that in the Huawei proposal some more information has to be specified on how the identities are handled. This will be the information to be sent via an LS to SA4. It was also suggested that one way of solving the identity management issue in the Huawei solution is that the USS has to be mandated, and USS is optional is GBA. The LS will also state that froma a security point of view there were not identified differences.

Huawei suggested that the other solution is preferred (not the one using USS); Ericsson suggested that then the solution would not work.

Decision: 

The document was noted.



S3-090216
Comments to S3-090052: Comparison Table for security solution for IMS based PSS and MBMS





Source: Ericsson

Decision: 

The document was noted.



S3-090312
Comments to S3-090216





Source: Huawei

Decision: 

The document was noted.



6.9
SAE/LTE security

S3-090282
33.821 new version





Source: Rapporteur

Discussion: 

This will go to SA Plenary for approval.

Decision: 

The document was agreed.



6.9.1
Security Architecture

S3-090012
CR to 33.401 Correction of EPS NAS Security Context definition





Source: NEC Corporation, NTT DOCOMO

Discussion: 

NEC presented the contribution. NSN suggested the security context incudes the keys. It was discussed the fact that

Decision: 

The document was merged in S3-090244.



S3-090086
Correction on ECM/EMM states





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. It was decided to merge the two contributions and take the text from the NAS SMC Complete message and include it in the 86.

Decision: 

The document was merged in S3-090244.



S3-090244
Correction on ECM/EMM states





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090086)

Discussion: 

Offline discussion.

Decision: 

The document was agreed.



S3-090122
Rules to store cached EPS NAS security context on the USIM





Source: Gemalto

Discussion: 

Gemalto presented the CR.

Decision: 

The document was revised to S3-090246.



S3-090246
Rules to store cached EPS NAS security context on the USIM





Source: Gemalto

(Replaces S3-090122)

Discussion: 

other specs affected to be filled in. MCC to take care of this.

Decision: 

The document was agreed.



S3-090144
33.401 DISC:Storage of NAS security context in the UE





Source: Ericsson

Discussion: 

Ericsson presented the CR.

Decision: 

The document was noted.



S3-090209
Comment Contribution: Approaches to Storage of NAS Security Context in the UE





Source: Ericsson

Discussion: 

Ericsson presented the contribution. NSN suggested the solution proposed by Ericsson would not work efficiently in the 'jump'. There was observed some more support for the 'simpler' solution in S3-090122. Ericsson suggested that some rewording or some inclusion of text from S3-090207 would be necessary in any case, for example in the definition of persistent security storage. It was agreed that both cases will be covered (USIMs supporting and not supporting this functionality).

It was pointed out that the current text in 122 suggests that nothing is stored in the normal case and only storage in the irregular case. It was agreed to leave that part of the sentence out.

Decision: 

The document was noted.



S3-090207
Improved rules to store the cached EPS NAS security context on the USIM





Source: Ericsson

Discussion: 

Ericsson presented the CR. The Chairman suggested that there is no tick to core networks.

Decision: 

The document was noted.



S3-090145
33.401 CR:NAS security context storage freshness





Source: Ericsson

Decision: 

The document was withdrawn.



S3-090146
33.401 CR:NAS security context storage and retrieval





Source: Ericsson

Discussion: 

Ericsson presented the contribution. This is compatible with what agreed for 122. Gemalto proposed to merge this with 122 as there are clashes with it. The technical content itself is agreed.

Decision: 

The document was merged in S3-090246.



S3-090013
CR to 33.401 Correction of type of EPS NAS Security Context stored





Source: NEC Corporation, NTT DOCOMO

Discussion: 

NTT Docomo presented the contribution. NSN suggested that some rewording would be necessary to make explicit that mapped context would not be stored in the USIM. Also, maybe some checking with 246 would have to be done, for clashes, or perhaps merging. It was agreed to merge this; the technical content is agreed in principle.

Decision: 

The document was merged in S3-090246.



S3-090016
CR to 33.401 Security context for transition to EMM DEREGISTERED





Source: NEC Corporation, NTT DOCOMO

Discussion: 

NEC presented the contribution.

Decision: 

The document was merged in S3-090252.



S3-090039
Clarification on storage of cached security context during state transitions





Source: Huawei

Discussion: 

Huawei presented the contribution. It was agreed to merge this CR with S3-090016, inserting a sub-bullet with the conditions. Some further rewording is necessary.

Decision: 

The document was merged in S3-090252.



S3-090252
Clarification on storage of cached security context during state transitions





Source: Huawei

(Replaces S3-090039)

Decision: 

The document was agreed.



S3-090079
Handling of security contexts in transition to EMM-DEREGISTERED state





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. A minor rewording is necessary (correct 'the above the'). MCC will handle this.

Decision: 

The document was revised to S3-090251.



S3-090251
Handling of security contexts in transition to EMM-DEREGISTERED state





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090079)

Decision: 

The document was agreed.



S3-090049
Clarification for KSIsgsn





Source: Huawei

Discussion: 

Huawei presented the contribution. There was some discussion on how the K_ASME is generated. It was decide to take this offline, and decide how to integrate this (agreed technically but decision necessary on which parts are to be inserted and where).

Decision: 

The document was revised to S3-090253.



S3-090253
Clarification for KSIsgsn





Source: Huawei

(Replaces S3-090049)

Discussion: 

There will be an email discussion to resolve clashes with 294. If the agreement fails 294 will be submitted to Plenary all the same.

Decision: 

The document was agreed.



S3-090077
Definition of UE security capabilities





Source: Nokia Corporation, Nokia Siemens Network

Discussion: 

NSN presented the CR. Nortel suggested that a repetition of the same text is not necessary in the definition. It was decided to use EPS instead of E-UTRAN.

The need for the CR is needed but some more offline discussion is necessary.

Decision: 

The document was revised to S3-090254.



S3-090254
Definition of UE security capabilities





Source: Nokia Corporation, Nokia Siemens Network

(Replaces S3-090077)

Decision: 

The document was agreed.



S3-090041
Correction on Section 6.2 EPS Key Hierarchy





Source: Huawei

Discussion: 

Huawei presented the CR. There is a clash with 77. It was agreed to merge the CR text in 254 (in principle it is already covered by 254).

Decision: 

The document was merged in S3-090254.



S3-090088
Clarification on ciphering for GUTI confidentiality





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the CR. It was agreed to remove the sentence before the addition (GUTI specified in 23.401).

Decision: 

The document was revised to S3-090255.



S3-090255
Clarification on ciphering for GUTI confidentiality





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090088)

Decision: 

The document was agreed.



6.9.2
Authentication and key agreement

S3-090100
AKA when NAS COUNT about to wrap around





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. There was some discussion on which of the two options could take precedence. It was agreed to insert an additional phrase to ensure that all cases are covered; NSN proposed to add that sufficiently low NAS COUNT value should be present in the case a fresh set of NAS keys is not taken.

Decision: 

The document was revised to S3-090256.



S3-090256
AKA when NAS COUNT about to wrap around





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090100)

Decision: 

The document was agreed.



S3-090134
Periodic Local Authentication





Source: ZTE Corporation

Discussion: 

ZTE presented the CR. There was no support for this.

Decision: 

The document was noted.



6.9.3
Key derivation

S3-090014
CR to 33.401 Key derivation figures





Source: NEC Corporation

Discussion: 

NTT DOCOMO presented the CR on behalf of NEC. Consequences if not approved should be reworded to 'inconsistent specification'. T-Mobile pointed out the two MME boxes should be merged; this was agreed. Also Next Hop box in eNB should be put in.

Decision: 

The document was revised to S3-090257.



S3-090257
CR to 33.401 Key derivation figures





Source: NEC Corporation

(Replaces S3-090014)

Decision: 

The document was agreed.



S3-090018
CR to 33.401 Making CK' and IK'





Source: NEC Corporation

Discussion: 

NEC presented the CR. Consequences if not approved has to be reworded to inconsistent specification. No technical objections. MCC will handle this.

Decision: 

The document was revised to S3-090258.



S3-090258
CR to 33.401 Making CK' and IK'





Source: NEC Corporation

(Replaces S3-090018)

Discussion: 

Clauses affected must be corrected.

Decision: 

The document was revised to S3-090289.



S3-090289
CR to 33.401 Making CK' and IK'





Source: NEC Corporation

(Replaces S3-090258)

Decision: 

The document was agreed.



S3-090021
CR to 33.401 Rekeying of the entire EPS key heirarchy





Source: NEC Corporation, NTT DOCOMO

Decision: 

The document was revised to S3-090259.



S3-090259
CR to 33.401 Rekeying of the entire EPS key heirarchy





Source: NEC Corporation, NTT DOCOMO

(Replaces S3-090021)

Decision: 

The document was agreed.



S3-090260
Various corrections related to algorithm definitions and NAS token





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090084)

Decision: 

The document was agreed.



S3-090084
Various corrections related to algorithm definitions and NAS token





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the CR. Ericsson pointed out that 33.401 v8.2.1 already specifies the definition of truncation in the end of 6.2. Alcatel-Lucent supported the CR as it is more explicit. Ericsson suggested that then the existing text should be deleted from 6.2 to avoid repetions.

Huawei asked what the 'x' represents in the second change; NSN clarified that 'x' represents and integer, based on the already existing text.

Decision: 

The document was revised to S3-090260.



S3-090169
Adding EARFCN_DL to KeNB* derivation





Source: NEC Corporation, NTT DOCOMO

Discussion: 

NTT DOCOMO presented the CR.

Decision: 

The document was revised to S3-090261.



S3-090171
Reply LS on PCI Clarification





Source: R2-087408

Discussion: 

Qualcomm presented the LS.

Decision: 

The document was noted.



S3-090261
Adding EARFCN_DL to KeNB* derivation





Source: NEC Corporation, NTT DOCOMO

(Replaces S3-090169)

Decision: 

The document was agreed.



S3-090116
Reply LS on E-UTRAN security related issues (R3-083387/S3-081505)





Source: R3-083572

Discussion: 

NSN presented the LS.

Decision: 

The document was noted.



S3-090091
Forward security corrections related to R3-083569





Source: Nokia Corporation, Nokia Siemens Networks, NEC Corporation, NTT DoCoMo Inc., Ericsson

Discussion: 

NSN presented the CR.

Decision: 

The document was merged in S3-090262.



S3-090038
key handling during handover





Source: Huawei

Discussion: 

Huawei presented the CR. Some changes proposed are overlapping with S3-090091. Ericsson supported keeping the changes in NSN's contribution.

It was decided that some changes in 7.2.6.2 also.

Decision: 

The document was merged in S3-090262.



S3-090262
key handling during handover





Source: Huawei

(Replaces S3-090038)

Decision: 

The document was agreed.



S3-090020
CR to 33.401 NH at initial connection setup





Source: NEC Corporation

Discussion: 

Already taken care of by S3-090091.

Decision: 

The document was noted.



S3-090093
KeNB re-keying corrections





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution.

Decision: 

The document was revised to S3-090264.



S3-090264
KeNB re-keying corrections





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090093)

Decision: 

The document was agreed.



S3-090094
Clarification on Token Calculation for RCR procedure





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution.

Decision: 

The document was agreed.



S3-090098
eNB re-preparation before key-change-on-the-fly for possible RLF





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. Some offline discussion is necessary; Qualcomm suggested that thte editor's note could stay. 

After some more discussion it was decided to revise the contribution.

Decision: 

The document was revised to S3-090265.



S3-090265
eNB re-preparation before key-change-on-the-fly for possible RLF





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090098)

Decision: 

The document was agreed.



S3-090036
CR-Multi-KeNB* forwarding for RRCConnectionRe-establishment





Source: Huawei

Discussion: 

Huawei presented the CR. Some offline revision is necessary.

Decision: 

The document was revised to S3-090266.



S3-090266
CR-Multi-KeNB* forwarding for RRCConnectionRe-establishment





Source: Huawei

(Replaces S3-090036)

Decision: 

The document was agreed.



S3-090270
LS to RAN2 on exception list





Source: current meeting

Decision: 

The document was agreed.



6.9.4
Integrity and ciphering mechanisms

S3-090114
Response LS on Downlink integrity failure handling





Source: R2-087440

Discussion: 

Ericsson presented the contribution. NSN suggested that a reply would be necessary to point out that there is an exception to the rule of ignoring the messages, to avoid deadlocking.

It was proposed to inform RAN2 that their concern has been adressed and copy the text that addresses the concern.

Decision: 

The document was replied to.



S3-090267
Reply to: Response LS on Downlink integrity failure handling





Source: current meeting

Decision: 

The document was agreed.



S3-090268
CR: addition of note related to downlink integrity failure





Source: Nokia Siemens Networks

Decision: 

The document was revised to S3-090347.



S3-090347
CR: addition of note related to downlink integrity failure





Source: Nokia Siemens Networks

(Replaces S3-090268)

Decision: 

The document was agreed.



S3-090085
Response to SA3#53 Action Item 1 (relating to message exception lists)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. It was discussed the fact that CounterCheck and CountercheckResponse are sent unprotected and why this could be done.

Huawei suggested that some check should be done with the consistency with 33.401 (service request and extended service request are on the list of exceptions but perhaps shoud not be there).

An LS will be sent to CT1 on this subject and a check for consistency will be made. Also, an LS to RAN2 will be sent.

Decision: 

The document was noted.



S3-090101
One ciphering algorithm and one integrity algorithm id in AS SMC





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised.



S3-090272
One ciphering algorithm and one integrity algorithm id in AS SMC





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090101)

Discussion: 

Agreed as per the content but clashes were identified.

Decision: 

The document was merged in S3-090279.



S3-090106
CR to 33.401 Correction of definition of direction bit





Source: TeliaSonera

Discussion: 

MCC will handle some editorial revisions.

Decision: 

The document was revised to S3-090273.



S3-090273
CR to 33.401 Correction of definition of direction bit





Source: TeliaSonera

(Replaces S3-090106)

Decision: 

The document was agreed.



S3-090269
LS to CT1 on exception list





Source: current meeting

Decision: 

The document was agreed.



S3-090147
33.401 CR:Definition of NULL ciphering





Source: Ericsson

Discussion: 

Ericsson presented the CR.

There is need for some offline discussion as it seems to need some checking of the last sentence of the last paragraph to avoid repetitions.

Decision: 

The document was revised to S3-090271.



S3-090271
33.401 CR: Definition of NULL ciphering





Source: Ericsson

(Replaces S3-090147)

Decision: 

The document was agreed.



S3-090022
CR to 33.401 NAS COUNT start value





Source: NEC Corporation

Decision: 

The document was revised to S3-090274.



S3-090274
CR to 33.401 NAS COUNT start value





Source: NEC Corporation

(Replaces S3-090022)

Decision: 

The document was agreed.



S3-090069
Correction of NAS COUNTs reset to the start value R8





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Discussion: 

Alcatel-Lucent presented the contribution. Some editorials to be applied (other specs affected and deletions on top of insertions).

NSN suggested that the change should be revised as it changes the meaning of the clause. Some offline discussion is necessary.

Decision: 

The document was revised to S3-090275.



S3-090275
Correction of NAS COUNTs reset to the start value R8





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

(Replaces S3-090069)

Decision: 

The document was agreed.



S3-090235
Change of counter for EEA2





Source: Motorola

Discussion: 

Vodafone presented the contribution on behalf of Motorola. Vodafone clarified that Vodafone is not supporting or co-signing (or objecting) to the contribution, but just presenting it on behalf of Motorola who could not be present. NSN suggested that the CR is not correcting essential errors. There was no support from other companies.

The contribution was rediscussed and NTT DOCOMO, NEC, Nokia, NSN and Samsung opposed the contribution as it would bring a high cost development-wise for UEs. Alcatel-Lucent and Nortel supported the contribution as it would align with the IETF.

NSN suggested that complying with the RFC is a much issue thing than this. NTT DOCOMO suggested that the timeline is too late for this for Release 8 but it could be something to consider for Release 9, but did not propose this for the time.

It was decided not to accept this change as there is more opposition than support.

Decision: 

The document was rejected.



6.9.5
Security mode establishment and mobility aspects

S3-090015
CR to 33.401 Algorithm selection clarification





Source: NEC Corporation, NTT DOCOMO

Discussion: 

NEC presented the contribution.

Decision: 

The document was revised to S3-090276.



S3-090276
CR to 33.401 Algorithm selection clarification





Source: NEC Corporation, NTT DOCOMO

(Replaces S3-090015)

Decision: 

The document was agreed.



S3-090250
Reply on LS on Request for guidance on use of START in HO from E-UTRAN to UTRAN





Source: 6.9

Discussion: 

NSN presented the LS.

Decision: 

The document was noted.



S3-090113
LS on Security parameter handling





Source: R2-087430

Discussion: 

NSN presented the LS.

Decision: 

The document was replied to in S3-090277.



S3-090092
DRAFT Reply LS to RAN2 on 'LS on Security parameter handling'





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. . Alcatel-Lucent suggested that there is no threat scenario in point A.

Qualcomm asked why a semi-permanent DoS attack is mentioned; it was agreed to re-word this. Also NCC is not properly addressed. Some offline discussion is necessary on these and other points.

Decision: 

The document was noted.



S3-090277
Reply to: LS on Security parameter handling





Source: current meeting

(Replaces S3-090113)

Decision: 

The document was agreed.



S3-090089
Discussion on SMC failures





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution.

Decision: 

The document was noted.



S3-090090
Correction on dropping AS and NAS SMC when detecting IP failure for SMC Command





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution.

Decision: 

The document was agreed.



S3-090103
Correction of AS key handling Pseudo CR to TR 33.821





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the pCR. There were no comments. This pCR will be inserted in 33.821 (new version will be available in S3-090282) and will go for approval in the March Plenary.

Decision: 

The document was agreed.



S3-090135
Verification of NONCEUE





Source: ZTE Corporation, China Mobile, HUAWEI

Discussion: 

ZTE presented the contribution. Some revising is necessary.

Decision: 

The document was revised to S3-090278.



S3-090278
Verification of NONCEUE





Source: ZTE Corporation, China Mobile, HUAWEI

(Replaces S3-090135)

Decision: 

The document was agreed.



S3-090096
Removal of 4LSB in the AS SMC





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution.

Decision: 

The document was revised to S3-090279.



S3-090279
Removal of 4LSB in the AS SMC





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090096)

Decision: 

The document was agreed.



S3-090097
Removal of editorÆs note related 4LSB NAS downlink COUNT in the HO COMMAND





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. Some modification of the relevant LS should be applied; this was agreed. 9.2.2 should be deleted.

Decision: 

The document was revised to S3-090280.



S3-090280
Removal of editor's note related 4LSB NAS downlink COUNT in the HO COMMAND





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090097)

Decision: 

The document was agreed.



S3-090102
Removal of EditorÆs note about PDCP COUNT threshold value





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. NSN clarified the rationale behind the CR is that it had not been shown previously how to refresh the keys. It was noted that the Editor's Note is unclear itself and that is the reason why the reason for change is not entirely clear.

Decision: 

The document was agreed.



S3-090176
Correcting the EPS security context fetching between MMEs





Source: Qualcomm Europe

Discussion: 

Some editorials for MCC to handle.

Decision: 

The document was revised to S3-090283.



S3-090283
Correcting the EPS security context fetching between MMEs





Source: Qualcomm Europe

(Replaces S3-090176)

Decision: 

The document was agreed.



S3-090068
Correction of description R8





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Discussion: 

Alcatel-Lucent presented the CR. Some discussion on the fact that MAC is usually used in 33.401 of the Medium Access Control. NTT DOCOMO volunteered to create a new CR changing all the occurences of Message Authentication Code in the specification with MAC-I.

It was noticed that another MAC-I is included in AUTN. It was decided to keep the MAC-I.

First, second, thrid, sixth and seventh changes were removed.

ACTION:
Create a new CR changing all the occurences of Message Authentication Code in the specification with MAC-I.

(action on: NTT DOCOMO)

Decision: 

The document was revised to S3-090284.



S3-090284
Correction of description R8





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

(Replaces S3-090068)

Decision: 

The document was agreed.



S3-090285
Correction of MAC-I





Source: NTT DOCOMO

Decision: 

The document was agreed.



6.9.6
Mobility with GSM, UMTS networks

S3-090024
CR to 33.401 Transparent container in UTRAN to E-UTRAN handover





Source: NEC Corporation

Discussion: 

NEC presented the contribution. Some typos must be corrected.

Decision: 

The document was merged in S3-090286.



S3-090133
RRCConnectionReconfiguration





Source: ZTE Corporation, HUAWEI

Discussion: 

ZTE presented the contribution, discussed in conjunction with the previous contribution. It was decided to merge the two contributions.

Decision: 

The document was merged in S3-090286.



S3-090286
RRCConnectionReconfiguration





Source: ZTE Corporation, HUAWEI, NEC Corporation

(Replaces S3-090133)

Decision: 

The document was agreed.



S3-090025
CR to 33.401 UE keys for E-UTRAN and GERAN





Source: NEC Corporation

Discussion: 

NEC presented the contribution. Clauses affected must be corrected. MCC will handle that.

Decision: 

The document was revised to S3-090287.



S3-090287
CR to 33.401 UE keys for E-UTRAN and GERAN





Source: NEC Corporation

(Replaces S3-090025)

Decision: 

The document was agreed.



S3-090107
LS on Handling of EPS security parameters during intersystem handover to E-UTRAN





Source: C1-085531

Discussion: 

NSN presented the LS.

Decision: 

The document was noted.



S3-090078
Handling of UE capabilities in Idle Mode Mobility and Handover to E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. Some changes are necessary. Also effects on 178 must be checked.

It was suggested to add a sentence that MME will not make use of any security capabilities received from SGSN. This was agreed.

Decision: 

The document was revised to S3-090288.



S3-090288
Handling of UE capabilities in Idle Mode Mobility and Handover to E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090078)

Decision: 

The document was agreed.



S3-090141
33.401 DISC:P-TMSI signature in TAU Request





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was noted.



S3-090142
33.401 CR:P-TMSI signature in TAU Request





Source: Ericsson

Discussion: 

Ericsson presented the CR. Some clashes with 288 are identified. This CR has to be merged with 288 then.

Decision: 

The document was merged in 288.



S3-090143
33.401 CR:P-TMSI signature in RAU Request





Source: Ericsson

Discussion: 

Ericsson presented the CR. There is a danger of clashes. It was agreed to merge this CR with 260.

Decision: 

The document was merged in S3-090260.



S3-090175
Adding definition of native contexts





Source: Qualcomm Europe

Discussion: 

Qualcomm presented the contribution.

Decision: 

The document was revised to S3-090292.



S3-090292
Adding definition of native contexts





Source: Qualcomm Europe

(Replaces S3-090175)

Decision: 

The document was agreed.



S3-090023
CR to 33.401 I-RAT handover E-UTRAN and UTRAN





Source: NEC Corporation, NTT DOCOMO

Discussion: 

NEC presented the contribution. ISR is added in 292. NONCE_MME is covered by 83.

Decision: 

The document was revised to S3-090293.



S3-090293
CR to 33.401 I-RAT handover E-UTRAN and UTRAN





Source: NEC Corporation, NTT DOCOMO

(Replaces S3-090023)

Decision: 

The document was agreed.



S3-090083
Clarification on security contexts and correction of protection of TAU requests in E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. There was an extended discussion on the use of the terms current and cached. Qualcomm and Ericsson expressed some concerns on the contribution. Some offline discussion is necessary to revise the contribution.

Decision: 

The document was revised to S3-090294.



S3-090294
Clarification on security contexts and correction of protection of TAU requests in E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090083)

Decision: 

The document was agreed.



S3-090281
Correction of Idle mode procedure in UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. It was agreed that all delegates should check their CRs, cached should be changed to native. Qualcomm will then produce a corrective CR on this subject. 281 will be merged with 175 in 292.

Decision: 

The document was merged in S3-090292.



S3-090350
Resolution of clashes CR between 294 and 253





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was sent for email approval/discussion.



S3-090178
Correcting and clarifying UTRAN to E-UTRAN Idle mobility





Source: Qualcomm Europe

Discussion: 

Qualcomm presented the CR. It was decided to take this offline between Ericsson, Qualcomm and NSN, possibly to merge this CR with 288 and/or 294.

Decision: 

The document was merged with 294.



S3-090040
Corrections of idle mobility from UTRAN to EUTRAN





Source: HUAWEI, ZTE

Discussion: 

Huawei presented the CR. It was agreed to adapt the two changes to 288 or 294, NSN will identify which of the two is more suitable.

Decision: 

The document was merged with 294.



S3-090174
Background discussion for some CRs to TS 33.401





Source: Qualcomm Europe

Discussion: 

Qualcomm presented the contribution.

Decision: 

The document was noted.



S3-090179
Some corrections to the UTRAN to E-UTRAN handover procedure





Source: Qualcomm Europe

Discussion: 

Qualcomm presented the CR.  It was agreed with the addition of a Note and a check of the text of the Note present in the CR.

Decision: 

The document was revised to S3-090296.



S3-090296
Some corrections to the UTRAN to E-UTRAN handover procedure





Source: Qualcomm Europe

(Replaces S3-090179)

Decision: 

The document was agreed.



S3-090112
Reply LS on the start of security on IRAT handover from GERAN/UTRAN





Source: R2-087422

Discussion: 

NSN presented the LS.

Decision: 

The document was noted.



S3-090095
Selection of key set and security activation on Handover from GERAN/UTRAN to E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution.

Decision: 

The document was revised to S3-090297.



S3-090297
Selection of key set and security activation on Handover from GERAN/UTRAN to E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090095)

Decision: 

The document was agreed.



S3-090248
LS on preventing inter-RAT HO for UE with SIM access





Source: R2-090845

Discussion: 

Huawei presented the LS. No comments.

Decision: 

The document was noted.



S3-090037
DISC-Preventing UTRAN/GERAN->eUTRAN Inter-RAT HO for UE with SIM Access





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-090080
Discussion on preventing mobility into E-UTRAN for UE with SIM access





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution.

Decision: 

The document was noted.



S3-090081
Preventing mobility into E-UTRAN for UE with SIM access (conditionally agreed)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the CR. The three contributions were discussed. Huawei asked to add that the RNC reselects the network for the UE otherwise HO would not camp to a cell on its own. NSN asked how the RNC could be informed. Also, RAN2 has implemented a UE-based solution and the NSN CR is to prevent malicious UE's from retrying all the time.

Ericsson asked if the interested groups should be involved before the decision.

Also, Ericsson asked what would happen in the case that both keys (SIM and USIM type) as the difference between the two is not always possible to discern between the keys. NSN replied that this comes out of the AKA run, so there could not be a case where both AKAs (GSM and EPS) are run. It was agreed that the solution would only affect CT4.

The Chairman suggested that there would not be a problem with the impossbility to inform the RNC and allow camping, as the user is a a malicious one. This was agreed. The Chairman suggested approving conditionally the CR, unless CT4 identifies issues with the solution or comes up with a better solution.

Decision: 

The document was agreed.



S3-090082
Draft LS on preventing mobility into E-UTRAN for UE with SIM access





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the draft LS. The Chairman suggested to add a sentence on the fact that the CR has to be checked by CT4 and Cc SA plenary for this reason (a possible reply has to go directly there to stop the CR). Also the discussion paper will be attached.

Decision: 

The document was revised to S3-090298.



S3-090298
LS on preventing mobility into E-UTRAN for UE with SIM access





Source: current meeting

(Replaces S3-090082)

Decision: 

The document was agreed.



S3-090245
NAS COUNT for mapped security context





Source: NEC, NSN, NTT DOCOMO

Discussion: 

NEC presented the CR. A check for clashes must be done with 288 and 294.

ACTION:
A check for clashes must be done for 245 with 288 and 294.

(action on: Anand Prasad)

Decision: 

The document was agreed.



S3-090291
LS on cached context





Source: current meeting

Decision: 

The document was agreed.



6.9.7
Mobility with non-3GPP networks

S3-090120
LS on PDN connectivity authorization in untrusted non-3GPP accesses with S2b





Source: S2-088102

Discussion: 

Telecom Italia presented the LS.

Decision: 

The document was replied to.



S3-090300
Reply to: LS on PDN connectivity authorization in untrusted non-3GPP accesses with S2b





Source: current meeting

Discussion: 

Timeline for email approval:

- Comments/input on the explored by Friday 6 Feb;

- First draft on SA3 11 Feb;

- Liaison ready by Friday 13 Feb.

Decision: 

The document was sent for email approval.



S3-090119
Reply LS on ANDSF Enhancements





Source: S1-084385

Discussion: 

Telecom Italia presented the LS. Ericsson asked what would SA3 have to do in this case. The Chairman suggested that SA3 has to monitor what happens and act in case there is a solution identified.

Decision: 

The document was noted.



S3-090172
LS on WiMAX Access Network Identity





Source: LS_to_3GPP_CT_on_ANID (WiMAX Forum)

Discussion: 

The Chairman presented the LS.

Decision: 

The document was noted.



S3-090042
CR-Corretions of DS-MIPv6 bootstrapping





Source: HUAWEI, ZTE

Discussion: 

Huawei presented the contribution. It was commented that perhaps steps 9 a, b, c should be checked in 8.2.2.

Decision: 

The document was revised to S3-090337.



S3-090337
CR-Corretions of DS-MIPv6 bootstrapping





Source: HUAWEI, ZTE

(Replaces S3-090042)

Decision: 

The document was agreed.



S3-090043
CR-Editorial corrections for 33.402





Source: HUAWEI, ZTE

Discussion: 

Serving GW should be corrected. MCC will handle this. Also change of 10th and highliting should be corrected.

Decision: 

The document was revised to S3-090301.



S3-090301
CR-Editorial corrections for 33.402





Source: HUAWEI, ZTE

(Replaces S3-090043)

Decision: 

The document was agreed.



S3-090155
Clarification on storage of EAP-AKA credentials





Source: Samsung

Discussion: 

Covered by 301.

Decision: 

The document was noted.



S3-090156
Clarification on MIPv4 Procedure





Source: Samsung

Discussion: 

Samsung presented the CR. MCC to handle some editorials.

Decision: 

The document was revised to S3-090302.



S3-090302
Clarification on MIPv4 Procedure





Source: Samsung

(Replaces S3-090156)

Decision: 

The document was agreed.



S3-090104
Trust Indication by Visited Network





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the CR.

Decision: 

The document was agreed.



6.9.8
Network Domain Security

No input in this meeting.

6.9.9
eNodeB Security

S3-090070
Correction of security requirements on eNodeB R8





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Discussion: 

Alcatel-Lucent presented the CR.

Decision: 

The document was revised to S3-090303.



S3-090303
Correction of security requirements on eNodeB R8





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

(Replaces S3-090070)

Decision: 

The document was agreed.



6.9.10
Other areas for Rel-8

S3-090087
Removal of editors note in clause 5.4 ôOther security featuresô





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the CR. No comments or objections.

Decision: 

The document was agreed.



S3-090125
Replacing the cached security context with the mapped security context and setting START value in SRVCC





Source: Nokia, Nokia Siemens Networks, ZTE, Ericsson

Discussion: 

Nokia presented the contribution.

Decision: 

The document was revised to S3-090304.



S3-090304
Replacing the cached security context with the mapped security context and setting START value in SRVCC





Source: Nokia, Nokia Siemens Networks, ZTE, Ericsson

(Replaces S3-090125)

Decision: 

The document was agreed.



S3-090240
SIM/USIM Control of Ciphering Indicator





Source: SG Doc 70/10 (GSMA SG )

Discussion: 

The GSMA SG Chairman presented the LS.

The Chairman suggested that the second alternative is the less invasive. T-Mobile and UK DTI supported the second approach. Vodafone suggested that the operator should have a control over the default setting, thus options 2 or 3 are acceptable. Alcatel-Lucent supported options 1 or 2. Ericsson supported option 2. Vodafone pointed out that it should be indicated if NULL ciphering is on as this would always be the case when ciphering is not needed. BT asked what would be the criterion (UP ciphering, NAS or RRC ciphering). The Chairman suggested that the UP is the most critical. Alcatel-Lucent pointed out that forward secrecy depends on NAS ciphering. NSN suggested that UP ciphering would implicitly mean RRC ciphering. It was decided to take as a working assumption to indicate UP and RRC ciphering and take the second approach. Two CR's are necessary, one for 33.401 and one for 33.102 (S3-090305-6).

Decision: 

The document was noted.



S3-090305
CR to 33.102 on SIM/USIM Control of Ciphering Indicator





Source: UK BERR

(Replaces S3-090240)

Decision: 

The document was agreed.



S3-090306
CR to 33.401 on SIM/USIM Control of Ciphering Indicator





Source: UK BERR

(Replaces S3-090305)

Decision: 

The document was agreed.



S3-090249
Reply LS on maximum PDCP SDU size





Source: R2-090847

Discussion: 

Nokia presented the LS. This has to be taken into account when discussing S3-090183.

Decision: 

The document was noted.



S3-090321
R8 CR to 22.101 on ciphering indicator





Source: Vodafone

Decision: 

The document was agreed.



S3-090322
R9 CR to 22.101 on ciphering indicator





Source: Vodafone

Decision: 

The document was agreed.



S3-090323
LS to SA1 on ciphering indicator





Source: Vodafone

Decision: 

The document was agreed.



6.9.11
Rel-9

No Rel-9 documents were treated in this meeting not to complicate the handling of CRs. These will be discussed in the ad hoc meeting.

S3-090064
Correction of security requirements on eNodeB R9





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Decision: 

The document was noted.



S3-090067
The definition of eKSI format R9





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Decision: 

The document was noted.



S3-090063
Correction of NAS COUNTs reset to the start value R9





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Decision: 

The document was noted.



S3-090061
Clarification of key handling in handover R9





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Decision: 

The document was noted.



S3-090066
Addition of missing Abbreviations and correction of wrong Abbreviations R9





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Decision: 

The document was noted.



S3-090062
Correction of description R9





Source: Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent

Decision: 

The document was noted.



6.10
Key establishment 

6.11
Security aspects of Home NodeB/eNodeB

S3-090327
New version and cover page of TR 33.820





Source: Rapporteur (Huawei)

Discussion: 

It was suggested to go for approval in the next SA plenary.

Decision: 

The document was sent for email approval.



S3-090034
33xyz v000 H(e)NB Security





Source: Huawei

Decision: 

The document was revised to S3-090320.



S3-090320
33xyz v010 H(e)NB Security





Source: Huawei (Rapporteur)

(Replaces S3-090034)

Discussion: 

Timeline as for the TR:

- 30 Jan new version;

- comments until 4 Feb;

- final version 6 Feb.

Decision: 

The document was sent for email approval.



S3-090202
TrE implementation on a USIM/UICC for EAP AKA-based Device Authentication





Source: Telecom Italia, Huawei

Discussion: 

Telecom Italia presented the contribution.

Decision: 

The document was noted.



S3-090196
A H(e)NB Commenting pCR on S3-090192





Source: InterDigital

Discussion: 

InterDigital presented the contribution. Telecom Italia clarified that in their view a SoftSim is whatever module (either HW or SW) that implements the Milenage algorithm on an irremovable module; this would not be acceptable in Telecom's Italia view. Vodafone suggested that the UICC should not be removable; Freescale supported this view. Alcatel-Lucent suggested that the terminology does not change the concepts in the TrE. NSN suggested that the device authentication, location information and other should be inside the TrE, so a UICC could not satisfy this. NTT DOCOMO suggested to remove EAP-AKA with a shared secret solution, as detailed as the certificate-based one. Telecom Italia replied this would be acceptable. It was decided that at this stage there is need for more contributions based on shared secret.

NTT DOCOMO also suggested as a way forward to state that EAP-AKA cannot be used in device authentication. It was asked who opposes this decision; there were no clear opposition, Nortel would not be happy with the decision.

Decision: 

The document was noted.



S3-090184
pCR to TR 33.820: Changes to conclusions section





Source: Airvana, Alcatel-Lucent, ip.access, Nokia, Nokia Siemens Networks, Vodafone

Decision: 

The document was revised to S3-090241.



S3-090241
pCR to TR 33.820: Changes to conclusions section (Update of S3-090184)





Source: Airvana, AT&T, Alcatel-Lucent, ip.access, Nokia, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone

(Replaces S3-090184)

Discussion: 

Vodafone presented the contribution.

Decision: 

The document was noted.



S3-090191
pCR to TR33.820 Section 8.1 Authentication





Source: BT, CMCC, Huawei, InterDigital, Nortel, NTT DoCoMo, Rogers Wireless, Samsung, ZTE

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-090239
Commenting contribution on S3-090191 on ôpCR to section 8.1 Authenticationö (update 0215 with one more source)





Source: Airvana, Alcatel-Lucent, ip.access, Nokia Siemens Networks, TeliaSonera

Discussion: 

NSN presented the contribution. NTT DOCOMO suggested that the technical discussion why EAP-AKA is not as good as certificate-based solutions would accept not to implement 191. BT suggested that AAA server are already deployed for non-3GPP access in theory. Rogers Wireless suggested that 191 is the preferred approach because of an export regulation in Canada that prohibits more than 64 bits length; UK BERR clarified this does not apply in commercial use equipment under the Wasenaar agreement; the Chairman further clarified that the agreement is for secret keys and not PKI.

InterDigital asked who would co-sign the 191 contribution in the light Telecom Italia proposing a shared secret; BT and NTT DOCOMO suggested they would remove support for the contirbution and would support then 241. BT also clarified that not supporting EAP-AKA would be a wrong decision technically but supported it. Qualcomm supported 241 also.

NTT DOCOMO suggested that operator control of HNB is not exactly the concept described in 239.

Nortel and Huawei kept support for 191. Vodafone suggested to keep 241 as a starting point and develop some more content.

Telecom Italia suggested that all the commercial solutions are equipped with a UICC; Vodafone suggested this is not the case for all current products.

S3-090325 will build on 241 as discussed.

Decision: 

The document was noted.



S3-090325
pCR to TR 33.820: Changes to conclusions section





Source: Airvana, AT&T, Alcatel-Lucent, ip.access, Nokia, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone

Decision: 

The document was agreed.



S3-090158
[H(e)NB] pCR on clarification of the text in the conclusion section





Source: Nokia Siemens Networks, Airvana, Alcatel-Lucent, ip.access, Nokia Corporation

Discussion: 

NSN presented the contribution.

Decision: 

The document was noted.



S3-090204
comments to S3-090158





Source: Orange

Discussion: 

Orange presented the contribution. BT supported the contribution. Telecom Italia, Gemalto and Huawei supported the view that HPM would be supported in the HNB. Nortel and T-Mobile supported the Orange proposal. BT suggested that USB with the use of a dongle could be used; NSN supported this. A compromise could not be reached, even though the Orange contribution in S3-090204 seems like the leading proposal. For the time being the issue remains open for next meetings.

Decision: 

The document was noted.



S3-090238
pCR v2 on H(e)NB combined authentication section 7.6.3.2.1





Source: Airvana, Orange

Discussion: 

Discussed and agreed in the offline session. No objections in SA3 Plenary.

Decision: 

The document was agreed.



S3-090124
Correction to assumption at H(e)NB for EAP-AKA authentication





Source: Gemalto

Discussion: 

Discussed and agreed in the offline session. No objections in SA3 Plenary.

Decision: 

The document was agreed.



S3-090010
pCR on TR 33.820 on TrE types and interfaces





Source: InterDigital, Infineon

Decision: 

The document was revised to S3-090326.



S3-090326
pCR on TR 33.820 on TrE types and interfaces





Source: InterDigital, Infineon

(Replaces S3-090010)

Decision: 

The document was agreed.



S3-090237
pCR v2 on cleaning up of Authentication Identifier section





Source: Airvana, ip.access, Nokia Corporation, Nokia Siemens Networks

Discussion: 

Discussed and agreed in the offline session. No objections in SA3 Plenary.

Decision: 

The document was agreed.



S3-090058
pCR for TrE Authentication Language Clarifications





Source: Airvana, InterDigital

Discussion: 

Discussed and agreed in the offline session. No objections in SA3 Plenary.

Decision: 

The document was agreed.



S3-090060
pCR on clarification of Authentication Identifier selection





Source: Airvana, Nokia Siemens Networks, Nokia Corporation

Decision: 

The document was noted.



S3-090217
Comments to S3-090060





Source: Huawei

Discussion: 

Discussed and agreed with modifications in the offline session. No objections in SA3 Plenary.

Airvana has sent some proposed text.

Decision: 

The document was agreed with modifications.



S3-090051
pCR to section 7.2.2.3 H(e)NB Authentication





Source: Huawei

Discussion: 

Revised contribution for the next meeting is needed.

Decision: 

The document was noted.



S3-090197
Revision of S3-090011 H(e)NB authentication selection method using H(e)NB profile





Source: InterDigital, T-Mobile, NEC

Discussion: 

Revised contribution for the next meeting is needed.

Decision: 

The document was noted.



S3-090199
A commenting pCR on S3-090051 H(e)NB section 7.2.2.3 from Huawei





Source: InterDigital

Discussion: 

Revised contribution for the next meeting is needed.

Decision: 

The document was noted.



S3-090211
comments_on_S3-090011 Authentication Selection using HeNB profile info





Source: Airvana

Discussion: 

Revised contribution for the next meeting is needed.

Decision: 

The document was noted.



S3-090011
pCR on TR 33.820 on authentication selection using H(e)NB profile





Source: InterDigital, Huawei, T-Mobile

Discussion: 

Revised contribution for the next meeting is needed.

Decision: 

The document was noted.



S3-090047
Assumptions for Authentication method





Source: Huawei, Interdigital

Discussion: 

Revised contribution for the next meeting is needed.

Decision: 

The document was noted.



S3-090048
Authentication method selection





Source: Huawei, Interdigital

Discussion: 

Revised contribution for the next meeting is needed.

Decision: 

The document was noted.



S3-090159
[H(e)NB] pCR for text on device validation in the conclusion section





Source: Nokia Siemens Networks, Alcatel-Lucent, Airvana, ip.access, Nokia Corporation

Discussion: 

NSN presented the contribution. The contribution in 159 was not accepted for the originally intended placement in the Conclusion section. It was, instead, revised (except for the last paragraph and the Note from 159) to S3-090328 for a new section in the TR under the Section 7.5.3. Analysis of Device Integrity Validation, and accepted with Editor’s Notes sourced from InterDigital’s S3-090194.

Decision: 

The document was revised to S3-090328.


S3-090328
[H(e)NB] pCR for text on device validation in the conclusion section





Source: Nokia Siemens Networks, Alcatel-Lucent, Airvana, ip.access, Nokia Corporation

(Replaces S3-090159)

Decision: 

The document was agreed.



S3-090194
A commenting pCR on S3-090159 on Conclusion on Validation





Source: InterDigital

Discussion: 

InterDigital presented the contribution.

Decision: 

The document was revised to S3-090329.



S3-090329
A commenting pCR on S3-090159 on Conclusion on Validation





Source: InterDigital

(Replaces S3-090194)

Decision: 

The document was agreed.



S3-090220
Comment contribution on S3-090194 on ôCommenting pCR on XYZÆs pCR doc number S3-090159: pCR for text on device validation in the conclusion sectionô by InterDigital





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

NSN presented the contribution. Huawei suggested that there could be more solutions that have not yet been identified. InterDigital agreed with this suggestion. Qualcomm proposed accepting 7.5.2.x. NSN suggested there are some arguments to be discussed. Vodafone proposed agreeing to 194 with 4 Editor's Notes to reflect NSN's comments.

Decision: 

The document was noted.



S3-090123
HPM-based solution for H(e)NB validation





Source: Gemalto

Discussion: 

Gemalto presented the contribution.

Decision: 

The document was noted.



S3-090200
Commenting pCR on S3-090123 HPM-based validation of H(e)NB





Source: InterDigital

Discussion: 

InterDigital presented the contribution. There was not enough support for 123.  BT and Qualcomm supported S3-090200, but Airvana, Gemalto, and Nokia Siemens Networks objected to it. S3-090123 was objected to by InterDigital, BT, Qualcomm, Airvana, and NSN. Neither 090123 nor 090200 were accepted.
Decision: 

The document was noted.

S3-090008
pCR to TR 33.820: Restoring omitted text in Location Security





Source: Qualcomm Europe, Huawei

Discussion: 

Discussed and agreed in the offline session. No objections in SA3 Plenary. The only change is that an Editor's Note has to be added on timestamping.

Decision: 

The document was agreed with modifications.



S3-090050
pCR to section 7.8 Location Locking mechanisms





Source: Huawei

Discussion: 

Discussed and agreed with modifications in the offline session. No objections in SA3 Plenary.

Decision: 

The document was agreed with modifications.



S3-090137
Additional Part to Location Locking Mechanisms





Source: ZTE Corporation, China Mobile

Decision: 

The document was revised to S3-090324.



S3-090324
Additional Part to Location Locking Mechanisms





Source: ZTE Corporation, China Mobile

(Replaces S3-090137)

Abstract: 

MCC to upload the version in the docs.

Discussion: 

ZTE presented the contribution.

Decision: 

The document was agreed.



S3-090167
pCR to TR 33.820: Changes to access control mechanism references





Source: Samsung

Decision: 

The document was agreed.



S3-090138
About Security mechanism for OAM





Source: ZTE Corporation

Discussion: 

Agreed in the offline session. An editorial correction must be taken into account.

Decision: 

The document was agreed.



S3-090140
Another Security mechanisms for OAM for HNB





Source: ZTE Corporation

Decision: 

The document was revised to S3-090330.



S3-090330
Another Security mechanisms for OAM for HNB





Source: ZTE Corporation

(Replaces S3-090140)

Decision: 

The document was agreed.



S3-090033
P-CR-Revision NOTE2 of 7.11.2





Source: Huawei

Discussion: 

Huawei presented the contribution. Agreed to accept contribution in 33 removing the first added sentence in Note 2.

Decision: 

The document was agreed with modifications.



S3-090206
comments_on_S3-090033 pCR_Revision NOTE2 of 7 11 2 and Add NOTE3





Source: Airvana, Nokia Corporation, Nokia Siemens Networks

Discussion: 

Airvana presented the contribution.

Decision: 

The document was noted.



S3-090035
Threat of network access H(e)NB





Source: Huawei

Discussion: 

Huawei presented the contribution. Airvana proposed to the remove the OAM server. Huawei suggested to use OAM server as an example; this was agreed. It was agreed to insert an Editor's Note to address Telecom's Italia concern about threat mitigation.

Decision: 

The document was agreed with modifications.



S3-090160
pCR on security requirements for HeNB as given by eNB specification





Source: Nokia Siemens Networks, Alcatel-Lucent, Nokia Corporation

Discussion: 

NSN presented the contribution. ip.access objected to removing TLS option as TR-069 should be supported. NSN agreed to add an Editor's Note that it's FFS the possible usage of TLS towards the OAM system has impact on this section.

Decision: 

The document was agreed with modifications.



S3-090195
pCR Editorial to H(e)NB TR Section 5.1





Source: NEC Corporation

Discussion: 

NEC presented the contribution.

Decision: 

The document was agreed.



S3-090032
P-CR-Revision of Editors notes and NOTEs to H(e)NB TR





Source: Huawei

Discussion: 

Huawei presented the contribution. NSN had several comments and the group went through it.

Decision: 

The document was agreed with modifications.



S3-090111
LS on Hybrid Mode Access Handling





Source: R2-087416

Discussion: 

Vodafone presented the LS.

Decision: 

The document was noted.



S3-090115
LS regarding 3G HNB Identity





Source: R3-083550

Discussion: 

NEC presented the LS.

Decision: 

The document was replied to.



S3-090208
Draft Reply LS on 'LS regarding 3G HNB Identity' (R3-083550/S3-090115)





Source: Nokia Siemens Networks

Decision: 

The document was merged in S3-090333.



S3-090232
Draft Reply LS to 'RAN3 LS on 3G HNB Identity' (S3-090115/R3-083550)





Source: NEC Corporation

Decision: 

The document was merged in S3-090333.



S3-090333
Reply to: LS regarding 3G HNB Identity





Source: current meeting

Discussion: 

NEC will chair the discussion on email. Timeline: 

- 30 Jan integration of input;

-  4 Feb comments;

- 6 Feb final version.

Decision: 

The document was sent for email approval.



S3-090117
LS on architecture for HeNB





Source: R3-083572

Discussion: 

Qualcomm presented the contribution.

Decision: 

The document was noted.



S3-090029
Security issues in femtocell deployment, draft reply LS





Source: T-Mobile

Discussion: 

T-Mobile presented the draft LS. Some minor revisions needed.

Decision: 

The document was revised to S3-090334.



S3-090334
Security issues in femtocell deployment, draft reply LS





Source: T-Mobile

(Replaces S3-090029)

Decision: 

The document was agreed.



S3-090030
Security aspects relating to pre-Rel8 UE registration





Source: Huawei

Discussion: 

Huawei presented the contribution. It was discussed the possibility to send an LS. It was decided to have a 2 week email discussion to improve the contirbution.

Timeline:

- 31Jan: deadline for comments on SA3 list;

- 4 Feb: final version is available;

- 6 Feb: the LS is sent.

Decision: 

The document was noted.



S3-090031
Draft LS on Security aspects relating to pre-Rel8 UE access control





Source: Huawei

Decision: 

The document was revised to S3-090335.



S3-090335
Draft LS on Security aspects relating to pre-Rel8 UE registration





Source: Huawei

(Replaces S3-090031)

Decision: 

The document was sent for email discussion.



S3-090118
LS on paging optimisation via allowed CSG list in paging message for LTE





Source: R3-083576

Discussion: 

NSN presented the LS.

Decision: 

The document was replied to.



S3-090295
Draft Reply LS to S3-090118





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-090336.



S3-090336
 Reply LS to S3-090118





Source: current meeting

(Replaces S3-090295)

Decision: 

The document was agreed.



6.12
Other areas

S3-090131
S3_54_security requirements feedback





Source: China Mobile

Discussion: 

China Mobile presented the contribution. The relevant action item from SA3#53 is closed.

Decision: 

The document was noted.



7.1
Liberty-3GPP security interworking

7.2
Protection against SMS and MMS spam

7.3
Remote management of USIM application for M2M equipment

S3-090162
Cleaning-up of acronyms and other corrections in TR 33.812





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

Discussion: 

Ericsson presented the contribution. No objections.

Decision: 

The document was agreed.



S3-090046
Editorial corrections on 33.812





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was agreed with modifications.



S3-090164
Introducing term MCIM to TR 33.812





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

Decision: 

The document was revised to S3-090203.



S3-090203
Update of S3-090164 Introducing term MCIM to TR 33.812





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

(Replaces S3-090164)

Discussion: 

Ericsson presented the contribution. Orange suggested that the MCIM should reside on a UICC or on the TrE. It was agreed to turn back to USIM in alternative two. MCIM was agreed as a definition with these arrangements.

Decision: 

The document was agreed with modifications.



S3-090071
Restructuring of clause 4





Source: Qualcomm Europe, BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, RIM

Decision: 

The document was revised to S3-090230.



S3-090185
pCR to TR 33.812: Clarifications to general aspects and assumptions section





Source: T-Mobile, Vodafone

Decision: 

The document was revised to S3-090230 and 231.



S3-090230
pCR to TR 33.812: Revision of Clause 4 (merging of S3-090185 and S3-090071)





Source: Ericsson, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, Vodafone

Discussion: 

Vodafone presented the contribution. BT and InterDigital are cosigners although they do not appear as source.

Decision: 

The document was agreed.



S3-090231
pCR to TR 33.812: Clarifications to general aspects and assumptions section (changes from S3-090185 that are not included in S3-090230)





Source: Vodafone

Discussion: 

Vodafone presented the contribution. It was agreed to insert an Editor's Note on the fact the 4.1.3.1 the requirement has to be re-evaluated whether it is needed; Telecom Italia opposed this. Subsequently, it was agreed to insert an Editor's Note on the fact that the requirement is being studied to see if it can be extended to the physically removable UICC. This was agreed and Telecom Italia withdrew the objection.

Decision: 

The document was agreed with modifications.



S3-090186
pCR to TR 33.812: Changes to architectural alternatives and functionality sections





Source: T-Mobile, TeliaSonera, Vodafone

Discussion: 

Vodafone presented the contribution. It was agreed an Editor's Note that a better title is need for alternative 3.

Decision: 

The document was agreed with modifications.



S3-090234
comments on S3-090186





Source: InterDigital Communications, Qualcom Europe

Discussion: 

Qualcomm presented the contribution.

Decision: 

The document was noted.



S3-090163
Resolving editorÆs notes in architecture 1 of TR 33.812





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

Discussion: 

Ericsson presented the contribution. Orange asked how the authentication would be done; it was specified that according to OMA DM there is a password based authentication; Orange suggested that MD5 Digest to send the key is not the best solution. Ericsson suggested that the security is not provided by OMA DM, but should be previously provided and DM used for the transport. It was agreed to add an Editor's Note in 5.2.2.6.3 that security mechanism has to be further studied.

Decision: 

The document was agreed with modifications.



S3-090053
Alternative 1 - Revision





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

Discussion: 

Nokia presented the contribution.

Decision: 

The document was agreed.



S3-090054
Example extension





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

Discussion: 

Nokia presented the contribution.

Decision: 

The document was agreed with modifications.



S3-090229
revised version of S3-090005





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia-Siemens Networks, Qualcom Europe, RIM

Discussion: 

InterDigital presented the contribution. There was some discussion on the fact that the solutions should be studied for various use cases. It was agreed to insert an Editor's Note on this. The security part was removed. 

Decision: 

The document was agreed with modifications.



S3-090187
pCR to TR 33.812:  Addition of candidate solution based on a pre-configured Ki list on the UICC





Source: Gemalto, T-Mobile, Vodafone

Decision: 

The document was revised to S3-090242.



S3-090242
pCR to TR 33.812: Addition of candidate solution based on a pre-configured Ki list on the UICC (update of S3-090187)





Source: Gemalto, Sagem-Orga, T-Mobile, TeliaSonera, Vodafone

(Replaces S3-090187)

Discussion: 

Vodafone presented the contribution.

Decision: 

The document was agreed with modifications.



S3-090219
Questions on S3-090187





Source: Orange

Discussion: 

Orange presented the contribution. Vodafone suggested studying further these questions. It was agreed to put an Editor's Note that the Analysis section should take into account this section.

Decision: 

The document was noted.



S3-090233
correction to S3-090213 (comments on S3-090187)





Source: Interdigital Communications, Qualcomm Europe

Discussion: 

Qualcomm presented the contribution. It was agreed to insert an Editor's Note in the description section that the following two issues are FFS.

Another Editor's Note was agreed to state that this alternative should be studied if it would be restricted to UICC.

Decision: 

The document was noted.



S3-090188
pCR to TR 33.812: Changes to analysis section





Source: T-Mobile, Vodafone

Discussion: 

Vodafone presented the contribution. Qualcomm supported the contribution. There were no objections. It was agreed to put into methodology an Editor's Note that threats should be phrased in such a wayt that they cover all solutions.

Decision: 

The document was agreed with modifications.



S3-090105
TR33.812: pCR to 7.3 Analysis





Source: TeliaSonera

Discussion: 

Vodafone presented the contribution on behalf of TeliaSonera. 2nd and 4th deletions were agreed not to be deleted.

Decision: 

The document was agreed with modifications.



S3-090193
cleaned version of S3-090006





Source: BT, Ericsson, Interdigital communications, Motorola, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe, RIM

Discussion: 

InterDigital presented the contribution.

Decision: 

The document was rejected.



S3-090214
Counter-proposal to S3-090006





Source: Orange

Decision: 

The document was revised to S3-090299.



S3-090299
Counter-proposal to S3-090006





Source: Orange

(Replaces S3-090214)

Discussion: 

Orange presented the commenting contribution. Telecom Italia supported the contribution. It was noticed that the Note from the introduction is missing from 193. It was agreed that the two contributions would need too much meeting time to find a balanced wording so something should be done for the next meeting.

The Editor's Notes can be removed.

Decision: 

The document was rejected.



S3-090007
Discussion on importance of use cases in 33.812





Source: Qualcomm Europe, BT, Ericsson, Interdigital, Motorola, Nokia Corporation, Nokia Siemens Networks, RIM

Discussion: 

Qualcomm presented the contirbution.

Decision: 

The document was noted.



S3-090065
New use cases





Source: Qualcomm Europe, BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Networks, Research in Motion

Discussion: 

Qualcomm presented the contirbution. It was agreed to delete use case 5. It was agreed to remove the sentences where UICC is mentioned, or the single parts.

Decision: 

The document was revised to S3-090338.



S3-090338
New use cases





Source: Qualcomm Europe, BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Networks, Research in Motion

(Replaces S3-090065)

Decision: 

The document was agreed.



S3-090004
pcr for TR33.812: evaluation method and scoring





Source: BT, Ericsson, InterDigital, Motorola, Nokia-Siemens Networks, RIM, Qualcomm

Discussion: 

InterDigital presented the contribution. Vodafone suggested that a quantitative analysis would be too detailed; the Chairman reminded that several quantitative analyses have been conducted in the past in the group, without any success. It was agreed to keep the table, blank, for the evaluation criteria, and discard the scoring.

Decision: 

The document was agreed with modifications.



S3-090339
New version of 33.821





Source: Rapporteur

Discussion: 

Timeline:

- New version provided by 30 Jan

- comments by 11 Feb

- new baseline available by 13 Feb.

Decision: 

The document was sent for email approval.



7.4
UTRAN key management enhancements

S3-090149
On the Scope of the E-UTRAN key management enhancements Work Item





Source: Ericsson

Decision: 

The document was noted.
7.5
Other study areas

No input at this meeting.
8
Any Other Business

Parallel tracks:

Alcatel-Lucent suggested that the time budget is the same and the workload is growing so parallel tracks could be a solution to speed work up. Vodafone said that for companies have only one delegate this could be an issue. Also, the workload in the future when LTE becomes more stable might be a bit reduced. Gemalto supported the view about being difficult to follow parallel tracks with one delegate. BT and Telecom Italia supported this view. NTT DOCOMO said that this is already an issue in offline parallel session. BT suggested that some detailed work could be done in a separate group. NEC said parallel sessions would be impossible to follow. NSN said that even larger delegations take benefit from one single track and also proposed that the document submission deadline could be earlier. Telecom Italia suggested an item prioritization. Rogers Wireless suggested that for SA3 parallel sessions is not advisable. It was decided not to use parallel sessions.

Scope of the March ad hoc meeting:

SAE/LTE, H(e)NB, PUCI, Media Security, Joint Meeting with TISPAN WG7.

It was agreed to have a HNB conference call.

9
Closing

The Chairman thanked the Delegates, the Officials and the Secretary for their hard work, support and contributions and closed the meeting.
Annex A: List of contribution documents

	Document
	Title
	Source
	Decision
	Replaces
	Replaced by

	S3-090001
	Draft Agenda for SA WG3 meeting #54
	SA WG3 Chairman
	agreed
	-
	-

	S3-090002
	Report from SA3#53
	SA WG3 Secretary
	agreed
	-
	-

	S3-090003
	Report from SA#42 Plenary
	SA WG3 Chairman
	noted
	-
	-

	S3-090004
	pcr for TR33.812: evaluation method and scoring
	BT, Ericsson, InterDigital, Motorola, Nokia-Siemens Networks, RIM, Qualcomm
	agreed with modifications
	-
	-

	S3-090007
	Discussion on importance of use cases in 33.812
	Qualcomm Europe, BT, Ericsson, Interdigital, Motorola, Nokia Corporation, Nokia Siemens Networks, RIM
	noted
	-
	-

	S3-090008
	pCR to TR 33.820: Restoring omitted text in Location Security
	Qualcomm Europe, Huawei
	agreed with modifications
	-
	-

	S3-090010
	pCR on TR 33.820 on TrE types and interfaces
	InterDigital, Infineon
	revised
	-
	S3-090326

	S3-090011
	pCR on TR 33.820 on authentication selection using H(e)NB profile
	InterDigital, Huawei, T-Mobile
	noted
	-
	-

	S3-090012
	CR to 33.401 Correction of EPS NAS Security Context definition
	NEC Corporation, NTT DOCOMO
	merged in S3-090244
	-
	-

	S3-090013
	CR to 33.401 Correction of type of EPS NAS Security Context stored
	NEC Corporation, NTT DOCOMO
	merged in S3-090246
	-
	-

	S3-090014
	CR to 33.401 Key derivation figures
	NEC Corporation
	revised
	-
	S3-090257

	S3-090015
	CR to 33.401 Algorithm selection clarification
	NEC Corporation, NTT DOCOMO
	revised
	-
	S3-090276

	S3-090016
	CR to 33.401 Security context for transition to EMM DEREGISTERED
	NEC Corporation, NTT DOCOMO
	merged in S3-090252
	-
	-

	S3-090018
	CR to 33.401 Making CK' and IK'
	NEC Corporation
	revised
	-
	S3-090258

	S3-090020
	CR to 33.401 NH at initial connection setup
	NEC Corporation
	noted
	-
	-

	S3-090021
	CR to 33.401 Rekeying of the entire EPS key heirarchy
	NEC Corporation, NTT DOCOMO
	revised
	-
	S3-090259

	S3-090022
	CR to 33.401 NAS COUNT start value
	NEC Corporation
	revised
	-
	S3-090274

	S3-090023
	CR to 33.401 I-RAT handover E-UTRAN and UTRAN
	NEC Corporation, NTT DOCOMO
	revised
	-
	S3-090293

	S3-090024
	CR to 33.401 Transparent container in UTRAN to E-UTRAN handover
	NEC Corporation
	merged in S3-090286
	-
	-

	S3-090025
	CR to 33.401 UE keys for E-UTRAN and GERAN
	NEC Corporation
	revised
	-
	S3-090287

	S3-090027
	pCR to PUCI TR section 7.1 General Approach
	NEC Corporation
	noted
	-
	-

	S3-090029
	Security issues in femtocell deployment, draft reply LS
	T-Mobile
	revised
	-
	S3-090334

	S3-090030
	Security aspects relating to pre-Rel8 UE registration
	Huawei
	noted
	-
	-

	S3-090031
	Draft LS on Security aspects relating to pre-Rel8 UE access control
	Huawei
	revised
	-
	S3-090335

	S3-090032
	P-CR-Revision of Editors notes and NOTEs to H(e)NB TR
	Huawei
	agreed with modifications
	-
	-

	S3-090033
	P-CR-Revision NOTE2 of 7.11.2
	Huawei
	agreed with modifications
	-
	-

	S3-090034
	33xyz v000 H(e)NB Security
	Huawei
	revised
	-
	S3-090320

	S3-090035
	Threat of network access H(e)NB
	Huawei
	agreed with modifications
	-
	-

	S3-090036
	CR-Multi-KeNB* forwarding for RRCConnectionRe-establishment
	Huawei
	revised
	-
	S3-090266

	S3-090037
	DISC-Preventing UTRAN/GERAN->eUTRAN Inter-RAT HO for UE with SIM Access
	Huawei
	noted
	-
	-

	S3-090038
	key handling during handover
	Huawei
	merged in S3-090262
	-
	-

	S3-090039
	Clarification on storage of cached security context during state transitions
	Huawei
	merged in S3-090252
	-
	S3-090252

	S3-090040
	Corrections of idle mobility from UTRAN to EUTRAN
	HUAWEI, ZTE
	merged with 294
	-
	-

	S3-090041
	Correction on Section 6.2 EPS Key Hierarchy
	Huawei
	merged in S3-090254
	-
	-

	S3-090042
	CR-Corretions of DS-MIPv6 bootstrapping
	HUAWEI, ZTE
	revised
	-
	S3-090337

	S3-090043
	CR-Editorial corrections for 33.402
	HUAWEI, ZTE
	revised
	-
	S3-090301

	S3-090045
	Editorial corrections on 33.223
	Huawei,China Mobile
	revised
	-
	S3-090316

	S3-090046
	Editorial corrections on 33.812
	Huawei
	agreed with modifications
	-
	-

	S3-090047
	Assumptions for Authentication method
	Huawei, Interdigital
	noted
	-
	-

	S3-090048
	Authentication method selection
	Huawei, Interdigital
	noted
	-
	-

	S3-090049
	Clarification for KSIsgsn
	Huawei
	revised
	-
	S3-090253

	S3-090050
	pCR to section 7.8 Location Locking mechanisms
	Huawei
	agreed with modifications
	-
	-

	S3-090051
	pCR to section 7.2.2.3 H(e)NB Authentication
	Huawei
	noted
	-
	-

	S3-090052
	Revised comparison table for IMS-based MBMS security
	Huawei
	noted
	-
	-

	S3-090053
	Alternative 1 - Revision
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	agreed
	-
	-

	S3-090054
	Example extension
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	agreed with modifications
	-
	-

	S3-090056
	Alignment of TS 33.223 with TS 33.220
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090317

	S3-090058
	pCR for TrE Authentication Language Clarifications
	Airvana, InterDigital
	agreed
	-
	-

	S3-090060
	pCR on clarification of Authentication Identifier selection
	Airvana, Nokia Siemens Networks, Nokia Corporation
	noted
	-
	-

	S3-090061
	Clarification of key handling in handover R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-

	S3-090062
	Correction of description R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-

	S3-090063
	Correction of NAS COUNTs reset to the start value R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-

	S3-090064
	Correction of security requirements on eNodeB R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-

	S3-090065
	New use cases
	Qualcomm Europe, BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Networks, Research in Motion
	revised
	-
	S3-090338

	S3-090066
	Addition of missing Abbreviations and correction of wrong Abbreviations R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-

	S3-090067
	The definition of eKSI format R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-

	S3-090068
	Correction of description R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	revised
	-
	S3-090284

	S3-090069
	Correction of NAS COUNTs reset to the start value R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	revised
	-
	S3-090275

	S3-090070
	Correction of security requirements on eNodeB R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	revised
	-
	S3-090303

	S3-090071
	Restructuring of clause 4
	Qualcomm Europe, BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, RIM
	revised
	-
	S3-090230

	S3-090072
	TBS Update: System Description
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	revised
	-
	S3-090340

	S3-090073
	TBS Update: System Details 1
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	revised
	-
	S3-090341

	S3-090074
	TBS Update: System Details 2
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	sent for email discussion
	-
	-

	S3-090075
	TBS Update: System Details 3
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	revised
	-
	S3-090342

	S3-090076
	TBS Update: Evaluation
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	revised
	-
	S3-090343

	S3-090077
	Definition of UE security capabilities
	Nokia Corporation, Nokia Siemens Network
	revised
	-
	S3-090254

	S3-090078
	Handling of UE capabilities in Idle Mode Mobility and Handover to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090288

	S3-090079
	Handling of security contexts in transition to EMM-DEREGISTERED state
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090251

	S3-090080
	Discussion on preventing mobility into E-UTRAN for UE with SIM access
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090081
	Preventing mobility into E-UTRAN for UE with SIM access (conditionally agreed)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090082
	Draft LS on preventing mobility into E-UTRAN for UE with SIM access
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090298

	S3-090083
	Clarification on security contexts and correction of protection of TAU requests in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090294

	S3-090084
	Various corrections related to algorithm definitions and NAS token
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090260

	S3-090085
	Response to SA3#53 Action Item 1 (relating to message exception lists)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090086
	Correction on ECM/EMM states
	Nokia Corporation, Nokia Siemens Networks
	merged in S3-090244
	-
	S3-090244

	S3-090087
	Removal of editors note in clause 5.4 ôOther security featuresô
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090088
	Clarification on ciphering for GUTI confidentiality
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090255

	S3-090089
	Discussion on SMC failures
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090090
	Correction on dropping AS and NAS SMC when detecting IP failure for SMC Command
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090091
	Forward security corrections related to R3-083569
	Nokia Corporation, Nokia Siemens Networks, NEC Corporation, NTT DoCoMo Inc., Ericsson
	merged in S3-090262
	-
	-

	S3-090092
	DRAFT Reply LS to RAN2 on 'LS on Security parameter handling'
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090093
	KeNB re-keying corrections
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090264

	S3-090094
	Clarification on Token Calculation for RCR procedure
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090095
	Selection of key set and security activation on Handover from GERAN/UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090297

	S3-090096
	Removal of 4LSB in the AS SMC
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090279

	S3-090097
	Removal of editorÆs note related 4LSB NAS downlink COUNT in the HO COMMAND
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090280

	S3-090098
	eNB re-preparation before key-change-on-the-fly for possible RLF
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090265

	S3-090100
	AKA when NAS COUNT about to wrap around
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090256

	S3-090101
	One ciphering algorithm and one integrity algorithm id in AS SMC
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-

	S3-090102
	Removal of EditorÆs note about PDCP COUNT threshold value
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090103
	Correction of AS key handling Pseudo CR to TR 33.821
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090104
	Trust Indication by Visited Network
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090105
	TR33.812: pCR to 7.3 Analysis
	TeliaSonera
	agreed with modifications
	-
	-

	S3-090106
	CR to 33.401 Correction of definition of direction bit
	TeliaSonera
	revised
	-
	S3-090273

	S3-090107
	LS on Handling of EPS security parameters during intersystem handover to E-UTRAN
	C1-085531
	noted
	-
	-

	S3-090108
	Reply LS regarding GAN Iu mode security
	GP-081925
	noted
	-
	-

	S3-090109
	Reply LS on GAN Iu Mode Security
	R2-086841
	noted
	-
	-

	S3-090110
	LS on introduction of SR-VCC operations in UTRAN
	R2-087247
	noted
	-
	-

	S3-090111
	LS on Hybrid Mode Access Handling
	R2-087416
	noted
	-
	-

	S3-090112
	Reply LS on the start of security on IRAT handover from GERAN/UTRAN
	R2-087422
	noted
	-
	-

	S3-090113
	LS on Security parameter handling
	R2-087430
	replied to
	-
	S3-090277

	S3-090114
	Response LS on Downlink integrity failure handling
	R2-087440
	replied to
	-
	-

	S3-090115
	LS regarding 3G HNB Identity
	R3-083550
	replied to
	-
	-

	S3-090116
	Reply LS on E-UTRAN security related issues (R3-083387/S3-081505)
	R3-083572
	noted
	-
	-

	S3-090117
	LS on architecture for HeNB
	R3-083572
	noted
	-
	-

	S3-090118
	LS on paging optimisation via allowed CSG list in paging message for LTE
	R3-083576
	replied to
	-
	-

	S3-090119
	Reply LS on ANDSF Enhancements
	S1-084385
	noted
	-
	-

	S3-090120
	LS on PDN connectivity authorization in untrusted non-3GPP accesses with S2b
	S2-088102
	replied to
	-
	-

	S3-090121
	LS on intention to create a new version of the DM enabler
	SP-080868
	noted
	-
	-

	S3-090122
	Rules to store cached EPS NAS security context on the USIM
	Gemalto
	revised
	-
	S3-090246

	S3-090123
	HPM-based solution for H(e)NB validation
	Gemalto
	noted
	-
	-

	S3-090124
	Correction to assumption at H(e)NB for EAP-AKA authentication
	Gemalto
	agreed
	-
	-

	S3-090125
	Replacing the cached security context with the mapped security context and setting START value in SRVCC
	Nokia, Nokia Siemens Networks, ZTE, Ericsson
	revised
	-
	S3-090304

	S3-090126
	Generation and use of the mapped security context in HSPA SRVCC
	Nokia, Nokia Siemens Networks
	revised
	-
	S3-090313

	S3-090127
	SRVCC from HSPA to UTRAN/GERAN
	Nokia, Nokia Siemens Networks
	noted
	-
	-

	S3-090128
	Add FC number space value allocations for HSPA SRVCC
	Nokia, Nokia Siemens Networks
	agreed
	-
	-

	S3-090129
	-Analysis of two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	-
	S3-090307

	S3-090130
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	-
	S3-090308

	S3-090131
	S3_54_security requirements feedback
	China Mobile
	noted
	-
	-

	S3-090132
	Deleting editor's note in 33.224
	Huawei,China Mobile,Gemalto
	agreed with modifications
	-
	-

	S3-090133
	RRCConnectionReconfiguration
	ZTE Corporation, HUAWEI
	merged in S3-090286
	-
	S3-090286

	S3-090134
	Periodic Local Authentication
	ZTE Corporation
	noted
	-
	-

	S3-090135
	Verification of NONCEUE
	ZTE Corporation, China Mobile, HUAWEI
	revised
	-
	S3-090278

	S3-090137
	Additional Part to Location Locking Mechanisms
	ZTE Corporation, China Mobile
	revised
	-
	S3-090324

	S3-090138
	About Security mechanism for OAM
	ZTE Corporation
	agreed
	-
	-

	S3-090139
	Integration of PUCI Threats Text into TR
	Ericsson
	agreed
	-
	-

	S3-090140
	Another Security mechanisms for OAM for HNB
	ZTE Corporation
	revised
	-
	S3-090330

	S3-090141
	33.401 DISC:P-TMSI signature in TAU Request
	Ericsson
	noted
	-
	-

	S3-090142
	33.401 CR:P-TMSI signature in TAU Request
	Ericsson
	merged in 288
	-
	-

	S3-090143
	33.401 CR:P-TMSI signature in RAU Request
	Ericsson
	merged in S3-090260
	-
	-

	S3-090144
	33.401 DISC:Storage of NAS security context in the UE
	Ericsson
	noted
	-
	-

	S3-090145
	33.401 CR:NAS security context storage freshness
	Ericsson
	withdrawn
	-
	-

	S3-090146
	33.401 CR:NAS security context storage and retrieval
	Ericsson
	merged in S3-090246
	-
	-

	S3-090147
	33.401 CR:Definition of NULL ciphering
	Ericsson
	revised
	-
	S3-090271

	S3-090148
	33.102 CR:Update of definition of UMTS security context
	Ericsson
	revised
	-
	S3-090314

	S3-090149
	On the Scope of the E-UTRAN key management enhancements Work Item
	Ericsson
	noted
	-
	-

	S3-090150
	33.224 pCR:GPL security algorithms
	Ericsson
	agreed
	-
	-

	S3-090151
	33.224 pCR:GPL SA update
	Ericsson
	agreed with modifications
	-
	-

	S3-090152
	33.224 DISC:GBA Push: Protocol inventory
	Ericsson
	noted
	-
	-

	S3-090153
	33.224 pCR:GPL processing
	Ericsson
	agreed with modifications
	-
	-

	S3-090154
	33.224 pCR:GPL session clarification
	Ericsson
	agreed
	-
	-

	S3-090155
	Clarification on storage of EAP-AKA credentials
	Samsung
	noted
	-
	-

	S3-090156
	Clarification on MIPv4 Procedure
	Samsung
	revised
	-
	S3-090302

	S3-090157
	Comparison table on IMS based PSS and MBMS security solutions
	Samsung
	noted
	-
	-

	S3-090158
	[H(e)NB] pCR on clarification of the text in the conclusion section
	Nokia Siemens Networks, Airvana, Alcatel-Lucent, ip.access, Nokia Corporation
	noted
	-
	-

	S3-090159
	[H(e)NB] pCR for text on device validation in the conclusion section
	Nokia Siemens Networks, Alcatel-Lucent, Airvana, ip.access, Nokia Corporation
	revised
	-
	S3-090328

	S3-090160
	pCR on security requirements for HeNB as given by eNB specification
	Nokia Siemens Networks, Alcatel-Lucent, Nokia Corporation
	agreed with modifications
	-
	-

	S3-090161
	CR to TR33.900 A Guide to 3rd Generation Security for addition of  a clause on Prevention of Unsolicited Communication in IMS
	BT
	noted
	-
	-

	S3-090162
	Cleaning-up of acronyms and other corrections in TR 33.812
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	agreed
	-
	-

	S3-090163
	Resolving editorÆs notes in architecture 1 of TR 33.812
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	agreed with modifications
	-
	-

	S3-090164
	Introducing term MCIM to TR 33.812
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	revised
	-
	S3-090203

	S3-090165
	IMS media security: User references
	Ericsson, Qualcomm Europe
	agreed
	-
	-

	S3-090166
	SDES review
	Ericsson
	revised
	-
	S3-090344

	S3-090167
	pCR to TR 33.820: Changes to access control mechanism references
	Samsung
	agreed
	-
	-

	S3-090168
	Encoding of identities as NAIs
	Ericsson
	agreed
	-
	-

	S3-090169
	Adding EARFCN_DL to KeNB* derivation
	NEC Corporation, NTT DOCOMO
	revised
	-
	S3-090261

	S3-090170
	Solution for IMS based MBMS security
	Ericsson
	noted
	-
	-

	S3-090171
	Reply LS on PCI Clarification
	R2-087408
	noted
	-
	S3-090261

	S3-090172
	LS on WiMAX Access Network Identity
	LS_to_3GPP_CT_on_ANID (WiMAX Forum)
	noted
	-
	-

	S3-090173
	Discussion on IMS based MBMS security
	Ericsson
	noted
	-
	-

	S3-090174
	Background discussion for some CRs to TS 33.401
	Qualcomm Europe
	noted
	-
	-

	S3-090175
	Adding definition of native contexts
	Qualcomm Europe
	revised
	-
	S3-090292

	S3-090176
	Correcting the EPS security context fetching between MMEs
	Qualcomm Europe
	revised
	-
	S3-090283

	S3-090177
	pCR to Section 1 Scope
	NTT DOCOMO
	revised
	-
	S3-090236

	S3-090178
	Correcting and clarifying UTRAN to E-UTRAN Idle mobility
	Qualcomm Europe
	merged with 294
	-
	-

	S3-090179
	Some corrections to the UTRAN to E-UTRAN handover procedure
	Qualcomm Europe
	revised
	-
	S3-090296

	S3-090180
	Prevention of Unsolicited Communication in an Operator Controlled Environment
	ChinaMobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed with modifications
	-
	-

	S3-090181
	Unsolicited Communication Scenarios
	China Mobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed
	-
	-

	S3-090182
	SPIT/UC Protection with Supplementary Services
	China Mobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed
	-
	-

	S3-090183
	CR to 35.215: Improvement to sample C code, and removal of apparent keystream length limit
	Vodafone
	revised
	-
	S3-090315

	S3-090184
	pCR to TR 33.820: Changes to conclusions section
	Airvana, Alcatel-Lucent, ip.access, Nokia, Nokia Siemens Networks, Vodafone
	revised
	-
	S3-090241

	S3-090185
	pCR to TR 33.812: Clarifications to general aspects and assumptions section
	T-Mobile, Vodafone
	revised
	-
	S3-090230 and 231

	S3-090186
	pCR to TR 33.812: Changes to architectural alternatives and functionality sections
	T-Mobile, TeliaSonera, Vodafone
	agreed with modifications
	-
	-

	S3-090187
	pCR to TR 33.812:  Addition of candidate solution based on a pre-configured Ki list on the UICC
	Gemalto, T-Mobile, Vodafone
	revised
	-
	S3-090242

	S3-090188
	pCR to TR 33.812: Changes to analysis section
	T-Mobile, Vodafone
	agreed with modifications
	-
	-

	S3-090189
	Proposal for way forward for IMS media security
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090190
	Draft WID on IMS Media Security
	Nokia Corporation, Nokia Siemens Network, TeliaSonera
	noted
	-
	-

	S3-090191
	pCR to TR33.820 Section 8.1 Authentication
	BT, CMCC, Huawei, InterDigital, Nortel, NTT DoCoMo, Rogers Wireless, Samsung, ZTE
	noted
	-
	-

	S3-090193
	cleaned version of S3-090006
	BT, Ericsson, Interdigital communications, Motorola, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe, RIM
	rejected
	-
	-

	S3-090194
	A commenting pCR on S3-090159 on Conclusion on Validation
	InterDigital
	revised
	-
	S3-090329

	S3-090195
	pCR Editorial to H(e)NB TR Section 5.1
	NEC Corporation
	agreed
	-
	-

	S3-090196
	A H(e)NB Commenting pCR on S3-090192
	InterDigital
	noted
	-
	-

	S3-090197
	Revision of S3-090011 H(e)NB authentication selection method using H(e)NB profile
	InterDigital, T-Mobile, NEC
	noted
	-
	-

	S3-090198
	A commenting pCR on S3-090027 (from NEC) section 7.1 General Approach
	InterDigital
	agreed with modifications
	-
	-

	S3-090199
	A commenting pCR on S3-090051 H(e)NB section 7.2.2.3 from Huawei
	InterDigital
	noted
	-
	-

	S3-090200
	Commenting pCR on S3-090123 HPM-based validation of H(e)NB
	InterDigital
	noted
	-
	-

	S3-090201
	Comments to S3-090173
	Huawei
	noted
	-
	-

	S3-090202
	TrE implementation on a USIM/UICC for EAP AKA-based Device Authentication
	Telecom Italia, Huawei
	noted
	-
	-

	S3-090203
	Update of S3-090164 Introducing term MCIM to TR 33.812
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	agreed with modifications
	S3-090164
	-

	S3-090204
	comments to S3-090158
	Orange
	noted
	-
	-

	S3-090205
	Comment contribution on S3-090189 on 'Proposal for way forward for IMS media security'
	Ericsson, Qualcomm Europe
	noted
	-
	-

	S3-090206
	comments_on_S3-090033 pCR_Revision NOTE2 of 7 11 2 and Add NOTE3
	Airvana, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090207
	Improved rules to store the cached EPS NAS security context on the USIM
	Ericsson
	noted
	-
	-

	S3-090208
	Draft Reply LS on 'LS regarding 3G HNB Identity' (R3-083550/S3-090115)
	Nokia Siemens Networks
	merged in S3-090333
	-
	-

	S3-090209
	Comment Contribution: Approaches to Storage of NAS Security Context in the UE
	Ericsson
	noted
	-
	-

	S3-090211
	comments_on_S3-090011 Authentication Selection using HeNB profile info
	Airvana
	noted
	-
	-

	S3-090214
	Counter-proposal to S3-090006
	Orange
	revised
	-
	S3-090299

	S3-090216
	Comments to S3-090052: Comparison Table for security solution for IMS based PSS and MBMS
	Ericsson
	noted
	-
	-

	S3-090217
	Comments to S3-090060
	Huawei
	agreed with modifications
	-
	-

	S3-090219
	Questions on S3-090187
	Orange
	noted
	-
	-

	S3-090220
	Comment contribution on S3-090194 on ôCommenting pCR on XYZÆs pCR doc number S3-090159: pCR for text on device validation in the conclusion sectionô by InterDigital
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090221
	Comments on S3-090166 SDES reviewö by Ericsson
	Nokia Siemens Networks
	noted
	-
	-

	S3-090222
	Comments on S3-090072 ôTBS Update: System Description
	Nokia Siemens Networks
	noted
	-
	-

	S3-090223
	Comments on S3-090073 ôTBS Update: System Details 1
	Nokia Siemens Networks
	noted
	-
	-

	S3-090224
	Comments on S3-090190 Draft WID on IMS Media Security
	Ericsson
	noted
	-
	-

	S3-090225
	Comments on S3-090074 TBS Update: System Details 2ö
	Nokia Siemens Networks
	noted
	-
	-

	S3-090226
	Comments on S3-090075 TBS Update: System Details 3
	Nokia Siemens Networks
	noted
	-
	-

	S3-090227
	Comments on S3-090076 TBS Update: Evaluation
	Nokia Siemens Networks
	noted
	-
	-

	S3-090228
	Draft WID on IMS Media Security (update of S3-090190)
	Nokia Corporation, Nokia Siemens Network, TeliaSonera, Verizon
	noted
	-
	-

	S3-090229
	revised version of S3-090005
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia-Siemens Networks, Qualcom Europe, RIM
	agreed with modifications
	-
	-

	S3-090230
	pCR to TR 33.812: Revision of Clause 4 (merging of S3-090185 and S3-090071)
	Ericsson, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, Vodafone
	agreed
	-
	-

	S3-090231
	pCR to TR 33.812: Clarifications to general aspects and assumptions section (changes from S3-090185 that are not included in S3-090230)
	Vodafone
	agreed with modifications
	-
	-

	S3-090232
	Draft Reply LS to 'RAN3 LS on 3G HNB Identity' (S3-090115/R3-083550)
	NEC Corporation
	merged in S3-090333
	-
	-

	S3-090233
	correction to S3-090213 (comments on S3-090187)
	Interdigital Communications, Qualcomm Europe
	noted
	-
	-

	S3-090234
	comments on S3-090186
	InterDigital Communications, Qualcom Europe
	noted
	-
	-

	S3-090235
	Change of counter for EEA2
	Motorola
	rejected
	-
	-

	S3-090236
	comment/update to S3-090177
	Ericsson, NTT DOCOMO
	agreed
	S3-090177
	-

	S3-090237
	pCR v2 on cleaning up of Authentication Identifier section
	Airvana, ip.access, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090238
	pCR v2 on H(e)NB combined authentication section 7.6.3.2.1
	Airvana, Orange
	agreed
	-
	-

	S3-090239
	Commenting contribution on S3-090191 on ôpCR to section 8.1 Authenticationö (update 0215 with one more source)
	Airvana, Alcatel-Lucent, ip.access, Nokia Siemens Networks, TeliaSonera
	noted
	-
	-

	S3-090240
	SIM/USIM Control of Ciphering Indicator
	SG Doc 70/10 (GSMA SG )
	noted
	-
	-

	S3-090241
	pCR to TR 33.820: Changes to conclusions section (Update of S3-090184)
	Airvana, AT&T, Alcatel-Lucent, ip.access, Nokia, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone
	noted
	S3-090184
	-

	S3-090242
	pCR to TR 33.812: Addition of candidate solution based on a pre-configured Ki list on the UICC (update of S3-090187)
	Gemalto, Sagem-Orga, T-Mobile, TeliaSonera, Vodafone
	agreed with modifications
	S3-090187
	-

	S3-090243
	LS reply on Use of DTLS-SRTP for IMS media security
	S2-090796
	noted
	-
	-

	S3-090244
	Correction on ECM/EMM states
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090086
	-

	S3-090245
	NAS COUNT for mapped security context
	NEC, NSN, NTT DOCOMO
	agreed
	-
	-

	S3-090246
	Rules to store cached EPS NAS security context on the USIM
	Gemalto
	agreed
	S3-090122
	-

	S3-090247
	LS on Receive of ETWS outside home-PLMN
	R2-090837
	replied to
	-
	-

	S3-090248
	LS on preventing inter-RAT HO for UE with SIM access
	R2-090845
	noted
	-
	-

	S3-090249
	Reply LS on maximum PDCP SDU size
	R2-090847
	noted
	-
	-

	S3-090250
	Reply on LS on Request for guidance on use of START in HO from E-UTRAN to UTRAN
	6.9
	noted
	-
	-

	S3-090251
	Handling of security contexts in transition to EMM-DEREGISTERED state
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090079
	-

	S3-090252
	Clarification on storage of cached security context during state transitions
	Huawei
	agreed
	S3-090039
	-

	S3-090253
	Clarification for KSIsgsn
	Huawei
	agreed
	S3-090049
	-

	S3-090254
	Definition of UE security capabilities
	Nokia Corporation, Nokia Siemens Network
	agreed
	S3-090077
	-

	S3-090255
	Clarification on ciphering for GUTI confidentiality
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090088
	-

	S3-090256
	AKA when NAS COUNT about to wrap around
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090100
	-

	S3-090257
	CR to 33.401 Key derivation figures
	NEC Corporation
	agreed
	S3-090014
	-

	S3-090258
	CR to 33.401 Making CK' and IK'
	NEC Corporation
	revised
	S3-090018
	S3-090289

	S3-090259
	CR to 33.401 Rekeying of the entire EPS key heirarchy
	NEC Corporation, NTT DOCOMO
	agreed
	S3-090021
	-

	S3-090260
	Various corrections related to algorithm definitions and NAS token
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090084
	-

	S3-090261
	Adding EARFCN_DL to KeNB* derivation
	NEC Corporation, NTT DOCOMO
	agreed
	S3-090169
	-

	S3-090262
	key handling during handover
	Huawei
	agreed
	S3-090038
	-

	S3-090263
	Request of clarification on TS 32.203 from ETSI IOP and CONF test specification development and from 2nd IMS Interoperability Event
	ETSI TC INT
	replied to
	-
	-

	S3-090264
	KeNB re-keying corrections
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090093
	-

	S3-090265
	eNB re-preparation before key-change-on-the-fly for possible RLF
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090098
	-

	S3-090266
	CR-Multi-KeNB* forwarding for RRCConnectionRe-establishment
	Huawei
	agreed
	S3-090036
	-

	S3-090267
	Reply to: Response LS on Downlink integrity failure handling
	current meeting
	agreed
	-
	-

	S3-090268
	CR: addition of note related to downlink integrity failure
	Nokia Siemens Networks
	revised
	-
	S3-090347

	S3-090269
	LS to CT1 on exception list
	current meeting
	agreed
	-
	-

	S3-090270
	LS to RAN2 on exception list
	current meeting
	agreed
	-
	-

	S3-090271
	33.401 CR: Definition of NULL ciphering
	Ericsson
	agreed
	S3-090147
	-

	S3-090272
	One ciphering algorithm and one integrity algorithm id in AS SMC
	Nokia Corporation, Nokia Siemens Networks
	merged in S3-090279
	S3-090101
	-

	S3-090273
	CR to 33.401 Correction of definition of direction bit
	TeliaSonera
	agreed
	S3-090106
	-

	S3-090274
	CR to 33.401 NAS COUNT start value
	NEC Corporation
	agreed
	S3-090022
	-

	S3-090275
	Correction of NAS COUNTs reset to the start value R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	agreed
	S3-090069
	-

	S3-090276
	CR to 33.401 Algorithm selection clarification
	NEC Corporation, NTT DOCOMO
	agreed
	S3-090015
	-

	S3-090277
	Reply to: LS on Security parameter handling
	current meeting
	agreed
	S3-090113
	-

	S3-090278
	Verification of NONCEUE
	ZTE Corporation, China Mobile, HUAWEI
	agreed
	S3-090135
	-

	S3-090279
	Removal of 4LSB in the AS SMC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090096
	-

	S3-090280
	Removal of editor's note related 4LSB NAS downlink COUNT in the HO COMMAND
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090097
	-

	S3-090281
	Correction of Idle mode procedure in UTRAN
	Nokia Corporation, Nokia Siemens Networks
	merged in S3-090292
	-
	-

	S3-090282
	33.821 new version
	Rapporteur
	agreed
	-
	-

	S3-090283
	Correcting the EPS security context fetching between MMEs
	Qualcomm Europe
	agreed
	S3-090176
	-

	S3-090284
	Correction of description R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	agreed
	S3-090068
	-

	S3-090285
	Correction of MAC-I
	NTT DOCOMO
	agreed
	-
	-

	S3-090286
	RRCConnectionReconfiguration
	ZTE Corporation, HUAWEI, NEC Corporation
	agreed
	S3-090133
	-

	S3-090287
	CR to 33.401 UE keys for E-UTRAN and GERAN
	NEC Corporation
	agreed
	S3-090025
	-

	S3-090288
	Handling of UE capabilities in Idle Mode Mobility and Handover to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090078
	-

	S3-090289
	CR to 33.401 Making CK' and IK'
	NEC Corporation
	[not addressed]
	S3-090258
	-

	S3-090290
	Draft Reply LS to LS on Receive of ETWS outside home-PLMN (S3-090247)
	NTT DOCOMO
	agreed
	-
	-

	S3-090291
	LS on cached context
	current meeting
	agreed
	-
	-

	S3-090292
	Adding definition of native contexts
	Qualcomm Europe
	agreed
	S3-090175
	-

	S3-090293
	CR to 33.401 I-RAT handover E-UTRAN and UTRAN
	NEC Corporation, NTT DOCOMO
	agreed
	S3-090023
	-

	S3-090294
	Clarification on security contexts and correction of protection of TAU requests in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090083
	-

	S3-090295
	Draft Reply LS to S3-090118
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-090336

	S3-090296
	Some corrections to the UTRAN to E-UTRAN handover procedure
	Qualcomm Europe
	agreed
	S3-090179
	-

	S3-090297
	Selection of key set and security activation on Handover from GERAN/UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090095
	-

	S3-090298
	LS on preventing mobility into E-UTRAN for UE with SIM access
	current meeting
	agreed
	S3-090082
	-

	S3-090299
	Counter-proposal to S3-090006
	Orange
	rejected
	S3-090214
	-

	S3-090300
	Reply to: LS on PDN connectivity authorization in untrusted non-3GPP accesses with S2b
	current meeting
	sent for email approval
	-
	-

	S3-090301
	CR-Editorial corrections for 33.402
	HUAWEI, ZTE
	agreed
	S3-090043
	-

	S3-090302
	Clarification on MIPv4 Procedure
	Samsung
	agreed
	S3-090156
	-

	S3-090303
	Correction of security requirements on eNodeB R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	agreed
	S3-090070
	-

	S3-090304
	Replacing the cached security context with the mapped security context and setting START value in SRVCC
	Nokia, Nokia Siemens Networks, ZTE, Ericsson
	agreed
	S3-090125
	-

	S3-090305
	CR to 33.102 on SIM/USIM Control of Ciphering Indicator
	UK BERR
	agreed
	S3-090240
	S3-090306

	S3-090306
	CR to 33.401 on SIM/USIM Control of Ciphering Indicator
	UK BERR
	agreed
	S3-090305
	-

	S3-090307
	-Analysis of two solutions for the Early-IMS NAT Deployment
	China Mobile
	noted
	S3-090129
	-

	S3-090308
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	S3-090130
	S3-090309

	S3-090309
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	S3-090308
	S3-090348

	S3-090310
	LS on two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	-
	S3-090349

	S3-090311
	New version of PUCI TR
	Rapporteur
	agreed
	-
	-

	S3-090312
	Comments to S3-090216
	Huawei
	noted
	-
	-

	S3-090313
	Generation and use of the mapped security context in HSPA SRVCC
	Nokia, Nokia Siemens Networks
	agreed
	S3-090126
	-

	S3-090314
	33.102 CR:Update of definition of UMTS security context
	Ericsson
	agreed
	S3-090148
	-

	S3-090315
	CR to 35.215: Improvement to sample C code, and removal of apparent keystream length limit
	Vodafone
	agreed
	S3-090183
	-

	S3-090316
	Editorial corrections on 33.223
	Huawei,China Mobile
	agreed
	S3-090045
	-

	S3-090317
	Alignment of TS 33.223 with TS 33.220
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090056
	-

	S3-090318
	New version of 33.224 and SA information cover page
	Rapporteur
	agreed
	-
	-

	S3-090319
	WID on IMS media security
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090320
	33xyz v010 H(e)NB Security
	Huawei (Rapporteur)
	sent for email approval
	S3-090034
	-

	S3-090321
	R8 CR to 22.101 on ciphering indicator
	Vodafone
	agreed
	-
	-

	S3-090322
	R9 CR to 22.101 on ciphering indicator
	Vodafone
	agreed
	-
	-

	S3-090323
	LS to SA1 on ciphering indicator
	Vodafone
	agreed
	-
	-

	S3-090324
	Additional Part to Location Locking Mechanisms
	ZTE Corporation, China Mobile
	agreed
	S3-090137
	-

	S3-090325
	pCR to TR 33.820: Changes to conclusions section
	Airvana, AT&T, Alcatel-Lucent, ip.access, Nokia, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone
	agreed
	-
	-

	S3-090326
	pCR on TR 33.820 on TrE types and interfaces
	InterDigital, Infineon
	agreed
	S3-090010
	-

	S3-090327
	New version and cover page of TR 33.820
	Rapporteur (Huawei)
	sent for email approval
	-
	-

	S3-090328
	[H(e)NB] pCR for text on device validation in the conclusion section
	Nokia Siemens Networks, Alcatel-Lucent, Airvana, ip.access, Nokia Corporation
	agreed
	S3-090159
	-

	S3-090329
	A commenting pCR on S3-090159 on Conclusion on Validation
	InterDigital
	agreed
	S3-090194
	-

	S3-090330
	Another Security mechanisms for OAM for HNB
	ZTE Corporation
	agreed
	S3-090140
	-

	S3-090331
	LS to SA4 on MBMS security
	current meeting
	agreed
	-
	-

	S3-090332
	Reply to: Request of clarification on TS 32.203 from ETSI IOP and CONF test specification development and from 2nd IMS Interoperability Event
	current meeting
	agreed
	-
	-

	S3-090333
	Reply to: LS regarding 3G HNB Identity
	current meeting
	sent for email approval
	-
	-

	S3-090334
	Security issues in femtocell deployment, draft reply LS
	T-Mobile
	agreed
	S3-090029
	-

	S3-090335
	Draft LS on Security aspects relating to pre-Rel8 UE registration
	Huawei
	sent for email discussion
	S3-090031
	-

	S3-090336
	 Reply LS to S3-090118
	current meeting
	agreed
	S3-090295
	-

	S3-090337
	CR-Corretions of DS-MIPv6 bootstrapping
	HUAWEI, ZTE
	agreed
	S3-090042
	-

	S3-090338
	New use cases
	Qualcomm Europe, BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Networks, Research in Motion
	agreed
	S3-090065
	-

	S3-090339
	New version of 33.821
	Rapporteur
	sent for email approval]
	-
	-

	S3-090340
	TBS Update: System Description
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	agreed
	S3-090072
	-

	S3-090341
	TBS Update: System Details 1
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	agreed
	S3-090073
	-

	S3-090342
	TBS Update: System Details 3
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	agreed
	S3-090075
	-

	S3-090343
	TBS Update: Evaluation
	Ericsson, Qualcomm Europe, Telenor, TeliaSonera
	Agreed with modifications
	S3-090076
	-

	S3-090344
	SDES review
	Ericsson
	agreed with modifications
	S3-090166
	-

	S3-090345
	New version of TR on media security
	Rapporteur
	sent for email approval
	-
	-

	S3-090346
	Reply LS to SA3 confirming JM
	TISPAN WG7
	noted
	-
	-

	S3-090347
	CR: addition of note related to downlink integrity failure
	Nokia Siemens Networks
	agreed
	S3-090268
	-

	S3-090348
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	agreed
	S3-090309
	-

	S3-090349
	LS on two solutions for the Early-IMS NAT Deployment
	China Mobile
	agreed
	S3-090310
	-

	S3-090350
	Resolution of clashes CR between 294 and 253
	Nokia Corporation, Nokia Siemens Networks
	sent for email approval/discussion
	-
	-


Annex B: List of change requests

	Document
	Title
	Source
	Decision
	Spec
	CR
	Rev
	Rel
	Cat
	WI

	S3-090012
	CR to 33.401 Correction of EPS NAS Security Context definition
	NEC Corporation, NTT DOCOMO
	merged in S3-090244
	-
	-
	-
	-
	-
	-

	S3-090013
	CR to 33.401 Correction of type of EPS NAS Security Context stored
	NEC Corporation, NTT DOCOMO
	merged in S3-090246
	-
	-
	-
	-
	-
	-

	S3-090014
	CR to 33.401 Key derivation figures
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090015
	CR to 33.401 Algorithm selection clarification
	NEC Corporation, NTT DOCOMO
	revised
	-
	-
	-
	-
	-
	-

	S3-090016
	CR to 33.401 Security context for transition to EMM DEREGISTERED
	NEC Corporation, NTT DOCOMO
	merged in S3-090252
	-
	-
	-
	-
	-
	-

	S3-090018
	CR to 33.401 Making CK' and IK'
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090020
	CR to 33.401 NH at initial connection setup
	NEC Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-090021
	CR to 33.401 Rekeying of the entire EPS key heirarchy
	NEC Corporation, NTT DOCOMO
	revised
	-
	-
	-
	-
	-
	-

	S3-090022
	CR to 33.401 NAS COUNT start value
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090023
	CR to 33.401 I-RAT handover E-UTRAN and UTRAN
	NEC Corporation, NTT DOCOMO
	revised
	-
	-
	-
	-
	-
	-

	S3-090024
	CR to 33.401 Transparent container in UTRAN to E-UTRAN handover
	NEC Corporation
	merged in S3-090286
	-
	-
	-
	-
	-
	-

	S3-090025
	CR to 33.401 UE keys for E-UTRAN and GERAN
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090036
	CR-Multi-KeNB* forwarding for RRCConnectionRe-establishment
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-090037
	DISC-Preventing UTRAN/GERAN->eUTRAN Inter-RAT HO for UE with SIM Access
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-090038
	key handling during handover
	Huawei
	merged in S3-090262
	-
	-
	-
	-
	-
	-

	S3-090039
	Clarification on storage of cached security context during state transitions
	Huawei
	merged in S3-090252
	-
	-
	-
	-
	-
	-

	S3-090040
	Corrections of idle mobility from UTRAN to EUTRAN
	HUAWEI, ZTE
	merged with 294
	-
	-
	-
	-
	-
	-

	S3-090041
	Correction on Section 6.2 EPS Key Hierarchy
	Huawei
	merged in S3-090254
	-
	-
	-
	-
	-
	-

	S3-090042
	CR-Corretions of DS-MIPv6 bootstrapping
	HUAWEI, ZTE
	revised
	-
	-
	-
	-
	-
	-

	S3-090043
	CR-Editorial corrections for 33.402
	HUAWEI, ZTE
	revised
	-
	-
	-
	-
	-
	-

	S3-090045
	Editorial corrections on 33.223
	Huawei,China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090049
	Clarification for KSIsgsn
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-090056
	Alignment of TS 33.223 with TS 33.220
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090061
	Clarification of key handling in handover R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-
	-
	-
	-
	-

	S3-090062
	Correction of description R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-
	-
	-
	-
	-

	S3-090063
	Correction of NAS COUNTs reset to the start value R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-
	-
	-
	-
	-

	S3-090064
	Correction of security requirements on eNodeB R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-
	-
	-
	-
	-

	S3-090066
	Addition of missing Abbreviations and correction of wrong Abbreviations R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-
	-
	-
	-
	-

	S3-090067
	The definition of eKSI format R9
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	noted
	-
	-
	-
	-
	-
	-

	S3-090068
	Correction of description R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	revised
	-
	-
	-
	-
	-
	-

	S3-090069
	Correction of NAS COUNTs reset to the start value R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	revised
	-
	-
	-
	-
	-
	-

	S3-090070
	Correction of security requirements on eNodeB R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	revised
	-
	-
	-
	-
	-
	-

	S3-090077
	Definition of UE security capabilities
	Nokia Corporation, Nokia Siemens Network
	revised
	-
	-
	-
	-
	-
	-

	S3-090078
	Handling of UE capabilities in Idle Mode Mobility and Handover to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090079
	Handling of security contexts in transition to EMM-DEREGISTERED state
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090081
	Preventing mobility into E-UTRAN for UE with SIM access (conditionally agreed)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090083
	Clarification on security contexts and correction of protection of TAU requests in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090084
	Various corrections related to algorithm definitions and NAS token
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090086
	Correction on ECM/EMM states
	Nokia Corporation, Nokia Siemens Networks
	merged in S3-090244
	-
	-
	-
	-
	-
	-

	S3-090087
	Removal of editors note in clause 5.4 ôOther security featuresô
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090088
	Clarification on ciphering for GUTI confidentiality
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090090
	Correction on dropping AS and NAS SMC when detecting IP failure for SMC Command
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090091
	Forward security corrections related to R3-083569
	Nokia Corporation, Nokia Siemens Networks, NEC Corporation, NTT DoCoMo Inc., Ericsson
	merged in S3-090262
	-
	-
	-
	-
	-
	-

	S3-090093
	KeNB re-keying corrections
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090094
	Clarification on Token Calculation for RCR procedure
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090095
	Selection of key set and security activation on Handover from GERAN/UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090096
	Removal of 4LSB in the AS SMC
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090097
	Removal of editorÆs note related 4LSB NAS downlink COUNT in the HO COMMAND
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090098
	eNB re-preparation before key-change-on-the-fly for possible RLF
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090100
	AKA when NAS COUNT about to wrap around
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090101
	One ciphering algorithm and one integrity algorithm id in AS SMC
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090102
	Removal of EditorÆs note about PDCP COUNT threshold value
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090104
	Trust Indication by Visited Network
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090106
	CR to 33.401 Correction of definition of direction bit
	TeliaSonera
	revised
	-
	-
	-
	-
	-
	-

	S3-090122
	Rules to store cached EPS NAS security context on the USIM
	Gemalto
	revised
	-
	-
	-
	-
	-
	-

	S3-090125
	Replacing the cached security context with the mapped security context and setting START value in SRVCC
	Nokia, Nokia Siemens Networks, ZTE, Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090126
	Generation and use of the mapped security context in HSPA SRVCC
	Nokia, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090128
	Add FC number space value allocations for HSPA SRVCC
	Nokia, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090130
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090133
	RRCConnectionReconfiguration
	ZTE Corporation, HUAWEI
	merged in S3-090286
	-
	-
	-
	-
	-
	-

	S3-090134
	Periodic Local Authentication
	ZTE Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-090135
	Verification of NONCEUE
	ZTE Corporation, China Mobile, HUAWEI
	revised
	-
	-
	-
	-
	-
	-

	S3-090142
	33.401 CR:P-TMSI signature in TAU Request
	Ericsson
	merged in 288
	-
	-
	-
	-
	-
	-

	S3-090143
	33.401 CR:P-TMSI signature in RAU Request
	Ericsson
	merged in S3-090260
	-
	-
	-
	-
	-
	-

	S3-090145
	33.401 CR:NAS security context storage freshness
	Ericsson
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-090146
	33.401 CR:NAS security context storage and retrieval
	Ericsson
	merged in S3-090246
	-
	-
	-
	-
	-
	-

	S3-090147
	33.401 CR:Definition of NULL ciphering
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090148
	33.102 CR:Update of definition of UMTS security context
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090155
	Clarification on storage of EAP-AKA credentials
	Samsung
	noted
	-
	-
	-
	-
	-
	-

	S3-090156
	Clarification on MIPv4 Procedure
	Samsung
	revised
	-
	-
	-
	-
	-
	-

	S3-090161
	CR to TR33.900 A Guide to 3rd Generation Security for addition of  a clause on Prevention of Unsolicited Communication in IMS
	BT
	noted
	-
	-
	-
	-
	-
	-

	S3-090168
	Encoding of identities as NAIs
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-090169
	Adding EARFCN_DL to KeNB* derivation
	NEC Corporation, NTT DOCOMO
	revised
	-
	-
	-
	-
	-
	-

	S3-090175
	Adding definition of native contexts
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-090176
	Correcting the EPS security context fetching between MMEs
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-090178
	Correcting and clarifying UTRAN to E-UTRAN Idle mobility
	Qualcomm Europe
	merged with 294
	-
	-
	-
	-
	-
	-

	S3-090179
	Some corrections to the UTRAN to E-UTRAN handover procedure
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-090183
	CR to 35.215: Improvement to sample C code, and removal of apparent keystream length limit
	Vodafone
	revised
	-
	-
	-
	-
	-
	-

	S3-090207
	Improved rules to store the cached EPS NAS security context on the USIM
	Ericsson
	noted
	-
	-
	-
	-
	-
	-

	S3-090235
	Change of counter for EEA2
	Motorola
	rejected
	-
	-
	-
	-
	-
	-

	S3-090239
	Commenting contribution on S3-090191 on ôpCR to section 8.1 Authenticationö (update 0215 with one more source)
	Airvana, Alcatel-Lucent, ip.access, Nokia Siemens Networks, TeliaSonera
	noted
	-
	-
	-
	-
	-
	-

	S3-090244
	Correction on ECM/EMM states
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090245
	NAS COUNT for mapped security context
	NEC, NSN, NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-090246
	Rules to store cached EPS NAS security context on the USIM
	Gemalto
	agreed
	-
	-
	-
	-
	-
	-

	S3-090251
	Handling of security contexts in transition to EMM-DEREGISTERED state
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090252
	Clarification on storage of cached security context during state transitions
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-090253
	Clarification for KSIsgsn
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-090254
	Definition of UE security capabilities
	Nokia Corporation, Nokia Siemens Network
	agreed
	-
	-
	-
	-
	-
	-

	S3-090255
	Clarification on ciphering for GUTI confidentiality
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090256
	AKA when NAS COUNT about to wrap around
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090257
	CR to 33.401 Key derivation figures
	NEC Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-090258
	CR to 33.401 Making CK' and IK'
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090259
	CR to 33.401 Rekeying of the entire EPS key heirarchy
	NEC Corporation, NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-090260
	Various corrections related to algorithm definitions and NAS token
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090261
	Adding EARFCN_DL to KeNB* derivation
	NEC Corporation, NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-090262
	key handling during handover
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-090264
	KeNB re-keying corrections
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090265
	eNB re-preparation before key-change-on-the-fly for possible RLF
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090266
	CR-Multi-KeNB* forwarding for RRCConnectionRe-establishment
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-090268
	CR: addition of note related to downlink integrity failure
	Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090271
	33.401 CR: Definition of NULL ciphering
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-090272
	One ciphering algorithm and one integrity algorithm id in AS SMC
	Nokia Corporation, Nokia Siemens Networks
	merged in S3-090279
	-
	-
	-
	-
	-
	-

	S3-090273
	CR to 33.401 Correction of definition of direction bit
	TeliaSonera
	agreed
	-
	-
	-
	-
	-
	-

	S3-090274
	CR to 33.401 NAS COUNT start value
	NEC Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-090275
	Correction of NAS COUNTs reset to the start value R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	agreed
	-
	-
	-
	-
	-
	-

	S3-090276
	CR to 33.401 Algorithm selection clarification
	NEC Corporation, NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-090278
	Verification of NONCEUE
	ZTE Corporation, China Mobile, HUAWEI
	agreed
	-
	-
	-
	-
	-
	-

	S3-090279
	Removal of 4LSB in the AS SMC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090280
	Removal of editor's note related 4LSB NAS downlink COUNT in the HO COMMAND
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090281
	Correction of Idle mode procedure in UTRAN
	Nokia Corporation, Nokia Siemens Networks
	merged in S3-090292
	-
	-
	-
	-
	-
	-

	S3-090283
	Correcting the EPS security context fetching between MMEs
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-090284
	Correction of description R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	agreed
	-
	-
	-
	-
	-
	-

	S3-090286
	RRCConnectionReconfiguration
	ZTE Corporation, HUAWEI, NEC Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-090287
	CR to 33.401 UE keys for E-UTRAN and GERAN
	NEC Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-090288
	Handling of UE capabilities in Idle Mode Mobility and Handover to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090289
	CR to 33.401 Making CK' and IK'
	NEC Corporation
	[not addressed]
	-
	-
	-
	-
	-
	-

	S3-090292
	Adding definition of native contexts
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-090293
	CR to 33.401 I-RAT handover E-UTRAN and UTRAN
	NEC Corporation, NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-090294
	Clarification on security contexts and correction of protection of TAU requests in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090296
	Some corrections to the UTRAN to E-UTRAN handover procedure
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-090297
	Selection of key set and security activation on Handover from GERAN/UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090301
	CR-Editorial corrections for 33.402
	HUAWEI, ZTE
	agreed
	-
	-
	-
	-
	-
	-

	S3-090302
	Clarification on MIPv4 Procedure
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-090303
	Correction of security requirements on eNodeB R8
	Alcatel Shanghai Bell Co. Ltd., Alcatel-Lucent
	agreed
	-
	-
	-
	-
	-
	-

	S3-090304
	Replacing the cached security context with the mapped security context and setting START value in SRVCC
	Nokia, Nokia Siemens Networks, ZTE, Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-090305
	CR to 33.102 on SIM/USIM Control of Ciphering Indicator
	UK BERR
	agreed
	-
	-
	-
	-
	-
	-

	S3-090306
	CR to 33.401 on SIM/USIM Control of Ciphering Indicator
	UK BERR
	agreed
	-
	-
	-
	-
	-
	-

	S3-090308
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090309
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090313
	Generation and use of the mapped security context in HSPA SRVCC
	Nokia, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090314
	33.102 CR:Update of definition of UMTS security context
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-090315
	CR to 35.215: Improvement to sample C code, and removal of apparent keystream length limit
	Vodafone
	agreed
	-
	-
	-
	-
	-
	-

	S3-090316
	Editorial corrections on 33.223
	Huawei,China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-090317
	Alignment of TS 33.223 with TS 33.220
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090321
	R8 CR to 22.101 on ciphering indicator
	Vodafone
	agreed
	-
	-
	-
	-
	-
	-

	S3-090322
	R9 CR to 22.101 on ciphering indicator
	Vodafone
	agreed
	-
	-
	-
	-
	-
	-

	S3-090337
	CR-Corretions of DS-MIPv6 bootstrapping
	HUAWEI, ZTE
	agreed
	-
	-
	-
	-
	-
	-

	S3-090347
	CR: addition of note related to downlink integrity failure
	Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090348
	Two solutions for the Early-IMS NAT Deployment
	China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-090350
	Resolution of clashes CR between 294 and 253
	Nokia Corporation, Nokia Siemens Networks
	sent for email approval/discussion
	-
	-
	-
	-
	-
	-


Annex C: Lists of liaisons

C1: Incoming liaison statements

	Document
	Title
	From
	Decision
	Reply in

	S3-090107
	LS on Handling of EPS security parameters during intersystem handover to E-UTRAN
	C1-085531
	noted
	

	S3-090108
	Reply LS regarding GAN Iu mode security
	GP-081925
	noted
	

	S3-090109
	Reply LS on GAN Iu Mode Security
	R2-086841
	noted
	

	S3-090110
	LS on introduction of SR-VCC operations in UTRAN
	R2-087247
	noted
	

	S3-090111
	LS on Hybrid Mode Access Handling
	R2-087416
	noted
	

	S3-090112
	Reply LS on the start of security on IRAT handover from GERAN/UTRAN
	R2-087422
	noted
	

	S3-090113
	LS on Security parameter handling
	R2-087430
	replied to
	S3-090277

	S3-090114
	Response LS on Downlink integrity failure handling
	R2-087440
	replied to
	S3-090267

	S3-090115
	LS regarding 3G HNB Identity
	R3-083550
	replied to
	S3-090333

	S3-090116
	Reply LS on E-UTRAN security related issues (R3-083387/S3-081505)
	R3-083572
	noted
	

	S3-090117
	LS on architecture for HeNB
	R3-083572
	noted
	

	S3-090118
	LS on paging optimisation via allowed CSG list in paging message for LTE
	R3-083576
	replied to
	

	S3-090119
	Reply LS on ANDSF Enhancements
	S1-084385
	noted
	

	S3-090120
	LS on PDN connectivity authorization in untrusted non-3GPP accesses with S2b
	S2-088102
	replied to
	S3-090300

	S3-090121
	LS on intention to create a new version of the DM enabler
	SP-080868
	noted
	

	S3-090171
	Reply LS on PCI Clarification
	R2-087408
	noted
	

	S3-090172
	LS on WiMAX Access Network Identity
	LS_to_3GPP_CT_on_ANID (WiMAX Forum)
	noted
	

	S3-090240
	SIM/USIM Control of Ciphering Indicator
	SG Doc 70/10 (GSMA SG )
	noted
	

	S3-090247
	LS on Receive of ETWS outside home-PLMN
	R2-090837
	replied to
	S3-090290

	S3-090248
	LS on preventing inter-RAT HO for UE with SIM access
	R2-090845
	noted
	

	S3-090249
	Reply LS on maximum PDCP SDU size
	R2-090847
	noted
	

	S3-090250
	Reply on LS on Request for guidance on use of START in HO from E-UTRAN to UTRAN
	6.9
	noted
	

	S3-090263
	Request of clarification on TS 32.203 from ETSI IOP and CONF test specification development and from 2nd IMS Interoperability Event
	ETSI TC INT
	replied to
	S3-090332

	S3-090346
	Reply LS to SA3 confirming JM
	TISPAN WG7
	noted
	


C2: Outgoing liaison statements

	Document
	Title
	To
	Cc
	reply to i/c LS

	S3-090267
	Reply to: Response LS on Downlink integrity failure handling
	R2-087440
	-
	S3-090114

	S3-090269
	LS to CT1 on exception list
	-
	-
	

	S3-090270
	LS to RAN2 on exception list
	-
	-
	

	S3-090277
	Reply to: LS on Security parameter handling
	R2-087430
	-
	S3-090113

	S3-090290
	Draft Reply LS to LS on Receive of ETWS outside home-PLMN (S3-090247)
	-
	-
	S3-090247

	S3-090291
	LS on cached context
	-
	-
	

	S3-090298
	LS on preventing mobility into E-UTRAN for UE with SIM access
	-
	-
	

	S3-090323
	LS to SA1 on ciphering indicator
	-
	-
	

	S3-090331
	LS to SA4 on MBMS security
	SA4, SA2, CT1
	-
	

	S3-090332
	Reply to: Request of clarification on TS 32.203 from ETSI IOP and CONF test specification development and from 2nd IMS Interoperability Event
	ETSI TC INT
	-
	S3-090263

	S3-090334
	Security issues in femtocell deployment, draft reply LS
	-
	-
	

	S3-090336
	 Reply LS to S3-090118
	R3-083576
	-
	

	S3-090349
	LS on two solutions for the Early-IMS NAT Deployment
	-
	-
	


Annex D: List of agreed/approved new and revised Work Items

	Document
	Title
	Source
	new/revised

	S3-090319
	WID on IMS media security
	Nokia Corporation, Nokia Siemens Networks
	new WID


Annex E: List of action items

	Meeting/Number
	Agenda item
	Document
	Details
	Responsible

	S3-54/1
	6.9.5
	S3-090068
	Create a new CR changing all the occurences of Message Authentication Code in the specification with MAC-I.
	NTT DOCOMO

	S3-54/2
	6.9.6
	S3-090245
	A check for clashes must be done for 245 with 288 and 294.
	Anand Prasad

	S3-54/3
	6.1.1
	(n/a)
	Circulate latest version of PUCI TR to TISPAN WG7
	Colin Blanchard

	S3-54/4
	6.4
	S3-090183
	Help publish the C code changes on the GSMA site.
	MCC

	S3-54/5
	6.1
	S3-090243
	Give the information from SA2 on DTLS-SRTP to the IETF Area Directors
	Chairman


Annex F: List of documents to be sent to SA Plenary
S3-090345
TR on media security – for information
S3-090282
TR 33.821– for approval

S3-090318
TS 33.224 - for information

S3-090327
TR 33.820 – for approval

S3-090319
WID on IMS media security
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