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1
Opening of the meeting

The SA3 Chairman, Valtteri Niemi, of Nokia Corporation, opened the 55th meeting, hosted by Huawei in Shanghai, China. Lydia Xu, of Huawei welcomed the Delegates to Shanghai and gave the practicalities.

2
Agreement of the agenda and meeting objectives

Huawei suggested that numerous Chinese delegates could not get a Visa for the Seattle meeting and suggested that the elections scheduled for July should be postponed. MCC pointed out that this is allowed according to the rules, if the feeling of the group is that this is OK. ZTE supported Huawei's proposal. The proposal was agreed.

The Chairman suggested that the July meeting should have some of its output sent for email approval as numerous Delegates will not be present and able to influence.

InterDigital suggested that parallel working should be adopted as the number of contributions is extremely high. Nokia Siemens Networks suggested this was discussed in the previous meeting and it was concluded that parallel sessions shall not be used. The Chairman suggested that M2M and HNB should use some offline discussions as the plan is to take them in one day and the time is limited.

The Chairman read the IPR declaration. There were no IPRs declared.

S3-090700
Draft Agenda for THIS meeting





Source: SA WG3 Chairman

Discussion: 

The Chairman presented the agenda.

Decision: 

The document was agreed.



3
Assignment of input documents

4
Meeting reports

SA3-LI:

The last meeting held two weeks ago had some discussions on dynamic triggering which were solved.

S3-090701
Report from LAST SA3 Ordinary meeting





Source: SA WG3 Secretary

Discussion: 

The Chairman presented the document. No comments.

The group went through the list of action items.

Decision: 

The document was agreed.



S3-090702
Report from LAST SA Plenary





Source: SA WG3 Chairman

Decision: 

The document was agreed.



S3-090754
Report of SA3 March ad hoc meeting





Source: MCC

Decision: 

The document was revised to S3-091053.



S3-091053
Report of SA3 March ad hoc meeting





Source: MCC

(Replaces S3-090754)

Decision: 

The document was agreed.



S3-090757
SA3 3GPP Work Plan





Source: MCC

Decision: 

The document was noted.



5
Reports and Liaisons from other groups

IETF

No input.

ETSI SAGE

No input. There is a CR relevant to SAGE further on in the meeting.

GSMA

Charles Brookson presented the work of SG. A meeting had been held in Pairs last week, including one day with manufacturers (EICTA now DigitalEurope). Meetings will be held on 21/22/23 September (Ghent, Belgium) and 10,11 November (Dublin). If anyone wants to attend then please contact the Chairman.

A new series of work items had been started for the next period. If anyone was interested in working on these topics then they would be welcome:

• Software Only Infrastructure Algorithm Updates - Mandate capability to support security algorithms without need to replace hardware.

• Standardise User Security Prompts - Standardise terminology and language used to display security prompts to mobile users

• Develop UEA2 & UIA2 test and roll-out plan - to remove barriers to algorithm deployment

• Review SIM Cloning Activities – Establish extent of SIM cloning and refresh GSMA’s advice to members on how to mitigate the risk

• Prevent Phishing from Hampering Operator Communications – Identify policies & solutions to allow customers verify operator communications

• Security Accreditation of Roaming Hub Providers – develop a certification scheme for providers of roaming hub services

• Define Key Operator Assets and Security Policies - define security policies to ensure security assets are appropriately protected. 

• Review and develop handset security roadmap - ensure no new threats emerge and that existing weaknesses are addressed

• Next Generation Roaming and Inter-working - Undertake risk analysis to ensure risks are identified and mitigated

• Handset Security Patching – Define how phones can be patched with security updates.

• Develop Incident Response Strategy and Framework – Position industry better to respond to significant security challenges. 

• Wiping of Sensitive Data from Handsets – A need to totally wipe sensitive and personal data from old devices has been identified. 

• Security Accreditation of OTA Platforms - Investigate the possibility of setting a baseline security standard for OTA platforms.

Viruses and malware were causing more issues for the Mobile Malware subgroup. A5/3 testing had been agreed with the manufacturers and will be carried out later this year.

A LS M2M security had been sent; this was described, and was subsequently included at the meeting as LS “Remote USIM Management on M2M Equipment” S3-091069.

3GPP2

No input.

OMA

Rolf Blom gave an update of the latest security-related activities in OMA. The OMA Device Management WG is specifiying a GBA PUSH-based secure bootstrapping protocol as part of the DM 1.3 Release. Other considered security features are PSK-TLS and URL-based secure bootstrapping. All these security enhancements are likely to be useful for ANDSF. The LOCSIP WG is finalizing a specification that includes e2e SIP Payload confidentiality using both GBA and PKI key management for XML Security. The Spam Reporting WID has completed the requirements phase and moved to Architecture work. 

A Security WID has started defining the requirements for a new release 1.1 of the Common Security Functions enabler that will include SIP-based GBA and GBA PUSH profile for OMA. Following an OMA reorganization, the Security WG has been merged into the Architecture WG.

TR-45 AHAG

There will be a one-hour joint session in the SA3#56 meeting.

TCG

Silke Holtmanns gave a verbal update, stating that TCG:
- Has published more information (clarification) for selected use-cases and specification additions (available TCG web page);
- Continues the development of compliance, conformance and IOP related testing, testing tools and strategies;
- Things are moving bit slower then usually due some limitations of members traveling to F2F meetings;
- Still seeking for new members to join MTM 1.0 work, but also for next generation MTM development.
S3-090759
LS on new GERAN WI on “Local Call Local Switch”





Source: GP-090526

Decision: 

The document was noted.



S3-091043
LS Response LS to GERAN and CT4





Source: SA3-LI 09_042r2

ACTION:
Check whether there are security aspects with the proposed WID

(action on: Peter Howard)

Decision: 

The document was noted.



S3-090762
Reply LS on ETWS information in TS 23.041





Source: R2-092694

Decision: 

The document was noted.



S3-090763
LS on potential ETWS security threat in UTRAN





Source: R2-092696

Decision: 

The document was replied to.



S3-091054
Reply to: LS on potential ETWS security threat in UTRAN





Source: current meeting

Decision: 

The document was agreed.



S3-090766
Reply LS on Receive of ETWS outside home-PLMN





Source: S1-090199

Decision: 

The document was noted.



S3-090768
LS on ETWS timer accuracy and replay attack protection





Source: S2-093010

Decision: 

The document was replied to.



S3-091055
Reply to: LS on ETWS timer accuracy and replay attack protection





Source: current meeting

ACTION:
Find what is said about the timestamp in the CT1 specs

(action on: Dajian Zhang / due by: )

Decision: 

The document was agreed.



S3-091161
Warning system: accuracy of internal clock





Source: Vodafone

Decision: 

The document was noted.



6
Work areas

6.1
IP multimedia subsystem (IMS)

6.1.1
TS 33.203 issues

S3-090703
33.203: Correction of wrong message name in annex N (Rel-8)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-090704
33.203: Correction of wrong message name in annex N (Rel-9)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-090866
33.203 CR: Removing Editor’s note from Annex T - Rel-8





Source: Ericsson

Decision: 

The document was revised to S3-091097.



S3-091097
33.203 CR: Removing Editor’s note from Annex T - Rel-8





Source: Ericsson

(Replaces S3-090866)

Decision: 

The document was agreed.



S3-090867
33.203 CR: Removing Editor’s note from Annex T - Rel-9





Source: Ericsson

Decision: 

The document was revised to S3-091098.



S3-091098
33.203 CR: Removing Editor’s note from Annex T - Rel-9





Source: Ericsson

(Replaces S3-090867)

Decision: 

The document was agreed.



6.1.2
Media plane security

S3-090767
LS on local breakout and optimal media routing





Source: S2-091755

Decision: 

The document was replied to.



S3-091099
Reply to: LS on local breakout and optimal media routing





Source: current meeting

Decision: 

The document was agreed.



S3-090884
pCR to TR 33.828: Replace the term 'terminal' and 'UE'





Source: Gemalto

Discussion: 

Telecom Italia proposed to use the term IMS User Equipment to discern from the UE term; Ericsson suggested that other core specifications use the term UE; Nokia suggested that this term implies UICC use.

It was decided to use IMS User Equipment.

Decision: 

The document was agreed with modifications.



S3-090919
pCR on adding IPTV use case of IMS media security





Source: ZTE Corporation

Discussion: 

Some minor rewording with the Rapporteur must be conducted. A Note will be added that the intention is not to provide DRM solutions.

Decision: 

The document was agreed with modifications.



S3-090979
pCR to TS 33.828 on endpoints for end-to-middle protection in IMS Media Plane Security





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-090936
pCR on forking solution of TBS





Source: ZTE Corporation

Decision: 

The document was noted.



S3-091020
Comments on: pCR on forking solution of TBS





Source: Ericsson

Discussion: 

936 and 1020 were discussed jointly. A conclusion could not be reached. More information and offline discussion is needed. No task to SA3-LI is given for the moment. Concerning LI, the SA3-LI Vice Chairman suggested that LI arguments should not be made in SA3 as the SA3-LI sub WG is responsible for that.

ACTION:
Submit 33.828 to SA3-LI and provide back comments from the SWG

(action on: Alex Leadbeater / due by: )

Decision: 

The document was noted.



S3-090956
IMS e2m media plane security: key mixing





Source: Ericsson

Discussion: 

The last sentence in the new paragraph was agreed to be removed. In the first sentence of the same paragraph, 'most prominent' was changed to 'only beneficial'.

Decision: 

The document was agreed with modifications.



S3-090980
Clarification that signaling integrity is needed for end-to-access edge key mixing solution





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-091022
Comments on: Clarification that signaling integrity is needed for end-to-access edge key mixing solution





Source: Ericsson

Discussion: 

980 and the commenting 1022 were discussed jointly. It was decided not to agree on any of these two papers but insert an Editor's Note before the deleted Noted stating that the solution to the replay protection still needs to be described.

Decision: 

The document was noted.



S3-090932
pCR on solution of conference call for “Otway-Rees” based protocol





Source: ZTE Corporation

Discussion: 

Ericsson suggested that the implementation of the solution has further to be explained; an Editor's Note will address this.

It was clarified that during the session the keys are stored but then disposed. An editor's note will be added to explain the stateful handling of sessions.

Decision: 

The document was agreed with modifications.



S3-090933
pCR on solution of deferred delivery for “Otway-Rees” based key management method





Source: ZTE Corporation

Discussion: 

It was agreed to add a Note stating that the KMS must keep a key per user.

Decision: 

The document was agreed with modifications.



S3-090934
pCR on solution of e2m security for “Otway-Rees” based key management method





Source: ZTE Corporation

Discussion: 

It was agreed to add a Note on the fact this solution does not apply to the case where the protection is between the end user and access edge.

Decision: 

The document was agreed with modifications.



S3-090935
pCR on solution of forking for “Otway-Rees” based protocol





Source: ZTE Corporation

Decision: 

The document was revised to S3-091048.



S3-091048
pCR on solution of forking for “Otway-Rees” based protocol





Source: ZTE Corporation

(Replaces S3-090935)

Discussion: 

In step 5 there was an addition of an Editor's Note on synchronization.

Decision: 

The document was agreed with modifications.



S3-091052
Proposal for a working assumption for IMS media security





Source: Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, TeliaSonera, Verizon, Vodafone

Decision: 

The document was revised to S3-091083.



S3-091083
Proposal for a working assumption for IMS media security





Source: Alcatel-Lucent, China Mobile, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, TeliaSonera, Verizon, Vodafone

(Replaces S3-091052)

Discussion: 

Nokia Siemens Networks clarified that the KMS solution for e2m is not proposed. 

In slide 16, it was agreed to change the e2m with end to access edge in number 4.

With these changes, slide 16 was agreed as a working assumption.

Decision: 

The document was agreed with modifications.



S3-091096
Proposal for working assumptions for IMS media security





Source: Alcatel-Lucent, Ericsson, Nokia Siemens Networks, TeliaSonera

Discussion: 

Nokia Corporation and Qualcomm Europe cosigned the contribution.

Decision: 

The document was noted.



S3-091106
Comments on S3-0910906: Proposal for working assumptions for IMS media security





Source: ZTE Corporation

Discussion: 

ZTE clarified that both solutions should be further studied to select one (TBS and OR). Huawei supported studying further. Vodafone suggested avoiding standardizing multiple solutions. CMCC supported ZTE's view. Qualcomm pointed out that there is not much time left to study further a solution; also OR's advantage of reduced signalling is balanced by the fact that needs a stateful solution.

It was agreed that only one of the two solutions should appear in the final deliverable. Vodafone suggested that to keep the TS in the proposed timeline within Release 9, a decision should be taken in the Seattle meeting in July at the latest; the same issue occurs as per the Officials elections in this case.

Ericsson proposed to integrate OR advantageous features and introduce them into the TBS solution to immediately select a solution and proceed with the work. ZTE suggested that the two solutions cannot be compared at this stage as the two solutions are not mature enough. ZTE requested an email approval; the Chairman suggested that an early deadline could be given for contributions and then a possible vote in July, where proxy votes could be used.

ZTE, Huawei and CMCC expressed the preference to make a decision in the July meeting. Vodafone, Qualcomm, Nokia Siemens Networks, Ericsson and Nokia preferred to make a decision immediately.

Vodafone proposed inserting the e2m solution in Rel-8 and adding the e2e solution for Rel-9. Ericsson asked for a decision to be taken in the present meeting.

Subsequently, it was agreed to use TBS as a baseline and work jointly to improve it with good points from the OR solution. To distinguish this enhanced solution from the TBS solution in the TR, it will be called KMS. Ericsson and ZTE (and other interested parties indeed) will co-operate on this.

Decision: 

The document was noted.



S3-090981
Proposed Table of Contents for the TS on IMS Media Plane Security





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

Discussion: 

A Rapporteur must be identified for the work. A number must also be assigned.

Decision: 

The document was revised to S3-091114.



S3-091114
Proposed Table of Contents for the TS on IMS Media Plane Security





Source: Rapporteur

(Replaces S3-090981)

Decision: 

The document was agreed.



S3-091042
LS on interception for local breakout and optimal media routing





Source: SA3-LI 09_041r2

Decision: 

The document was noted.



S3-091108
New version of TS 33.828





Source: Rapporteur

Discussion: 

It was decided to send the TR for information again to the Plenary.

Decision: 

The document was revised to S3-091160.



S3-091160
New version of TS 33.828





Source: Rapporteur

(Replaces S3-091108)

Decision: 

The document was sent for email approval.



6.1.3
Protection against Unsolicited Communications in IMS (PUCI)

S3-090976
Technical versus Legal Issues





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Discussion: 

Some references are about documents in German; this has to be checked if it is possible.

Decision: 

The document was agreed.



S3-090804
Addition of a typical Example of Regulatory Measures to Protect Against Bulk UC & Editorial Corrections in TR33.837 v 0.3.0





Source: China Mobile

Discussion: 

Some changes must be applied: a reference must be added to the mechanism; an Editor's Note will be added for this.

Decision: 

The document was revised to S3-091101.



S3-091101
Addition of a typical Example of Regulatory Measures to Protect Against Bulk UC & Editorial Corrections in TR33.837 v 0.3.0





Source: China Mobile

(Replaces S3-090804)

Decision: 

The document was agreed.



S3-090805
An Important UC Threats & Scenarios on PUCI Risk Analysis





Source: China Mobile

Discussion: 

Some refences to the GSMA have to be added. The part about users should be relaxed.

Decision: 

The document was agreed.



S3-090870
IMR-based PUCI solution variant for TR





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Discussion: 

IMR can be done by the user; this was agreed. Figure 7.2-4 will have an addition of a 'react' box in PUCI.

Decision: 

The document was agreed with modifications.



S3-090847
PUCI pCR to section 7.2 IMR-Based Solution Approach





Source: NEC Corporation

Decision: 

The document was agreed with modifications from 1039.



S3-091039
Comments on S3-090847 by NEC on “pCR to section 7.2 IMR-Based Solution Approach”





Source: Nokia Siemens Networks

Discussion: 

Some rewording to integrate the comments into 847 must be done.

Decision: 

The document was noted.



S3-090975
Clarification of relation between IMR approach and the use of Supplementary Services





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Decision: 

The document was agreed.



S3-090978
Supplementary Services – White List Consent Achievement by IN Server





Source: Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Discussion: 

InterDigital's last comment in 1021 was accepted. InterDigital will further contribute in the next meeting.

Decision: 

The document was agreed with modification.



S3-091021
Comments on pCR S3-090887 on PUCI TR 33.837 on Supplementary Services – White List Consent Achievement by IN Server





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-091010
Revision of S3-090872: Unsolicited Communication and interaction with SRVCC and ICS





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, China Mobile

Discussion: 

End devices was added to the new requirement.

Decision: 

The document was agreed.



S3-091014
Review of Requirements





Source: China Mobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Decision: 

The document was agreed.



S3-090871
Addition of Solution Alternative on Contextual Information Marking for PUCI TR





Source: Ericsson

Discussion: 

Tariff information and forwarding of them was mentioned by Nokia Siemens Networks; this could be a concern.

It was noted that cost category could be problematic.

Some explanation was added in call complaint and message complaint.

Decision: 

The document was agreed with modifications.



S3-090972
Enhancement of Evaluation Criteria





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Decision: 

The document was agreed.



S3-090974
Evaluation of SPIT/UC Protection with Supplementary Services





Source: Nokia Corporation, Nokia Siemens Networks, Rogers Wireless

Discussion: 

The content of the table needs to be revisited as it could not be agreed thoroughly and is FFS; an Editor's Note will be added along these lines.

The positive plus was removed.

Decision: 

The document was agreed with modifications.



S3-090773
PUCI Usability Comments





Source: Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, Ericsson

Discussion: 

The last sentence of the note in 7.2.1 was converted to an editor's note.

Decision: 

The document was agreed with modifications.



S3-090772
PUCI Usability Discussion Paper





Source: Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, Ericsson

Decision: 

The document was noted.



S3-091100
New version of PUCI TR





Source: Rapporteur

Discussion: 

Agreed to go for information to Plenary. Also, an exception to continue the work in Release 9 should be requested. As there will not be a TS for Release 9 it was decided not to send any exception sheet.

Decision: 

The document was agreed.



6.1.4
Other Common IMS issues

S3-090771
LS on security aspects of new work item 'RTTI support in IMS charging'





Source: S5-091559

Discussion: 

Orange presented the LS.

Decision: 

The document was replied to.



S3-091030
LS on Reply LS on security aspects of new work item 'RTTI support in IMS charging'





Source: C3-090778

Discussion: 

Orange presented the LS.

Decision: 

The document was noted.



S3-090952
reply LS on security aspects of new work item 'RTTI support in IMS charging'





Source: Orange

Discussion: 

Orange presented the LS. Minor revisions should be applied on the last sentence.

Decision: 

The document was revised to S3-091056.



S3-091056
Reply to: LS on security aspects of new work item 'RTTI support in IMS charging'





Source: current meeting

Decision: 

The document was agreed.



6.2
Network domain security: IP layer (NDS/IP)

S3-090750
Corrections for TS 33.310





Source: S3-090473

Decision: 

The document was agreed.



S3-090815
Clarification about the encryption on Za reference point





Source: Telecom Italia

Discussion: 

The added paragraph in Annex C was deemed redundant. Some more offline discussion and revision is necessary.

Decision: 

The document was revised to S3-091115.



S3-091115
Clarification about the encryption on Za reference point





Source: Telecom Italia

(Replaces S3-090815)

Decision: 

The document was revised to S3-091166.



S3-090851
NDS enhancements to support backhaul security





Source: NEC, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone

Decision: 

The document was revised to S3-091116.



S3-091166
Clarification about the encryption on Za reference point





Source: Telecom Italia

(Replaces S3-091115)

Decision: 

The document was agreed.



S3-091116
NDS enhancements to support backhaul security





Source: NEC, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone

(Replaces S3-090851)

Decision: 

The document was agreed.



S3-090831
Backhaul security





Source: Ericsson

Decision: 

The document was noted.



S3-090832
Proposed Updates to Backhaul security WID





Source: Ericsson

Discussion: 

Nokia Siemens Networks preferred removing the bulletpoints and using the 851 version. Ericsson proposed accepting 851 adding a sentence that the list is not limiting options. It was decided to delete the phrase in 851 mentioning the options. Ericsson clarified that it is limited for NDS/IP.

Decision: 

The document was noted.



S3-090909
Miscellaneous corrections to specification





Source: Huawei, Interdigital

Discussion: 

The non-editorial change was asked to be removed.

Decision: 

The document was revised to S3-091119.



S3-091119
Miscellaneous corrections to specification





Source: Huawei, Interdigital

(Replaces S3-090909)

Decision: 

The document was agreed.



S3-090753
Update of referenced RFCs and hash algorithm





Source: S3-090609

Decision: 

The document was revised to S3-091120.



S3-091120
Update of referenced RFCs and hash algorithm





Source: S3-090609

(Replaces S3-090753)

Decision: 

The document was agreed.



6.3
Network domain security: Authentication Framework (NDS/AF)

S3-090989
Correction for TS 33.310: when a SEG may fetch a CRL for peer SEG





Source: Nortel

Discussion: 

Nokia Siemens Networks presented the contribution as Nortel could not be present. No comments.

Decision: 

The document was agreed.



6.4
UTRAN network access security

S3-090859
Correction of security procedure of HSPA SRVCC





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-090860
Correction of security procedure of HSPA SRVCC





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-091122.



S3-091122
Correction of security procedure of HSPA SRVCC





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090860)

Decision: 

The document was agreed.



S3-091121
LS on UE Capability Transfer during inter-RAT handover





Source: R2-093600

Discussion: 

An agreement for the second question could not be reached during the meeting. An email discussion will follow to create a reply LS before RAN2#66-bis. Dajiang Zhang of Nokia will chair.

Timeline:

- 4 June: SA3 Members deadline for input for the LS;

- 8 June: draft LS based on input is sent to SA3;

- 11 June: Final LS provided by Chair (final comments are handled);

- 12 June: Reply LS is sent.

Decision: 

The document was replied to.



S3-091139
Reply to: LS on UE Capability Transfer during inter-RAT handover





Source: current meeting

Decision: 

The document was sent for email approval.



6.5
GERAN network access security

S3-090830
128 bit encryption for GSM and GPRS





Source: Ericsson, Orange, Telenor, Telia-Sonera, Vodafone

Discussion: 

Telecom Italia asked whether this WID foresees a way to operate with existing SIM cards. Vodafone clarified that the WID does not specify this, but 829 suggests requiring the use of a USIM; in plrinciple other methods such as EAP-SIM could be used, but this is not as efficient.

A Rapporteur is needed for this WID.

Decision: 

The document was revised to S3-091123.



S3-091123
128 bit encryption for GSM and GPRS





Source: Ericsson, Orange, Telenor, Telia-Sonera, Vodafone

(Replaces S3-090830)

Decision: 

The document was agreed.



S3-090829
Key Management for A5/4





Source: Ericsson, Orange, Telenor, Vodafone

Discussion: 

Clause 3 was endorsed.

Decision: 

The document was technically endorsed.



6.6
GAA and support for subscriber certificates

S3-090774
GBA Modification of References (R9)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-090781
Proposed WID on Extended Identity Management





Source: Nokia Corporation, Nokia Siemens Networks, AT&T Wireless

Decision: 

The document was revised to S3-090994.



S3-090810
CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS





Source: China Mobile

Decision: 

The document was revised to S3-091105.



S3-091105
CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS





Source: China Mobile

(Replaces S3-090810)

Decision: 

The document was revised to S3-091111.



S3-091111
CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS





Source: China Mobile

(Replaces S3-091105)

Decision: 

The document was revised.



S3-091124
CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS





Source: China Mobile

(Replaces S3-091111)

Decision: 

The document was agreed.



S3-090811
CR on TS 33.223 Editorial corrections





Source: China Mobile

Decision: 

The document was revised to S3-091126.



S3-091126
CR on TS 33.223 Editorial corrections





Source: China Mobile

(Replaces S3-090811)

Decision: 

The document was agreed.



S3-090814
CR on TS 33.223 GBA Push in case of HLR





Source: China Mobile

Decision: 

The document was revised to S3-091104.



S3-091104
CR on TS 33.223 GBA Push in case of HLR





Source: China Mobile

(Replaces S3-090814)

Decision: 

The document was revised to S3-091127.



S3-091127
CR on TS 33.223 GBA Push in case of HLR





Source: China Mobile

(Replaces S3-091104)

Decision: 

The document was agreed.



S3-090865
WID: Generic Push Layer





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-091128.



S3-091128
WID: Generic Push Layer





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090865)

Decision: 

The document was agreed.



S3-090904
pCR on TR 33.224





Source: Huawei ,China Mobile

Discussion: 

Nokia asked for some rewording to be applied. It was agreed to add an Editor's Note that the key indication extension is FFS.

Decision: 

The document was revised to S3-091110.



S3-091110
pCR on TR 33.224





Source: Huawei, China Mobile

(Replaces S3-090904)

Decision: 

The document was agreed.



S3-090950
Add MSISDN in Zn





Source: China Mobile

Decision: 

The document was revised to S3-091102.



S3-091102
Add MSISDN in Zn





Source: China Mobile

(Replaces S3-090950)

Discussion: 

Only the first part was accepted.

Decision: 

The document was agreed with modifications.



S3-090951
CR on TS 33.220 Add MSISDN in Zn





Source: China Mobile

Decision: 

The document was revised to S3-091103.



S3-091103
CR on TS 33.220 Add MSISDN in Zn





Source: China Mobile

(Replaces S3-090951)

Decision: 

The document was revised to S3-091125.



S3-091125
CR on TS 33.220 Add MSISDN in Zn





Source: China Mobile

(Replaces S3-091103)

Decision: 

The document was agreed.



S3-090994
WID Extended Identity Management





Source: Nokia Corporation, Nokia Siemens Networks, AT&T Wireless, Orange

Discussion: 

Telecom Italia asked what would be the advantage for the operator; Nokia replied that it would be enabled to generate a password for the user to log in. Vodafone precised that it would provide a secret to authenticate. It was clarified that the OpenID becomes a sort of NAF in that case.

Decision: 

The document was agreed.



S3-091129
New version of TS 33.224





Source: Rapporteur

Discussion: 

Agreed as the new baseline, but it will not be sent to plenary. An exception sheet is necessary.

Decision: 

The document was agreed.



S3-090782
Proposed Skeleton for TR on Extended Identity Management





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



6.7
WLAN interworking

6.8
Multimedia broadcast/multicast service (MBMS)

S3-090769
Reply LS on “Key management for 3GP SRTP recording profile”





Source: S4-090169

Decision: 

The document was noted.



S3-090770
LS on “Security procedures for IMS based MBMS User Services”





Source: S4-090359

ACTION:
Review finl outcome of 26.237 and provide feedback to SA4

(action on: Silke Holtmanns/ Vesa Lehtorvita / due by: )

Decision: 

The document was replied to.



S3-091136
Reply to: LS on “Security procedures for IMS based MBMS User Services”





Source: current meeting

Decision: 

The document was agreed.



S3-090868
33.220 CR: Ua security protocol identifier for IMS based MBMS





Source: Ericsson

Decision: 

The document was revised to S3-091137.



S3-091137
33.220 CR: Ua security protocol identifier for IMS based MBMS





Source: Ericsson

(Replaces S3-090868)

Decision: 

The document was agreed.



S3-090869
33.246 CR: Add reference to IMS based MBMS TS





Source: Ericsson

Discussion: 

Some discussion was held on the impact to the UICC; it was decided to leave the tick as is.

Decision: 

The document was agreed.



S3-090874
33.246 CR: Clarification of Service Protection Description





Source: Ericsson

Decision: 

The document was agreed.



6.9
SAE/LTE security

S3-091031
LS on initiation of security mode control procedure after ATTACH REQUEST





Source: R5-092767

Decision: 

The document was replied to.



S3-091158
Reply to: LS on initiation of security mode control procedure after ATTACH REQUEST





Source: current meeting

Decision: 

The document was sent for email approval.



S3-091032
LS on Concurrent Running of Security Procedures





Source: C1-091945

Decision: 

The document was noted.



S3-090854
CR to 33.401: Integrity protection of reject messages with cause #25





Source: Vodafone

Decision: 

The document was conditionally agreed.



S3-091050
Reply LS to S3-090604 = R2-092812 on Proposed change to S1 handover procedure





Source: R2-093580

Decision: 

The document was noted.



S3-091068
Reply LS on proposed change to S1 handover procedure





Source: R3-091476

Decision: 

The document was noted.



S3-091071
LS on Rules on concurrent runs of security procedures





Source: current meeting

Decision: 

The document was agreed.



6.9.1
Security architecture

S3-090705
33.401 CR: Correction of UE EPS security capability default set





Source: S3-090417

Decision: 

The document was agreed.



S3-090717
Corrections of eKSI and AS in 33.401





Source: S3-090583

Decision: 

The document was obsoleted by S3-091066 and S3-090927.



S3-090718
corrections for Attach procedure





Source: S3-090585

Decision: 

The document was agreed.



S3-091060
Correction of EPS AS/NAS Security Context definition





Source: Ericsson

(Replaces S3-090719)

Decision: 

The document was revised to S3-091155.



S3-091155
Correction of EPS AS/NAS Security Context definition





Source: Ericsson

(Replaces S3-091060)

Decision: 

The document was agreed.



S3-090720
33.401 CR: Introduction to forward security





Source: S3-090587

Decision: 

The document was agreed.



S3-090721
Clarification on Multiple KeNB*s Preparation in Section 7.4.3





Source: S3-090588

Decision: 

The document was agreed.



S3-090749
33.401 CR: Storage of EPS NAS security context





Source: S3-090640

Decision: 

The document was obsoleted by 1107.



S3-090751
CR to 33.401 Removal of NAS keys storage





Source: S3-090546

Decision: 

The document was revised to S3-091164.



S3-091164
CR to 33.401 Removal of NAS keys storage





Source: S3-090546

(Replaces S3-090751)

Discussion: 

Agreed in principle but some clashes with 1107 must be removed.

Decision: 

The document was sent for email approval.



S3-090836
Resolution of an Editor’s note on signaling messages, which are not confidentiality protected





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the CR.

Decision: 

The document was agreed.



S3-090875
Update of NAS SMC figure





Source: Ericsson

Decision: 

The document was revised to S3-091057.



S3-091057
Update of NAS SMC figure





Source: Ericsson

(Replaces S3-090875)

Decision: 

The document was agreed.



S3-090920
Disc_NAS security context re-use





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-090922
NAS security context re-use





Source: Huawei

Discussion: 

Huawei presented the contribution.  There was no support for this.

Decision: 

The document was rejected.



S3-090925
Handling of EPS security contexts





Source: HUAWEI, ZTE

Decision: 

The document was merged in S3-091107.



S3-090926
Deletion cached EPS security context existing in the specification





Source: HUAWEI, ZTE

Decision: 

The document was merged in S3-091107.



S3-090944
Security context handling





Source: ZTE Corporation

Decision: 

The document was noted.



S3-090958
Correcting the definition of current security contexts





Source: Qualcomm Europe

Decision: 

The document was merged in S3-091107.



S3-090960
Additonal cases when the mapped context are deleted





Source: Qualcomm Europe

Decision: 

The document was merged in S3-091107.



S3-090963
Handling the NAS security contexts





Source: Qualcomm Europe

Decision: 

The document was merged in S3-091107.



S3-090966
Delta pCR: Storage of EPS NAS security context





Source: Qualcomm Europe

Decision: 

The document was noted.



S3-090967
Storage of EPS NAS security context





Source: Qualcomm Europe

Decision: 

The document was merged in S3-091107.



S3-091058
Reply LS on removal of parameters in UICC





Source: C6-090113

Discussion: 

Noting this LS, it was agreed that 751 can be sent to SA Plenary.

Decision: 

The document was noted.



6.9.2
Authentication and key agreement

S3-090833
Correction of distribution of authentication data





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-090834
Correction of key setting during AKA





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-090983
Clarification of LTE USIM requirement





Source: NTT DOCOMO

Discussion: 

A small change was proposed by Nokia Siemens Networks concerning proprietary implementations. It was agreed.

Decision: 

The document was revised to S3-091059.



S3-091059
Clarification of LTE USIM requirement





Source: NTT DOCOMO

(Replaces S3-090983)

Decision: 

The document was agreed.



6.9.3
Key derivation

S3-090706
33.401 CR: Resolving ed note on PLMN ID encoding





Source: S3-090418

Decision: 

The document was obsoleted by S3-090817.



S3-090722
The definition of eKSI format





Source: S3-090590

Decision: 

The document was agreed.



S3-090723
Correction on KeNB refresh





Source: S3-090591

Decision: 

The document was agreed.



S3-090724
Key-Change-On the Fly Clarification





Source: S3-090592

Decision: 

The document was agreed.



S3-090725
Correction of KeNB derivations





Source: S3-090593

Decision: 

The document was agreed.



S3-090726
Correction on Key Identification





Source: S3-090594

Decision: 

The document was obsoleted by S3-090915.



S3-090727
NH derivation rules for re-keying





Source: S3-090595

Decision: 

The document was agreed.



S3-090756
Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly





Source: S3-090570

Decision: 

The document was agreed.



S3-091051
Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly





Source: S3-090570

(Replaces S3-090756)

Decision: 

The document was revised to S3-091162.



S3-091162
Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly





Source: S3-090570

(Replaces S3-091051)

Decision: 

The document was sent for email approval.



S3-090794
CR giving randomness requirements on nonces for LTE





Source: Motorola, Qualcomm Europe

Discussion: 

Qualcomm presented the CR. Last part of A.10 will  be converted to a note.

Decision: 

The document was revised to S3-091062.



S3-091062
CR giving randomness requirements on nonces for LTE





Source: Motorola, Qualcomm Europe

(Replaces S3-090794)

Decision: 

The document was agreed.



S3-090816
CR 33.401: Correction of KDF definiton





Source: Ericsson, ZTE Corporation

Decision: 

The document was agreed.



S3-090817
CR 33.401: Correction of KDF definiton (delta)





Source: Ericsson, ZTE Corporation

Discussion: 

Ericsson presented the CR.

Decision: 

The document was noted.



S3-090818
CR 33.402: Correction of KDF definiton





Source: Ericsson, ZTE Corporation

Discussion: 

Ericsson presented the CR.

Decision: 

The document was agreed.



S3-090820
CR 33.401: Correction of eKSI related to AS keys





Source: Ericsson

Decision: 

The document was merged in S3-090719 in 1060.



S3-090821
CR 33.401: Correction of eKSI related to AS keys (delta)





Source: Ericsson

Discussion: 

There is a potential overlap with 752 as well.

Decision: 

The document was noted.



S3-090876
Correction of KeNB derivations - delta





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was revised to S3-091061.



S3-090878
Correction of KeNB derivations - new





Source: Ericsson

Decision: 

The document was revised to S3-091061.



S3-091061
Correction of KeNB derivations - new





Source: Ericsson

(Replaces S3-090878)

Decision: 

The document was agreed.



S3-090955
Clarification on key identification and KeNB derivation





Source: Samsung

Decision: 

The document was agreed.



6.9.4
Integrity and ciphering mechanisms

S3-090797
Adding title in NAS integrity mechanism





Source: China Mobile

Discussion: 

New title for 8.1.1 must be provided.

Decision: 

The document was revised to S3-091063.



S3-091063
Adding title in NAS integrity mechanism





Source: China Mobile

(Replaces S3-090797)

Decision: 

The document was agreed.



S3-090827
An operator option to use NAS signalling confidentialty protection





Source: Ericsson

Decision: 

The document was revised to S3-091064.



S3-091064
An operator option to use NAS signalling confidentialty protection





Source: Ericsson

(Replaces S3-090827)

Decision: 

The document was agreed.



6.9.5
Security mode establishment and mobility aspects

S3-090711
Corrections for the EPS security context fetching between MMEs





Source: S3-090518

Decision: 

The document was merged in 833.



S3-090728
33.401 CR: UE security capability handling at S1 HO





Source: S3-090601

Decision: 

The document was agreed.



S3-090729
Correction of EPS AS Security Mode Command Procedure





Source: S3-090602

Decision: 

The document was agreed.



S3-090730
RRC Connection Re-establishment – security corrections





Source: S3-090603

Decision: 

The document was agreed.



S3-090731
33.401 CR: Activation of native EPS NAS security context after IRAT HO





Source: S3-090606

Decision: 

The document was agreed.



S3-090732
correctinos for idle mode procedure in EUTRAN





Source: S3-090607

Decision: 

The document was agreed.



S3-090752
Correcting MME behaviour at S1-handover





Source: S3-090572

Decision: 

The document was merged in 1060.



S3-090765
Reply LS to 'LS on Concurrent Running of Security Procedures'





Source: R3-091008

Decision: 

The document was noted.



S3-090799
Addition of AS algorithm selection procedure during intra-eNB handover





Source: China Mobile

Decision: 

The document was revised to S3-091065.



S3-091065
Addition of AS algorithm selection procedure during intra-eNB handover





Source: China Mobile

(Replaces S3-090799)

Decision: 

The document was agreed.



S3-090837
Rules on concurrent runs of security procedures





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was merged in 1070.



S3-090927
Correction of the Next hop Chaining Counter initial value





Source: HUAWEI, ZTE

Discussion: 

1066 may have to be merged with the present CR.

Decision: 

The document was agreed.



S3-090938
Deleting eKSI in S1 INITIAL CONTEXT SETUP and AS level messages





Source: ZTE Corporation

Decision: 

The document was withdrawn.



S3-090945
Security context definition modification





Source: ZTE Corporation

Decision: 

The document was obsoleted by 1107.



S3-090962
Adding recommendation for MME behaviour to avoid concurrency issues





Source: Qualcomm Europe

Decision: 

The document was obsoleted by 1070.



S3-090968
Delta pCR: Correction of eKSI usage in AS and other corrections of 33.401





Source: Qualcomm Europe

Discussion: 

Qualcomm presented the contribution. Some better wording must be used.

Decision: 

The document was noted.



S3-090969
Correction of eKSI usage in AS and other corrections of 33.401





Source: Qualcomm Europe

Decision: 

The document was revised to S3-091066.



S3-091066
Correction of eKSI usage in AS and other corrections of 33.401





Source: Qualcomm Europe

(Replaces S3-090969)

Decision: 

The document was revised to S3-091163.



S3-091163
Correction of eKSI usage in AS and other corrections of 33.401





Source: Qualcomm Europe

(Replaces S3-091066)

Discussion: 

There is a clash with 1051: two new numbers 1162 and 1163 will be sent for approval. If there is no agreement there will be a rollback to 1051 and 1066 and they will be sent to plenary.

Decision: 

The document was sent for email approval.



S3-091067
Reply LS on Concurrent Running of Security Procedures





Source: R2-092676

Decision: 

The document was noted.



S3-091070
CR on Rules on concurrent runs of security procedures





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-091088
LS on additional context fetching (S2-093100/S3-090599)





Source: S2-093933

Discussion: 

SA3 should follow this advice from SA2.

Decision: 

The document was noted.



S3-091107
CR on security context





Source: Qualcomm Europe, Nokia Siemens Networks, Huawei, ZTE Corporation

Discussion: 

There were no further objections to the functionalities expressed in the CR, except for the parts that were preliminary highlighted to be resolved (contentious parts).

Step 3 of 9.2.2.1 was agreed to be removed.

The part about the NAS SMC for mapped contexts was agreed not to be inserted.

A concern of Ericsson concerning 1107 and 719 on EPS NAS security context will be addressed by 1132.

Decision: 

The document was agreed.



S3-091132
CR to address concerns between 719 and 1107 on EPS NAS security definition





Source: Ericsson

Decision: 

The document was agreed.



6.9.6
Mobility with GSM, UMTS networks

S3-090708
33.402 CR: Clarification on use of USIM/UICC in non-3GPP accesses





Source: S3-090424

Discussion: 

Perhaps this needs to be obsoleted.

Decision: 

The document was revised to S3-091084.



S3-091084
33.402 CR: Clarification on use of USIM/UICC in non-3GPP accesses





Source: S3-090424

(Replaces S3-090708)

Discussion: 

This takes into account all the parts of 708 that were not included in some other CR.

Decision: 

The document was agreed.



S3-090714
Keys to be used in HO from E-UTRAN to UTRAN and GERAN





Source: S3-090558

Decision: 

The document was agreed.



S3-090715
Keys to be used in HO from UTRAN and GERAN to E-UTRAN





Source: S3-090563

Decision: 

The document was agreed.



S3-090828
Inconsistent text in section 9.2.2.2 related to HO from UTRAN to E-UTRAN





Source: Ericsson

Decision: 

The document was revised to S3-091072.



S3-090835
Corrections to idle mode security procedures in E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was obsoleted by 1107.



S3-090914
S3-090515





Source: Huawei

Decision: 

The document was withdrawn.



S3-090917
Counters relay on Inter-RAT mobility





Source: Huawei

Decision: 

The document was noted.



S3-090918
Counters relay on Inter-RAT mobility --discussion





Source: Huawei

Decision: 

The document was noted.



S3-090923
Fetching security context correction on Inter-RAT mobility





Source: Huawei

Decision: 

The document was obsoleted by 1107.



S3-090959
Storing a native context at Handover to E-UTRAN





Source: Qualcomm Europe

Decision: 

The document was obsoleted by 1107.



S3-090964
Simplifying clause 9.1.2





Source: Qualcomm Europe

Decision: 

The document was withdrawn.



6.9.7
Mobility with non-3GPP networks

S3-090707
Editorial corrections to security context establishment clause





Source: S3-090423

Decision: 

The document was agreed.



S3-090735
33.402 CR: Clarification of order for identity request and AVs fetching





Source: S3-090616

Decision: 

The document was obsoleted by S3-090888.



S3-090744
Change in the Clause 6.2. Removal of explicit CK’/IK’ function





Source: S3-090630

Decision: 

The document was agreed.



S3-090812
SAE - ANDSF Discussion Paper ANDSF Authorization R9





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-090813
SAE - ANDSF Draft LS to SA2





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

It was agreed not to attach the 812.

Decision: 

The document was revised to S3-091082.



S3-091082
SAE - ANDSF Draft LS to SA2





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090813)

Discussion: 

Huawei suggested that SA2 may be able to solve this issue so SA3 should not mandatorily propose the solution. The Chairman proposed that collaboration should be suggested to SA2, as the issue is also of SA3's concern. Qualcomm suggested removing the content of the contribution and the proposals stemming from the discussion paper. These points were agreed.

It was mentioned that the are other solutions proposed in SA2.

Decision: 

The document was agreed.



S3-090838
Combination of authentication and authorization procedures





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

The change was agreed. It was proposed to merge the CR with 708; this has to be sorted out.

Decision: 

The document was agreed.



S3-090839
Resolution of an Editor’s note on WIMAX EPS Interworking





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was merged in 1138.



S3-090840
Generation of pseudonyms and re-authentication identities





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

To be checked concerning creating inconsistencies with other specs.

Decision: 

The document was revised to S3-091148.



S3-091148
Generation of pseudonyms and re-authentication identities





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090840)

Decision: 

The document was agreed.



S3-090863
33.402 CR: Clarification of order for identity request and AVs fetching - delta





Source: Ericsson

Decision: 

The document was noted.



S3-090864
33.402 CR: Clarification of order for identity request and AVs fetching - real





Source: Ericsson

Discussion: 

It has to be merged with S3-091074.

Decision: 

The document was merged with 888 in 1074.



S3-090879
Authorization for ANDSF -delta





Source: Ericsson

Discussion: 

Huawei suggested leaving this as previously agreed. Nokia suggested using the IMSI in the OMA bootstrap message. Ericsson suggested that the IMSI could be used for a DoS attack in this case; Nokia Siemens Networks replied that this scenario would apply only for a very large number of valid IMSIs active in the range.

Nokia suggested using certificates; Ericsson replied that for Release 8 this could be acceptable, but GBA Push should be used for Release 9.

Decision: 

The document was noted.



S3-090880
Authorization for ANDSF -new





Source: Ericsson

Decision: 

The document was revised to S3-091079.



S3-091079
Authorization for ANDSF - R9





Source: Ericsson

(Replaces S3-090880)

Decision: 

The document was agreed.



S3-090888
Clarification for EAK-AKA' procedure





Source: Huawei

Discussion: 

It has to be checked that the AAA server responds as foreseen in the contribution. Also the reason for change has to be changed.

This has to be merged with S3-090864.

Decision: 

The document was revised to S3-091074.



S3-091074
Clarification for EAK-AKA' procedure





Source: Huawei

(Replaces S3-090888)

Abstract: 

merger of 888 and 864

Decision: 

The document was agreed.



S3-090889
PCR Clarification for EAK-AKA'





Source: Huawei

Decision: 

The document was noted.



S3-090891
clarification for PMIP security mechanisms





Source: Huawei

Discussion: 

Nokia Siemens Networks suggested that this Note has to be reworded in 33.401. The Chairman suggested that there are similar references on physical protection in other specs so this should be followed in this case too.

Decision: 

The document was revised to S3-091077.



S3-091077
clarification for PMIP security mechanisms





Source: Huawei

(Replaces S3-090891)

Decision: 

The document was agreed.



S3-090892
identity for EAP-AKA'





Source: Huawei

Discussion: 

Huawei presented the contribution. Some comments from 1027 were taken into account.

Decision: 

The document was revised (merged in 1074).



S3-091027
Comments on S3-090893 by Huawei on identity for EAP-AKA’





Source: Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution.

Decision: 

The document was noted.



S3-090893
PCR identity for EAP-AKA'





Source: Huawei

Decision: 

The document was noted.



S3-090924
Security issues for authentication during pre-registration between LTE and HRPD





Source: Huawei

Discussion: 

It was decided not to create an exception sheet, but a study item might be created for the next meeting.

Decision: 

The document was noted.



S3-090929
delete the NOTE 2 in 7.2.1.4





Source: Huawei

Discussion: 

The Note was agreed to be deleted. Reason and summary of changes must be aligned.

Decision: 

The document was revised to S3-091075.



S3-091075
delete the NOTE 2 in 7.2.1.4





Source: Huawei

(Replaces S3-090929)

Decision: 

The document was withdrawn.



S3-090930
The indication of anthentication method for non-3GPP access to EPS





Source: Huawei

Decision: 

The document was noted.



S3-090931
Detele reference for S101 interface security





Source: Huawei

Discussion: 

There was some discussion on the fact that 33.210 applies here although the interface has not been specificly mentioned in 33.210. It was proposed to leave the sentence and add a Note along these lines. It was agreed.

Decision: 

The document was revised to S3-091078.



S3-091078
Detele reference for S101 interface security





Source: Huawei

(Replaces S3-090931)

Decision: 

The document was agreed.



S3-090937
HA switch consideration for DSMIPv6 bootstrap





Source: ZTE Corporation

Discussion: 

Agreed in principle.

Decision: 

The document was merged in 1076.



S3-090965
HA re-direction





Source: Qualcomm Europe

Discussion: 

Agreed in principle.

Decision: 

The document was merged in 1076.



S3-091076
HA re-direction





Source: Qualcomm Europe

(Replaces S3-090965)

Decision: 

The document was agreed.



S3-090961
ANDSF  discussion paper





Source: Ericsson

Decision: 

The document was noted.



S3-091029
Reply LS on Prefix for EAP-AKA'





Source: C4-091597

Decision: 

The document was noted.



S3-091080
LS to CT1 on ANDSF





Source: current meeting

Decision: 

The document was agreed.



S3-091138
Corrections to clause 7 (merger of (part of) 708, 839, 1075)





Source: Ericsson, Huawei, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



6.9.8
Network domain security

S3-090890
clarification for network domain security





Source: Huawei

Decision: 

The document was merged in 1077.



6.9.9
eNodeB security

S3-090796
Additional security requirement on eNB





Source: China Mobile;Nokia Siemens Networks, Nokia

Decision: 

The document was revised to S3-091041.



S3-091072
Inconsistent text in section 9.2.2.2 related to HO from UTRAN to E-UTRAN





Source: Ericsson

(Replaces S3-090828)

Decision: 

The document was agreed.



S3-090988
SAE: Clarification on eNodeB management plane protection





Source: Nortel

Decision: 

The document was revised to S3-091086.



S3-091086
SAE: Clarification on eNodeB management plane protection





Source: Nortel

(Replaces S3-090988)

Decision: 

The document was agreed.



S3-090990
Securing O&M Traffic between eNB and O&M System





Source: Nortel

Decision: 

The document was noted.



S3-091041
Additional security requirement on eNB(revision of 796)





Source: China Mobile; Nokia, Nokia Siemens Networks

(Replaces S3-090796)

Discussion: 

The CR changes the numbers and has to be amended.

Decision: 

The document was revised to S3-091085.



S3-091085
Additional security requirement on eNB(revision of 796)





Source: China Mobile; Nokia, Nokia Siemens Networks

(Replaces S3-091041)

Decision: 

The document was agreed.



6.9.10
Emergency call

S3-090710
The correction on input key of Null ciphering algorithm





Source: S3-090511

Decision: 

The document was agreed.



S3-090712
Addition of the Emergency Calling Clause





Source: S3-090536

Decision: 

The document was agreed.



S3-090716
Addition of EC Clauses to the Rel-9 TS 33.401





Source: S3-090579

Decision: 

The document was obsoleted by 862.



S3-090755
Addition of the NULL algorithm for Integrity Protection to the Clause 5.1.4





Source: S3-090619

Decision: 

The document was obsoleted by S3-090941.



S3-090861
TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B





Source: NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE

Decision: 

The document was revised to S3-091087.



S3-091087
TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B





Source: NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE

(Replaces S3-090861)

Decision: 

The document was revised to S3-091135.



S3-091135
TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B





Source: NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE

(Replaces S3-091087)

Decision: 

The document was agreed.



S3-090862
Addition of EC Clauses to the Rel-9 TS 33.401





Source: Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless

Decision: 

The document was revised to S3-091073.



S3-091073
Addition of EC Clauses to the Rel-9 TS 33.401 delta





Source: Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless

(Replaces S3-090862)

Decision: 

The document was noted.



S3-091081
Addition of EC Clauses to the Rel-9 TS 33.401 CR





Source: Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless

(Replaces S3-090862)

Decision: 

The document was revised to S3-091092.



S3-091092
Addition of EC Clauses to the Rel-9 TS 33.401 CR





Source: Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless

(Replaces S3-091081)

Decision: 

The document was agreed.



S3-090940
Deleting Testing for NULL IP algorithm-delta





Source: ZTE Corporation

Decision: 

The document was noted.



S3-090941
Deleting Testing for NULL IP algorithm





Source: ZTE Corporation

Decision: 

The document was revised to S3-091090.



S3-091090
Deleting Testing for NULL IP algorithm





Source: ZTE Corporation

(Replaces S3-090941)

Decision: 

The document was merged into 1094.



S3-091095
Deleting Testing for NULL IP algorithm





Source: ZTE Corporation

(Replaces S3-091090)

Decision: 

The document was withdrawn.



S3-090946
Mechanisms of limit EIA0 usage for emergency call purpose only-delta





Source: ZTE Corporation

Decision: 

The document was noted.



S3-090947
Mechanisms of limit EIA0 usage for emergency call purpose only





Source: ZTE Corporation

Decision: 

The document was merged in S3-091094.



S3-090985
CR 33.821: DoS aspects of the EC function





Source: Ericsson, Alcatel-Lucent, Verizon Wireless

Decision: 

The document was revised to S3-091040.



S3-090986
DISC: Selection of NULL integrity protection





Source: Ericsson, Verizon Wireless

Decision: 

The document was noted.



S3-090987
CR 33.401: Selection of NULL integrity protection





Source: Ericsson, Verizon Wireless

Decision: 

The document was revised to S3-091091.



S3-091091
CR 33.401: Selection of NULL integrity protection





Source: Ericsson, Verizon Wireless

(Replaces S3-090987)

Decision: 

The document was revised to S3-091094.



S3-091094
CR 33.401: Selection of NULL integrity protection





Source: Ericsson, Verizon Wireless

(Replaces S3-091091)

Decision: 

The document was revised to S3-091109.



S3-091109
CR 33.401: Selection of NULL integrity protection





Source: Ericsson, Verizon Wireless

(Replaces S3-091094)

Decision: 

The document was agreed.



S3-091040
Revised 985: CR 33.821 on Emergency call aspects





Source: Ericsson, Alcatel-Lucent, Verizon Wireless, NEC Corporation

(Replaces S3-090985)

Decision: 

The document was agreed.



S3-091131
LS on Emergency Call





Source: R2-093486

Decision: 

The document was replied to.



S3-091159
Reply to: LS on Emergency Call





Source: current meeting

Decision: 

The document was sent for email approval.



6.9.11
Other areas

S3-090719
Correction of EPS AS/NAS Security Context definition





Source: S3-090586

Decision: 

The document was merged with S3-090821.



S3-090734
CR Remove Duplicate Section Number in 7.6.1.3.4





Source: S3-090608

Decision: 

The document was agreed.



S3-090737
33.401 CR: Update of abbreviations list





Source: S3-090620

Decision: 

The document was agreed.



S3-090738
Clarifications for Annex A and References





Source: S3-090621

Decision: 

The document was agreed.



S3-090850
CR 33.401: Test vectors for 128-EEA2 and 128-EIA2





Source: Vodafone

Decision: 

The document was agreed.



S3-090858
Editorial corrections





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-091165.



S3-091165
Editorial corrections





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-090858)

Discussion: 

All 33.401 CRs that are sent for email approval, will have the following timeline:

- version provided by Tuesday 19 May;

- comments by Friday 22 May;

- final version by Monday 25 May.

Decision: 

The document was sent for email approval.



S3-090901
Security issues for relay node introduction





Source: Panasonic

Decision: 

The document was withdrawn.



S3-090915
Deletion of a NOTE in section 7.2.2





Source: Huawei

Decision: 

The document was revised to S3-091134.



S3-091134
Deletion of a NOTE in section 7.2.2





Source: Huawei

(Replaces S3-090915)

Decision: 

The document was agreed.



S3-090928
editorial correction of reference





Source: Huawei

Decision: 

The document was merged into 1074.



S3-090764
LS on security aspects on Relay-node type 1





Source: R2-092711

Decision: 

The document was replied to.



S3-090970
Proposed response to LS on security aspects on Relay-node type 1





Source: Qualcomm Europe

Decision: 

The document was noted.



S3-090819
draft-LS on security aspects on Relay-node type 1





Source: Ericsson

Decision: 

The document was noted.



S3-091002
Proposed revision on S3-090970 Proposed response to LS on security aspects on Relay-node type 1 from Qualcomm





Source: InterDigital Communications Corporation

Discussion: 

764, 970 and 1002 were discussed in conjunction. InterDigital's view that the protection must be at least as strong as HNB was judged a bit too excessive. Nokia Siemens Networks pointed out that in a mobile scenario the situation becomes worse from a security point of view. T-Mobile preferred terminating UP and CP in the same place to reduce the number of unsecure points. Vodafone suggested that SA3 should express their opinion to terminate the protocol as far back in the network as possible; this was agreed.

SA3 should also remind that changing the architecture makes it necessary to assess again the security as well.

Decision: 

The document was noted.



S3-091113
Reply to: LS on security aspects on Relay-node type 1





Source: current meeting

Decision: 

The document was agreed.



S3-090911
WID for EEA3 and EIA3





Source: China Mobile,China Unicom,Datang Mobile,Huawei,Nokia,Nokia Siemens Networks, RITT,ZTE

Decision: 

The document was revised to S3-091049.



S3-091049
WID for EEA3 and EIA3





Source: Alcatel-Lucent,Alcatel Shanghai Bell Co. Ltd., China Mobile, China Unicom, Datang Mobile, Huawei, Nokia, Nokia Siemens Networks, RITT, ZTE

(Replaces S3-090911)

Discussion: 

UK BERR asked that this algorithm should be available as all the other algorithms. Also, SAGE would need funding to perform this work, which should come from somewhere.

RITT suggested that the algorithm would be available as delivered to SAGE. Concerning the funding, it was not a problem.

Vodafone asked if terminals not supporting the new algorithm would get service; it was not clear from the description if the integrity is impacted. Telecom Italia also pointed out that on the network side it would be necessary to implement all other algorithms to enable an international roamer's scenario in China.

It was agreed to add a sentence in this sense to clarify that in roaming scenarios service will not be impacted.

It was not clarified if this would be a mandatory or optional algorithm. UK BERR suggested that it would be better for the algorithm to be mandatory.

Decision: 

The document was revised to S3-091089.



S3-091089
WID for EEA3 and EIA3





Source: Alcatel-Lucent, Alcatel Shanghai Bell Co. Ltd., China Mobile, China Unicom, Datang Mobile, Huawei, Nokia, Nokia Siemens Networks, RITT, ZTE

(Replaces S3-091049)

Decision: 

The document was agreed.



6.10.1
Between UICC and other devices

6.10.2
Between UICC hosting device and other devices

6.11
Security aspects of HNB and HeNB

S3-091093
LS on SA3 questions on H(e)NB requirements





Source: S1-091160

Decision: 

The document was noted.



S3-090760
On the requirement for optional support of UICC based HP authentication





Source: Liaison_FF_to_3GPP_2009_04_17

Decision: 

The document was noted.



S3-091112
LS from SA1 to SA3 (Cc CT6) on H(e)NB optional USIM support for Hosting Party Authentication





Source: S1-091166

Discussion: 

Telecoma Italia expressed the view that SA1 did not make the distinction between optional for use and for implementation, and expressed the concern that SA3's more general view that this USIM is optional for support in HP authentication is misinterpreting the LS. Gemalto and SAGEMOrga supported Telecom Italia's view.

It was agreed as a working assumption that support of HPM authentication is optional in H(e)NB. It was not that the majority of the companies are in favour of this decision.

Decision: 

The document was noted.



S3-091023
Recommendation for Hosting Party authentication implementation





Source: Gemalto, TeliaSonera

Discussion: 

Qualcomm suggested that there is no security-related justification in the paper.

Decision: 

The document was noted.



S3-091017
CR to TR 33.820: Recommendation for HP authentication implementation





Source: Gemalto, NTT DOCOMO, Telecom Italia, TeliaSonera, Huawei

Decision: 

The document was rejected.



S3-091018
pCR to TS 33.xyz: Recommendation for HP authentication implementation





Source: Gemalto, NTT DOCOMO, Telecom Italia, TeliaSonera, Huawei

Decision: 

The document was rejected.



S3-091006
Comments on CR S3-090882 on HPM implementation





Source: InterDigital Communications Corporation

Discussion: 

Telecom Italia suggested the facts in the introduction are incorrect.

Alcatel-Lucent suggested device authentication is enough; ZTE supported this view.

Decision: 

The document was noted.



S3-090953
[33.820] Clarification of the text on Hosting Party authentication in the conclusion section





Source: Airvana, Alcatel-Lucent, AT&T, NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Qualcomm, T-Mobile

Discussion: 

Orange suggested that in the Florence meeting, BT, T-Mobile and Nortel had supported the view of mandatorily supporting HPM authentication in SeGW and network, along with Orange, Gemalto and Telecom Italia. AT&T questioned the value of this. Telecom Italia suggested that some operators are asking for this feature. Alcatel-Lucent suggested that mandating this feature would oblige operators that do not want this feature to pay for its development.

In addition to the authors (Airvana, Alcatel-Lucent, AT&T, NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Qualcomm, T-Mobile) ZTE and Ericsson supported 953.

It was asked who is against 953: SagemOrga, Gemalto, TeliaSonera, G&D, Telecom Italia, Huawei were against and asked for this to be mandatory on the network side and on the SeGW.

It was decided to postpone the decision for the network side for the next meeting.

Decision: 

The document was revised to S3-091140.



S3-091140
[33.820] Clarification of the text on Hosting Party authentication in the conclusion section





Source: Airvana, Alcatel-Lucent, AT&T, NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Qualcomm, T-Mobile

(Replaces S3-090953)

Decision: 

The document was agreed.



S3-090787
CR TR 33.820 for section 8 Conclusions re of Semi-Autonomous Validation





Source: InterDigital Communications Corporation

Decision: 

The document was partly merged in 1141.



S3-091036
Commenting contribution on S3-090787 by IDC on “Conclusion subsection recommending semi-autonomous validation”





Source: Airvana, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was partly merged in 1141.



S3-091037
Conclusion subsection on recommending variants for validation





Source: Airvana, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-091141.



S3-091046
Comments on S3-0901036 and 1037 and proposed revision





Source: InterDigital Communications Corporation

Discussion: 

It was proposed to have mandatory AV and optional SAV.

InterDigital clarified that in case some products use SAV and others AV there should be some negotiation, but there would be no interoperability issues.

Decision: 

The document was noted.



S3-090709
Clarification of Section 7.4 Authentication Method Selection





Source: S3-090497

Decision: 

The document was agreed.



S3-091141
CR on validation





Source: Airvana, Nokia Corporation, Nokia Siemens Networks

Discussion: 

No agreement could be found; a new attempt will be made in the next meeting.

Decision: 

The document was noted.



S3-090739
Update to H(e)NB system architecture





Source: S3-090622

Decision: 

The document was agreed.



S3-090740
CR to 33.820 Update of Access Control Mechanisms for H(e)NB





Source: S3-090625

Decision: 

The document was agreed.



S3-090741
33.820 CR 7.2.2.3 H(e)NB Authentication





Source: S3-090626

Decision: 

The document was agreed.



S3-090742
Clarification of Certificate Profile





Source: S3-090627

Decision: 

The document was agreed.



S3-090743
CR33.820: Conclusions on Location Security





Source: S3-090628

Decision: 

The document was agreed.



S3-090745
CR TR33.820 7.5.2.1 introduction to validation





Source: S3-090632

Decision: 

The document was agreed.



S3-090746
CR TR33.820 7.5.2.4 semi-autonomous validation





Source: S3-090633

Decision: 

The document was agreed.



S3-090747
33.820: Correction of text on autonomous validation





Source: S3-090635

Decision: 

The document was agreed.



S3-090748
33.820 CR on H(e)NB Validation





Source: S3-090636

Decision: 

The document was agreed.



S3-090852
Integrity Protection of NAS Messages that Alter the Allowed CSG List





Source: Vodafone

Discussion: 

It was decided that a decision cannot be taken at the moment on the issue. It was decided to send a related LS to CT1 and RAN2 and await for a reply. It was also noted that SA3 is positive in accepting the proposed changes, but the two groups above must be consulted.

Decision: 

The document was noted.



S3-090853
CR 33.102: Integrity protection of reject messages with cause #25





Source: Vodafone

Decision: 

The document was conditionally agreed.



S3-091143
LS on Integrity Protection of  Messages that Alter the Allowed CSG List





Source: current meeting

Decision: 

The document was agreed.



S3-090939
Pseudo-CR on TS 33.xyz: references, definition and abbreviations





Source: Huawei

Discussion: 

HMP must be added in the abbreviations section.

Decision: 

The document was agreed.



S3-090898
p-CR to H(e)NB security TS





Source: Huawei

Decision: 

The document was agreed with modifications.



S3-090910
Clarification on Hosting Party identity and authentication for TS 33.xyz





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Orange asked to remove the Editor's Note.

Decision: 

The document was agreed with modifications.



S3-090845
Security Features of the H(e)NB Trusted Environment





Source: Qualcomm Europe, Airvana, Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-090788
Contribution TS33.xyz section 5.1.2 TrE  Functionality





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-091047
Comments and revision on S3-090845 on H(e)NB TrE Security Feature





Source: InterDigital Communications Corporation

Discussion: 

The third parapgraph only was agreed, with the exception of immutable.

Decision: 

The document was agreed with modifications.



S3-090857
pCR for clarifications on section 5.2 and 5.3 of TS 33.xyz





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm

Discussion: 

The SeGW in 5.2-3 were restored and the changes were not accepted in these two points.

Decision: 

The document was agreed with modifications.



S3-090885
H(e)NB validation and authentication binding





Source: Huawei

Decision: 

The document was noted.



S3-090993
H(e)NB TS HPM Definition





Source: Huawei, Gemalto, Orange, Telecom Italia

Decision: 

The document was agreed with modifications.



S3-090886
pCR H(e)NB TS Section 7 Device Authentication





Source: Huawei

Discussion: 

In 7.2.1 will be agreed along with 996 in 7.2.1. In 7.2.2 the title will be changed (tbd). 7.2.3 support of revocation is not required for the moment. The pictures were taken from the contribution.

Decision: 

The document was agreed with modifications.



S3-090995
Comments on S3-090885 discussion paper on binding of authenticaiton and validation from Huawei





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-090996
Commenets on pCR S3-090886 from Huawei





Source: InterDigital Communications Corporatoin

Decision: 

The document was agreed with modifications.



S3-090798
Adding the other scenario in the system architecture of HNB and HeNB





Source: China Mobile

Decision: 

The document was revised to S3-091130.



S3-091130
Adding the other scenario in the system architecture of HNB and HeNB





Source: China Mobile

(Replaces S3-090798)

Discussion: 

It was pointed out that the contribution might have an effect on the TS text.

Also, an Editor's Note replaces the two notes, stating that it is FFS cases where link is physically secured.

Decision: 

The document was revised to S3-091146.



S3-091146
Adding the other scenario in the system architecture of HNB and HeNB





Source: China Mobile

(Replaces S3-091130)

Discussion: 

To be presented next time.

Decision: 

The document was noted.



S3-090954
pCR on text for section 7 of TS 33.xyz





Source: Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm

Decision: 

The document was noted.



S3-090998
Comments on S3-090894 from ZTE on two methods to protect H/W integrity





Source: InterDigital Communications Corporation

Discussion: 

There were several ZTE comments on the commenting contribution. An agreement could not be reached.

Gemalto added that the paper challenges the conclusion reached in the TR. (EAP-AKA for device authentication).

Decision: 

The document was noted.



S3-090899
pCR add protection mechaniam of HMS traffic to section 8.3 of TS33.xyz





Source: Huawei

Decision: 

The document was agreed with modifications.



S3-090900
pCR on TS33.xyz on Access Control Mechanisms for non CSG UE





Source: Huawei

Decision: 

The document was merged in S3-091133.



S3-091035
Commenting on S3-090900 ACL for non CSG UEs





Source: Airvana

Decision: 

The document was revised to S3-091133.



S3-091133
Commenting on S3-090900 ACL for non CSG UEs





Source: Airvana

(Replaces S3-091035)

Discussion: 

The part 'by the TrE' was removed.

Decision: 

The document was agreed with modifications.



S3-090973
pCR on text for section 6 (clock protection) of TS 33.xyz





Source: Airvana, Nokia Siemens Networks, Qualcomm

Discussion: 

It was agreed to revert the changes in 6.4.2-3. 

Huawei asked for some more time to study other protocols. Qualcomm suggested that 'critical messages' is too vague. It was agreed to insert i3 from 1003 replacing RTC with restored time.

Decision: 

The document was agreed with modifications.



S3-091003
Comments on pCR S3-090973 on text for section 6 (clock protection) of TS 33.xyz from Airvana, Nokia Siemens Networks and Qualcomm





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-090856
CR to 33.820 H(e)NB handover threat





Source: NEC Corporation

Discussion: 

Cat should be F.

Decision: 

The document was revised.



S3-091145
CR to 33.820 H(e)NB handover threat





Source: NEC Corporation

(Replaces S3-090856)

Decision: 

The document was agreed.



S3-090913
Supplement to H(e)NB architecture





Source: ZTE Corporation

Decision: 

The document was revised to S3-091118.



S3-091118
Supplement to H(e)NB architecture





Source: ZTE Corporation

(Replaces S3-090913)

Discussion: 

Telecom Italia pointed out the change reduces flexibility; thhe reason for change has to be changed.

Decision: 

The document was revised to S3-091147.



S3-091147
Supplement to H(e)NB architecture





Source: ZTE Corporation

(Replaces S3-091118)

Discussion: 

Some formal corrections must be applied for the next meeting.

Decision: 

The document was noted.



S3-090894
Two methods to protect hardware integrity





Source: ZTE Corporation

Discussion: 

Needs more discussion; will be reworked for the next meeting.

Decision: 

The document was [not addressed].



S3-090896
In this contribution, PVC for H(e)NB integrity validation is added in the HNB/H(e)NB security archetecture.





Source: ZTE Corporation

Discussion: 

See 894.

Decision: 

The document was not presented.



S3-090999
Comments on pCR S3-090896 from ZTE on adding PVC to security architecture





Source: InterDigital Communications Corporation

Discussion: 

See 894.

Decision: 

The document was not presented.



S3-090783
pseudo CR: TR33.820 Correction to analysis of autonomous validation





Source: InterDigital Communications Corporation

Decision: 

The document was rejected.



S3-090784
pseudo CR TR33.820 7.5.2.1.  General (re Semi-Autonomous Validation)





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-090785
pseudo CR TR 33.820 section 7.5.2.4.  description of Semi-Autonomous Validation





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-090786
CR TR 33.820 for section 7.5.3 analysis of Semi-Autonomous Validation





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-090902
DISC-TR33.820 H(e)NB validation





Source: Huawei

Decision: 

The document was noted.



S3-090903
CR-TR33.820 H(e)NB validation





Source: Huawei

Decision: 

The document was noted.



S3-091001
Comments on pCR S3-090903 from Huawei on H(e)NB validation





Source: InterDigital Communications Corporation

Discussion: 

902, 903 and 1001 were discussed in conjunction. 

Some ZTE comments could not be accomodated; it was decided to revise this for the next meeting based on ZTE comments.

Decision: 

The document was noted.



S3-090895
About device authentication for HNB





Source: ZTE Corporation

Discussion: 

No agreement could be reached; in addition, this develops on a solution that was already excluded from the TR.

Decision: 

The document was noted.



S3-090790
CR TR33.820 7.5, 7.6 binding of authentication & validation





Source: InterDigital Communications Corporation

Decision: 

The document was withdrawn.



S3-090992
Revision of S3-090790 CR on 33.820 based on comments from ZTE





Source: InterDigital Communications Corporation

Discussion: 

In 7.6.2.4 ZTE suggested not sending anything to the netwrok in the end of the authentication; it was agreed to insert an Editor's Note to address this concern. In 7.6.1.3.4 message exchanges will be changed.

Decision: 

The document was revised to S3-091150.



S3-091150
Revision of S3-090790 CR on 33.820 based on comments from ZTE





Source: InterDigital Communications Corporation

(Replaces S3-090992)

Discussion: 

No agreement could be found; a new attempt will be made in the next meeting.

Decision: 

The document was noted.



S3-090916
Explanation of H(e)NB Integrity Verification





Source: ZTE Corporation

Discussion: 

Some minor rewording to remove the long list of AV methods is necessary.

Decision: 

The document was revised to S3-091151.



S3-091151
Explanation of H(e)NB Integrity Verification





Source: ZTE Corporation

(Replaces S3-090916)

Decision: 

The document was agreed.



S3-091044
LS on Lawful Interception for H(e)NB local IP access





Source: SA3-LI 09_044

Discussion: 

Telecom Italia asked what would be the LI handling in this scenario; BT replied that from LI perspective the obligation falls on the service provider; the method is not specified.

Decision: 

The document was noted.



S3-090848
H(e)NB handover threat





Source: NEC Corporation

Decision: 

The document was noted.



S3-090897
Adding IPsec Tunnel Establishment Description to section 7.4 of TS33.xyz





Source: Huawei

Decision: 

The document was merged with 954.



S3-091019
Clarification on the optional support of HP authentication





Source: Gemalto, Huawei

Decision: 

The document was noted.



S3-091144
New version of Draft TS 33.xxx on H(e)NB security





Source: Rapporteur

Decision: 

The document was agreed.



6.12
Other areas

S3-090713
Changing SGSN to the enhanced MSC server in SRVCC





Source: S3-090553

Decision: 

The document was agreed.



S3-090736
Authorization for ANDSF





Source: S3-090618

Decision: 

The document was agreed.



7
Studies

7.2
Protection against SMS and MMS spam

S3-090957
SMS MMS SPAM TR Baseline





Source: Orange

Discussion: 

Original baseline is S3-070663; a check must be performed on what is the delta with the proposed contribution in this meeting.

Decision: 

The document was noted.



7.3
Remote management of USIM application for M2M equipment

S3-090758
Reply LS on Feasibility study on remote management of USIMs for M2M applications





Source: C6-090071

Discussion: 

The suggestion in the LS is noted, no reply is needed. There is no challenge of the content.

ACTION:
Send 33.821 to CT6 leadership

(action on: 33.821 Rapporteur )

Decision: 

The document was noted.



S3-090761
Liaison Statement on the M2M work in ETSI and 3GPP





Source: M2M01_033r3 LS out_cl

Discussion: 

A simple reply will be drafted.

Decision: 

The document was replied to.



S3-091152
Reply to: Liaison Statement on the M2M work in ETSI and 3GPP





Source: current meeting

Decision: 

The document was agreed.



S3-091069
Remote USIM Management on M2M Equipment





Source: GSMA SG

Discussion: 

Telecom Italia, Gemalto and Orange supported the view of the LS and proposed to stop the work on M2M. InterDigital suggested that firstly, GSMA is separate from 3GPP.

Ericsson suggested that the work cannot be stopped externally via SA3, but should go through SA in that case. UK BERR (GSMA) specified the LS does not ask to stop the work, but gives a technical opinion.

A reply will be created in the SA3#56 meeting.

Decision: 

The document was noted.



S3-090777
pcr TR33.812: title, scope, introduction





Source: Ericsson, Interdigital Communications Corporation, Nokia Corporation, Nokia-Siemens Networks, Research In Motion

Decision: 

The document was noted.



S3-091025
TR 33.812: comments to S3-090777





Source: Gemalto

Discussion: 

Telecom Italia supported this contribution.

Orange does not support 777 and supports the additions in 1025.

The title was agreed.

The introduction was agreed, adding explicitly for mentioned.

The scope was agreed changing the added sentence to mention only the first requirement in 22.868.

Decision: 

The document was agreed with modifications.



S3-090912
Pseudo-CR on TR 33.812-130 Handset Theft monitoring





Source: ZTE Corporation

Discussion: 

GSMA already has such a scheme. More offline discussion is necessary.

Decision: 

The document was noted.



S3-090793
M2M P-CR TR 33.812  Use Case Analysis Additions





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, RIM

Decision: 

The document was agreed.



S3-090791
M2M P-CR TR 33.812  Requirements refinement





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

Discussion: 

Approved in the first bullet was removed.

Telecom Italia asked to remove the 3GPP AKA reference. The sentence defining tamper resistance was removed. The bullet removed was restored.

Decision: 

The document was agreed with modifications.



S3-091045
Discussion on how to make the subscription change for physically removable UICC.





Source: China Mobile

Discussion: 

Not a pCR, for consideration and discussion.

Decision: 

The document was noted.



S3-090800
pCR to 33.812: requirement of device integrity protection on UICC based solution





Source: China Mobile

Decision: 

The document was revised to S3-091117.



S3-091117
pCR to 33.812: requirement of device integrity protection on UICC based solution





Source: China Mobile

(Replaces S3-090800)

Discussion: 

Some more offline discussion is necessary to accommodate the comments in 1013. It will be resubmitted modified for the next meeting.

Decision: 

The document was noted.



S3-091013
Comments to TD S3-090800





Source: Telecom Italia

Decision: 

The document was noted.



S3-090844
Simplification of Alternative 1a





Source: Qualcomm Europe

Decision: 

The document was agreed.



S3-090792
M2M P-CR TR 33.812  Packing Details





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM

Decision: 

The document was agreed.



S3-090905
pCR on TR 33.812 section 5.1.3.7.1 Network Interactions for U/ISIM Provisioning  in case of 3GPP Access





Source: Huawei

Decision: 

The document was revised to S3-091142.



S3-091142
pCR on TR 33.812 section 5.1.3.7.1 Network Interactions for U/ISIM Provisioning  in case of 3GPP Access





Source: Huawei

(Replaces S3-090905)

Decision: 

The document was agreed.



S3-090906
pCR on TR 33.812 section 5.1.3.8  How to change to a new operator





Source: Huawei

Decision: 

The document was agreed.



S3-090908
Inquire Integrity validation when change home operator





Source: Huawei

Discussion: 

Ericsson suggested this paper introduces security risks. Some offline discussion is needed for the next meeting.

Decision: 

The document was noted.



S3-090795
M2M discusion doc: overview of solution 1b (TrE on UICC)





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-090971
PCR on 33.812 M2M alt 3





Source: TeliaSonera

Decision: 

The document was revised to S3-091153.



S3-091153
PCR on 33.812 M2M alt 3





Source: TeliaSonera

(Replaces S3-090971)

Decision: 

The document was agreed.



S3-090802
Additions of question about Alternative 3a in 5.4.1.3





Source: China Mobile

Decision: 

The document was noted.



S3-091009
M2M: comments to S3-090802





Source: Motorola, InterDigital

Decision: 

The document was agreed.



S3-090803
Additions of principles in section 5.4.1.2 and section 5.4.2.2





Source: China Mobile

Decision: 

The document was revised to S3-091149.



S3-091149
Additions of principles in section 5.4.1.2 and section 5.4.2.2





Source: China Mobile

(Replaces S3-090803)

Discussion: 

Some corrections are needed for the next meeting.

Decision: 

The document was noted.



S3-090907
pCR on TR 33.812 section 5.4 Alternative 3: UICC based solution with remote subscription change





Source: Huawei

Decision: 

The document was agreed.



S3-090843
Improvement of Clauses 6.2.2 and 6.2.3





Source: Qualcomm Europe

Discussion: 

Some objections are contained in 1038 and this has to be revised for next time.

Decision: 

The document was noted.



S3-091038
TR 33.812: Comments to S3-090843





Source: Gemalto

Decision: 

The document was noted.



S3-090775
pCR TR33.812: evaluation of candidate solution alternative 1a





Source: InterDigital Communications, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe

Decision: 

The document was noted.



S3-091011
M2M: Comments on S3-090775





Source: Vodafone

Decision: 

The document was noted.



S3-090855
pCR 33.812: evaluation of candidate solution 1a





Source: Vodafone

Decision: 

The document was noted.



S3-091033
Motorola comments on S3-090855





Source: Motorola

Decision: 

The document was noted.



S3-091028
TR33.812 merger of S3-090775, S3-090855, S3-091011, S3-091033





Source: InterDigital, Motorola, Vodafone

Discussion: 

This document will be considered as a starting baseline and offline handling will be done on this,  but the document is not endorsed.

Decision: 

The document was noted.



S3-091024
TR 33.812: comments to S3-090775





Source: Gemalto

Decision: 

The document was noted.



S3-090842
evaluation of candidate solution 3a





Source: Qualcomm Europe, Ericsson, Nokia Corporation, Nokia Siemens Networks

Discussion: 

This document will be considered as a starting baseline and offline handling will be done on this,  but the document is not endorsed.

Decision: 

The document was noted.



S3-090776
pCR TR33.812: evaluation of candidate solution alternative 3b





Source: nterDigital Communications, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe

Decision: 

The document was noted.



S3-091012
M2M: Comments on S3-090776





Source: Vodafone

Decision: 

The document was noted.



S3-091015
M2M: merger of S3-090776 and S3-091012





Source: InterDigital Communications, Vodafone

Discussion: 

This document will be considered as a starting baseline and offline handling will be done on this, but the document is not endorsed.

Decision: 

The document was noted.



S3-090841
Proposed summary and conclusions for TS33.812





Source: Motorola Inc, Qualcomm Europe

Decision: 

The document was revised to S3-090991.



S3-090991
Summary and conclusions for TR33.812





Source: Motorola Inc, Qualcomm Europe

(Replaces S3-090841)

Discussion: 

8.2 was rejected. 8.1.2 a sentence was removed due to a comment from Telecom Italia. 8.1.4 was voided. Some further comments from Orange were applied in 8.1.5-6.

Decision: 

The document was agreed with modifications.



S3-091008
M2M: comments to S3-090991





Source: InterDigital Communications Corporation

Decision: 

The document was noted.



S3-091026
TR 33.812: comments to S3-090991





Source: Gemalto

Decision: 

The document was noted.



S3-091034
Comments to TD S3-090991





Source: Telecom Italia

Decision: 

The document was noted.



S3-091154
New version of 33.821 M2M TR





Source: Rapporteur

Discussion: 

Timeline:

- 26 May: new version provided;

- 29 May: deadline for SA3 comments on new version;

- 2 June: final version.

Decision: 

The document was sent for email approval.



7.4
UTRAN key management enhancements

7.5
Other study areas

S3-090825
Update of UTRAN enhancement WID





Source: Ericsson, Orange,Telenor

Discussion: 

Alcatel-Lucent and Qualcomm will be added to the list of supporting companies. IRAT text has been removed.

Decision: 

The document was revised to S3-091156.



S3-091156
Update of UTRAN enhancement WID





Source: Ericsson, Orange,Telenor

(Replaces S3-090825)

Decision: 

The document was agreed.



S3-090826
UTRAN enhancement TR baseline update





Source: Ericsson

Discussion: 

The scope was modfied to state that the study covers both PS and CS part of UTRAN.

Decision: 

The document was agreed with modifications.



S3-091157
UTRAN enhancement TR baseline update





Source: Ericsson

(Replaces S3-090826)

Decision: 

The document was agreed.



8
Review and update of work programme

Rapporteurs are invited to send updates on the progress of each task.

MCC will collate the input and integrate it in the MCC Work Plan.
9
Future meeting dates and venues

The 2010 meeting dates were agreed as follows:

	Meeting
	Start Date
	End date

	SA3#58
	01-Feb-10
	05-Feb-10

	SA3#59
	26-Apr-10
	30-Apr-10

	SA3#60
	28-Jun-10
	02-Jul-10

	SA3#61
	15-Nov-10
	19-Nov-10


10
Any other business

TR 33.801 was decided to be stopped.

Exception sheets will be necessary for the following WIDs:

- For media security;

- For PUCI, an exception will be requested to complete the TR in Rel-9 (and not the TS).

 - For HomeNB an exception sheet may be needed; this has to be further investigated.

11
Close

The Chairman thanked the host, Huawei, for the excellent organization. He also thanked the Delegates, the Officials and the Secretary for their hard work and contributions to the meeting. The meeting was closed.

Annex A: List of contribution documents

	Document
	Title
	Source
	Decision
	Replaces
	Replaced by

	S3-090700
	Draft Agenda for THIS meeting
	SA WG3 Chairman
	agreed
	-
	-

	S3-090701
	Report from LAST SA3 Ordinary meeting
	SA WG3 Secretary
	agreed
	-
	-

	S3-090702
	Report from LAST SA Plenary
	SA WG3 Chairman
	agreed
	-
	-

	S3-090703
	33.203: Correction of wrong message name in annex N (Rel-8)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090704
	33.203: Correction of wrong message name in annex N (Rel-9)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090705
	33.401 CR: Correction of UE EPS security capability default set
	S3-090417
	agreed
	-
	-

	S3-090706
	33.401 CR: Resolving ed note on PLMN ID encoding
	S3-090418
	obsoleted by S3-090817
	-
	-

	S3-090707
	Editorial corrections to security context establishment clause
	S3-090423
	agreed
	-
	-

	S3-090708
	33.402 CR: Clarification on use of USIM/UICC in non-3GPP accesses
	S3-090424
	revised
	-
	S3-091084

	S3-090709
	Clarification of Section 7.4 Authentication Method Selection
	S3-090497
	agreed
	-
	-

	S3-090710
	The correction on input key of Null ciphering algorithm
	S3-090511
	agreed
	-
	-

	S3-090711
	Corrections for the EPS security context fetching between MMEs
	S3-090518
	merged in 833
	-
	-

	S3-090712
	Addition of the Emergency Calling Clause
	S3-090536
	agreed
	-
	-

	S3-090713
	Changing SGSN to the enhanced MSC server in SRVCC
	S3-090553
	agreed
	-
	-

	S3-090714
	Keys to be used in HO from E-UTRAN to UTRAN and GERAN
	S3-090558
	agreed
	-
	-

	S3-090715
	Keys to be used in HO from UTRAN and GERAN to E-UTRAN
	S3-090563
	agreed
	-
	-

	S3-090716
	Addition of EC Clauses to the Rel-9 TS 33.401
	S3-090579
	obsoleted by 862
	-
	-

	S3-090717
	Corrections of eKSI and AS in 33.401
	S3-090583
	obsoleted by S3-091066 and S3-090927
	-
	-

	S3-090718
	corrections for Attach procedure
	S3-090585
	agreed
	-
	-

	S3-090719
	Correction of EPS AS/NAS Security Context definition
	S3-090586
	merged with S3-090821
	-
	S3-091060

	S3-090720
	33.401 CR: Introduction to forward security
	S3-090587
	agreed
	-
	-

	S3-090721
	Clarification on Multiple KeNB*s Preparation in Section 7.4.3
	S3-090588
	agreed
	-
	-

	S3-090722
	The definition of eKSI format
	S3-090590
	agreed
	-
	-

	S3-090723
	Correction on KeNB refresh
	S3-090591
	agreed
	-
	-

	S3-090724
	Key-Change-On the Fly Clarification
	S3-090592
	agreed
	-
	-

	S3-090725
	Correction of KeNB derivations
	S3-090593
	agreed
	-
	-

	S3-090726
	Correction on Key Identification
	S3-090594
	obsoleted by S3-090915
	-
	-

	S3-090727
	NH derivation rules for re-keying
	S3-090595
	agreed
	-
	-

	S3-090728
	33.401 CR: UE security capability handling at S1 HO
	S3-090601
	agreed
	-
	-

	S3-090729
	Correction of EPS AS Security Mode Command Procedure
	S3-090602
	agreed
	-
	-

	S3-090730
	RRC Connection Re-establishment – security corrections
	S3-090603
	agreed
	-
	-

	S3-090731
	33.401 CR: Activation of native EPS NAS security context after IRAT HO
	S3-090606
	agreed
	-
	-

	S3-090732
	correctinos for idle mode procedure in EUTRAN
	S3-090607
	agreed
	-
	-

	S3-090734
	CR Remove Duplicate Section Number in 7.6.1.3.4
	S3-090608
	agreed
	-
	-

	S3-090735
	33.402 CR: Clarification of order for identity request and AVs fetching
	S3-090616
	obsoleted by S3-090888
	-
	-

	S3-090736
	Authorization for ANDSF
	S3-090618
	agreed
	-
	-

	S3-090737
	33.401 CR: Update of abbreviations list
	S3-090620
	agreed
	-
	-

	S3-090738
	Clarifications for Annex A and References
	S3-090621
	agreed
	-
	-

	S3-090739
	Update to H(e)NB system architecture
	S3-090622
	agreed
	-
	-

	S3-090740
	CR to 33.820 Update of Access Control Mechanisms for H(e)NB
	S3-090625
	agreed
	-
	-

	S3-090741
	33.820 CR 7.2.2.3 H(e)NB Authentication
	S3-090626
	agreed
	-
	-

	S3-090742
	Clarification of Certificate Profile
	S3-090627
	agreed
	-
	-

	S3-090743
	CR33.820: Conclusions on Location Security
	S3-090628
	agreed
	-
	-

	S3-090744
	Change in the Clause 6.2. Removal of explicit CK’/IK’ function
	S3-090630
	agreed
	-
	-

	S3-090745
	CR TR33.820 7.5.2.1 introduction to validation
	S3-090632
	agreed
	-
	-

	S3-090746
	CR TR33.820 7.5.2.4 semi-autonomous validation
	S3-090633
	agreed
	-
	-

	S3-090747
	33.820: Correction of text on autonomous validation
	S3-090635
	agreed
	-
	-

	S3-090748
	33.820 CR on H(e)NB Validation
	S3-090636
	agreed
	-
	-

	S3-090749
	33.401 CR: Storage of EPS NAS security context
	S3-090640
	obsoleted by 1107
	-
	-

	S3-090750
	Corrections for TS 33.310
	S3-090473
	agreed
	-
	-

	S3-090751
	CR to 33.401 Removal of NAS keys storage
	S3-090546
	revised
	-
	S3-091164

	S3-090752
	Correcting MME behaviour at S1-handover
	S3-090572
	merged in 1060
	-
	-

	S3-090753
	Update of referenced RFCs and hash algorithm
	S3-090609
	revised
	-
	S3-091120

	S3-090754
	Report of SA3 March ad hoc meeting
	MCC
	revised
	-
	S3-091053

	S3-090755
	Addition of the NULL algorithm for Integrity Protection to the Clause 5.1.4
	S3-090619
	obsoleted by S3-090941
	-
	-

	S3-090756
	Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly
	S3-090570
	agreed
	-
	S3-091051

	S3-090757
	SA3 3GPP Work Plan
	MCC
	noted
	-
	-

	S3-090758
	Reply LS on Feasibility study on remote management of USIMs for M2M applications
	C6-090071
	noted
	-
	-

	S3-090759
	LS on new GERAN WI on “Local Call Local Switch”
	GP-090526
	noted
	-
	-

	S3-090760
	On the requirement for optional support of UICC based HP authentication
	Liaison_FF_to_3GPP_2009_04_17
	noted
	-
	-

	S3-090761
	Liaison Statement on the M2M work in ETSI and 3GPP
	M2M01_033r3 LS out_cl
	replied to
	-
	-

	S3-090762
	Reply LS on ETWS information in TS 23.041
	R2-092694
	noted
	-
	-

	S3-090763
	LS on potential ETWS security threat in UTRAN
	R2-092696
	replied to
	-
	-

	S3-090764
	LS on security aspects on Relay-node type 1
	R2-092711
	replied to
	-
	-

	S3-090765
	Reply LS to 'LS on Concurrent Running of Security Procedures'
	R3-091008
	noted
	-
	-

	S3-090766
	Reply LS on Receive of ETWS outside home-PLMN
	S1-090199
	noted
	-
	-

	S3-090767
	LS on local breakout and optimal media routing
	S2-091755
	replied to
	-
	-

	S3-090768
	LS on ETWS timer accuracy and replay attack protection
	S2-093010
	replied to
	-
	-

	S3-090769
	Reply LS on “Key management for 3GP SRTP recording profile”
	S4-090169
	noted
	-
	-

	S3-090770
	LS on “Security procedures for IMS based MBMS User Services”
	S4-090359
	replied to
	-
	-

	S3-090771
	LS on security aspects of new work item 'RTTI support in IMS charging'
	S5-091559
	replied to
	-
	-

	S3-090772
	PUCI Usability Discussion Paper
	Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, Ericsson
	noted
	-
	-

	S3-090773
	PUCI Usability Comments
	Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, Ericsson
	agreed with modifications
	-
	-

	S3-090774
	GBA Modification of References (R9)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090775
	pCR TR33.812: evaluation of candidate solution alternative 1a
	InterDigital Communications, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe
	noted
	-
	-

	S3-090776
	pCR TR33.812: evaluation of candidate solution alternative 3b
	nterDigital Communications, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe
	noted
	-
	-

	S3-090777
	pcr TR33.812: title, scope, introduction
	Ericsson, Interdigital Communications Corporation, Nokia Corporation, Nokia-Siemens Networks, Research In Motion
	noted
	-
	-

	S3-090781
	Proposed WID on Extended Identity Management
	Nokia Corporation, Nokia Siemens Networks, AT&T Wireless
	revised
	-
	S3-090994

	S3-090782
	Proposed Skeleton for TR on Extended Identity Management
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090783
	pseudo CR: TR33.820 Correction to analysis of autonomous validation
	InterDigital Communications Corporation
	rejected
	-
	-

	S3-090784
	pseudo CR TR33.820 7.5.2.1.  General (re Semi-Autonomous Validation)
	InterDigital Communications Corporation
	noted
	-
	-

	S3-090785
	pseudo CR TR 33.820 section 7.5.2.4.  description of Semi-Autonomous Validation
	InterDigital Communications Corporation
	noted
	-
	-

	S3-090786
	CR TR 33.820 for section 7.5.3 analysis of Semi-Autonomous Validation
	InterDigital Communications Corporation
	noted
	-
	-

	S3-090787
	CR TR 33.820 for section 8 Conclusions re of Semi-Autonomous Validation
	InterDigital Communications Corporation
	partly merged in 1141
	-
	-

	S3-090788
	Contribution TS33.xyz section 5.1.2 TrE  Functionality
	InterDigital Communications Corporation
	noted
	-
	-

	S3-090790
	CR TR33.820 7.5, 7.6 binding of authentication & validation
	InterDigital Communications Corporation
	withdrawn
	-
	-

	S3-090791
	M2M P-CR TR 33.812  Requirements refinement
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	agreed with modifications
	-
	-

	S3-090792
	M2M P-CR TR 33.812  Packing Details
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, Qualcomm Europe, RIM
	agreed
	-
	-

	S3-090793
	M2M P-CR TR 33.812  Use Case Analysis Additions
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Nokia Siemens Networks, RIM
	agreed
	-
	-

	S3-090794
	CR giving randomness requirements on nonces for LTE
	Motorola, Qualcomm Europe
	revised
	-
	S3-091062

	S3-090795
	M2M discusion doc: overview of solution 1b (TrE on UICC)
	InterDigital Communications Corporation
	noted
	-
	-

	S3-090796
	Additional security requirement on eNB
	China Mobile;Nokia Siemens Networks, Nokia
	revised
	-
	S3-091041

	S3-090797
	Adding title in NAS integrity mechanism
	China Mobile
	revised
	-
	S3-091063

	S3-090798
	Adding the other scenario in the system architecture of HNB and HeNB
	China Mobile
	revised
	-
	S3-091130

	S3-090799
	Addition of AS algorithm selection procedure during intra-eNB handover
	China Mobile
	revised
	-
	S3-091065

	S3-090800
	pCR to 33.812: requirement of device integrity protection on UICC based solution
	China Mobile
	revised
	-
	S3-091117

	S3-090802
	Additions of question about Alternative 3a in 5.4.1.3
	China Mobile
	noted
	-
	-

	S3-090803
	Additions of principles in section 5.4.1.2 and section 5.4.2.2
	China Mobile
	revised
	-
	S3-091149

	S3-090804
	Addition of a typical Example of Regulatory Measures to Protect Against Bulk UC & Editorial Corrections in TR33.837 v 0.3.0
	China Mobile
	revised
	-
	S3-091101

	S3-090805
	An Important UC Threats & Scenarios on PUCI Risk Analysis
	China Mobile
	agreed
	-
	-

	S3-090810
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	revised
	-
	S3-091105

	S3-090811
	CR on TS 33.223 Editorial corrections
	China Mobile
	revised
	-
	S3-091126

	S3-090812
	SAE - ANDSF Discussion Paper ANDSF Authorization R9
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090813
	SAE - ANDSF Draft LS to SA2
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-091082

	S3-090814
	CR on TS 33.223 GBA Push in case of HLR
	China Mobile
	revised
	-
	S3-091104

	S3-090815
	Clarification about the encryption on Za reference point
	Telecom Italia
	revised
	-
	S3-091115

	S3-090816
	CR 33.401: Correction of KDF definiton
	Ericsson, ZTE Corporation
	agreed
	-
	-

	S3-090817
	CR 33.401: Correction of KDF definiton (delta)
	Ericsson, ZTE Corporation
	noted
	-
	-

	S3-090818
	CR 33.402: Correction of KDF definiton
	Ericsson, ZTE Corporation
	agreed
	-
	-

	S3-090819
	draft-LS on security aspects on Relay-node type 1
	Ericsson
	noted
	-
	-

	S3-090820
	CR 33.401: Correction of eKSI related to AS keys
	Ericsson
	merged in S3-090719 in 1060
	-
	-

	S3-090821
	CR 33.401: Correction of eKSI related to AS keys (delta)
	Ericsson
	noted
	-
	-

	S3-090825
	Update of UTRAN enhancement WID
	Ericsson, Orange,Telenor
	revised
	-
	S3-091156

	S3-090826
	UTRAN enhancement TR baseline update
	Ericsson
	agreed with modifications
	-
	-

	S3-090827
	An operator option to use NAS signalling confidentialty protection
	Ericsson
	revised
	-
	S3-091064

	S3-090828
	Inconsistent text in section 9.2.2.2 related to HO from UTRAN to E-UTRAN
	Ericsson
	revised
	-
	S3-091072

	S3-090829
	Key Management for A5/4
	Ericsson, Orange, Telenor, Vodafone
	technically endorsed
	-
	-

	S3-090830
	128 bit encryption for GSM and GPRS
	Ericsson, Orange, Telenor, Telia-Sonera, Vodafone
	revised
	-
	S3-091123

	S3-090831
	Backhaul security
	Ericsson
	noted
	-
	-

	S3-090832
	Proposed Updates to Backhaul security WID
	Ericsson
	noted
	-
	-

	S3-090833
	Correction of distribution of authentication data
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090834
	Correction of key setting during AKA
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090835
	Corrections to idle mode security procedures in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	obsoleted by 1107
	-
	-

	S3-090836
	Resolution of an Editor’s note on signaling messages, which are not confidentiality protected
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090837
	Rules on concurrent runs of security procedures
	Nokia Corporation, Nokia Siemens Networks
	merged in 1070
	-
	-

	S3-090838
	Combination of authentication and authorization procedures
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090839
	Resolution of an Editor’s note on WIMAX EPS Interworking
	Nokia Corporation, Nokia Siemens Networks
	merged in 1138
	-
	-

	S3-090840
	Generation of pseudonyms and re-authentication identities
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-091148

	S3-090841
	Proposed summary and conclusions for TS33.812
	Motorola Inc, Qualcomm Europe
	revised
	-
	S3-090991

	S3-090842
	evaluation of candidate solution 3a
	Qualcomm Europe, Ericsson, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090843
	Improvement of Clauses 6.2.2 and 6.2.3
	Qualcomm Europe
	noted
	-
	-

	S3-090844
	Simplification of Alternative 1a
	Qualcomm Europe
	agreed
	-
	-

	S3-090845
	Security Features of the H(e)NB Trusted Environment
	Qualcomm Europe, Airvana, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090847
	PUCI pCR to section 7.2 IMR-Based Solution Approach
	NEC Corporation
	agreed with modifications from 1039
	-
	-

	S3-090848
	H(e)NB handover threat
	NEC Corporation
	noted
	-
	-

	S3-090850
	CR 33.401: Test vectors for 128-EEA2 and 128-EIA2
	Vodafone
	agreed
	-
	-

	S3-090851
	NDS enhancements to support backhaul security
	NEC, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone
	revised
	-
	S3-091116

	S3-090852
	Integrity Protection of NAS Messages that Alter the Allowed CSG List
	Vodafone
	noted
	-
	-

	S3-090853
	CR 33.102: Integrity protection of reject messages with cause #25
	Vodafone
	conditionally agreed
	-
	-

	S3-090854
	CR to 33.401: Integrity protection of reject messages with cause #25
	Vodafone
	conditionally agreed
	-
	-

	S3-090855
	pCR 33.812: evaluation of candidate solution 1a
	Vodafone
	noted
	-
	-

	S3-090856
	CR to 33.820 H(e)NB handover threat
	NEC Corporation
	revised
	-
	-

	S3-090857
	pCR for clarifications on section 5.2 and 5.3 of TS 33.xyz
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm
	agreed with modifications
	-
	-

	S3-090858
	Editorial corrections
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-091165

	S3-090859
	Correction of security procedure of HSPA SRVCC
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	S3-091122

	S3-090860
	Correction of security procedure of HSPA SRVCC
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-091122

	S3-090861
	TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B
	NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE
	revised
	-
	S3-091087

	S3-090862
	Addition of EC Clauses to the Rel-9 TS 33.401
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	revised
	-
	S3-091073

	S3-090863
	33.402 CR: Clarification of order for identity request and AVs fetching - delta
	Ericsson
	noted
	-
	-

	S3-090864
	33.402 CR: Clarification of order for identity request and AVs fetching - real
	Ericsson
	merged with 888 in 1074
	-
	-

	S3-090865
	WID: Generic Push Layer
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-091128

	S3-090866
	33.203 CR: Removing Editor’s note from Annex T - Rel-8
	Ericsson
	revised
	-
	S3-091097

	S3-090867
	33.203 CR: Removing Editor’s note from Annex T - Rel-9
	Ericsson
	revised
	-
	S3-091098

	S3-090868
	33.220 CR: Ua security protocol identifier for IMS based MBMS
	Ericsson
	revised
	-
	S3-091137

	S3-090869
	33.246 CR: Add reference to IMS based MBMS TS
	Ericsson
	agreed
	-
	-

	S3-090870
	IMR-based PUCI solution variant for TR
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed with modifications
	-
	-

	S3-090871
	Addition of Solution Alternative on Contextual Information Marking for PUCI TR
	Ericsson
	agreed with modifications
	-
	-

	S3-090874
	33.246 CR: Clarification of Service Protection Description
	Ericsson
	agreed
	-
	-

	S3-090875
	Update of NAS SMC figure
	Ericsson
	revised
	-
	S3-091057

	S3-090876
	Correction of KeNB derivations - delta
	Ericsson
	revised
	-
	S3-091061

	S3-090878
	Correction of KeNB derivations - new
	Ericsson
	revised
	-
	S3-091061

	S3-090879
	Authorization for ANDSF -delta
	Ericsson
	noted
	-
	-

	S3-090880
	Authorization for ANDSF -new
	Ericsson
	revised
	-
	S3-091079

	S3-090884
	pCR to TR 33.828: Replace the term 'terminal' and 'UE'
	Gemalto
	agreed with modifications
	-
	-

	S3-090885
	H(e)NB validation and authentication binding
	Huawei
	noted
	-
	-

	S3-090886
	pCR H(e)NB TS Section 7 Device Authentication
	Huawei
	agreed with modifications
	-
	-

	S3-090888
	Clarification for EAK-AKA' procedure
	Huawei
	revised
	-
	S3-091074

	S3-090889
	PCR Clarification for EAK-AKA'
	Huawei
	noted
	-
	-

	S3-090890
	clarification for network domain security
	Huawei
	merged in 1077
	-
	-

	S3-090891
	clarification for PMIP security mechanisms
	Huawei
	revised
	-
	S3-091077

	S3-090892
	identity for EAP-AKA'
	Huawei
	revised (merged in 1074)
	-
	S3-091074

	S3-090893
	PCR identity for EAP-AKA'
	Huawei
	noted
	-
	-

	S3-090894
	Two methods to protect hardware integrity
	ZTE Corporation
	[not addressed]
	-
	-

	S3-090895
	About device authentication for HNB
	ZTE Corporation
	noted
	-
	-

	S3-090896
	In this contribution, PVC for H(e)NB integrity validation is added in the HNB/H(e)NB security archetecture.
	ZTE Corporation
	not presented
	-
	-

	S3-090897
	Adding IPsec Tunnel Establishment Description to section 7.4 of TS33.xyz
	Huawei
	merged with 954
	-
	-

	S3-090898
	p-CR to H(e)NB security TS
	Huawei
	agreed with modifications
	-
	-

	S3-090899
	pCR add protection mechaniam of HMS traffic to section 8.3 of TS33.xyz
	Huawei
	agreed with modifications
	-
	-

	S3-090900
	pCR on TS33.xyz on Access Control Mechanisms for non CSG UE
	Huawei
	merged in S3-091133
	-
	-

	S3-090901
	Security issues for relay node introduction
	Panasonic
	withdrawn
	-
	-

	S3-090902
	DISC-TR33.820 H(e)NB validation
	Huawei
	noted
	-
	-

	S3-090903
	CR-TR33.820 H(e)NB validation
	Huawei
	noted
	-
	-

	S3-090904
	pCR on TR 33.224
	Huawei,China Mobile
	revised
	-
	S3-091110

	S3-090905
	pCR on TR 33.812 section 5.1.3.7.1 Network Interactions for U/ISIM Provisioning  in case of 3GPP Access
	Huawei
	revised
	-
	S3-091142

	S3-090906
	pCR on TR 33.812 section 5.1.3.8  How to change to a new operator
	Huawei
	agreed
	-
	-

	S3-090907
	pCR on TR 33.812 section 5.4 Alternative 3: UICC based solution with remote subscription change
	Huawei
	agreed
	-
	-

	S3-090908
	Inquire Integrity validation when change home operator
	Huawei
	noted
	-
	-

	S3-090909
	Miscellaneous corrections to specification
	Huawei, Interdigital
	revised
	-
	S3-091119

	S3-090910
	Clarification on Hosting Party identity and authentication for TS 33.xyz
	Nokia Corporation, Nokia Siemens Networks
	agreed with modifications
	-
	-

	S3-090911
	WID for EEA3 and EIA3
	China Mobile,China Unicom,Datang Mobile,Huawei,Nokia,Nokia Siemens Networks, RITT,ZTE
	revised
	-
	S3-091049

	S3-090912
	Pseudo-CR on TR 33.812-130 Handset Theft monitoring
	ZTE Corporation
	noted
	-
	-

	S3-090913
	Supplement to H(e)NB architecture
	ZTE Corporation
	revised
	-
	S3-091118

	S3-090914
	S3-090515
	Huawei
	withdrawn
	-
	-

	S3-090915
	Deletion of a NOTE in section 7.2.2
	Huawei
	revised
	-
	S3-091134

	S3-090916
	Explanation of H(e)NB Integrity Verification
	ZTE Corporation
	revised
	-
	S3-091151

	S3-090917
	Counters relay on Inter-RAT mobility
	Huawei
	noted
	-
	-

	S3-090918
	Counters relay on Inter-RAT mobility --discussion
	Huawei
	noted
	-
	-

	S3-090919
	pCR on adding IPTV use case of IMS media security
	ZTE Corporation
	agreed with modifications
	-
	-

	S3-090920
	Disc_NAS security context re-use
	Huawei
	noted
	-
	-

	S3-090922
	NAS security context re-use
	Huawei
	rejected
	-
	-

	S3-090923
	Fetching security context correction on Inter-RAT mobility
	Huawei
	obsoleted by 1107
	-
	-

	S3-090924
	Security issues for authentication during pre-registration between LTE and HRPD
	Huawei
	noted
	-
	-

	S3-090925
	Handling of EPS security contexts
	HUAWEI, ZTE
	merged in S3-091107
	-
	-

	S3-090926
	Deletion cached EPS security context existing in the specification
	HUAWEI, ZTE
	merged in S3-091107
	-
	-

	S3-090927
	Correction of the Next hop Chaining Counter initial value
	HUAWEI, ZTE
	agreed
	-
	-

	S3-090928
	editorial correction of reference
	Huawei
	merged into 1074
	-
	-

	S3-090929
	delete the NOTE 2 in 7.2.1.4
	Huawei
	revised
	-
	S3-091075

	S3-090930
	The indication of anthentication method for non-3GPP access to EPS
	Huawei
	noted
	-
	-

	S3-090931
	Detele reference for S101 interface security
	Huawei
	revised
	-
	S3-091078

	S3-090932
	pCR on solution of conference call for “Otway-Rees” based protocol
	ZTE Corporation
	agreed with modifications
	-
	-

	S3-090933
	pCR on solution of deferred delivery for “Otway-Rees” based key management method
	ZTE Corporation
	agreed with modifications
	-
	-

	S3-090934
	pCR on solution of e2m security for “Otway-Rees” based key management method
	ZTE Corporation
	agreed with modifications
	-
	-

	S3-090935
	pCR on solution of forking for “Otway-Rees” based protocol
	ZTE Corporation
	revised
	-
	S3-091048

	S3-090936
	pCR on forking solution of TBS
	ZTE Corporation
	noted
	-
	-

	S3-090937
	HA switch consideration for DSMIPv6 bootstrap
	ZTE Corporation
	merged in 1076
	-
	-

	S3-090938
	Deleting eKSI in S1 INITIAL CONTEXT SETUP and AS level messages
	ZTE Corporation
	withdrawn
	-
	-

	S3-090939
	Pseudo-CR on TS 33.xyz: references, definition and abbreviations
	Huawei
	agreed
	-
	-

	S3-090940
	Deleting Testing for NULL IP algorithm-delta
	ZTE Corporation
	noted
	-
	-

	S3-090941
	Deleting Testing for NULL IP algorithm
	ZTE Corporation
	revised
	-
	S3-091090

	S3-090944
	Security context handling
	ZTE Corporation
	noted
	-
	-

	S3-090945
	Security context definition modification
	ZTE Corporation
	obsoleted by 1107
	-
	-

	S3-090946
	Mechanisms of limit EIA0 usage for emergency call purpose only-delta
	ZTE Corporation
	noted
	-
	-

	S3-090947
	Mechanisms of limit EIA0 usage for emergency call purpose only
	ZTE Corporation
	merged in S3-091094
	-
	-

	S3-090950
	Add MSISDN in Zn
	China Mobile
	revised
	-
	S3-091102

	S3-090951
	CR on TS 33.220 Add MSISDN in Zn
	China Mobile
	revised
	-
	S3-091103

	S3-090952
	reply LS on security aspects of new work item 'RTTI support in IMS charging'
	Orange
	revised
	-
	S3-091056

	S3-090953
	[33.820] Clarification of the text on Hosting Party authentication in the conclusion section
	Airvana, Alcatel-Lucent, AT&T, NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Qualcomm, T-Mobile
	revised
	-
	S3-091140

	S3-090954
	pCR on text for section 7 of TS 33.xyz
	Airvana, Nokia Corporation, Nokia Siemens Networks, Qualcomm
	noted
	-
	-

	S3-090955
	Clarification on key identification and KeNB derivation
	Samsung
	agreed
	-
	-

	S3-090956
	IMS e2m media plane security: key mixing
	Ericsson
	agreed with modifications
	-
	-

	S3-090957
	SMS MMS SPAM TR Baseline
	Orange
	noted
	-
	-

	S3-090958
	Correcting the definition of current security contexts
	Qualcomm Europe
	merged in S3-091107
	-
	-

	S3-090959
	Storing a native context at Handover to E-UTRAN
	Qualcomm Europe
	obsoleted by 1107
	-
	-

	S3-090960
	Additonal cases when the mapped context are deleted
	Qualcomm Europe
	merged in S3-091107
	-
	-

	S3-090961
	ANDSF  discussion paper
	Ericsson
	noted
	-
	-

	S3-090962
	Adding recommendation for MME behaviour to avoid concurrency issues
	Qualcomm Europe
	obsoleted by 1070
	-
	-

	S3-090963
	Handling the NAS security contexts
	Qualcomm Europe
	merged in S3-091107
	-
	-

	S3-090964
	Simplifying clause 9.1.2
	Qualcomm Europe
	withdrawn
	-
	-

	S3-090965
	HA re-direction
	Qualcomm Europe
	merged in 1076
	-
	S3-091076

	S3-090966
	Delta pCR: Storage of EPS NAS security context
	Qualcomm Europe
	noted
	-
	-

	S3-090967
	Storage of EPS NAS security context
	Qualcomm Europe
	merged in S3-091107
	-
	-

	S3-090968
	Delta pCR: Correction of eKSI usage in AS and other corrections of 33.401
	Qualcomm Europe
	noted
	-
	-

	S3-090969
	Correction of eKSI usage in AS and other corrections of 33.401
	Qualcomm Europe
	revised
	-
	S3-091066

	S3-090970
	Proposed response to LS on security aspects on Relay-node type 1
	Qualcomm Europe
	noted
	-
	-

	S3-090971
	PCR on 33.812 M2M alt 3
	TeliaSonera
	revised
	-
	S3-091153

	S3-090972
	Enhancement of Evaluation Criteria
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed
	-
	-

	S3-090973
	pCR on text for section 6 (clock protection) of TS 33.xyz
	Airvana, Nokia Siemens Networks, Qualcomm
	agreed with modifications
	-
	-

	S3-090974
	Evaluation of SPIT/UC Protection with Supplementary Services
	Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed with modifications
	-
	-

	S3-090975
	Clarification of relation between IMR approach and the use of Supplementary Services
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed
	-
	-

	S3-090976
	Technical versus Legal Issues
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed
	-
	-

	S3-090978
	Supplementary Services – White List Consent Achievement by IN Server
	Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed with modification
	-
	-

	S3-090979
	pCR to TS 33.828 on endpoints for end-to-middle protection in IMS Media Plane Security
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-090980
	Clarification that signaling integrity is needed for end-to-access edge key mixing solution
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-090981
	Proposed Table of Contents for the TS on IMS Media Plane Security
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-091114

	S3-090983
	Clarification of LTE USIM requirement
	NTT DOCOMO
	revised
	-
	S3-091059

	S3-090985
	CR 33.821: DoS aspects of the EC function
	Ericsson, Alcatel-Lucent, Verizon Wireless
	revised
	-
	S3-091040

	S3-090986
	DISC: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	noted
	-
	-

	S3-090987
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	revised
	-
	S3-091091

	S3-090988
	SAE: Clarification on eNodeB management plane protection
	Nortel
	revised
	-
	S3-091086

	S3-090989
	Correction for TS 33.310: when a SEG may fetch a CRL for peer SEG
	Nortel
	agreed
	-
	-

	S3-090990
	Securing O&M Traffic between eNB and O&M System
	Nortel
	noted
	-
	-

	S3-090991
	Summary and conclusions for TR33.812
	Motorola Inc, Qualcomm Europe
	agreed with modifications
	S3-090841
	-

	S3-090992
	Revision of S3-090790 CR on 33.820 based on comments from ZTE
	InterDigital Communications Corporation
	revised
	-
	S3-091150

	S3-090993
	H(e)NB TS HPM Definition
	Huawei, Gemalto, Orange, Telecom Italia
	agreed with modifications
	-
	-

	S3-090994
	WID Extended Identity Management
	Nokia Corporation, Nokia Siemens Networks, AT&T Wireless, Orange
	agreed
	-
	-

	S3-090995
	Comments on S3-090885 discussion paper on binding of authenticaiton and validation from Huawei
	InterDigital Communications Corporation
	noted
	-
	-

	S3-090996
	Commenets on pCR S3-090886 from Huawei
	InterDigital Communications Corporatoin
	agreed with modifications
	-
	-

	S3-090998
	Comments on S3-090894 from ZTE on two methods to protect H/W integrity
	InterDigital Communications Corporation
	noted
	-
	-

	S3-090999
	Comments on pCR S3-090896 from ZTE on adding PVC to security architecture
	InterDigital Communications Corporation
	not presented
	-
	-

	S3-091001
	Comments on pCR S3-090903 from Huawei on H(e)NB validation
	InterDigital Communications Corporation
	noted
	-
	-

	S3-091002
	Proposed revision on S3-090970 Proposed response to LS on security aspects on Relay-node type 1 from Qualcomm
	InterDigital Communications Corporation
	noted
	-
	-

	S3-091003
	Comments on pCR S3-090973 on text for section 6 (clock protection) of TS 33.xyz from Airvana, Nokia Siemens Networks and Qualcomm
	InterDigital Communications Corporation
	noted
	-
	-

	S3-091006
	Comments on CR S3-090882 on HPM implementation
	InterDigital Communications Corporation
	noted
	-
	-

	S3-091008
	M2M: comments to S3-090991
	InterDigital Communications Corporation
	noted
	-
	-

	S3-091009
	M2M: comments to S3-090802
	Motorola, InterDigital
	agreed
	-
	-

	S3-091010
	Revision of S3-090872: Unsolicited Communication and interaction with SRVCC and ICS
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, China Mobile
	agreed
	-
	-

	S3-091011
	M2M: Comments on S3-090775
	Vodafone
	noted
	-
	-

	S3-091012
	M2M: Comments on S3-090776
	Vodafone
	noted
	-
	-

	S3-091013
	Comments to TD S3-090800
	Telecom Italia
	noted
	-
	-

	S3-091014
	Review of Requirements
	China Mobile, Ericsson, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless
	agreed
	-
	-

	S3-091015
	M2M: merger of S3-090776 and S3-091012
	InterDigital Communications, Vodafone
	noted
	-
	-

	S3-091017
	CR to TR 33.820: Recommendation for HP authentication implementation
	Gemalto, NTT DOCOMO, Telecom Italia, TeliaSonera, Huawei
	rejected
	-
	-

	S3-091018
	pCR to TS 33.xyz: Recommendation for HP authentication implementation
	Gemalto, NTT DOCOMO, Telecom Italia, TeliaSonera, Huawei
	rejected
	-
	-

	S3-091019
	Clarification on the optional support of HP authentication
	Gemalto, Huawei
	noted
	-
	-

	S3-091020
	Comments on: pCR on forking solution of TBS
	Ericsson
	noted
	-
	-

	S3-091021
	Comments on pCR S3-090887 on PUCI TR 33.837 on Supplementary Services – White List Consent Achievement by IN Server
	InterDigital Communications Corporation
	noted
	-
	-

	S3-091022
	Comments on: Clarification that signaling integrity is needed for end-to-access edge key mixing solution
	Ericsson
	noted
	-
	-

	S3-091023
	Recommendation for Hosting Party authentication implementation
	Gemalto, TeliaSonera
	noted
	-
	-

	S3-091024
	TR 33.812: comments to S3-090775
	Gemalto
	noted
	-
	-

	S3-091025
	TR 33.812: comments to S3-090777
	Gemalto
	agreed with modifications
	-
	-

	S3-091026
	TR 33.812: comments to S3-090991
	Gemalto
	noted
	-
	-

	S3-091027
	Comments on S3-090893 by Huawei on identity for EAP-AKA’
	Nokia Siemens Networks
	noted
	-
	-

	S3-091028
	TR33.812 merger of S3-090775, S3-090855, S3-091011, S3-091033
	InterDigital, Motorola, Vodafone
	noted
	-
	-

	S3-091029
	Reply LS on Prefix for EAP-AKA'
	C4-091597
	noted
	-
	-

	S3-091030
	LS on Reply LS on security aspects of new work item 'RTTI support in IMS charging'
	C3-090778
	noted
	-
	-

	S3-091031
	LS on initiation of security mode control procedure after ATTACH REQUEST
	R5-092767
	replied to
	-
	-

	S3-091032
	LS on Concurrent Running of Security Procedures
	C1-091945
	noted
	-
	-

	S3-091033
	Motorola comments on S3-090855
	Motorola
	noted
	-
	-

	S3-091034
	Comments to TD S3-090991
	Telecom Italia
	noted
	-
	-

	S3-091035
	Commenting on S3-090900 ACL for non CSG UEs
	Airvana
	revised
	-
	S3-091133

	S3-091036
	Commenting contribution on S3-090787 by IDC on “Conclusion subsection recommending semi-autonomous validation”
	Airvana, Nokia Corporation, Nokia Siemens Networks
	partly merged in 1141
	-
	-

	S3-091037
	Conclusion subsection on recommending variants for validation
	Airvana, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-091141

	S3-091038
	TR 33.812: Comments to S3-090843
	Gemalto
	noted
	-
	-

	S3-091039
	Comments on S3-090847 by NEC on “pCR to section 7.2 IMR-Based Solution Approach”
	Nokia Siemens Networks
	noted
	-
	-

	S3-091040
	Revised 985: CR 33.821 on Emergency call aspects
	Ericsson, Alcatel-Lucent, Verizon Wireless, NEC Corporation
	agreed
	S3-090985
	-

	S3-091041
	Additional security requirement on eNB(revision of 796)
	China Mobile; Nokia, Nokia Siemens Networks
	revised
	S3-090796
	S3-091085

	S3-091042
	LS on interception for local breakout and optimal media routing
	SA3-LI 09_041r2
	noted
	-
	-

	S3-091043
	LS Response LS to GERAN and CT4
	SA3-LI 09_042r2
	noted
	-
	-

	S3-091044
	LS on Lawful Interception for H(e)NB local IP access
	SA3-LI 09_044
	noted
	-
	-

	S3-091045
	Discussion on how to make the subscription change for physically removable UICC.
	China Mobile
	noted
	-
	-

	S3-091046
	Comments on S3-0901036 and 1037 and proposed revision
	InterDigital Communications Corporation
	noted
	-
	-

	S3-091047
	Comments and revision on S3-090845 on H(e)NB TrE Security Feature
	InterDigital Communications Corporation
	agreed with modifications
	-
	-

	S3-091048
	pCR on solution of forking for “Otway-Rees” based protocol
	ZTE Corporation
	agreed with modifications
	S3-090935
	-

	S3-091049
	WID for EEA3 and EIA3
	Alcatel-Lucent,Alcatel Shanghai Bell Co. Ltd., China Mobile, China Unicom, Datang Mobile, Huawei, Nokia, Nokia Siemens Networks, RITT, ZTE
	revised
	S3-090911
	S3-091089

	S3-091050
	Reply LS to S3-090604 = R2-092812 on Proposed change to S1 handover procedure
	R2-093580
	noted
	-
	-

	S3-091051
	Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly
	S3-090570
	revised
	S3-090756
	S3-091162

	S3-091052
	Proposal for a working assumption for IMS media security
	Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, TeliaSonera, Verizon, Vodafone
	revised
	-
	S3-091083

	S3-091053
	Report of SA3 March ad hoc meeting
	MCC
	agreed
	S3-090754
	-

	S3-091054
	Reply to: LS on potential ETWS security threat in UTRAN
	current meeting
	agreed
	-
	-

	S3-091055
	Reply to: LS on ETWS timer accuracy and replay attack protection
	current meeting
	agreed
	-
	-

	S3-091056
	Reply to: LS on security aspects of new work item 'RTTI support in IMS charging'
	current meeting
	agreed
	-
	-

	S3-091057
	Update of NAS SMC figure
	Ericsson
	agreed
	S3-090875
	-

	S3-091058
	Reply LS on removal of parameters in UICC
	C6-090113
	noted
	-
	-

	S3-091059
	Clarification of LTE USIM requirement
	NTT DOCOMO
	agreed
	S3-090983
	-

	S3-091060
	Correction of EPS AS/NAS Security Context definition
	Ericsson
	revised
	S3-090719
	S3-091155

	S3-091061
	Correction of KeNB derivations - new
	Ericsson
	agreed
	S3-090878
	-

	S3-091062
	CR giving randomness requirements on nonces for LTE
	Motorola, Qualcomm Europe
	agreed
	S3-090794
	-

	S3-091063
	Adding title in NAS integrity mechanism
	China Mobile
	agreed
	S3-090797
	-

	S3-091064
	An operator option to use NAS signalling confidentialty protection
	Ericsson
	agreed
	S3-090827
	-

	S3-091065
	Addition of AS algorithm selection procedure during intra-eNB handover
	China Mobile
	agreed
	S3-090799
	-

	S3-091066
	Correction of eKSI usage in AS and other corrections of 33.401
	Qualcomm Europe
	revised
	S3-090969
	S3-091163

	S3-091067
	Reply LS on Concurrent Running of Security Procedures
	R2-092676
	noted
	-
	-

	S3-091068
	Reply LS on proposed change to S1 handover procedure
	R3-091476
	noted
	-
	-

	S3-091069
	Remote USIM Management on M2M Equipment
	GSMA SG
	noted
	-
	-

	S3-091070
	CR on Rules on concurrent runs of security procedures
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-091071
	LS on Rules on concurrent runs of security procedures
	current meeting
	agreed
	-
	-

	S3-091072
	Inconsistent text in section 9.2.2.2 related to HO from UTRAN to E-UTRAN
	Ericsson
	agreed
	S3-090828
	-

	S3-091073
	Addition of EC Clauses to the Rel-9 TS 33.401 delta
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	noted
	S3-090862
	-

	S3-091074
	Clarification for EAK-AKA' procedure
	Huawei
	agreed
	S3-090888
	-

	S3-091075
	delete the NOTE 2 in 7.2.1.4
	Huawei
	withdrawn
	S3-090929
	-

	S3-091076
	HA re-direction
	Qualcomm Europe
	agreed
	S3-090965
	-

	S3-091077
	clarification for PMIP security mechanisms
	Huawei
	agreed
	S3-090891
	-

	S3-091078
	Detele reference for S101 interface security
	Huawei
	agreed
	S3-090931
	-

	S3-091079
	Authorization for ANDSF - R9
	Ericsson
	agreed
	S3-090880
	-

	S3-091080
	LS to CT1 on ANDSF
	current meeting
	agreed
	-
	-

	S3-091081
	Addition of EC Clauses to the Rel-9 TS 33.401 CR
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	revised
	S3-090862
	S3-091092

	S3-091082
	SAE - ANDSF Draft LS to SA2
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090813
	-

	S3-091083
	Proposal for a working assumption for IMS media security
	Alcatel-Lucent, China Mobile, Nokia Corporation, Nokia Siemens Networks, Rogers Wireless, TeliaSonera, Verizon, Vodafone
	agreed with modifications
	S3-091052
	-

	S3-091084
	33.402 CR: Clarification on use of USIM/UICC in non-3GPP accesses
	S3-090424
	agreed
	S3-090708
	-

	S3-091085
	Additional security requirement on eNB(revision of 796)
	China Mobile; Nokia, Nokia Siemens Networks
	agreed
	S3-091041
	-

	S3-091086
	SAE: Clarification on eNodeB management plane protection
	Nortel
	agreed
	S3-090988
	-

	S3-091087
	TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B
	NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE
	revised
	S3-090861
	S3-091135

	S3-091088
	LS on additional context fetching (S2-093100/S3-090599)
	S2-093933
	noted
	-
	-

	S3-091089
	WID for EEA3 and EIA3
	Alcatel-Lucent, Alcatel Shanghai Bell Co. Ltd., China Mobile, China Unicom, Datang Mobile, Huawei, Nokia, Nokia Siemens Networks, RITT, ZTE
	agreed
	S3-091049
	-

	S3-091090
	Deleting Testing for NULL IP algorithm
	ZTE Corporation
	merged into 1094
	S3-090941
	S3-091095

	S3-091091
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	revised
	S3-090987
	S3-091094

	S3-091092
	Addition of EC Clauses to the Rel-9 TS 33.401 CR
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	agreed
	S3-091081
	-

	S3-091093
	LS on SA3 questions on H(e)NB requirements
	S1-091160
	noted
	-
	-

	S3-091094
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	revised
	S3-091091
	S3-091109

	S3-091095
	Deleting Testing for NULL IP algorithm
	ZTE Corporation
	withdrawn
	S3-091090
	-

	S3-091096
	Proposal for working assumptions for IMS media security
	Alcatel-Lucent,Ericsson, Nokia Siemens Networks, TeliaSonera
	noted
	-
	-

	S3-091097
	33.203 CR: Removing Editor’s note from Annex T - Rel-8
	Ericsson
	agreed
	S3-090866
	-

	S3-091098
	33.203 CR: Removing Editor’s note from Annex T - Rel-9
	Ericsson
	agreed
	S3-090867
	-

	S3-091099
	Reply to: LS on local breakout and optimal media routing
	current meeting
	agreed
	-
	-

	S3-091100
	New version of PUCI TR
	Rapporteur
	agreed
	-
	-

	S3-091101
	Addition of a typical Example of Regulatory Measures to Protect Against Bulk UC & Editorial Corrections in TR33.837 v 0.3.0
	China Mobile
	agreed
	S3-090804
	-

	S3-091102
	Add MSISDN in Zn
	China Mobile
	agreed with modifications
	S3-090950
	-

	S3-091103
	CR on TS 33.220 Add MSISDN in Zn
	China Mobile
	revised
	S3-090951
	S3-091125

	S3-091104
	CR on TS 33.223 GBA Push in case of HLR
	China Mobile
	revised
	S3-090814
	S3-091127

	S3-091105
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	revised
	S3-090810
	S3-091111

	S3-091106
	Comments on S3-0910906: Proposal for working assumptions for IMS media security
	ZTE Corporation
	noted
	-
	-

	S3-091107
	CR on security context
	Qualcomm Europe, Nokia Siemens Networks, Huawei, ZTE Corporation
	agreed
	-
	-

	S3-091108
	New version of TS 33.828
	Rapporteur
	revised
	-
	S3-091160

	S3-091109
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	agreed
	S3-091094
	-

	S3-091110
	pCR on TR 33.224
	Huawei,China Mobile
	agreed
	S3-090904
	-

	S3-091111
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	revised
	S3-091105
	-

	S3-091112
	LS from SA1 to SA3 (Cc CT6) on H(e)NB optional USIM support for Hosting Party Authentication
	S1-091166
	noted
	-
	-

	S3-091113
	Reply to: LS on security aspects on Relay-node type 1
	current meeting
	agreed
	-
	-

	S3-091114
	Proposed Table of Contents for the TS on IMS Media Plane Security
	Rapporteur
	agreed
	S3-090981
	-

	S3-091115
	Clarification about the encryption on Za reference point
	Telecom Italia
	revised
	S3-090815
	S3-091166

	S3-091116
	NDS enhancements to support backhaul security
	NEC, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone
	agreed
	S3-090851
	-

	S3-091117
	pCR to 33.812: requirement of device integrity protection on UICC based solution
	China Mobile
	noted
	S3-090800
	-

	S3-091118
	Supplement to H(e)NB architecture
	ZTE Corporation
	revised
	S3-090913
	S3-091147

	S3-091119
	Miscellaneous corrections to specification
	Huawei, Interdigital
	agreed
	S3-090909
	-

	S3-091120
	Update of referenced RFCs and hash algorithm
	S3-090609
	agreed
	S3-090753
	-

	S3-091121
	LS on UE Capability Transfer during inter-RAT handover
	R2-093600
	replied to
	-
	-

	S3-091122
	Correction of security procedure of HSPA SRVCC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090860
	-

	S3-091123
	128 bit encryption for GSM and GPRS
	Ericsson, Orange, Telenor, Telia-Sonera, Vodafone
	agreed
	S3-090830
	-

	S3-091124
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	agreed
	S3-091111
	-

	S3-091125
	CR on TS 33.220 Add MSISDN in Zn
	China Mobile
	agreed
	S3-091103
	-

	S3-091126
	CR on TS 33.223 Editorial corrections
	China Mobile
	agreed
	S3-090811
	-

	S3-091127
	CR on TS 33.223 GBA Push in case of HLR
	China Mobile
	agreed
	S3-091104
	-

	S3-091128
	WID: Generic Push Layer
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090865
	-

	S3-091129
	New version of TS 33.224
	Rapporteur
	agreed
	-
	-

	S3-091130
	Adding the other scenario in the system architecture of HNB and HeNB
	China Mobile
	revised
	S3-090798
	S3-091146

	S3-091131
	LS on Emergency Call
	R2-093486
	replied to
	-
	-

	S3-091132
	CR to address concerns between 719 and 1107 on EPS NAS security definition
	Ericsson
	agreed
	-
	-

	S3-091133
	Commenting on S3-090900 ACL for non CSG UEs
	Airvana
	agreed with modifications
	S3-091035
	-

	S3-091134
	Deletion of a NOTE in section 7.2.2
	Huawei
	agreed
	S3-090915
	-

	S3-091135
	TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B
	NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE
	agreed
	S3-091087
	-

	S3-091136
	Reply to: LS on “Security procedures for IMS based MBMS User Services”
	current meeting
	agreed
	-
	-

	S3-091137
	33.220 CR: Ua security protocol identifier for IMS based MBMS
	Ericsson
	agreed
	S3-090868
	-

	S3-091138
	Corrections to clause 7 (merger of (part of) 708, 839, 1075)
	Ericsson, Huawei, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-091139
	Reply to: LS on UE Capability Transfer during inter-RAT handover
	current meeting
	sent for email approval
	-
	-

	S3-091140
	[33.820] Clarification of the text on Hosting Party authentication in the conclusion section
	Airvana, Alcatel-Lucent, AT&T, NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Qualcomm, T-Mobile
	agreed
	S3-090953
	-

	S3-091141
	CR on validation
	Airvana, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-091142
	pCR on TR 33.812 section 5.1.3.7.1 Network Interactions for U/ISIM Provisioning  in case of 3GPP Access
	Huawei
	agreed
	S3-090905
	-

	S3-091143
	LS on Integrity Protection of  Messages that Alter the Allowed CSG List
	current meeting
	agreed
	-
	-

	S3-091144
	New version of Draft TS 33.xxx on H(e)NB security
	Rapporteur
	agreed
	-
	-

	S3-091145
	CR to 33.820 H(e)NB handover threat
	NEC Corporation
	agreed
	S3-090856
	-

	S3-091146
	Adding the other scenario in the system architecture of HNB and HeNB
	China Mobile
	noted
	S3-091130
	-

	S3-091147
	Supplement to H(e)NB architecture
	ZTE Corporation
	noted
	S3-091118
	-

	S3-091148
	Generation of pseudonyms and re-authentication identities
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-090840
	-

	S3-091149
	Additions of principles in section 5.4.1.2 and section 5.4.2.2
	China Mobile
	noted
	S3-090803
	-

	S3-091150
	Revision of S3-090790 CR on 33.820 based on comments from ZTE
	InterDigital Communications Corporation
	noted
	S3-090992
	-

	S3-091151
	Explanation of H(e)NB Integrity Verification
	ZTE Corporation
	agreed
	S3-090916
	-

	S3-091152
	Reply to: Liaison Statement on the M2M work in ETSI and 3GPP
	current meeting
	agreed
	-
	-

	S3-091153
	PCR on 33.812 M2M alt 3
	TeliaSonera
	agreed
	S3-090971
	-

	S3-091154
	New version of 33.821 M2M TR
	Rapporteur
	sent for email approval
	-
	-

	S3-091155
	Correction of EPS AS/NAS Security Context definition
	Ericsson
	agreed
	S3-091060
	-

	S3-091156
	Update of UTRAN enhancement WID
	Ericsson, Orange,Telenor
	agreed
	S3-090825
	-

	S3-091157
	UTRAN enhancement TR baseline update
	Ericsson
	agreed
	S3-090826
	-

	S3-091158
	Reply to: LS on initiation of security mode control procedure after ATTACH REQUEST
	current meeting
	sent for email approval
	-
	-

	S3-091159
	Reply to: LS on Emergency Call
	current meeting
	sent for email approval
	-
	-

	S3-091160
	New version of TS 33.828
	Rapporteur
	sent for email approval
	S3-091108
	-

	S3-091161
	Warning system: accuracy of internal clock
	Vodafone
	noted
	-
	-

	S3-091162
	Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly
	S3-090570
	sent for email approval
	S3-091051
	-

	S3-091163
	Correction of eKSI usage in AS and other corrections of 33.401
	Qualcomm Europe
	sent for email approval
	S3-091066
	-

	S3-091164
	CR to 33.401 Removal of NAS keys storage
	S3-090546
	sent for email approval
	S3-090751
	-

	S3-091165
	Editorial corrections
	Nokia Corporation, Nokia Siemens Networks
	sent for email approval
	S3-090858
	-

	S3-091166
	Clarification about the encryption on Za reference point
	Telecom Italia
	agreed
	S3-091115
	-


Annex B: List of change requests

	Document
	Title
	Source
	Decision
	Spec
	CR
	Rev
	Rel
	Cat
	WI

	S3-090703
	33.203: Correction of wrong message name in annex N (Rel-8)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090704
	33.203: Correction of wrong message name in annex N (Rel-9)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090705
	33.401 CR: Correction of UE EPS security capability default set
	S3-090417
	agreed
	-
	-
	-
	-
	-
	-

	S3-090706
	33.401 CR: Resolving ed note on PLMN ID encoding
	S3-090418
	obsoleted by S3-090817
	-
	-
	-
	-
	-
	-

	S3-090707
	Editorial corrections to security context establishment clause
	S3-090423
	agreed
	-
	-
	-
	-
	-
	-

	S3-090708
	33.402 CR: Clarification on use of USIM/UICC in non-3GPP accesses
	S3-090424
	revised
	-
	-
	-
	-
	-
	-

	S3-090709
	Clarification of Section 7.4 Authentication Method Selection
	S3-090497
	agreed
	-
	-
	-
	-
	-
	-

	S3-090710
	The correction on input key of Null ciphering algorithm
	S3-090511
	agreed
	-
	-
	-
	-
	-
	-

	S3-090711
	Corrections for the EPS security context fetching between MMEs
	S3-090518
	merged in 833
	-
	-
	-
	-
	-
	-

	S3-090712
	Addition of the Emergency Calling Clause
	S3-090536
	agreed
	-
	-
	-
	-
	-
	-

	S3-090713
	Changing SGSN to the enhanced MSC server in SRVCC
	S3-090553
	agreed
	-
	-
	-
	-
	-
	-

	S3-090714
	Keys to be used in HO from E-UTRAN to UTRAN and GERAN
	S3-090558
	agreed
	-
	-
	-
	-
	-
	-

	S3-090715
	Keys to be used in HO from UTRAN and GERAN to E-UTRAN
	S3-090563
	agreed
	-
	-
	-
	-
	-
	-

	S3-090716
	Addition of EC Clauses to the Rel-9 TS 33.401
	S3-090579
	obsoleted by 862
	-
	-
	-
	-
	-
	-

	S3-090717
	Corrections of eKSI and AS in 33.401
	S3-090583
	obsoleted by S3-091066 and S3-090927
	-
	-
	-
	-
	-
	-

	S3-090718
	corrections for Attach procedure
	S3-090585
	agreed
	-
	-
	-
	-
	-
	-

	S3-090719
	Correction of EPS AS/NAS Security Context definition
	S3-090586
	merged with S3-090821
	-
	-
	-
	-
	-
	-

	S3-090720
	33.401 CR: Introduction to forward security
	S3-090587
	agreed
	-
	-
	-
	-
	-
	-

	S3-090721
	Clarification on Multiple KeNB*s Preparation in Section 7.4.3
	S3-090588
	agreed
	-
	-
	-
	-
	-
	-

	S3-090722
	The definition of eKSI format
	S3-090590
	agreed
	-
	-
	-
	-
	-
	-

	S3-090723
	Correction on KeNB refresh
	S3-090591
	agreed
	-
	-
	-
	-
	-
	-

	S3-090724
	Key-Change-On the Fly Clarification
	S3-090592
	agreed
	-
	-
	-
	-
	-
	-

	S3-090725
	Correction of KeNB derivations
	S3-090593
	agreed
	-
	-
	-
	-
	-
	-

	S3-090726
	Correction on Key Identification
	S3-090594
	obsoleted by S3-090915
	-
	-
	-
	-
	-
	-

	S3-090727
	NH derivation rules for re-keying
	S3-090595
	agreed
	-
	-
	-
	-
	-
	-

	S3-090728
	33.401 CR: UE security capability handling at S1 HO
	S3-090601
	agreed
	-
	-
	-
	-
	-
	-

	S3-090729
	Correction of EPS AS Security Mode Command Procedure
	S3-090602
	agreed
	-
	-
	-
	-
	-
	-

	S3-090730
	RRC Connection Re-establishment – security corrections
	S3-090603
	agreed
	-
	-
	-
	-
	-
	-

	S3-090731
	33.401 CR: Activation of native EPS NAS security context after IRAT HO
	S3-090606
	agreed
	-
	-
	-
	-
	-
	-

	S3-090732
	correctinos for idle mode procedure in EUTRAN
	S3-090607
	agreed
	-
	-
	-
	-
	-
	-

	S3-090734
	CR Remove Duplicate Section Number in 7.6.1.3.4
	S3-090608
	agreed
	-
	-
	-
	-
	-
	-

	S3-090735
	33.402 CR: Clarification of order for identity request and AVs fetching
	S3-090616
	obsoleted by S3-090888
	-
	-
	-
	-
	-
	-

	S3-090736
	Authorization for ANDSF
	S3-090618
	agreed
	-
	-
	-
	-
	-
	-

	S3-090737
	33.401 CR: Update of abbreviations list
	S3-090620
	agreed
	-
	-
	-
	-
	-
	-

	S3-090738
	Clarifications for Annex A and References
	S3-090621
	agreed
	-
	-
	-
	-
	-
	-

	S3-090739
	Update to H(e)NB system architecture
	S3-090622
	agreed
	-
	-
	-
	-
	-
	-

	S3-090740
	CR to 33.820 Update of Access Control Mechanisms for H(e)NB
	S3-090625
	agreed
	-
	-
	-
	-
	-
	-

	S3-090741
	33.820 CR 7.2.2.3 H(e)NB Authentication
	S3-090626
	agreed
	-
	-
	-
	-
	-
	-

	S3-090742
	Clarification of Certificate Profile
	S3-090627
	agreed
	-
	-
	-
	-
	-
	-

	S3-090743
	CR33.820: Conclusions on Location Security
	S3-090628
	agreed
	-
	-
	-
	-
	-
	-

	S3-090744
	Change in the Clause 6.2. Removal of explicit CK’/IK’ function
	S3-090630
	agreed
	-
	-
	-
	-
	-
	-

	S3-090745
	CR TR33.820 7.5.2.1 introduction to validation
	S3-090632
	agreed
	-
	-
	-
	-
	-
	-

	S3-090746
	CR TR33.820 7.5.2.4 semi-autonomous validation
	S3-090633
	agreed
	-
	-
	-
	-
	-
	-

	S3-090747
	33.820: Correction of text on autonomous validation
	S3-090635
	agreed
	-
	-
	-
	-
	-
	-

	S3-090748
	33.820 CR on H(e)NB Validation
	S3-090636
	agreed
	-
	-
	-
	-
	-
	-

	S3-090749
	33.401 CR: Storage of EPS NAS security context
	S3-090640
	obsoleted by 1107
	-
	-
	-
	-
	-
	-

	S3-090750
	Corrections for TS 33.310
	S3-090473
	agreed
	-
	-
	-
	-
	-
	-

	S3-090751
	CR to 33.401 Removal of NAS keys storage
	S3-090546
	revised
	-
	-
	-
	-
	-
	-

	S3-090752
	Correcting MME behaviour at S1-handover
	S3-090572
	merged in 1060
	-
	-
	-
	-
	-
	-

	S3-090753
	Update of referenced RFCs and hash algorithm
	S3-090609
	revised
	-
	-
	-
	-
	-
	-

	S3-090755
	Addition of the NULL algorithm for Integrity Protection to the Clause 5.1.4
	S3-090619
	obsoleted by S3-090941
	-
	-
	-
	-
	-
	-

	S3-090756
	Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly
	S3-090570
	agreed
	-
	-
	-
	-
	-
	-

	S3-090774
	GBA Modification of References (R9)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090786
	CR TR 33.820 for section 7.5.3 analysis of Semi-Autonomous Validation
	InterDigital Communications Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-090787
	CR TR 33.820 for section 8 Conclusions re of Semi-Autonomous Validation
	InterDigital Communications Corporation
	partly merged in 1141
	-
	-
	-
	-
	-
	-

	S3-090790
	CR TR33.820 7.5, 7.6 binding of authentication & validation
	InterDigital Communications Corporation
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-090794
	CR giving randomness requirements on nonces for LTE
	Motorola, Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-090796
	Additional security requirement on eNB
	China Mobile;Nokia Siemens Networks, Nokia
	revised
	-
	-
	-
	-
	-
	-

	S3-090797
	Adding title in NAS integrity mechanism
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090799
	Addition of AS algorithm selection procedure during intra-eNB handover
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090810
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090811
	CR on TS 33.223 Editorial corrections
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090812
	SAE - ANDSF Discussion Paper ANDSF Authorization R9
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-
	-
	-
	-
	-

	S3-090814
	CR on TS 33.223 GBA Push in case of HLR
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090815
	Clarification about the encryption on Za reference point
	Telecom Italia
	revised
	-
	-
	-
	-
	-
	-

	S3-090816
	CR 33.401: Correction of KDF definiton
	Ericsson, ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-090817
	CR 33.401: Correction of KDF definiton (delta)
	Ericsson, ZTE Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-090818
	CR 33.402: Correction of KDF definiton
	Ericsson, ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-090820
	CR 33.401: Correction of eKSI related to AS keys
	Ericsson
	merged in S3-090719 in 1060
	-
	-
	-
	-
	-
	-

	S3-090821
	CR 33.401: Correction of eKSI related to AS keys (delta)
	Ericsson
	noted
	-
	-
	-
	-
	-
	-

	S3-090827
	An operator option to use NAS signalling confidentialty protection
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090828
	Inconsistent text in section 9.2.2.2 related to HO from UTRAN to E-UTRAN
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090833
	Correction of distribution of authentication data
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090834
	Correction of key setting during AKA
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090835
	Corrections to idle mode security procedures in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	obsoleted by 1107
	-
	-
	-
	-
	-
	-

	S3-090836
	Resolution of an Editor’s note on signaling messages, which are not confidentiality protected
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090837
	Rules on concurrent runs of security procedures
	Nokia Corporation, Nokia Siemens Networks
	merged in 1070
	-
	-
	-
	-
	-
	-

	S3-090838
	Combination of authentication and authorization procedures
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-090839
	Resolution of an Editor’s note on WIMAX EPS Interworking
	Nokia Corporation, Nokia Siemens Networks
	merged in 1138
	-
	-
	-
	-
	-
	-

	S3-090840
	Generation of pseudonyms and re-authentication identities
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090850
	CR 33.401: Test vectors for 128-EEA2 and 128-EIA2
	Vodafone
	agreed
	-
	-
	-
	-
	-
	-

	S3-090853
	CR 33.102: Integrity protection of reject messages with cause #25
	Vodafone
	conditionally agreed
	-
	-
	-
	-
	-
	-

	S3-090854
	CR to 33.401: Integrity protection of reject messages with cause #25
	Vodafone
	conditionally agreed
	-
	-
	-
	-
	-
	-

	S3-090856
	CR to 33.820 H(e)NB handover threat
	NEC Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090858
	Editorial corrections
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090860
	Correction of security procedure of HSPA SRVCC
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-090861
	TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B
	NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE
	revised
	-
	-
	-
	-
	-
	-

	S3-090862
	Addition of EC Clauses to the Rel-9 TS 33.401
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	revised
	-
	-
	-
	-
	-
	-

	S3-090863
	33.402 CR: Clarification of order for identity request and AVs fetching - delta
	Ericsson
	noted
	-
	-
	-
	-
	-
	-

	S3-090864
	33.402 CR: Clarification of order for identity request and AVs fetching - real
	Ericsson
	merged with 888 in 1074
	-
	-
	-
	-
	-
	-

	S3-090866
	33.203 CR: Removing Editor’s note from Annex T - Rel-8
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090867
	33.203 CR: Removing Editor’s note from Annex T - Rel-9
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090868
	33.220 CR: Ua security protocol identifier for IMS based MBMS
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090869
	33.246 CR: Add reference to IMS based MBMS TS
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-090874
	33.246 CR: Clarification of Service Protection Description
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-090875
	Update of NAS SMC figure
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090878
	Correction of KeNB derivations - new
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090880
	Authorization for ANDSF -new
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-090888
	Clarification for EAK-AKA' procedure
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-090890
	clarification for network domain security
	Huawei
	merged in 1077
	-
	-
	-
	-
	-
	-

	S3-090891
	clarification for PMIP security mechanisms
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-090892
	identity for EAP-AKA'
	Huawei
	revised (merged in 1074)
	-
	-
	-
	-
	-
	-

	S3-090903
	CR-TR33.820 H(e)NB validation
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-090909
	Miscellaneous corrections to specification
	Huawei, Interdigital
	revised
	-
	-
	-
	-
	-
	-

	S3-090913
	Supplement to H(e)NB architecture
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090914
	S3-090515
	Huawei
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-090915
	Deletion of a NOTE in section 7.2.2
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-090916
	Explanation of H(e)NB Integrity Verification
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090917
	Counters relay on Inter-RAT mobility
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-090922
	NAS security context re-use
	Huawei
	rejected
	-
	-
	-
	-
	-
	-

	S3-090923
	Fetching security context correction on Inter-RAT mobility
	Huawei
	obsoleted by 1107
	-
	-
	-
	-
	-
	-

	S3-090925
	Handling of EPS security contexts
	HUAWEI, ZTE
	merged in S3-091107
	-
	-
	-
	-
	-
	-

	S3-090926
	Deletion cached EPS security context existing in the specification
	HUAWEI, ZTE
	merged in S3-091107
	-
	-
	-
	-
	-
	-

	S3-090927
	Correction of the Next hop Chaining Counter initial value
	HUAWEI, ZTE
	agreed
	-
	-
	-
	-
	-
	-

	S3-090928
	editorial correction of reference
	Huawei
	merged into 1074
	-
	-
	-
	-
	-
	-

	S3-090929
	delete the NOTE 2 in 7.2.1.4
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-090930
	The indication of anthentication method for non-3GPP access to EPS
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-090931
	Detele reference for S101 interface security
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-090937
	HA switch consideration for DSMIPv6 bootstrap
	ZTE Corporation
	merged in 1076
	-
	-
	-
	-
	-
	-

	S3-090938
	Deleting eKSI in S1 INITIAL CONTEXT SETUP and AS level messages
	ZTE Corporation
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-090940
	Deleting Testing for NULL IP algorithm-delta
	ZTE Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-090941
	Deleting Testing for NULL IP algorithm
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-090945
	Security context definition modification
	ZTE Corporation
	obsoleted by 1107
	-
	-
	-
	-
	-
	-

	S3-090946
	Mechanisms of limit EIA0 usage for emergency call purpose only-delta
	ZTE Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-090947
	Mechanisms of limit EIA0 usage for emergency call purpose only
	ZTE Corporation
	merged in S3-091094
	-
	-
	-
	-
	-
	-

	S3-090950
	Add MSISDN in Zn
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090951
	CR on TS 33.220 Add MSISDN in Zn
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090953
	[33.820] Clarification of the text on Hosting Party authentication in the conclusion section
	Airvana, Alcatel-Lucent, AT&T, NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Qualcomm, T-Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-090955
	Clarification on key identification and KeNB derivation
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-090958
	Correcting the definition of current security contexts
	Qualcomm Europe
	merged in S3-091107
	-
	-
	-
	-
	-
	-

	S3-090959
	Storing a native context at Handover to E-UTRAN
	Qualcomm Europe
	obsoleted by 1107
	-
	-
	-
	-
	-
	-

	S3-090960
	Additonal cases when the mapped context are deleted
	Qualcomm Europe
	merged in S3-091107
	-
	-
	-
	-
	-
	-

	S3-090962
	Adding recommendation for MME behaviour to avoid concurrency issues
	Qualcomm Europe
	obsoleted by 1070
	-
	-
	-
	-
	-
	-

	S3-090963
	Handling the NAS security contexts
	Qualcomm Europe
	merged in S3-091107
	-
	-
	-
	-
	-
	-

	S3-090964
	Simplifying clause 9.1.2
	Qualcomm Europe
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-090965
	HA re-direction
	Qualcomm Europe
	merged in 1076
	-
	-
	-
	-
	-
	-

	S3-090967
	Storage of EPS NAS security context
	Qualcomm Europe
	merged in S3-091107
	-
	-
	-
	-
	-
	-

	S3-090969
	Correction of eKSI usage in AS and other corrections of 33.401
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-090983
	Clarification of LTE USIM requirement
	NTT DOCOMO
	revised
	-
	-
	-
	-
	-
	-

	S3-090985
	CR 33.821: DoS aspects of the EC function
	Ericsson, Alcatel-Lucent, Verizon Wireless
	revised
	-
	-
	-
	-
	-
	-

	S3-090987
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	revised
	-
	-
	-
	-
	-
	-

	S3-090988
	SAE: Clarification on eNodeB management plane protection
	Nortel
	revised
	-
	-
	-
	-
	-
	-

	S3-090989
	Correction for TS 33.310: when a SEG may fetch a CRL for peer SEG
	Nortel
	agreed
	-
	-
	-
	-
	-
	-

	S3-090992
	Revision of S3-090790 CR on 33.820 based on comments from ZTE
	InterDigital Communications Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091006
	Comments on CR S3-090882 on HPM implementation
	InterDigital Communications Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-091017
	CR to TR 33.820: Recommendation for HP authentication implementation
	Gemalto, NTT DOCOMO, Telecom Italia, TeliaSonera, Huawei
	rejected
	-
	-
	-
	-
	-
	-

	S3-091037
	Conclusion subsection on recommending variants for validation
	Airvana, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-091040
	Revised 985: CR 33.821 on Emergency call aspects
	Ericsson, Alcatel-Lucent, Verizon Wireless, NEC Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-091041
	Additional security requirement on eNB(revision of 796)
	China Mobile; Nokia, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-091051
	Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly
	S3-090570
	revised
	-
	-
	-
	-
	-
	-

	S3-091057
	Update of NAS SMC figure
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091059
	Clarification of LTE USIM requirement
	NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-091060
	Correction of EPS AS/NAS Security Context definition
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-091061
	Correction of KeNB derivations - new
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091062
	CR giving randomness requirements on nonces for LTE
	Motorola, Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091063
	Adding title in NAS integrity mechanism
	China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-091064
	An operator option to use NAS signalling confidentialty protection
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091065
	Addition of AS algorithm selection procedure during intra-eNB handover
	China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-091066
	Correction of eKSI usage in AS and other corrections of 33.401
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-091072
	Inconsistent text in section 9.2.2.2 related to HO from UTRAN to E-UTRAN
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091073
	Addition of EC Clauses to the Rel-9 TS 33.401 delta
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	noted
	-
	-
	-
	-
	-
	-

	S3-091074
	Clarification for EAK-AKA' procedure
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091075
	delete the NOTE 2 in 7.2.1.4
	Huawei
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-091076
	HA re-direction
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-091077
	clarification for PMIP security mechanisms
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091078
	Detele reference for S101 interface security
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091079
	Authorization for ANDSF - R9
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091081
	Addition of EC Clauses to the Rel-9 TS 33.401 CR
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	revised
	-
	-
	-
	-
	-
	-

	S3-091084
	33.402 CR: Clarification on use of USIM/UICC in non-3GPP accesses
	S3-090424
	agreed
	-
	-
	-
	-
	-
	-

	S3-091085
	Additional security requirement on eNB(revision of 796)
	China Mobile; Nokia, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-091086
	SAE: Clarification on eNodeB management plane protection
	Nortel
	agreed
	-
	-
	-
	-
	-
	-

	S3-091087
	TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B
	NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE
	revised
	-
	-
	-
	-
	-
	-

	S3-091090
	Deleting Testing for NULL IP algorithm
	ZTE Corporation
	merged into 1094
	-
	-
	-
	-
	-
	-

	S3-091091
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	revised
	-
	-
	-
	-
	-
	-

	S3-091092
	Addition of EC Clauses to the Rel-9 TS 33.401 CR
	Alcatel-Lucent, Verizon Wireless, NEC Corporation, Ericsson, Rogers Wireless
	agreed
	-
	-
	-
	-
	-
	-

	S3-091094
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	revised
	-
	-
	-
	-
	-
	-

	S3-091095
	Deleting Testing for NULL IP algorithm
	ZTE Corporation
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-091097
	33.203 CR: Removing Editor’s note from Annex T - Rel-8
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091098
	33.203 CR: Removing Editor’s note from Annex T - Rel-9
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091103
	CR on TS 33.220 Add MSISDN in Zn
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-091104
	CR on TS 33.223 GBA Push in case of HLR
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-091105
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-091107
	CR on security context
	Qualcomm Europe, Nokia Siemens Networks, Huawei, ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-091109
	CR 33.401: Selection of NULL integrity protection
	Ericsson, Verizon Wireless
	agreed
	-
	-
	-
	-
	-
	-

	S3-091111
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-091115
	Clarification about the encryption on Za reference point
	Telecom Italia
	revised
	-
	-
	-
	-
	-
	-

	S3-091118
	Supplement to H(e)NB architecture
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-091119
	Miscellaneous corrections to specification
	Huawei, Interdigital
	agreed
	-
	-
	-
	-
	-
	-

	S3-091120
	Update of referenced RFCs and hash algorithm
	S3-090609
	agreed
	-
	-
	-
	-
	-
	-

	S3-091122
	Correction of security procedure of HSPA SRVCC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-091124
	CR on TS 33.220 GBA DIAMETER based Zn reference point to support TLS
	China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-091125
	CR on TS 33.220 Add MSISDN in Zn
	China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-091126
	CR on TS 33.223 Editorial corrections
	China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-091127
	CR on TS 33.223 GBA Push in case of HLR
	China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-091132
	CR to address concerns between 719 and 1107 on EPS NAS security definition
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091134
	Deletion of a NOTE in section 7.2.2
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-091135
	TS 33.401 - Addition of NULL Integrity Protection Algorithm in the Annex B
	NEC Corporation, Alcatel-Lucent, Verizon Wireless, Ericsson, Rogers Wireless, ZTE
	agreed
	-
	-
	-
	-
	-
	-

	S3-091137
	33.220 CR: Ua security protocol identifier for IMS based MBMS
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091138
	Corrections to clause 7 (merger of (part of) 708, 839, 1075)
	Ericsson, Huawei, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-091140
	[33.820] Clarification of the text on Hosting Party authentication in the conclusion section
	Airvana, Alcatel-Lucent, AT&T, NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Qualcomm, T-Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-091141
	CR on validation
	Airvana, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-
	-
	-
	-
	-

	S3-091145
	CR to 33.820 H(e)NB handover threat
	NEC Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-091147
	Supplement to H(e)NB architecture
	ZTE Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-091148
	Generation of pseudonyms and re-authentication identities
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-091150
	Revision of S3-090790 CR on 33.820 based on comments from ZTE
	InterDigital Communications Corporation
	noted
	-
	-
	-
	-
	-
	-

	S3-091151
	Explanation of H(e)NB Integrity Verification
	ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-091155
	Correction of EPS AS/NAS Security Context definition
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-091162
	Clarifications to calculating the initial K_eNB and K_eNB after key change on the fly
	S3-090570
	sent for email approval
	-
	-
	-
	-
	-
	-

	S3-091163
	Correction of eKSI usage in AS and other corrections of 33.401
	Qualcomm Europe
	sent for email approval
	-
	-
	-
	-
	-
	-

	S3-091164
	CR to 33.401 Removal of NAS keys storage
	S3-090546
	sent for email approval
	-
	-
	-
	-
	-
	-

	S3-091165
	Editorial corrections
	Nokia Corporation, Nokia Siemens Networks
	sent for email approval
	-
	-
	-
	-
	-
	-

	S3-091166
	Clarification about the encryption on Za reference point
	Telecom Italia
	agreed
	-
	-
	-
	-
	-
	-


Annex C: Lists of liaisons

C1: Incoming liaison statements

	Document
	Title
	From
	Decision
	Reply in

	S3-090758
	Reply LS on Feasibility study on remote management of USIMs for M2M applications
	C6-090071
	noted
	

	S3-090759
	LS on new GERAN WI on “Local Call Local Switch”
	GP-090526
	noted
	

	S3-090760
	On the requirement for optional support of UICC based HP authentication
	Liaison_FF_to_3GPP_2009_04_17
	noted
	

	S3-090761
	Liaison Statement on the M2M work in ETSI and 3GPP
	M2M01_033r3 LS out_cl
	replied to
	S3-091152

	S3-090762
	Reply LS on ETWS information in TS 23.041
	R2-092694
	noted
	

	S3-090763
	LS on potential ETWS security threat in UTRAN
	R2-092696
	replied to
	S3-091054

	S3-090764
	LS on security aspects on Relay-node type 1
	R2-092711
	replied to
	S3-091113

	S3-090765
	Reply LS to 'LS on Concurrent Running of Security Procedures'
	R3-091008
	noted
	

	S3-090766
	Reply LS on Receive of ETWS outside home-PLMN
	S1-090199
	noted
	

	S3-090767
	LS on local breakout and optimal media routing
	S2-091755
	replied to
	S3-091099

	S3-090768
	LS on ETWS timer accuracy and replay attack protection
	S2-093010
	replied to
	S3-091055

	S3-090769
	Reply LS on “Key management for 3GP SRTP recording profile”
	S4-090169
	noted
	

	S3-090770
	LS on “Security procedures for IMS based MBMS User Services”
	S4-090359
	replied to
	S3-091136

	S3-090771
	LS on security aspects of new work item 'RTTI support in IMS charging'
	S5-091559
	replied to
	S3-091056

	S3-091029
	Reply LS on Prefix for EAP-AKA'
	C4-091597
	noted
	

	S3-091030
	LS on Reply LS on security aspects of new work item 'RTTI support in IMS charging'
	C3-090778
	noted
	

	S3-091031
	LS on initiation of security mode control procedure after ATTACH REQUEST
	R5-092767
	replied to
	S3-091158

	S3-091032
	LS on Concurrent Running of Security Procedures
	C1-091945
	noted
	

	S3-091042
	LS on interception for local breakout and optimal media routing
	SA3-LI 09_041r2
	noted
	

	S3-091043
	LS Response LS to GERAN and CT4
	SA3-LI 09_042r2
	noted
	

	S3-091044
	LS on Lawful Interception for H(e)NB local IP access
	SA3-LI 09_044
	noted
	

	S3-091058
	Reply LS on removal of parameters in UICC
	C6-090113
	noted
	

	S3-091069
	Remote USIM Management on M2M Equipment
	GSMA SG
	noted
	

	S3-091088
	LS on additional context fetching (S2-093100/S3-090599)
	S2-093933
	noted
	

	S3-091093
	LS on SA3 questions on H(e)NB requirements
	S1-091160
	noted
	

	S3-091112
	LS from SA1 to SA3 (Cc CT6) on H(e)NB optional USIM support for Hosting Party Authentication
	S1-091166
	noted
	

	S3-091121
	LS on UE Capability Transfer during inter-RAT handover
	R2-093600
	replied to
	S3-091139

	S3-091131
	LS on Emergency Call
	R2-093486
	replied to
	S3-091159


C2: Outgoing liaison statements

	Document
	Title
	Reply To
	SA3 Tdoc

	S3-091054
	Reply to: LS on potential ETWS security threat in UTRAN
	R2-092696
	S3-090763

	S3-091055
	Reply to: LS on ETWS timer accuracy and replay attack protection
	S2-093010
	S3-090768

	S3-091056
	Reply to: LS on security aspects of new work item 'RTTI support in IMS charging'
	S5-091559
	S3-090771

	S3-091071
	LS on Rules on concurrent runs of security procedures
	-
	

	S3-091080
	LS to CT1 on ANDSF
	-
	

	S3-091082
	SAE - ANDSF Draft LS to SA2
	-
	

	S3-091099
	Reply to: LS on local breakout and optimal media routing
	S2-091755
	S3-090767

	S3-091113
	Reply to: LS on security aspects on Relay-node type 1
	R2-092711
	S3-090764

	S3-091136
	Reply to: LS on “Security procedures for IMS based MBMS User Services”
	S4-090359
	S3-090770

	S3-091143
	LS on Integrity Protection of  Messages that Alter the Allowed CSG List
	RAN2
	

	S3-091152
	Reply to: Liaison Statement on the M2M work in ETSI and 3GPP
	M2M01_033r3 LS
	S3-090761


Annex D: List of agreed/approved new and revised Work Items

	Document
	Title
	Source
	new/revised

	S3-090994
	WID Extended Identity Management
	Nokia Corporation, Nokia Siemens Networks, AT&T Wireless, Orange
	New WID

	S3-091089
	WID for EEA3 and EIA3
	Alcatel-Lucent, Alcatel Shanghai Bell Co. Ltd., China Mobile, China Unicom, Datang Mobile, Huawei, Nokia, Nokia Siemens Networks, RITT, ZTE
	new WID

	S3-091116
	NDS enhancements to support backhaul security
	NEC, Nokia Siemens Networks, T-Mobile, Telenor, TeliaSonera, Vodafone
	New WID

	S3-091123
	128 bit encryption for GSM and GPRS
	Ericsson, Orange, Telenor, Telia-Sonera, Vodafone
	New WID

	S3-091128
	WID: Generic Push Layer
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	revised WID

	S3-091156
	Update of UTRAN enhancement WID
	Ericsson, Orange,Telenor
	revised WID


Annex E: List of draft Technical Specifications and Reports

	Tdoc
	Title
	Agenda
	Status

	S3-090782
	Proposed Skeleton for TR on Extended Identity Management
	6.6
	agreed

	S3-091100
	New version of PUCI TR
	6.1.3
	agreed

	S3-091114
	Proposed Table of Contents for the TS on IMS Media Plane Security
	6.1.2
	agreed

	S3-091129
	New version of TS 33.224
	6.6
	agreed

	S3-091144
	New version of Draft TS 33.xxx on H(e)NB security
	6.11
	agreed

	S3-091154
	New version of 33.821 M2M TR
	7.3
	email approval

	S3-091160
	New version of TS 33.828
	6.1.2
	email approval


	Sent to SA Plenary for information


Annex F: List of action items

	Meeting/Number
	Agenda item
	Document
	Details
	Responsible

	SA3#55/1
	5
	S3-091043
	Check whether there are security aspects with the proposed WID
	Peter Howard

	SA3#55/2
	5
	S3-091055
	Find what is said about the timestamp in the CT1 specs
	Dajian Zhang

	SA3#55/3
	6.1.2
	S3-091020
	Submit 33.828 to SA3-LI and provide back comments from the SWG
	Alex Leadbeater

	SA3#55/4
	6.8
	S3-090770
	Review finl outcome of 26.237 and provide feedback to SA4
	Silke Holtmanns/ Vesa Lehtorvita

	SA3#55/5
	7.3
	S3-090758
	Send 33.821 to CT6 leadership
	33.821 Rapporteur
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