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1. Introduction 

We propose to include the following text into the existing subclause 7.4.1 ‘Introduction’ of clause 7.4 “SPIT/UC Protection with Supplementary Services”. 
2. pCR on TR 33.837 v0.3.0

7.4.1
Introduction
This clause describes the usage of Supplementary Services for SPIT/UC prevention.

The approach is to use Supplementary Services, already existing in IMS and PSTN, to define and manage a personal SPIT/UC prevention profile. While the resources to store and execute the Supplementary Services based SPIT/UC prevention profile are provided by the IMS network, the user may have the ability to remotely manage this profile.

The main reasons to use specific Supplementary Services for SPIT/UC prevention are:

· already existing Supplementary Services can be used at once and provide effective means for SPIT/UC protection

· Supplementary Services work in all type of networks, IMS as well as legacy networks, and enable therefore a unified approach to proceed against SPIT/UC

· Supplementary Services do not require any changes to the IMS architecture or SIP

Subsequently the use of Supplementary Services is described in more detail.

It is pointed out here that there is no conflict between the use of the IMR approach and the use of Supplementary Services to combat UC. They may even complement each other. The use of Supplementary Services to combat UC relates to IMR in the following way: when a call is identified as UC (by means outside the scope of Supplementary Services) then, as a reaction to this occurrence of UC, a user or a network may decide to e.g. put a calling party on a black list. Supplementary Services do not mark a particular call as UC, but rather mark a particular user as being a potential UC source (black list), or another user as certainly not being a UC source (white list). Once such lists have been created, a further call is identified as UC, or definitely not UC, by comparing the call source identity with the lists. The reaction is determined by the logic of the particular combination of supplementary services, as described below. 
end of pCR
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