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1. Introduction

This contribution proposes to add some definitions and abbreviations related to H(e)NB to the empty 3 Definitions, symbols and abbreviations of the currently TS 33.xyz V0.0.1 These define terminologies that are useful when describing the H(e)NB system architecture, the Security Features and the Security Procedures, etc. Without the new terminology, those descriptions would be very cumbersome. 
In addition, for the references that have editor's note in section 2, the contribution delete the editor's note and use the latest IETF references for EAP-AKA, IPsec and IKEv2.
It is proposed that SA3 agrees with text in the following pCR into the TS. 
2. Proposed pCR
The following pCR is against 3GPP TS 33.xyz V0.0.1 (2009-03).
************************************ start of the changes ************************************
2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

[1]
3GPP TR 21.905: “Vocabulary for 3GPP Specifications”.

[2]
3GPP TS 32.583: “Home Node B (HNB) Operations, Administration, Maintenance and Provisioning (OAM&P); Procedure flows for Type 1 interface HNB to HNB Management System (HMS)”

[3]

IETF RFC 4187: “Extensible Authentication Protocol Method for 3 d Generation Authentication and Key Agreement (EAP-AKA)”
[4]

IETF RFC 4306: “Internet Key Exchange (IKEv2) Protocol”
[5]

IETF RFC 4301: “Security Architecture for the Internet Protocol”
[6]  
IETF RFC 4739: “Multiple Authentication Exchanges in the IKEv2 Protocol”, Nov 2006.

[7]  
3GPP TS 33.310: “Network Domain Security (NDS); Authentication Framework (AF)”.

[8]  
3GPP TS 23.003: “Technical Specification Group Core Network and Terminals; Numbering, addressing and identification”

[9]
3GPP TS 33.210: “Network Domain Security (NDS); IP network layer security (IP)”
3
Definitions, symbols and abbreviations

<Delete from the above heading those words which are not applicable.>

<Subclause numbering depends on applicability and should be renumbered accordingly.>

3.1
Definitions

For the purposes of the present document, the terms and definitions given in TR 21.905 [1] and the following apply. A term defined in the present document takes precedence over the definition of the same term, if any, in TR 21.905 [1].
CSG
A closed subscriber group identifies subscribers of an operator who are permitted to access one or more cells of the PLMN of but having restricted access (“CSG cells”) 
H(e)NB device identity server
Core network function which holds the information of valid H(e)NB device identities.
Hosting party
the party hosting the H(e)NB and having a contract with the PLMN operator.

Hosting Party Module
a module holding the credentials for authentication of the hosting party.

Security Gateway
Element at the edge of the core network terminating security association(s) for the backhaul link between H(e)NB and core network.

3.2
Symbols

For the purposes of the present document, the following symbols apply:

Symbol format

<symbol>
<Explanation>

3.3
Abbreviations

For the purposes of the present document, the abbreviations given in TR 21.905 [1] and the following apply. An abbreviation defined in the present document takes precedence over the definition of the same abbreviation, if any, in TR 21.905 [1].

AAA 
Authentication, Authorization and Accounting
AKA
Authentication and key agreement 
CA
Certification Authority
CSG
Closed Subscriber Group
DHCP
Dynamic Host Configure Protocol
eNB
Evolved Node-B
EAP
Extensible Authentication Protocol
EPS 
Evolved Packet System

E-UTRAN
Evolved UTRAN

FQDN
Fully Qualified Domain Name
HeNB
Home eNode-B
HeMS
Home eNodeB Management System
HMS
Home NodeB Management System
HNB
Home Node-B
H(e)NB GW
Home (e)NodeB Gateway
HSS
Home Subscriber Sever

HLR
Home Location Register
IKE 
Internet Key Exchange

IMSI
International Mobile Subscriber Identity

LTE
Long Term Evolution

MME
Mobility Management Entity

NAS
Non-Access Stratum

PKI
Public Key Infrastructure

SeGW 
Security Gateway
TrE
Trusted Environment

UICC
Universal Integrated Circuit Card

UP
User plane
USIM 
Universal Subscriber Identity Module
UMTS
Universal Mobile Telecommunications System
UTRAN
Universal Terrestrial Radio Access Network
************************************ end of the changes ************************************
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