SA WG3 Temporary Document

Page 1
-


3GPP TSG SA WG3 Security — S3#55
S3-090912
Shanghai, China, 11 – 15 May 2009

Source:
ZTE Corporation
Title:
TR33.812: pCR to section 4.1 Use Cases: Handset Theft monitoring
Document for:
Discussion and Approval
Agenda Item:
Remote management of USIM for M2M equipment
Work Item / Release:
study item: Remote management of USIM
1. Introduction

This contribution proposes a use case relating to handset theft monitoring for the current subsection 4.1 Use cases of TR33.812 V130.It provides some description of the handset theft monitoring.
It is proposed that SA3 agree with the added handset theft monitoring use cases.
2. Proposed pCR
The following pCR is against 3GPP TR 33.812 V130 (2009-03).
************************************ start of change ************************************
4.1 Use cases
Use Case 5: Handset Theft Monitoring
Handset theft has emerged as a serious and growing cause for concern in the cellular industry. The IMEI was originally introduced, as a unique terminal identity, for type approval reasons, in order that non-type approved terminals could be prevented from connecting to GSM networks. Subsequently, IMEIs of stolen terminals were used to stop them from working on some networks. Through the M2M function, when handsets connect to network, the manufacture can check the IMEIs, and this will help the manufactures quickly response to the weakness of the IMEI implementation in their products.
************************************ end of change ************************************
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