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Some of the SA1 requirements that have been set for the Unsolicited communication work suggests that the user and UE should be possible to be involved in setting the policies and reporting of Unsolicited communication. This contribution proposes explanatory text, and an additional requirement, for the PUCI TR 33.837 to the effect that scenarios involving Single Radio VCC, IMS Service Continuity, and IMS Centralized Services need to be considered. Proposed text is given in the form of a pseudo-CR to S3-090611 below.

*** BEGIN CHANGES ***
4.x
Coexistence with Single Radio-VCC, ICS, and SC

As a general principle, it is desirable to strive for a consistent user experience across different access scenarios. However, certain proposed PUCI features are problematic in this respect, and the feasibility of maintaining a consistent user experience warrants further study. A specific example of this is the use of UC user feedback, as stated in the requirements (Section 6.2).

Single Radio VCC, IMS Service Continuity, and IMS Centralized Services, enables UEs to use the CS as another access for reaching IMS services. In SRVCC, the UE could start a call over PS and then later transfer to a CS access due to coverage reasons. A question that arises is that if user feedback mechanisms are required during the call, and would be based on IMS procedures, how would the end-user experience be perceived if the end-user will not be able to provide feedback in case it will have done an access transfer to CS? Similar is true for an ICS scenario, where the user does not have PS access available. 

What needs to be determined is whether it acceptable to have different end-user capabilities depending on access you currently are camping on. Otherwise, the mechanisms and procedures to solve these requirements will need to be generic enough, e.g., based on out of band procedures for service settings, or on re-using existing supplementary service handling for mid-call support. It is not regarded as viable to change the CS network to accommodate these requirements. 
*** NEXT CHANGE ***
6.2
3GPP Security Requirements

Following are security requirements on PUCI:

3GR-UC-1: 
The IMS should provide a means for IMS-users to report communication as a UC.

3GR-UC-2: 
Reports of UC made by IMS-users should be auditable by the IMS.

3GR-UC-3: 
The IMS should provide the ability for an affected user to request the rating of an UC call
3GR-UC-4: 
The IMS should provide the ability for an affected user to challenge the justification why the communication was identified as UC by the UC detection system.
3GR-UC-5:
The IMS should provide the ability to the operator to extract information from the signalling and other means to provide an indication of the likelihood whether the communication is unsolicited.

3GR-UC-6:
The IMS should provide a mechanism to convey the UC indication in the signalling. 

Editor’s note: Intermediary network entities must be taken care of.

3GR-UC-7:
The IMS should provide a mechanism to allow variation in communication handling based on UC likelihood indication.
3GR-UC-8:
The solution should also work in interworking scenarios with legacy networks, in particular when using Single Radio VCC, IMS Service Continuity, and IMS Centralized Services.
Note 1: The IMS may provide a mechanism to enable the implementation of the Requirements 3GR-UC-5 (identification), 3GR-UC-1 (reporting) and 3GR-UC-7 (control) at the beginning, during or end of the communication.
*** NEXT CHANGE ***
8.1
Evaluation Criteria

Criteria to evaluate solutions discussed in this TR are given below:
· Impact on existing standard: This criterion is meant to check whether any of the existing standards are impacted by a given solution. The preference of course is to have a solution that does not require changes in existing (pre-Rel-9) standards.

· Simplicity: A solution should not be complex in itself, i.e. difficult to understand, relying on complex security mechanism or otherwise like usage or implementation. Thus a simple solution is preferred.
· Operating expense (OPEX): Expense caused when using the solution.

· Service agnostic: Whether a solution can work as is for all kind of IMS based services or a variation is needed for each service.

· Modular: This checks whether new addition can be brought in place without any issues with the solution.

· Scalable: The solution should be scalable in terms of volume of attack it can cater for and number of users that can use it. The solution should also be scalable in terms of network size.

· Security: How well does the solution address threats and meet the security requirements presented in Section 5 and 6 respectively.

Note 1: Not all requirements carry equal weight.

· Unintrusive to legitimate users: Annoying a caller can be as bad, or perhaps worse, as a user receiving an unsolicited call.
· Sensitivity and specificity (false acceptance / false rejection): Examples

· Unwanted Calls  Allowed: Does the solution detect and block UCs?

· Unwanted Calls Criteria Adjustable to User’s Requirements: Does the method allow the user to adjust the Unwanted Calls criteria to match their desires?

· Desired Calls Blocked: Does the solution avoid blocking desirable calls?

· Desired Calls Criteria Adjustable to User’s Requirements: Does the method allow the user to adjust the Desired Calls criteria to match their desires?
· Latency: Does the approach significantly add to the latency between the initiation and completion of desired communications?
· Network Load: Does the approach negatively impact the performance of network components
· Coexistence with Single Radio-VCC, ICS, and SC: does the approach work in scenarios using Single Radio VCC, IMS Service Continuity and IMS Centralized Services

*** END OF CHANGES ***
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