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17th April 2009
To:
3GPP SA1, SA3
From:
Prof. Simon Saunders


Chairman, Femto Forum


simon@femtoforum.org
Re.:
On the requirement for optional support of UICC based HP authentication 
This contribution has been prepared by the following members of the Femto Forum, a 3GPP Market Representation Partner.

Vodafone, Orange, NSN, T-Mobile, NEC, ALU, AT&T, Cisco, SOFTBANK MOBILE, IP.Access, Airvana, China Mobile, Qualcomm, SFR; Kineto; Samsung
At the 8th Femto Forum meeting the following has been discussed:

Some operators have a requirement for hosting party (HP) authentication by means of UICC, whereas others do not. For this reason a solution had been investigated in SA3 (TR 33.820), that allows "optional" HP authentication. Whether this should be turned into a requirement for optional support of UICC based HP authentication had been discussed in 3GPP SA1, SA3 and SA, however so far without conclusion.


On this question the cosigning members of Femto Forum have the following opinion:

The cosigning members of Femto Forum propose to mandatory support certificate based device authentication and allow optional support and use of HP authentication in 3GPP Rel-9.

The cosigning members’ understanding of "optional" is the following:

· To be 3GPP compliant H(e)NB products (Access points and gateways) are not obliged to support HP authentication.
· No additional HP authentication related function/hardware is required if a H(e)NB product does not support HP authentication
· If a 3GPP compliant H(e)NB product (Access point or gateway) supports HP authentication then it must follow 3GPP specifications.

The cosigning members kindly request 3GPP SA3 to consider the optional support and use of UICC based HP authentication and for 3GPP SA1 to consider the related service requirements accordingly.
Yours Sincerely,

Prof. Simon Saunders,
Chairman

Femto Forum
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