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SA3 thanks RAN3 for their LS (S3-090115/R3-083550) regarding 3G HNB identity. Based on the ongoing study in SA3 on the HNB topic, we have considered two forms of HNB authentication i.e. a device authentication and a hosting party authentication. While the device authentication is considered mandatory, the hosting party authentication is currently considered optional. Furthermore, SA3 have considered the following valid HNB identifiers for the purpose of security verifications:
1) A globally unique, Fully Qualified Domain Name (FQDN) formatted identifier to be used for certificate based device authentication. 

2) A globally unique IMSI formatted identifier to be used for EAP-AKA based authentication. EAP-AKA authentication is used for hosting party authentication but may also be used for device authentication.

Regarding the specific question from RAN3, 

1) Whether the HNB identity, which is part of the credential used for the secure tunnel setup between the HNB and SeGW, could be used at the RNL level over the Iuh interface?

SA3 acknowledges and confirms that the HNB identifier used for the secure tunnel setup can certainly be used over the Iuh interface as it meets the key requirement of being globally unique identifier.

2) To provide guidance on the potential structure of this HNB identity.  

As described above, the FQDN and IMSI are the two identifier types under consideration for the HNB identity and either may be used over the Iuh interface. While the specific format of the FQDN identifier is considered as out-of-scope of the current study work in SA3, it is certainly required to be globally unique.
Actions:

SA3 kindly asks RAN3 to take note of the above responses as well as ongoing discussion in SA3 on the HNB identifier.
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