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1
Decision/action requested

This pCR presents an additional part of the location locking mechanisms which were approved in SA#53.
2
References

[15] 3GPP TS 25.467: "Technical Specification Group Radio Access Network (UTRAN); UTRAN Architecture for 3G Home NodeB; Stage 2".
3
Rationale

Since the H(e)NB may be restarted or broken intentionally or unintentionally, e.g. power off, physical attacks and protocol attacks, etc, the failure recovery of H(e)NB is possible. Besides, fo ther H(e)NB belongs to private owner, the move of the H(e)NB is also possible (e.g. H(e)NB is moved from a house to another house by its owner etc). 

Either failure recovery or move of H(e)NB makes re-locking of H(e)NB location to be a necessary part of H(e)NB location locking mechanisms. Re-lockings of H(e)NB location with the same location and different locations are detailed in this pCR separately to perfect the location locking mechanisms.
4 Detailed proposal
****************Start of 1st Change************
7.8.6 Re-locking of H(e)NB Location
7.8.6.1        Same Location for H(e)NB
When there is no change to the location of H(e)NB and H(e)NB recovers from unavailability (e.g. power off, break down etc), H(e)NB will perform the re-locking of its location according to the procedures defined in TS 25.467 (HNB provisioning, HNB registration and UE registration) [15] and the three steps in section 7.8.1.
7.8.6.2        Different Locations for H(e)NB
As long as the location of H(e)NB is changed (e.g. a H(e)NB is moved from a house to another house by its owner), its move of location should be monitored by operaters.
When H(e)NB is placed in a new location, operators will make a de-registration on previous H(e)NB-GW. On its new location, H(e)NB implements its provisioning procedure on condition that the availability of the new location is verified by the operaters. After that H(e)NB makes the H(e)NB registration [15] followed by the three steps in section 7.8.1 for the re-locking of its new location. 
7.8.7
H(e)NB Location Policy Options and Configuration

Which of the above approaches to use depends on a number of factors, such as security level and accuracy level according to operator policy, H(e)NB capability（whether GPS installed, or macro coverage. A policy may be applied to assist in determining the method to be used. It is suggested that the policy is pre-configured in H(e)NB, e.g. by operator configuration data ,and H(e)NB automatically adapt to it.
Using IP address alone may not be secure enough. GPS, and to a lesser extent A-GPS, may not work well in some indoor environments, and both may add cost to the H(e)NB. 

One example of a policy based on the factors above is shown here. Other policies are of course possible. Prioritization and possible exclusion of certain methods may be an extension of the operator policy, not reflected in the example table below.
	Scene
	Policy

	No macro cell exist, and no GPS installed 
	H(e)NB cannot register reliable location

	Macro cell exists and system has high security requirement  
	IP address + Macro cell 

	Macro cell exits and one of surrounding UEs is equipped with (A-)GPS
	Macro cell + UE information

	(A)GPS installed in H(e)NB 
	GPS information+ IP address

	(A)GPS installed in H(e)NB and Macro cell exists 
	GPS information + IP address + Macro cell

	One of surrounding UE is equipped with GPS
	UE information


****************End of 1st Change************
****************Start of 2nd Change************
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