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1
Opening of the meeting

Secretary's note: the current report is an unapproved draft.

The Chairman Valtteri Niemi opened the meeting hosted by NEC Corporation and JF3 in Kyoto, Japan. The Chairman welcomed the delegates and gave the information on the document handling.

Kenji Obata from NEC Corporation welcomed the delegates on behalf of NEC and JF3 and gave information on the logistics and practicalities of the meeting.

2
Agenda, IPR Call and document ordering

The Chairman read the IPR call. There were no IPRs declared.

The document order for agenda items had been provided by delegates.

S3-081200
Draft Agenda for SA WG3 meeting #53





Source: SA WG3 Chairman

Discussion: 

The Chairman presented the agenda for the meeting and went through the meeting objectives.

There were no objections to the proposed agenda.

Decision: 

The document was approved.



4
Meeting reports

SA3-LI

Alex Leadbeater provided a verbal summary of the activities. SAE/LTE stage 2 was approved. Stage 3 is under work currently in SA3-LI.

Dynamic triggering is one of the issues that will be discussed in the next meeting.

S3-081201
Report from SA3#52





Source: SA WG3 Secretary

Discussion: 

The Chairman presented the report from the June meeting. The group went through the sections of the meeting report. There were no comments on the content. 6.9.8 should be moved to the correct place. MCC will handle this and upload the approved report to the appropriate location.

Decision: 

The document was approved.



S3-081202
Report from SA#41 Plenary





Source: SA WG3 Chairman

Discussion: 

The Chairman presented the report, whichs had already been presented in the ad hoc meeting. No objections.

Decision: 

The document was approved.



S3-081203
Report from SA3 September ad hoc





Source: SA WG3 Secretary

Discussion: 

The Chairman presented the report. There were some comments on the report, which was amended. MCC will upload the approved report in the appropriate location.

The group went through the actions. S3-52/7 has to be completed by the supporting companies. All actions are completed.

Decision: 

The document was approved.



5
Reports and Liaisons from other groups

IETF

The Chairman briefed the group on the conference call between 3GPP and IETF. EAP-AKA' was discussed in this conference call: the document is ready from the IETF side and the green light from the 3GPP is awaited. SA3 will have to give this signal.

Media security was also part of the discussions; a further conference must be held on this.

Extract from the minutes of the IETF-3GPP minutes:

Status of EAP-AKA' work 

3GPP initiated work on new key derivation scheme which was already in IESG review, with one more technical issue to solve before it can be approved. Synchronisation with 3GPP specifications is needed, but this work seems to be on track to progress rapidly.

The completion of this work requires references from 3GPP TSs and IETF RFC in both directions which takes some co-ordination of the formal approval process. This was not seen problematic as 3GPP TSs can be updated to reference to RFC number instead of draft name and the 3GPP TS number is available already.

In order to verify the technical alignment Valtteri volunteered to report from the next SA3 meeting to Jari Arkko. 

        Media security 

The previous meeting discussed the applicability of DTLS-SRTP related key distribution in 3GPP security architecture. It has been proposed in 3GPP but there has not been single view on whether it would solve the problems in end-to-end encryption, also including the legal interception requirements.

Since this could not be solved in the previous meeting, SA3 chair Valtteri Niemi and RAI AD Cullen Jennings got an action point to review this again during the summer and Valtteri also promised to see if the companies working on 3GPP TR 33.828 and the rapporteur of the specification would be willing to contribute with analysis on this topic.

This action point was still pending, and it was agreed to have a telco on Friday the 7th of November at 15:00 UTC with Valtteri to distribute the invitation ASAP.

ETSI SAGE

No input.

GSMA

Charles Brookson presented the GSMA Fraud and Security Director, who attended the SA3 meeting.

Charles Brookson gave a report of the proceedings in GSMA SG.

Two input documents had been sent to SA3 for information only, a correct version of the algorithm road map, and a Femtocell white paper.

The next SG meeting held 24/5/6 November will include a joint meeting with the manufacturers, EICTA SG. Topics include:

• Handset security self-certification scheme possibility,

• Testing of A5/3 and possible Plugfest (Tests have been mostly designed, and need discussion),

• Trusted functionality and OMTP suggestions,

• CERT like scheme for mobile industry.

Topics being worked on this year include:

• Malware Risk Assessment Tool - develop document and measurement mode

• Protected Content for Mobile TV – Document key management guidelines and best practice

• Regional Theft Guard - develop an enhanced SIM lock mechanism to help combat handset theft

• SIP Risk Analysis - undertake complete risk analysis to identify threats such as denial of service

• NFC Security – Conduct risk analysis and ensure project is aligned with security strategy

• IP-based Femtocell Risk Analysis – document the risks and security impacts.

Issues:

• Femtocell security – FCG has input an LS (081429) that requests SA3 to consider the recommendations that have been included in the Femtocell Security Issues White Paper that they jointly developed with SG. We need SA3 to review and comment on the recommendations.

• Ciphering indicator - an LS has already been sent to SG requesting our input on a proposal to change the specs that allow operators to override the handset cipher indicator feature. SG is still considering this matter and will not arrive at a conclusion until its meeting in Amsterdam (25th to 26th Nov). If SA3 has a strong view/recommendation we can take this to SG#69.

• A5/3 support – GSMA has been leading the industry efforts to expedite the roll out of A5/3 as the logical replacement for the compromised A5/1 privacy algorithm. We would like to thank the infrastructure suppliers for their responses to the GSMA survey regarding A5/3 support and we would like to encourage them to continue with their efforts to rollout A5/3.

• Algorithm implementation roadmap –  We welcome SA3’s feedback on this document and we ask the suppliers to note the recommendations with a view to ensuring their product roadmaps only include support for recommended algorithms.

It was discussed how to secure the IMEI.

3GPP2

No input.

OMA

Rolf Blom pointed out that an incoming LS is uploaded for the meeting on a specific issue.

TR45-AHAG

The issue of joint control of AKA is pending. Currently all the CRs that change the AKA are being sent to the Committee. A joint session was proposed by AHAG Chair, this could be done in the US meeting of SA3 next year.

TCG

No input.

IEEE

No input.

S3-081437
LS on ETWS





Source: GP-081310

Discussion: 

Ericsson presented the LS.

Nokia pointed out that 50B is the minimum length for the digital signature, but GERAN would be interested in the maximum length. The group should give this information.

It was understood that GERAN assumed 50B from S3-08219 LS to GERAN (mentioning 41 bytes for DSA).

It was decided to reply in S3-081495 confirming GERAN's understanding (Alf).

Decision: 

The document was replied to.



S3-081495
Reply to: LS on ETWS





Source: SA WG3

Discussion: 

NTT Docomo presented the draft LS.

Decision: 

The document was approved.



S3-081439
Further questions on Earthquake and Tsunami Warning System





Source: R2-083786

Discussion: 

NTT Docomo presented the LS. No reply needed.

Decision: 

The document was noted.



S3-081447
Reply LS on Earthquake and Tsunami Warning System





Source: S2-085267

Decision: 

The document was noted.



S3-081444
Reply LS on NGCN issues and proposed workshop





Source: S2-085251

Decision: 

The document was noted.



S3-081452
Reply to LS on security aspects related to CAT





Source: S1-083438

Decision: 

The document was noted.



S3-081483
Reply to LS on security aspects related to CAT





Source: S1-083438

Decision: 

The document was noted.



S3-081204
LS on Error Indication Handling in GTP





Source: C4-083173

Discussion: 

Ericsson presented the LS. The paper needs to be studied before replying. A reply is necessary to finalize CT4 work on time.

Nokia Siemens Networks asked if the problem persists when NDS-IP is used. Ericsson pointed out that this is relevant to UP, so NDS is not used there; Nokia Siemens Networks asked why a signaling message is sent on the user plane. This is an exceptional case.

It was subsequently identified packet injection as a possible threat; it was pointed out that this is only one of the possible threats.

Decision: 

The document was replied to.



6.1
IMS Security

S3-081207
TR 33.828 0.9.0





Source: Rapporteur

Decision: 

The document was noted.



S3-081570
TR 33.828 0.10.0





Source: Rapporteur

Discussion: 

New baseline.

Decision: 

The document was agreed.



S3-081212
Editorial corrections in Annex P3 and P.4.2





Source: Telecom Italia

Abstract: 

This CR is just a re-submission: it implements TD S3-081011 (agreed during SA3#52bis meeting) on the latest version of TS 33.203.

Decision: 

The document was agreed.



S3-081252
Removal of SIP Digest Authentication Vector EditorÆs Note





Source: CableLabs, Nokia Corporation, Nokia Siemens Networks

Abstract: 

Remove the editor’s note below the SD-AV definition in section 3.1 and delete the domain parameter in Annex N.

Decision: 

The document was agreed.



S3-081253
Usage of AVs for authentication of Register and Non-Register messages





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

Clarify that:  1) for Authorization and Proxy-Authorization the same AVs are used  2) in case Proxy-Authorization is used, the AVs have to be stored in S-CSCF during authentication of register messages.

Decision: 

The document was agreed.



S3-081296
Media security Comparison table





Source: Huawei

Discussion: 

The Chairman proposed that the table has become too big a task to be resolved. It was agreed that no solution would be selected or dropped for the purposes of the TR; should a normative work be undertaken by Sa3, then it will be attempted to select a solution by the group. All the related documents are thus noted.

Decision: 

The document was noted.



S3-081300
PUCI TR Skeleton ToC





Source: NEC Corporation, Ericsson, Nokia Corporation, Nokia Siemens Networks, NTT DOCOMO, Telenor, Rogers Wireless

Abstract: 

The work item for Protection against Unsolicited Communication for IMS (PUCI) was agreed at SA #41. Attached is a proposed TR skeleton for PUCI with table of contents.

Discussion: 

NEC presented the contribution. BT stated he prefers not having whitelists as a solution; it was agreed to change the relevant title in 7 to solution mechanisms and supporting alternatives. 9 was changed to 'Potential PUCI architecture'.

Decision: 

The document was approved with modifications.



S3-081302
PUCI TR Scope





Source: NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Ericsson, Telenor, Rogers Wireless

Abstract: 

This document presents the scope for the PUCI TR. A pCR is given at the end of the document.

Discussion: 

NEC presented the contribution. Shall was changed to will in the two occurences.

Decision: 

The document was approved with modifications.



S3-081303
PUCI LS to OMA 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'





Source: NEC Corporation

Abstract: 

SA3 would like to inform OMA that a work item on “Protection against Unsolicited Communication for IMS (PUCI)” has been agreed for Release 9 in 3GPP. In this WID SA3 will develop security solutions for PUCI while SA1 has the secondary responsibility to add service requirement on unsolicited communication (or spam) in TS 22.228. 

Discussion: 

NEC presented the draft LS. Service agnostic was removed. ARC, REQ and SEC were agreed to be addressed.

Decision: 

The document was revised to S3-081303.



S3-081578
PUCI LS to OMA 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'





Source: NEC Corporation

(Replaces S3-081303)

Decision: 

The document was approved.



S3-081304
PUCI Reply LS to TISPAN 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'





Source: NEC Corporation

Abstract: 

SA3 would like to thank TISPAN WG7 for their LS 18PTD106r1 (=S3-080933) informing their new work item on “Prevention of Unsolicited Communication (PUC) in the NGN”.

Discussion: 

NEC presented the LS. It was added an action to take note of the information and keep SA3 informed.

Decision: 

The document was revised to S3-081579.



S3-081579
PUCI Reply LS to TISPAN 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'





Source: NEC Corporation

(Replaces S3-081304)

Decision: 

The document was approved.



S3-081305
PUCI LS to SA1 'Reply to LS on Service Requirements on PUCI'





Source: NEC Corporation

Abstract: 

SA3 thanks SA1 for their LS on Service Requirements on PUCI.

Discussion: 

Obsoleted by 1571.

Decision: 

The document was withdrawn.



S3-081306
PUCI Solutions Alternatives: General Approach





Source: NEC Corporation, Telenor, NTT DOCOMO, , Rogers Wireless

Abstract: 

In this document we look at a very general approach towards solving the problem of unsolicited communication. The basic idea presented in this document is already discussed in TISPAN TR 187 009 what we do is to map the same in 3GPP IMS architecture and explain the different basic steps required in UC solution. At the end of this document a pCR is given for PUCI TR.

Discussion: 

NEC presented the contribution. Some modifications were applied as some acronyms were defined. Interdigital proposed a modification of Figure 1 to have a backward feedback; this was agreed.

Decision: 

The document was approved with modifications.



S3-081325
pseudo CR to TS 33.828 v0.9.0: Security Architecture Support Transcoder in the Visiting Networkö





Source: Nortel, Ericsson, Nokia Siemens Networks, Motorola, Verizon

Abstract: 

This pseudo CR proposes that the IMS Media security architecture needs to support functions that may need to manipulate media, e.g. transcoding function, which can be located in the visiting in addition to the home network.

Discussion: 

Nortel presented the contribution, mentioning that Ericsson is cosigning the contribution although the name was omitted in the source field.

Decision: 

The document was approved.



S3-081333
Update and removal of Editor's notes in TBS





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Nokia Siemens Networks suggested that the requirement of delivery does not have too much weight in the comparison.

Decision: 

The document was approved.



S3-081334
Session and forking keys in TBS





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Nokia Siemens Networks suggested that TBS would not work with forking as the sender does not know all the recepients in forking, so the system would not know. Some offline discussion is necessary on 6.1.5.3, for the next meeting.

ACTION:
Provide an improved wording of 6.1.5.3. on TBS for forking

(action on: Rolf Blom )

Decision: 

The document was noted.



S3-081335
KMS user authentication in TBS





Source: Ericsson

Decision: 

The document was approved with modifications.



S3-081336
Unprotected tickets in TBS





Source: Ericsson

Decision: 

The document was revised to S3-081501.



S3-081501
Unprotected tickets in TBS





Source: Ericsson, Qualcomm

(Replaces S3-081336)

Decision: 

The document was approved with modifications.



S3-081337
KMS statefulness and latency issues in TBS





Source: Ericsson

Decision: 

The document was noted.



S3-081338
Evaluation of TBS





Source: Ericsson

Discussion: 

Ericsson presented the contribution, discussed along with the commenting contribution in S3-081475.

Decision: 

The document was noted.



S3-081475
Comments on S3-081338 ('Evaluation of Ticket Based System') by Ericsson





Source: Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution.

In 6.1.6: there was some discussion on how to modify the text. It should be noted that LI might be difficult in roaming situations, adding 'assuming that this comes as follows'. 'easy' was agreed to be removed; 'may allow' was selected instead of allows; also, 'in case of home networks' was agreed to be added. Also, the fact that this is an undesirable property is a repetition; this will be deleted. The KMS should be protected with similar methods used to protect the BSF; this was agreed to be added. TBS may or may not be adopted was agreed to be added by non-IMS terminals; this was agreed. Architectural was replaced by functional in the paragraph about unprotected tickets. It is still ffs how TBS works for forking; this was agreed to be added. Performance and cost issues were added.

Decision: 

The document was approved with modifications.



S3-081339
E2e comparison table





Source: Ericsson

Decision: 

The document was revised to S3-081502.



S3-081502
E2e comparison table





Source: Ericsson

(Replaces S3-081339)

Decision: 

The document was noted.



S3-081364
Usage of SIP digest and NBA values between the S-CSCF and the HSS





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

There must be some revisions on the contribution based on comments from Huawei and Telecom Italia.

Decision: 

The document was revised to S3-081551.



S3-081551
Usage of SIP digest and NBA values between the S-CSCF and the HSS





Source: Ericsson

(Replaces S3-081364)

Decision: 

The document was agreed.



S3-081365
Consistent handling of the integrity-protected flag





Source: Ericsson

Discussion: 

Merged with 1552.

Decision: 

The document was withdrawn.



S3-081366
Discussion on ICS usage of IMEI for Instance ID





Source: Ericsson

Decision: 

The document was noted.



S3-081367
Inclusion of authentication procedures related to ISC





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

T-Mobile suggested that communication between the trusted node and HSS, NDS-IP should be required. It was agreed to add either in X1 or X2 this requirement.

Some more offline discussion is necessary on the trusted node issue.

Decision: 

The document was revised to S3-081552.



S3-081552
Inclusion of authentication procedures related to ISC





Source: Ericsson

(Replaces S3-081367)

Discussion: 

Ericsson presented the CR. No comments or objections.

Decision: 

The document was agreed.



S3-081368
Updates to TR 33.828 v 0.9.0





Source: Ericsson

Discussion: 

Ericsson presented the contribution. The changes after 4.1.3 were agreed to be removed. Qualcomm Europe pointed out that the mailbox is not the intended recepient; this was agreed. It was decided to modify 4.3.1 in that users may understand instead of will understand.

Decision: 

The document was approved with modifications.



S3-081374
IMS Unsolicited Communications Threats





Source: Ericsson

Discussion: 

Ericsson presented the contribution. Charles Brookson suggested that 33.900 could be consulted again and consider inserting these there; it was pointed out that this document was stopped after SA plenary suggestion, however the proposal could be still valid. An Editor's Note was agreed to address the action point for BT.

ACTION:
rewrite section and come with pCR, under IMS context

(action on: Colin Blanchard )

Decision: 

The document was approved with modifications.



S3-081376
Proposal for how to progress with PUCI Work





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was noted.



S3-081377
Comments on PUCI Draft requirements in S1-083069





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was noted.



S3-081301
PUCI scenarios and requirements





Source: NEC Corporation, Telenor, NTT DOCOMO, Rogers Wireless

Abstract: 

TISPAN TR 187 009 is a study on unsolicited communication and related requirements. During SA3#52 it was agreed that for PUCI, SA3 would study the validity of TISPAN requirements as potential candidate requirements. This document presents a study trying to identify the 3GPP requirements for PUCI and how they are mapping against the TISPAN requirements.    As such unsolicited communication will be the same for any network and thus the requirements to solve the issue will also be the same. In this document we present a few threat scenarios from which unsolicited communication requirements are deduced. We conclude that the identified 3GPP PUCI requirements are similar to the TISPAN specific requirements in TR 187 009.     It is also proposed that the study presented in this document is added to the PUCI TR, a pCR is presented at the end of the document.  

Discussion: 

NEC presented the contribution. BT suggested that scores would be necessary; NTT Docomo supported this view.

Decision: 

The document was revised to S3-081583.



S3-081583
PUCI scenarios and requirements





Source: NEC Corporation, Telenor, NTT DOCOMO, Rogers Wireless

(Replaces S3-081301)

Discussion: 

Interdigital presented the contribuiton.

 It was agreed to remove the second sentence added in 6; in that context it was also agreed to delete the existing first sentence. NTT Docomo suggested to insert an Editor's Note on the fact that intermediary entities must be taken care of; this was agreed. Nokia Siemens Networks suggested all requirements should not be 'shall', but 'should'. This was agreed.

The Chairman mentioned that it should be decided whether to send the TR to other groups; NEC supported to send the updated TR. Charles Brookson suggested sending this to GSMA SG too; this will be done not on an SA3 official level.

Decision: 

The document was approved with modificaitons.



S3-081378
Draft Reply to LS from SA1 on Service Requirements on PUCI





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

Discussion: 

Obsoleted by 1571.

Decision: 

The document was withdrawn.



S3-081571
Draft reply LS to SA1 on Service requirements for PUCI





Source: NEC, Nokia Siemens Networks, Ericsson

Discussion: 

NEC presented the draft LS. There were some comments applied, the contribution has to be revised. It was agreed to remove the list and attach the TR.

Decision: 

The document was revised to S3-081582.



S3-081582
Draft reply LS to SA1 on Service requirements for PUCI





Source: NEC, Nokia Siemens Networks, Ericsson

(Replaces S3-081571)

Decision: 

The document was approved.



S3-081394
ISIM terminology





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

The Chairman presented the contribution.

L.2 was agreed to be appended to 1394. ISIM and ISIM application will be kept as a 'private' distinction. Telecom Italia suggested that other groups will have a conflicting interpretation of the terminology. The Chairman pointed out that the only alternative is to revise the entire spec; also CT6 had this understanding in the beginning of the works.

Decision: 

The document was revised to S3-081548.



S3-081548
ISIM terminology





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081394)

Decision: 

The document was agreed.



S3-081398
DTLS-SRTP as a Solution Candidate for IMS Media Plane Security





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution. Ericsson supported the contribution but suggested SA2 should be consulted with an LS. During the online discussion of the LS draft it was pointed out that SA2 is overloaded and might not be able to go into the details of the DTLS-SRTP solution. It was agreed to have an email discussion to approve the LS.

Timeline:

- All input available by 12 December.

- LS 16 December.

- 18 December check by list

- Final LS by 19 December.

The documents for this will be:

S3-081574 Draft LS SA2 DTLS SRTP. S3-081575 Final LS to SA2 on DTLS-SRTP. S3-081576 Discussion document (possible attachment) to S3-08176.

Decision: 

The document was approved.



S3-081399
DTLS-SRTP evaluation for the comparison table according to S3-081169





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-081400
Use of SDES in end-to-access edge scenarios





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved with modifications.



S3-081401
Update Description e2e usage model in TR33.828





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution. In the first change only requiremenet 44 is relevant, the rest goes away. In the end, a similar change must be made.

Decision: 

The document was approved with modifications.



S3-081403
Input to comparison tables û comparing SDES and Ticket-based solutions





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-081404
Prevention of Unsolicited Communication in an Operator Controlled Environment





Source: Nokia Corporation, Nokia Siemens Networks, China Mobile

Discussion: 

Nokia Siemens Networks presented the contribution. Charles Brookson supported the conclusion but pointed out that some attention to fairness issues should be paid as there could be risk for pricing collusion from regulation authorities. Interdigital supported the conclusion, but suggested some rewording in the fourth bullet point in slide 2; this was agreed.

Decision: 

The document was noted.



S3-081405
Prevention of Unsolicited Communication using Supplementary Services





Source: Nokia Corporation, Nokia Siemens Networks, China Mobile

Discussion: 

Nokia Siemens Networks presented the contribution. It was agreed that a pCR is expected on this topic.

Decision: 

The document was noted.



S3-081408
Information for 3GPP SA3 about status and outlook on Prevention of Unsolicited Communication (PUC) work in TISPAN





Source: 18PTD106r1

Discussion: 

NEC presented the LS. No reply needed.

Decision: 

The document was noted.



S3-081409
LS response to 3GPP SA4





Source: 18PTD118

Discussion: 

Ericsson presented the LS.

Decision: 

The document was noted.



S3-081420
Clarifying the use of the term ISIM





Source: Qualcomm Europe

Discussion: 

L.2 was agreed to be appended to 1394.

Decision: 

The document was noted.



S3-081423
Correcting the IMC text





Source: Qualcomm Europe

Decision: 

The document was revised to S3-081550.



S3-081550
Correcting the IMC text





Source: Qualcomm Europe

(Replaces S3-081423)

Discussion: 

Qualcomm Europe presented the contribution.

BT suggested that the description in 9 is too specific and confined to AKA; the Chairman replied that this is the intention, not to cover everything but only AKA-related issues for non-3GPP terminals. BT suggested that HTTP Digest is not addressed; the Chairman suggested that in the case of Digest IMC is out of the picture. Gemalto suggested that CSIM is a case of IMC. Telecom Italia suggested that in S.4.1 it should be stated that in a case of both ISIM and IMC available then ISIM will be used; Qualcomm Europe replied that this is stated in clause 9; it was agreed to make that sentence normative (shall). It was agreed to delete the last sentence in 9.

It was agreed to clarify the sentence in S.4.1.

Decision: 

The document was revised to S3-081558.



S3-081558
Correcting the IMC text





Source: Qualcomm Europe

(Replaces S3-081550)

Decision: 

The document was approved.



S3-081427
Clarifications to clause 4





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the contirbution. Nokia Siemens Networks proposed that some reworking of the CR is necessary; the Chairman suggested that this would mean that this would not go in Rel-8. It will be attempted to revised the contribution to be agreed in this meeting.

Decision: 

The document was revised.



S3-081549
Clarifications to clause 4





Source: Qualcomm Europe

(Replaces S3-081427)

Discussion: 

The content was not produced during the meeting due to lack of time.

Decision: 

The document was withdrawn.



S3-081443
Reply LS on IMS media protection





Source: Reply_LS_to_3GPP_TSG_SA_on_IMS_media_protection

Decision: 

The document was noted.



S3-081446
Response to the liaison statement from 3GPP SA 3 on media security and request for review on a proposed study item





Source: COM13-LS281

Discussion: 

The Chairman presented the contribution. Alcatel-Lucent proposed to chair a discussion to collect input and come up with a reply. The Timeline will be the same as the email discussion for MBMS comparison table.

ACTION:
Chair email discussion on reply to ITU on media security

(action on: Alec Brusilovsky )

Decision: 

The document was replied to.



S3-081567
Reply to: Response to the liaison statement from 3GPP SA 3 on media security and request for review on a proposed study item





Source: SA WG3

Decision: 

The document was email approval.



S3-081448
Response to LS on IMS initiated and controlled PSS and MBMS User Serviceö Architecture





Source: S2-085269

Discussion: 

Ericsson presented the LS.

Decision: 

The document was noted.



S3-081449
LS response to ôLS on IMS initiated and controlled PSS and MBMS User Service: Architectureö





Source: S4-080549

Discussion: 

Ericsson presented the LS.

Decision: 

The document was noted.



S3-081453
Reply-LS on Creation of a SA-wide work item for work on ICS and IMS session continuity in Release 9





Source: S1-083454

Discussion: 

Nokia Siemens Networks presened the LS.

It appears that the security aspects have already been mentioned. It is not clear yet how the group can contribute to the work.

Decision: 

The document was noted.



S3-081456
LS on Service Requirements on PUCI





Source: S1-083469

Discussion: 

NEC presented the LS. S3-080994 was also presented in this context. The attachment of 1456 was reviewed.

Decision: 

The document was replied to.



S3-081458
LS on IMS interconnection: basic enhanced functionality





Source: S2-087315

Discussion: 

The Chairman presented the LS.

On the first question it was agreed that the TR has to be finalized first. On 2, SA3 would like to review further versions of the TR. On 3, this is a possibility to be studied. BT pointed out the media security is another area to be studied.

Decision: 

The document was replied to.



S3-081545
Reply to: LS on IMS interconnection: basic enhanced functionality





Source: current meeting

Discussion: 

Ericsson presented the LS.

Decision: 

The document was approved.



S3-081473
Comments on S3-081296 ('IMS media security solution comparison table') by Huawei





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-081474
Comments on S3-081336 ('Unprotected tickets in a Ticket Based System ') by Ericsson





Source: Nokia Siemens Networks

Decision: 

The document was noted.



S3-081477
Comment on S3-081337: MIKEY-based key transport in the ticket-based solution in Section 6.1.4 of TR 33.828





Source: Qualcomm Europe

Discussion: 

Other sections of 6.1 have to be harmonized with the usage of MIKEY.

Decision: 

The document was approved.



S3-081480
Reply LS on IMS media protection





Source: OMA-LS_759-Reply_from_SEC_to_3GPP_SA3_on_IMS_media_protection-20081024-A

Discussion: 

Ericsson presented the LS. Some offline work is needed to study the requirements and see which have not been addressed. Samsung will be the temporary Rapporteur for this meeting for media security as Peter Howard is not present in this meeting.

Decision: 

The document was replied to.



S3-081569
Reply to: Reply LS on IMS media protection





Source: SA WG3

Decision: 

The document was approved.



S3-081491
Liaison statement on key management for 3GP SRTP recording profile





Source: S4-080787

Decision: 

The document was replied to.



S3-081559
Reply to: Liaison statement on key management for 3GP SRTP recording profile





Source: SA WG3

Discussion: 

Ericsson will chair the email discussion to approve the LS. Timeline for email approval of LS:

- 28 Nov; input deadline.

- 2 Dec; LS sent to exploder.

- 4 Dec; comments deadline.

- 5 Dec; resolution of comments.

Decision: 

The document was email approval.



S3-081493
LS on a Request for a Joint Meeting





Source: TISPAN WG7

Discussion: 

BT presented the LS.

It was agreed to have the JM on Tuesday afternoon.

Decision: 

The document was replied to.



S3-081547
Reply to: LS on a Request for a Joint Meeting





Source: current meeting

Discussion: 

The Chairman presented the LS.

Decision: 

The document was approved.



S3-081537
LS on IMEI usage in the Instance ID





Source: C1-085258

Discussion: 

Ericsson presented the LS.

Charles Brookson suggested that the IMEI is useful for LI purposes so hiding it could bring some problems. Some thinking is necessary on this.

It was agreed that there are some privacy issues; the key has to be shared.

Decision: 

The document was replied to.



S3-081574
Draft LS SA2 DTLS SRTP





Source: Ericsson

Decision: 

The document was [not addressed].



S3-081575
Final LS to SA2 on DTLS-SRTP





Source: SA WG3

Decision: 

The document was [not addressed].



S3-081576
Discussion document (possible attachment) to S3-08176





Source: Ericsson

Decision: 

The document was [not addressed].



S3-081577
New version of PUCI TR





Source: Rapporteur

Discussion: 

New baseline.

Decision: 

The document was approved.



S3-081541
Reply to: LS on IMEI usage in the Instance ID





Source: SA WG3

Discussion: 

Ericsson presented the LS. Implies in particular instead of means was agreed (as it has to unpredictable). No further comments.

Decision: 

The document was approved.



6.2
Network domain security: IP layer (NDS/IP)

S3-081299
Update of IKEv2 SA Profiles





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the CR. The CR number has to be change. WI code is TEI8.  Other specs affected has to be ticked. Other comments has to be changed. The CR form is the wrong one. The baseline is 8.1.0. MCC will handle this.

Decision: 

The document was revised to S3-081553.



S3-081553
Update of IKEv2 SA Profiles





Source: Qualcomm Europe

(Replaces S3-081299)

Decision: 

The document was agreed.



6.3
Network domain security: Authentication Framework (NDS/AF)

6.4
UTRAN network access security

S3-081313
CR 33.102: Correction on the storage of keys on the USIM





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

Stage 2 descriptions are in contradiction (and misleading) with the actual stage 3 implementation on how keys shall be stored on the USIM. 

Discussion: 

Nokia presented the contribution.

Decision: 

The document was agreed.



6.5
GERAN network access security

6.6
GAA and support for subscriber certificates

S3-081254
Push NAF authorization





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

This CR is a rebase to TS 33.223 v810 of the P-CR S3-081163 which was based on TS 33.223v800. No other changes applied.

Decision: 

The document was agreed.



S3-081255
Add FC number space value allocations and clarification on length parameter





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

This is a resubmission of S3-081081 as TS 33.220 changes were not in the scope of the SA3 adhoc.

Decision: 

The document was revised to S3-081554.



S3-081554
Add FC number space value allocations and clarification on length parameter





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081255)

Decision: 

The document was agreed.



S3-081294
P-CR-GBA push keys indication





Source: Huawei,China Mobile

Discussion: 

Huawei presented the contribution. A revision will be provided to add an Editor's Note on the key indication ID, directly to the TS 33.224 (S3-081557 is the new version).

Decision: 

The document was approved with modifications.



S3-081314
CR33.220: Using Unicode Standard Normalization Form when encoding using UTF-8





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

In order to avoid that the same thing" can be represented by several distict character sequences as allowed by UTF-8, the encoding to octet strings shall take into account the Unicode Standard Normalization Form"

Discussion: 

Nokia presented the contribution.

Decision: 

The document was agreed.



S3-081353
GBA-Push resolution of editors notes and corrections





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

Discussion: 

Other specs affected field to be ticked as no.

Decision: 

The document was revised to S3-081353.



S3-081555
GBA-Push resolution of editors notes and corrections





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081353)

Decision: 

The document was agreed.



S3-081354
GBA-Push UE_Id type over Zpn





Source: Ericsson

Discussion: 

Ericsson presented the contribtion.

Decision: 

The document was revised to S3-081556.



S3-081556
GBA-Push UE_Id type over Zpn





Source: Ericsson

(Replaces S3-081354)

Decision: 

The document was revised to S3-081580.



S3-081580
GBA-Push UE_Id type over Zpn





Source: Ericsson

(Replaces S3-081556)

Decision: 

The document was agreed.



S3-081369
Encoding of identities as NAIs





Source: Ericsson

Discussion: 

The CR was agreed. Subsequently, Ericsson suggested that the CR should not be agreed.

Decision: 

The document was rejected.



S3-081438
MIKEY usage clarification





Source: OMA-LS_294-to_3GPP_on_MIKEY_usage_clarification-20080627-A

Discussion: 

Alcatel-Lucent  presented the LS.

Decision: 

The document was replied to.



S3-081370
Encoding of NAF-ID as NAI





Source: Ericsson

Decision: 

The document was revised to S3-081542.



S3-081563
Reply to: MIKEY usage clarification





Source: current meeting

Discussion: 

Ericsson presented the LS.

Decision: 

The document was approved.



S3-081542
Encoding of NAF-ID as NAI





Source: Ericsson

(Replaces S3-081370)

Discussion: 

Ericsson presented the CR.

Decision: 

The document was revised to S3-081562.



S3-081562
Encoding of NAF-ID as NAI





Source: Ericsson

(Replaces S3-081542)

Decision: 

The document was withdrawn.



S3-081371
Clarification of MBMS authorization





Source: Ericsson

Discussion: 

Ericsson presented the CR. Agreed with minor modifications.

Decision: 

The document was revised.



S3-081564
Clarification of MBMS authorization





Source: Ericsson

(Replaces S3-081371)

Decision: 

The document was agreed.



S3-081373
Adding security aspects to WID on 'MBMS in EPS'





Source: Ericsson

Discussion: 

Ericsson presented the WID.

Some further rewording was done online. With this change it was decided to send the WID to SA2.

Decision: 

The document was revised.



S3-081560
Adding security aspects to WID on 'MBMS in EPS'





Source: Ericsson

Decision: 

The document was approved.



S3-081561
LS to SA2 on Adding security aspects to WID on 'MBMS in EPS'





Source: Ericsson

Decision: 

The document was approved.



S3-081566
Reply to: MS initiated and controlled PSS and MBMS User Service Architecture





Source: current meeting

Ericsson will chair the email discussion to approve the LS.
- delegates send comments by 12 Dec

- comparison table: 16 Dec

- comments: 18 Dec

- resolution of comments: 19 Dec
Decision: 

The document was approved.



S3-081557
New version of 33.224





Source: Rapporteur

Decision: 

The document was agreed.



S3-081584
CR to 33.246





Source: Ericsson

Decision: 

The document was withdrawn.



6.7
WLAN interworking

6.8
Multimedia broadcast/multicast service (MBMS)

6.9
SAE/LTE security

S3-081208
TR 33.821 v0.9.0





Source: Rapporteur

Decision: 

The document was noted.



S3-081525
TR 33.821 v1.0.0





Source: Rapporteur

(Replaces S3-081208)

Discussion: 

There are some problems with the presentation of the first page; to be fixed my MCC before submitting it to Plenary.

Decision: 

The document was agreed.



S3-081210
TR 33.922 v1.0.0





Source: Rapporteur

Decision: 

The document was noted.



S3-081213
Specification of security algorithms for EPS





Source: TeliaSonera

Decision: 

The document was agreed.



S3-081214
KDFs for EPS shall not be negotiated





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081215
Removal of editor's notes that are resolved or are related to new functionality





Source: Ericsson

Decision: 

The document was agreed.



S3-081216
KeNB Derivation During inter-RAT TAU





Source: ZTE Corporation

Decision: 

The document was agreed.



S3-081217
Inter-RAT change from GERANUTRAN to E-UTRAN with mapped context





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081218
Storage of EPS security context in non-volatile memory of ME





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081219
Correction of definition and usage of Key Set Identifier (KSI) in EPS





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081220
Correction of definition and usage of Key Set Identifier (KSI) in EPS





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081221
Correction of handling of EPS security contexts





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081222
Correction of storage of security contexts during state transitions





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081223
Introducing the generic term ôeKSIö for the Key Set Identifier in E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081224
Correction of definition of GUTI in EPS





Source: Alcatel-Lucent

Decision: 

The document was agreed.



S3-081225
Transfering unused AVs





Source: Huawei

Decision: 

The document was agreed.



S3-081226
EPS algorithm selection and bidding down attack





Source: Ericsson, Huawei

Decision: 

The document was agreed.



S3-081227
E-UTRAN handover key derivations correction





Source: Ericsson, NEC, Nokia, Nokia Siemens Networks, ZTE, Huawei, Docomo, Qualcomm, Nortel

Decision: 

The document was agreed.



S3-081228
E-UTRAN handover key derivations correction





Source: Nokia Corporation, Nokia Siemens Networks, Ericsson, TeliaSonera, ZTE Corporation

Decision: 

The document was agreed.



S3-081229
Addition of missing requirements to drop messages with wrong or missing MAC





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081230
NAS uplink and downlink ciphering





Source: Huawei

Decision: 

The document was agreed.



S3-081231
Correction of idle mode mobility from E-UTRAN to UTRAN





Source: Nokia Corporation, Nokia Siemens Networks, NTT DOCOMO, NEC

Decision: 

The document was agreed.



S3-081232
Correction of handover procedure from E-UTRAN to UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081233
Correction of Handover from UTRAN to E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081234
Correction of idle mode mobility from UTRAN to E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081235
Clarfication in definitions





Source: NTT DOCOMO, NEC

Decision: 

The document was agreed.



S3-081236
RLF recovery procedure





Source: Ericsson, Nokia, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081237
Corrections to security procedures for mobility between E-UTRAN and GERAN





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081238
Correction and addition of the security features in SRVCC





Source: Nokia Corporation, Nokia Siemens Networks, ZTE Corporation, Ericsson, Nortel

Decision: 

The document was agreed.



S3-081414
LS on Combination of SMC and Attach or TAU





Source: C1-082801

Discussion: 

This was treated in the ad hoc.

Decision: 

The document was noted.



S3-081428
LS on Definition of Globally Unique Temporary UE Identity





Source: C4-082513

Discussion: 

This was treated in the ad hoc.

Decision: 

The document was noted.



S3-081206
LS on Rel-8 UICC parameters





Source: C1-084569

Discussion: 

NTT Docomo presented the LS.

Decision: 

The document was noted.



S3-081455
LS on storage of EPS Mobility Management parameters





Source: S1-083468

Discussion: 

Gemalto presented the LS. There was some discussion on the two LSs. It appears that SA1 has rejected the CT6 proposal.

Decision: 

The document was noted.



S3-081308
CR 33.401: Storage of EPS security context in UE





Source: Gemalto

Discussion: 

Gemalto presented the CR.

Decision: 

The document was revised.



S3-081507
CR 33.401: Storage of EPS security context in UE





Source: Gemalto

(Replaces S3-081308)

Discussion: 

Gemalto presented the contribution. Stage 3 details to be removed.

Decision: 

The document was agreed.



S3-081309
CR to 33.401: Correction of definition and usage of Key Set Identifier (KSI) in EPS





Source: Gemalto

Discussion: 

Gemalto presented the CR.

Only the cover page is affected.

Decision: 

The document was agreed.



S3-081311
CR to 33.401: storage of EPS NAS security context after intorworking from UTRAN to E-UTRAN





Source: Gemalto

Discussion: 

Gemalto presented the CR.

There was some discussion and decided to take this offline. A revision has to be provided.

Decision: 

The document was revised to S3-081508.



S3-081375
Correction of storage of security contexts during state transitions, handling of mapped contexts





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the CR.

Decision: 

The document was revised to S3-081509.



S3-081372
E-UTRAN key identification





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the CR.

Some revisions will be proposed offline.

Decision: 

The document was revised to S3-081510.



S3-081508
CR to 33.401: storage of EPS NAS security context after intorworking from UTRAN to E-UTRAN





Source: Gemalto

(Replaces S3-081311)

Decision: 

The document was agreed.



S3-081509
Correction of storage of security contexts during state transitions, handling of mapped contexts





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081375)

Decision: 

The document was agreed.



S3-081284
key storage clarification when idle mode





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was agreed.



S3-081285
key storage clarrification when handover





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was agreed.



S3-081407
Clarification on User Data Protection





Source: Samsung

Discussion: 

Samsung presented the contribution.

Decision: 

The document was revised to S3-081511.



S3-081510
E-UTRAN key identification





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081372)

Decision: 

The document was agreed.



S3-081355
CR 33.401: Correction of security context definition





Source: Ericsson

Discussion: 

Ericsson presented the contribution. 1309 is overlapping with this (CR050 both), but 1309 changes the cover sheet. This is for MCC to handle.

Decision: 

The document was revised to S3-081512.



S3-081511
Clarification on User Data Protection





Source: Samsung

(Replaces S3-081407)

Decision: 

The document was agreed.



S3-081321
CR 33.401: Corrections to section 6.2 describing the key hierarchy





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

The figure 6.2.3 has to have some further amendments. MCC will take care of this.

Also some other minor comments have to be incorporated.

Decision: 

The document was revised to S3-081513.



S3-081512
CR 33.401: Correction of security context definition





Source: Ericsson

(Replaces S3-081355)

Discussion: 

The note was removed. It was agreed that the definitions of UMTS and GSM security contexts in TS 33.102 shall be modified for Rel-8 to encompass also security context that is mapped from an EPS security context.

Decision: 

The document was agreed.



S3-081318
CR 33.401: Removal of editor's notes related to section 6 and clarification of ASME





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

Decision: 

The document was agreed.



S3-081513
CR 33.401: Corrections to section 6.2 describing the key hierarchy





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081321)

Decision: 

The document was agreed.



S3-081350
Availability of 256-bits keys with entropy of 256 bits





Source: Gemalto

Discussion: 

Gemalto presented the CR.

It was pointed out that this is not a corrective CR.

Decision: 

The document was noted.



S3-081445
LS on UE-EPC signalling





Source: R3-082867

Discussion: 

NEC presented the contribution.

Decision: 

The document was noted.



S3-081418
LS on UE-EPC signalling and paging cause





Source: C1-084465

Discussion: 

NEC presented the contribution.

Decision: 

The document was noted.



S3-081287
revision to S3-081120





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was revised to S3-081514.



S3-081514
revision to S3-081120





Source: Huawei

(Replaces S3-081287)

Abstract: 

v1

Discussion: 

Huawei presented the contribution.

Decision: 

The document was agreed.



S3-081319
CR 33.401: Added MME Algorithm selection with a prioritized list (Revision CR 58)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was noted.



S3-081320
P-CR 33.401: Added MME Algorithm selection with a prioritized list (Revision CR58)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

Decision: 

The document was revised.



S3-081322
CR 33.401: Corrections to Section 7.2.3 on E-UTRAN key lifetime





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution. It was proposed to re-formulate the change as a note that was not found to be fully correct

It was agreed that the current TS 33.401 should be improved on this point and that the text on RRC keys corruption and its consequences needs to be reformulated; it will be discussed offline how to replace this.

Decision: 

The document was revised to S3-081546.



S3-081515
P-CR 33.401: Added MME Algorithm selection with a prioritized list (Revision CR58)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081320)

Discussion: 

Needs to be merged with 1514.

Decision: 

The document was agreed.



S3-081440
LS on maximum PDCP SDU size





Source: R2-085973

Discussion: 

The Chairman presented the LS.

Decision: 

The document was noted.



S3-081546
CR 33.401: Corrections to Section 7.2.3 on E-UTRAN key lifetime





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081322)

Decision: 

The document was agreed.



S3-081419
Reply LS on maximum PDCP SDU size





Source: C1-084468

Decision: 

The document was noted].



S3-081457
Reply LS on maximum PDCP SDU size





Source: S2-087304

Discussion: 

The Chairman presented the LS.

Decision: 

The document was noted.



S3-081205
Reply LS on maximum PDCP SDU size





Source: C4-083164

Discussion: 

Nokia presented the LS.

Decision: 

The document was noted.



S3-081411
P-CR 33.401: Specification of security algorithms for EPS (Revision CR42)





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

update of 1317

Discussion: 

Nokia presented the contribution.

Decision: 

The document was noted.



S3-081410
CR 33.401: Specification of security algorithms for EPS (Revision CR 42)





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

Update of 1316

Discussion: 

Nokia presented the contribution.

The Note was agreed to be removed. The BEARER should be reverted to 5 bits (see discussion below).

Decision: 

The document was revised to S3-081517.



S3-081471
Comments to S3-081410 and S3-081411





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Nokia suggested that the reason provided is strong enough to keep at 5 bits for the time. This was agreed.

It was decided to use LENGTH limit of 16 bits as an input. An LS must be drafted on this, also stating that a future-proofing issue is open on this (if it will be necessary to switch to 24 or 32 bits). Subsequently, it was decided to discuss the LENGTH offline (16 or 32).

It was decided to send an LS (1516) asking the other groups about possible maximul future packet sizes. No decision was taken on the LENGTH limit.

Decision: 

The document was technically endorsed.



S3-081517
CR 33.401: Specification of security algorithms for EPS (Revision CR42)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081410)

Discussion: 

It was decided not to put a LENGTH in the CR for the time being.

Decision: 

The document was agreed.



S3-081402
Draft Reply to LS on maximum PDCP SDU size (R2-085960)





Source: Nokia Corporation, Nokia Siemens Networks, TeliaSonera

Discussion: 

Not presented, has to be re-drafted according to the discussion above.

Decision: 

The document was revised to S3-081516.



S3-081516
Draft Reply to LS on maximum PDCP SDU size (R2-085960)





Source: Nokia Corporation, Nokia Siemens Networks, TeliaSonera

(Replaces S3-081402)

Decision: 

The document was approved.



S3-081297
Annex.5_correction





Source: Huawei

Discussion: 

Aegean Zhang presented the contribution.

Decision: 

The document was revised.



S3-081506
Annex.5_correction





Source: Huawei

(Replaces S3-081297)

Decision: 

The document was agreed.



S3-081348
P-CR 33.401: E-UTRAN handover key derivations correction (CR59)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-081543.



S3-081395
CR 33.401: Correction to multiple pairs and mandatory forward security (update CR59)





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

Corresponds to P-CR 1348

Discussion: 

Merger needed.

Decision: 

The document was noted.



S3-081543
P-CR 33.401: E-UTRAN handover key derivations correction (CR59)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081348)

Decision: 

The document was agreed.



S3-081351
P-CR 33.401:  Clarification on NH, NCC handling for initial context setup (CR59)





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-081494.



S3-081416
LS on exception handling for NAS message with failed MACs





Source: C1-084191

Discussion: 

Nokia presented the LS.

No immediate reply, but monitoring is necessary on this.

ACTION:
Review 4.4.3.3 in 24.301 and the handling of the proposal in the LS

(action on: Marc Blommaert )

Decision: 

The document was noted.



S3-081288
NAS & AS SMC Procedure clarification





Source: Huawei

Discussion: 

Huawei presented the contribution.

Some rewording is necessary.

Decision: 

The document was revised.



S3-081518
NAS & AS SMC Procedure clarification





Source: Huawei

(Replaces S3-081288)

Decision: 

The document was agreed.



S3-081357
Discussion: Removal of editor's notes related to outstanding NAS messages





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

There must be some offline checking done on a related RAN document. Subsequently it was confirmed that the change proposed is appropriate.

Decision: 

The document was noted.



S3-081356
CR 33.401: Removal of editor's notes related to outstanding NAS messages





Source: Ericsson

Discussion: 

Ericsson presented the CR.

Decision: 

The document was agreed.



S3-081459
Reply LS on IRAT mobility





Source: S2-087320

Discussion: 

Nokia Siemens Networks presented the LS.

Decision: 

The document was noted.



S3-081380
Changing titles and introductory text of subclauses relating to inter-RAT idle mode procedures E- UTRAN case





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution.

Some offline checking has to be done to address some ZTE concerns on mobility aspects (consistency checking) in 9.1.1. This was done and there were no more objections.

Decision: 

The document was agreed.



S3-081381
Corrections to security procedures for interworking between E-UTRAN and GERAN and change of subclause titles





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution.

No objections.

Decision: 

The document was agreed.



S3-081435
Editorial clarification: idle mode mobility from UTRAN to E-UTRAN (new upload of 1425)





Source: NTT DOCOMO

Abstract: 

 
  Editiorial modification to clarify that the NAS token doesn’t contain the NAS downlink count explicitly 

Discussion: 

NTT Docomo presented the contribution.

Category should be F. Summary of changes should be correction instead of editorial. MCC will handle this.

Decision: 

The document was agreed.



S3-081341
Idle from EUTRAN to UTRAN





Source: ZTE Corporation

Abstract: 

START value storage and some editorial changes to idle mobility from EUTRAN to UTRAN.

Discussion: 

Lu Gan presented the contribution.

Decision: 

The document was agreed.



S3-081382
orrection of idle mode mobility from E-UTRAN to UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Obsoleted by the ZTE 1341.

Decision: 

The document was noted.



S3-081385
CR 33.401: Correction of idle mode mobility from UTRAN to E-UTRAN (Update CR67)





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

Corresponds to P-CR 1331

Decision: 

The document was agreed.



S3-081331
P-CR 33.401: Correction to section 911 and 912 on UE security capabilities (CR67)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

There is a minor editorial to be done ('overwrite'). MCC will handle this. Qualcomm Europe asked why the Editor's Note was not deleted.This is performed by another CR.

A clash with CR 65 must be resolved.

Decision: 

The document was approved.



S3-081424
Editorial clarification: Inter-RAT change from GERAN/UTRAN to E-UTRAN with mapped context





Source: NTT DOCOMO

Abstract: 

Editorial to state explicitely which nonces are “both the nonces”.

Discussion: 

NTT Docomo presented the CR.

Category should be F. MCC will handle this.

Decision: 

The document was agreed.



S3-081342
NONCEue protection in idle from UTRAN to EUTRAN





Source: ZTE Corporation

Abstract: 

If UE does not have cached security context, the NONCEue is sent to MME unprotected. This document proposes a method to protect NONCEue.

Discussion: 

Lu Gan presented the contribution.

NTT Docomo suggested that sending the nonce unprotected does not add some advantages. Nokia Siemens Networks proposed that if there is a change detected the entire procedure should be dropped. The Chairman suggested that this could be similar to radio jamming.  Lu Gan asked what would be the puprpose of integrity protection in that case. Qualcomm Europe suggested that dropping would be beneficial as it lowers the attack from integrity breaching to DoS.

It was agreed to revise the contribution as it was considered that some handling of the case is necessary, but with dropping the procedure if integrity is breached as a principle.

Decision: 

The document was revised to S3-081519.



S3-081426
Clarification on MME requirement in UTRAN-eUTRAN handover





Source: NTT DOCOMO

Abstract: 

Clarification of wording on requirement. (will->shall)

Discussion: 

NTT Docomo presented the CR.

Category should be F.

Decision: 

The document was agreed.



S3-081519
NONCEue protection in idle from UTRAN to EUTRAN





Source: ZTE Corporation

(Replaces S3-081342)

Discussion: 

Lu Gan presented the CR.

Decision: 

The document was agreed.



S3-081496
Reply to: LS on Error Indication Handling in GTP





Source: current meeting

Discussion: 

Ericsson presented the LS.

Decision: 

The document was approved.



S3-081239
Change on some names of interfaces in 33.402 and an editorial modification





Source: Huawei, ZTE

Decision: 

The document was agreed.



S3-081240
MIPv4 SPI Collision Avoidance





Source: Samsung

Decision: 

The document was agreed.



S3-081241
MN-HA Key generation during initial attach or additional PDN connectivity





Source: Samsung

Decision: 

The document was agreed.



S3-081242
Handling of Mobility Keys during Re-authentication





Source: Samsung

Decision: 

The document was agreed.



S3-081243
Clarification of indication of type of authentication from AAA to HSS





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

There is a 'delta' CR picking up from this CR, discussed in this meeting.

Decision: 

The document was revised to S3-081361.



S3-081244
Resolution of EditorÆs note on tunnel fast re-authentication





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081245
Clarifications to security procedures for DSMIPv6





Source: Qualcomm Europe

Decision: 

The document was agreed.



S3-081246
Key Derivation Function to derive CKÆ, IKÆ from CK, IK for non-3GPP access to EPC





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081247
MIPv4 support for Additional PDN connectivity





Source: Samsung

Decision: 

The document was agreed.



S3-081248
Adding EMSK derivation in clause 6.2





Source: ZTE Corporation

Decision: 

The document was agreed.



S3-081249
Fast re-authentications for DSMIPv6





Source: Qualcomm Europe

Decision: 

The document was agreed.



S3-081250
AMF separation bit for untrusted non-3gpp access for S2c





Source: Huawei

Decision: 

The document was agreed.



S3-081251
Finalising the PMIP security requirements





Source: Qualcomm Europe

Decision: 

The document was agreed.



S3-081256
Addition of KDF negotiation analysis and conclusion to TR 33.821





Source: DOCOMO, HUAWEI, Nokia Corporation, Nokia Siemens Networks

Abstract: 

This contribution provides a summary of the KDF negotiation analysis and conclusion to TR 33.821. It is based on documents S3-081079, S3-080963 and S3-080985 from SA3#52bis and S3-080713 from SA3#52

Decision: 

The document was approved.



S3-081286
Correction of Handover from UTRAN to E-UTRAN





Source: Huawei

Discussion: 

Not needed as 1358 covers this.

Decision: 

The document was noted.



S3-081289
CR-some corrections of 33.402





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was agreed.



S3-081290
CR-MIPv4 procedure





Source: Huawei

Discussion: 

Huawei presented the contribution.

There are some revisions to be applied.

Decision: 

The document was revised.



S3-081531
CR-MIPv4 procedure





Source: Huawei

(Replaces S3-081290)

Decision: 

The document was agreed.



S3-081291
DISC-ANDSF security





Source: Huawei,China Mobile

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-081469
Comments on DISC-ANDSF security (S3-081291)





Source: Samsung

Discussion: 

Samsung presented the contribution.

Decision: 

The document was noted.



S3-081487
Comments to comments on DISC-ANDSF security





Source: Huawei, China Mobile

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-081292
CR1-ANDSF security





Source: Huawei

Decision: 

The document was withdrawn.



S3-081293
CR2-ANDSF security





Source: Huawei,China Mobile

Discussion: 

Huawei presented the contribution. UE and ANDSF shall establish security; the feature is optional, but if chosen to implement, then security is mandatory; this was agreed.

Telecom Italia asked which are the methods that might not work in a roaming scenario; Huawei replied that PSK TLS and GBA-based will work; it was replied that the Note should specify that is valid only for the optional methods. It was agreed to remove the password based authentication. It was agreed to specify whether the method is mandatory or optional for use or for implementation; it was agreed that the optionality concerns the support.

Nokia asked which TLS version is going to be used; Huawei proposed to reference 33.222 on this.

Decision: 

The document was revised to S3-081535.



S3-081535
CR2-ANDSF security





Source: Huawei,China Mobile

(Replaces S3-081293)

Decision: 

The document was agreed.



S3-081323
CR 33.401: Correction of text on handling of security capabilities in handover from E-UTRAN to UTRAN (section 9.2.1)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

Ericsson suggested that this information element could be retrieved in other cases, so precising that it is received by a TAU must be deleted. This was agreed.

Decision: 

The document was revised to S3-081522.



S3-081522
CR 33.401: Correction of text on handling of security capabilities in handover from E-UTRAN to UTRAN (section 9.2.1)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081323)

Decision: 

The document was agreed.



S3-081327
CR 33.401: Correction of text on activation of security in E-UTRAN and consequences for Handover from E-UTRAN (section 9.2.1)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

Decision: 

The document was revised to S3-081524.



S3-081524
CR 33.401: Correction of text on activation of security in E-UTRAN and consequences for Handover from E-UTRAN (section 9.2.1)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081327)

Discussion: 

Nokia presented the contribution.

Decision: 

The document was agreed.



S3-081328
CR 33.401: Correction of Handover from UTRAN to E-UTRAN including protection against bidding down on security capabilities





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

The corresponding pCR was revised.

Decision: 

The document was noted.



S3-081329
P-CR 33.401: Correction of Handover from UTRAN to E-UTRAN including protection against bidding down on security capabilities





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

There are some editorials to be amended.

Decision: 

The document was revised to S3-081528.



S3-081528
P-CR 33.401: Correction of Handover from UTRAN to E-UTRAN including protection against bidding down on security capabilities





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081329)

Discussion: 

Nokia presented the proposal.

Decision: 

The document was agreed.



S3-081330
P-CR 33.401: Including activation of security context and key set selection (CR49)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Noted for this meeting.

Decision: 

The document was noted.



S3-081340
START value storage





Source: ZTE Corporation

Discussion: 

ZTE presented the CR.

It was suggested that this is relevant to the reply from RAN2 to S3-081461. It was agreed to revise the contribution to shorten the modification ('START shall be set to 0.')

Decision: 

The document was revised to S3-081520.



S3-081520
START value storage





Source: ZTE Corporation

(Replaces S3-081340)

Decision: 

The document was agreed.



S3-081358
CR 33.401: Correction of Handover from UTRAN to E-UTRAN





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was agreed.



S3-081361
Aligment of TS 33.402 to draft-arkko-eap-aka-kdf





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081243)

Discussion: 

Ericsson presented the CR.

Qualcomm Europe pointed out that in the second sentence of 6.1 there could be some cases that the UE does not need to support EAP-AKA'. Nokia Siemens Networks pointed out that in some scenarios the UE would not be able to operate; also classification of trusted and untrusted terminals is not only a technical issue. Qualcomm Europe pointed out that a UE that does ePDG access needs EAP-AKA, but does not need EAP-AKA'; so terminals that operate under this scenario would be considered as non compliant with the proposed changes in the CR.

It was discussed that this exception would be necessary only in the case of a fixed access.

It was discussed whether to remove the absolute requirement for the UE and adding a Note stating that there may be cases where the EAP-AKA' is not needed in the UE. Qualcomm Europe will provide a contribution on this (S3-0801497).

Decision: 

The document was revised to S3-081498.



S3-081498
Aligment of TS 33.402 to draft-arkko-eap-aka-kdf





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081361)

Decision: 

The document was agreed.



S3-081362
Removing editor's note on legacy UEs





Source: Ericsson, Verizon, Nortel, Nokia Siemens Networks, Alcatel-Lucent, Motorola

Discussion: 

Ericsson presented the CR. MCC will handle the CR numbering and removal of 'Other comments'.

Decision: 

The document was agreed.



S3-081390
Clarification of indication of type of authentication from AAA to HSS and on access network authorization in AAA server





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon

Discussion: 

Nokia Siemens Networks presented the CR. The technical content is agreed.

Some conflicts with the baseline have to be corrected.

Decision: 

The document was revised.



S3-081499
Clarification of indication of type of authentication from AAA to HSS and on access network authorization in AAA server





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon

(Replaces S3-081390)

Decision: 

The document was agreed.



S3-081393
Correction of text on access authentication for untrusted access





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the CR. Step 9 also contains an empty AVP. This step is acceptable to have an empty AVP. MCC will give a number and delete the 'other comments'.

Decision: 

The document was agreed.



S3-081391
Correction of text on access authentication for untrusted access





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the CR.

Telecom Italia suggested that the sentence on the access network provider authentication modalities is out of scope for 3GPP. Nokia Siemens Networks pointed out that this is not a requirement for non-3GPP access network providers, but guidance.

MCC will give a number and delete the 'other comments'.

Decision: 

The document was agreed.



S3-081417
LS on IP mobility mode selection procedures





Source: C1-084397

Discussion: 

Ericsson presented the LS.

Decision: 

The document was replied to.



S3-081363
Trust relationship indicator





Source: Ericsson

Decision: 

The document was revised to S3-081486.



S3-081486
Update of S3-081363 Trust relationship indicator





Source: Ericsson

Discussion: 

Ericsson presented the contribution. It was agreed to send the proposed LS, with an addition of a sentence on the fact that a need is not seen for any changes to 33.402.

Decision: 

The document was noted.



S3-081503
Reply to: LS on IP mobility mode selection procedures





Source: SA WG3

Decision: 

The document was approved.



S3-081324
DRAFT-Reply LS to 'LS on E-UTRAN security related issues' (R3-082858)





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia presented the contribution.

It was agreed to endorse the answers to 3,4,5 and 6. The group will go back to the document for the remaining points

Decision: 

The document was revised to S3-081505.



S3-081505
DRAFT-Reply LS to 'LS on E-UTRAN security related issues' (R3-082858)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081324)

Abstract: 

v3

Discussion: 

Nokia presented the contribution.

Decision: 

The document was approved.



S3-081488
Discussion on forward security requirments for reply LS to RAN3 (R3-082858)





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

This document discusses the different requirement options there are for forward security and asks SA3 to take a decision on each of them and also communicate the outcome to RAN3

Discussion: 

Nokia presented the contribution. The group discussed the contribution and it was agreed to endorse it technically.

Decision: 

The document was technically endorsed.



S3-081442
Reply LS on E-UTRAN security related issues





Source: R3-082858

Decision: 

The document was noted.



S3-081379
Harmonising clauses 9.2.2 on HO from UTRAN and 10.3.2 on HO from GERAN with clause 7.2.9 on key-change-on-the fly





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was revised to S3-081530.



S3-081530
Harmonising clauses 9.2.2 on HO from UTRAN and 10.3.2 on HO from GERAN with clause 7.2.9 on key-change-on-the fly





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081379)

Decision: 

The document was agreed.



S3-081384
Correction of Handover from UTRAN to E-UTRAN





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Not needed as 1358 covers this.

Decision: 

The document was noted.



S3-081386
Correction of Handover from UTRAN to E-UTRAN and activation of cached context





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution.

Some revising is necessary.

Decision: 

The document was revised to S3-081529.



S3-081529
Correction of Handover from UTRAN to E-UTRAN and activation of cached context





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081386)

Decision: 

The document was agreed.



S3-081387
Discussion and pCR on freshness parameters and TAU procedure in inter-RAT mobility





Source: Nokia Corporation, Nokia Siemens Networks

Discussion: 

Nokia Siemens Networks presented the contribution.

This will be included in TR 33.821-110.

Decision: 

The document was noted.



S3-081431
Proposals for GERAN/UTRAN to E-UTRAN mobility





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the contribution.

Nokia Siemens Networks suggested that with this proposal there could be a situation where at NAS level there is a cached context while AS map context. Ericsson disagreed  with Nokia Siemens Networks's statement that this contribution introduces a situation where different contexts are used for AS and NAS (which can happen even without the proposal in S3-081431). Qualcomm Europe said that this could be the case in other scenarios too.

The Chairman proposed that these changes come a bit late for Release 8. Qualcomm Europe suggested that SA2 needed some understanding on some of the relevant SA3 procedures; Nokia Siemens Networks suggested that these procedures follow the relevant SA2 procedures and that perhaps an LS could be the correct way forward. Qualcomm Europe proposed asking, after UTRAN to E-UTRAN HO, are SA2 expecting the security context to be kept. Nokia Siemens Networks suggested this is already present in J.1, and the context is indeed kept. Qualcomm Europe suggested this is not the UTRAN to E-UTRAN HO case. It was decided to do some offline checking and send an LS only if this is not present in 23.401.

It was then decided not to agree this CR.

Decision: 

The document was noted.



S3-081432
Proposed revision to S3-081148 Correction of Handover from UTRAN to E-UTRAN





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the CR.

Decision: 

The document was noted.



S3-081436
Update of S3-081433 'Proposed revision to S3-081148 Correction of Handover from UTRAN to E-UTRAN'





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the CR.

Decision: 

The document was noted.



S3-081434
Proposed revision to S3-081127 Corrections to the KDF input parameters





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the CR.

Decision: 

The document was noted.



S3-081388
Key Derivation Function to derive CK', IK' from CK, IK for non-3GPP access to EPC





Source: Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon

Discussion: 

Nokia Siemens Networks presented the CR. No objections.

Decision: 

The document was agreed.



S3-081389
[33.401] Removal of editorÆs notes on security requirements on eNodeB





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

The 1st editor’s note in section 5.3 is removed without replacement, as the current location of the text on security requirements is adequate.  The 3rd editor’s note at end of clause 5.3.3 is replaced by the text in the new clause 5.3.1, clarifying that the requirements of this section apply to all types of eNBs.  

Discussion: 

Nokia Siemens Networks presented the CR. Some minor editorials needed.

Decision: 

The document was revised.



S3-081539
[33.401] Removal of editor's notes on security requirements on eNodeB





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081389)

Decision: 

The document was agreed.



S3-081392
[33.401] Requirements on secure environment within eNB





Source: Ericsson, Nokia Siemens Networks

Abstract: 

The editor’s note on secure environment is replaced with explicit text in new clause 5.3.x.

Discussion: 

Nokia Siemens Networks presented the CR.

Decision: 

The document was revised to S3-081540.



S3-081540
[33.401] Requirements on secure environment within eNB





Source: Ericsson, Nokia Siemens Networks

(Replaces S3-081392)

Decision: 

The document was agreed.



S3-081396
Adding a disclaimer to TR 33.821





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was approved.



S3-081397
Proposed cover sheet of TR 33.821





Source: Nokia Corporation, Nokia Siemens Networks

Decision: 

The document was agreed.



S3-081406
CR 33.401: Correction of S1/X2 transport protection





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was revised to S3-081538.



S3-081538
CR 33.401: Correction of S1/X2 transport protection





Source: Ericsson

(Replaces S3-081406)

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was agreed.



S3-081412
LS on 3GPP Namespace Identification (NID) administration





Source: C1-082534

Decision: 

The document was noted.



S3-081413
Proposed revision to S3-081090 Clarifications to security procedures for DSMIPv6





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the contribution.

Decision: 

The document was revised to S3-081532.



S3-081532
Proposed revision to S3-081090 Clarifications to security procedures for DSMIPv6





Source: Qualcomm Europe

(Replaces S3-081413)

Decision: 

The document was agreed.



S3-081421
LS on the start of security on IRAT handover from GERAN/UTRAN





Source: C1-084496

Discussion: 

Nokia presented the LS.

Decision: 

The document was noted.



S3-081430
Proposed revision to S3-081158 Fast re-authentications for DSMIPv6





Source: Qualcomm Europe

Discussion: 

Qualcomm Europe presented the contribution. 'empty' should be removed.

Decision: 

The document was revised to S3-081533.



S3-081533
Proposed revision to S3-081158 Fast re-authentications for DSMIPv6





Source: Qualcomm Europe

(Replaces S3-081430)

Decision: 

The document was agreed.



S3-081461
Draft LS to RAN2 on use of START in HO from E-UTRAN to UTRAN





Source: Nokia Corporation, Nokia Siemens Network

Abstract: 

This contribution replaces S3-081383, where the title was messed up due to a copy-and-paste error.

Discussion: 

Nokia Siemens Networks presented the contribution, proposing not to send this LS at the concurrent meeting of RAN2 would not be able to handle it at this point. It was agreed to attach 33.401 to the specification. A revision will be produced.

ACTION:
Send LS to RAN2 on START in HO with TS 33.401 8.2.0 attached

(action on: Dionisio Zumerle )

Decision: 

The document was revised to S3-081521.



S3-081521
Draft LS to RAN2 on use of START in HO from E-UTRAN to UTRAN





Source: Nokia Corporation, Nokia Siemens Network

(Replaces S3-081461)

Discussion: 

This will go out only after CR implementation after SA#42.

Decision: 

The document was approved.



S3-081470
ANDSF security-Revised





Source: Samsung

Decision: 

The document was not approved.



S3-081481
Re: WiMAX Access Network Identity





Source: LS_to_3GPP_CT_on_ANID (WiMAX Forum)

Decision: 

The document was not addressed.



S3-081482
LS on ANDSF Enhancements





Source: S2-087346

Discussion: 

The Chairman presented the LS. It was noted that SA3 has taken into account the WI and has started the work. No reply is necessary.

Decision: 

The document was noted.



S3-081489
Comments on S3-081392_CR_33401_sec_env





Source: Nortel

Abstract: 

This contribution is a comment of contribution S3-081392 which indicate that the propsoed text for secure environment is nothing but a vague and open to interpretation one. 

Decision: 

The document was revised to S3-081500.



S3-081500
Comments on S3-081392_CR_33401_sec_env





Source: Nortel, Huawei

(Replaces S3-081489)

Discussion: 

Nortel presented the contribution.

Decision: 

The document was noted.



S3-081490
Alternative proposal to env eNB





Source: Nortel

Discussion: 

Nortel presented the CR.

Huawei proposed to remove the Editor's note and proceed with the work. It was proposed to rephrase the title. Charles Brookson suggested that national standards should not be included. NTT Docomo proposed to change the title and follow the NSN proposal (1392). This was supported by Qualcomm.

There was not enough support for Nortel's proposal.

It was finally agreed to insert a Note stating that high level requirements are needed. This will be done in the revision of 1392.

Decision: 

The document was noted.



S3-081492
Information on Exception request for MTSI_eMHI





Source: S4-080803

Decision: 

The document was withdrawn.



S3-081523
MS initiated and controlled PSS and MBMS User Service Architecture





Source: S4-080805

Discussion: 

Ericsson presented the LS. It was agreed that the actions should be addressed; SA3 should reply to the questions proposed.

Decision: 

The document was replied to.



S3-081536
Reply to: MS initiated and controlled PSS and MBMS User Service Architecture





Source: Huawei

Decision: 

The document was withdrawn.



S3-081494
P-CR 33.401: Clarification on NH, NCC handling for initial context setup (CR59) (Update 1351)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081351)

Decision: 

The document was revised to S3-081544.



S3-081544
P-CR 33.401: Clarification on NH, NCC handling for initial context setup (CR59) (Update 1351)





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081494)

Decision: 

The document was agreed.



S3-081497
EAP-AKA and EAP-AKA' for UE





Source: Ericsson, Nokia, Nokia Siemens Networks

Discussion: 

Qualcomm Europe presented the contribution. EAP-AKA' shall be used: Qualcomm Europe objected to this; it was agreed to use shall: this is not a permament decision, further contributions in the next meeting may revert this.

Decision: 

The document was rejected.



S3-081504
LS to RAN3 and CT1 relevant to earlier LS on information on RAN2





Source: SA WG3

Discussion: 

Alf Zugemaier presented the draft of the LS. It might be better to attach the TS, thus send the LS after the meeting. It was decided that the LS is not useful anymore to send as there are no RAN meetings until next year.

Decision: 

The document was withdrawn.



S3-081534
Summary of IMS based MBMS Security solutions





Source: Huawei

Discussion: 

Huawei presented the contribution.

Nokia asked why BMSC entities are not mentioned; also requirement 2 is not relevant to the security solutions. Requirement 5 was rejected; 6 was agreed. Ericsson pointed out that as the subject is IMS controlled PSS and MBMS, requirement 7 should be expanded as there should be a requirement on signalling and setup delay; Huawei suggested this might be a bit too specific; it was agreed to insert this requirment. The Chairman added a requirement on the solution being as secure as possible; this was agreed.

It was agreed to create a list of the agreed requirements to keep (S3-081565). These requirements will be used as a comparison table (requirements as rows and columns to compare the Ericsson and Huawei solutions).

Timeline for email discussion on comparison table:

- delegates send comments by 12 Dec

- comparison table: 16 Dec

- comments: 18 Dec

- resolution of comments: 19 Dec

ACTION:
Chair email discussion on comparison table

(action on: Vesa Lehtovirta )

Decision: 

The document was revised to S3-081565.



S3-081565
Summary of IMS based MBMS Security solutions





Source: MCC

(Replaces S3-081534)

Discussion: 

The Chairman presented the document. No objections.

Decision: 

The document was technically endorsed.



S3-081589
Reply LS to RAN2 on preventing IRAT HO





Source: SA WG3

Decision: 

The document was approved.



S3-081590
LS from RAN2 on preventing IRAT HO for UE with SIM access





Source: R2-086968

Decision: 

The document was replied to.



6.10
Key establishment 

S3-081315
CR 33.259: Input parameter encoding shall rely on TS 33.220 KDF





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

Input parameter encoding shall rely on TS 33.220 KDF

Discussion: 

Nokia presented the contribution.

Decision: 

The document was agreed.



S3-081484
CR to 33.110 Removing editor's note on IANA registration





Source: Ericsson

Discussion: 

Ericsson presented the CR. MCC will handle some amendments (clauses affected, Rel-8,  and CR number).

Decision: 

The document was agreed.



S3-081485
CR to 33.259 Removing editor's note on IANA registration





Source: Ericsson

Discussion: 

Ericsson presented the CR. Some editorial amendments as for 1484.

Decision: 

The document was agreed.



6.11
Other areas

S3-081463
Security Requirements





Source: China Mobile

Abstract: 

This paper discusses some security requirements which are suggested to be introduced in Rel-9 or post-release 8.

Decision: 

The document was revised to S3-081581.



S3-081581
Security Requirements





Source: China Mobile

(Replaces S3-081463)

Discussion: 

China Mobile presented the contribution. It was decided to initiate an email discussion to be concluded before the next meeting.

ACTION:
Chair email discussion on Rel-9 additional work items

(action on: Judy )

Decision: 

The document was noted.



7.1
Liberty-3GPP security interworking

7.2
Protection against SMS and MMS spam

7.3
Remote management of USIM application for M2M equipment

S3-081211
TR 33.812 v1.1.0





Source: Rapporteur

Decision: 

The document was noted.



S3-081592
TR 33.812 v1.2.0





Source: Rapporteur

Discussion: 

New baseline.

Decision: 

The document was approved.



S3-081307
TR33.812: pCR to section 4.1.1: Use Cases





Source: BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Networks, Qualcomm Europe

Discussion: 

Qualcomm Europe presented the contribution. It was proposed to insert an Editor's Note on the fact that only the security aspects of the use cases have to be highlighted. Telecom Italia, Orange and Gemalto disagreed with this and  proposed to only keep the titles of the use cases. This does not capture the security requirements.

It was proposed to replace the Editor's Note in 4.1.1 with one stating that the use cases described below should contain security aspects of the use cases already identified in the SA1 document. This proposal was not accepted.

Decision: 

The document was rejected.



S3-081466
pCR to TR 33.812: Deletion of non-M2M use cases and addition of evaluation criteria





Source: Gemalto, Orange, TeliaSonera, Vodafone, Telecom Italia

Abstract: 

A new Company is added as co-signer to TD S3-081359.

Discussion: 

Benoit Michau presented the contribution.

Decision: 

The document was rejected.



S3-081472
Comments on tdoc S3-081359





Source: Motorola, BT, Interdigital, Ericsson, Qualcomm, Nokia Corporation., Nokia Siemens Networks

Abstract: 

This contribution comments on tdoc S3-081359, which is a pCR to TR 33.812, proposing deletion of the use cases currently in 33.812 and addition of some evaluation criteria.This document contains a counterproposal to the evaluation criteria proposed in tdoc S3-081359. The changes are made in order to ensure consistency of level of detail and descriptions among the described issues and completeness of listed issues.  

Discussion: 

Nokia presented the contribution. It was agreed to insert an editor's note on the fact that initial operator and remote management are for ffs. The second sentence in 4.x was reverted. 'Relevant threats' was agreed.

Decision: 

The document was approved with modifications.



S3-081258
pCR to TR 33.812 section 5.2.2 Network Architecture Alternative 1





Source: BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe

Discussion: 

Interdigital presented the contribution.

Decision: 

The document was approved with modifications.



S3-081415
Re-introducing OMA DM bootstrap





Source: Ericsson

Discussion: 

Ericsson presented the contribution.

Decision: 

The document was approved.



S3-081260
pCR on TR 33.812 section 5.2.2.8 Trust Model





Source: BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe

Discussion: 

Interdigital presented the contribution. It was added an explicit mention to CK an IK.

Decision: 

The document was approved with modifications.



S3-081257
pCR on TR 33.812 sec 5.2.1.1. Trusted Environment





Source: BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe

Discussion: 

Interdigital presented the contribution.

Decision: 

The document was approved.



S3-081346
2nd pCR on TR 33.812 sec 5.2.1.1. Trusted Environment





Source: BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Qualcomm Europe

Abstract: 

this replaces withdrawn document 081269. Changes relate to  - Deletion of a redundant paragraph about isolation between MIDs of different stakeholders  - supporting multiple MIDs in the TRE  - migrating of MIDs  - narrowing the scope for validation of the M2ME.   

Discussion: 

Qualcomm Europe presented the contribution.

Decision: 

The document was approved.



S3-081259
pCR on TR 33.812 section 7.1 Threat Analysis





Source: BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe

Decision: 

The document was approved.



S3-081326
TR33.812: pCR to Analysis (threat analysis for alternative 6)





Source: TeliaSonera

Abstract: 

Text for threat analysis results to be added for alternative 6 (remote change of IMSI)

Discussion: 

BT presented the contribution on behalf of TeliaSonera.

Decision: 

The document was approved.



S3-081568
Reply LS on Feasibility study on remote management of USIMs for M2M applications





Source: C6-080442

Discussion: 

The Chairman presented the LS.

Decision: 

The document was replied to.



S3-081591
Reply to: Reply LS on Feasibility study on remote management of USIMs for M2M applications





Source: current meeting

Discussion: 

Gemalto presented the LS.

Decision: 

The document was approved.



S3-081312
Scope of TR 33.812





Source: Gemalto, Orange

Discussion: 

Gemalto presented the contribution.

Decision: 

The document was noted.



S3-081478
TR 33.812: Title, intro and scope modifications - revised





Source: Orange

Discussion: 

Benoit Michau presented the contribution.

Decision: 

The document was noted.



S3-081359
pCR to TR 33.812: Deletion of non-M2M use cases and addition of evaluation criteria





Source: Gemalto, Orange, TeliaSonera, Vodafone

Discussion: 

Ericsson presented the contribution. There was some reworking of the title according to the comments from CT6 in 1568, which was not agreed. MCIM is going to replace USIM and ISIM in the TR.

Decision: 

The document was noted.



S3-081462
comments on S3-081326





Source: BT Group, Interdigital Communications, Motorola, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe

Abstract: 

this document provides comments to the TeliaSonera document S3-081326

Discussion: 

It was agreed to insert the contribution into the TR.

Decision: 

The document was noted.



S3-081465
counter-proposal to S3-081352





Source: BT group, InterDigital Communications, Ericsson, Motorola, Nokia Corporation. Nokia Siemens Networks, Qualcomm Europe

Abstract: 

this is a counter-proposal to the proposed changes to the title, introduction and scope of TR33.812 in S3-081352

Decision: 

The document was noted.



7.4
UTRAN key management enhancements

7.5
H(e)NB Security

S3-081209
TR 33.820 v1.1.0





Source: Rapporteur

Decision: 

The document was noted.



S3-081261
pCR on TR 33.820 to add a new section 7.2.2 for H(e)NB Trusted Environment





Source: Infineon, InterDigital

Discussion: 

Interdigital presented the contribution.

Decision: 

The document was approved with modifications.



S3-081262
pCR on TR 33.820 section 7.6 on Location Certification methods





Source: Infineon, InterDigital, T-Mobile

Discussion: 

T-Mobile presented the contribution. GPS

Decision: 

The document was merged into 1587.



S3-081587
pCR on TR 33.820 section 7.6 on Location Certification methods





Source: Infineon, InterDigital, T-Mobile

(Replaces S3-081262)

Discussion: 

Huawei presented the contribution.

Decision: 

The document was approved.



S3-081264
pCR on  TR 33.820 sec 7.4.2 device authentication





Source: InterDigital, Airvana

Discussion: 

Interdigital presented the contribution.

Decision: 

The document was approved with modifcations.



S3-081265
pCR on TR 33.820 sec 7.4.3.2.1 combined authentication





Source: InterDigital, Airvana

Discussion: 

Interdigital presented the contribution. It was proposed to remove preferrably for consistency and uniformity.

Decision: 

The document was approved with modifications.



S3-081266
pCR on TR 33.820 sec 7.4.3.2.2 binding authentication





Source: InterDigital

Decision: 

The document was approved with modifications.



S3-081267
pCR on TR 33.820 on H(e)NB validation





Source: InterDigital

Decision: 

The document was approved with modifications.



S3-081268
pCR on TR 33.820 on interface for TrE





Source: InterDigital

Discussion: 

Interdigital presented the contribution. It was proposed to remove the examples; this was agreed.

Decision: 

The document was approved with modifications.



S3-081271
Commented pCR on Authentication Method Selection





Source: InterDigital, NEC Corporation, T-Mobile

Decision: 

The document was revised to S3-081573.



S3-081573
Commented pCR on Authentication Method Selection





Source: InterDigital, NEC Corporation, T-Mobile

(Replaces S3-081271)

Discussion: 

Interdigital presented the contribution. It was proposed to move this into an Annex; it was instead agreed to insert an editor's note on the fact that it is ffs whether the security gateway and HNB is mandatory. The previous contribution on this subject has to be reconsidered for the editor's note.

Decision: 

The document was approved with modifications.



S3-081272
Matrix of requirement mechanism mapping





Source: Huawei

Discussion: 

Huawei presented the contribution. Telecom Italia suggested to explicitly analyze the HPM in the table adding HPM in 8 and 9. Qualcomm Europe suggested this can also go to 1.

Owner should be revised to Hosting Party.

Decision: 

The document was approved with modifications.



S3-081273
Access Control Mechanisms for H(e)NB





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was approved.



S3-081274
Clock Synchronization Security mechanisms for H(e)NB





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-081275
Security mechanisms for OAM





Source: Huawei

Discussion: 

Huawei presented the contribution. SSL must be changed to TLS; an Editor's Note on the fact tha OAM has their own security. Crypto protocols do not prevent attacks, changed to partially protected.

Decision: 

The document was approved with modifications.



S3-081276
Revision to pCR on Authentication method negotiation of NEC





Source: Huawei

Discussion: 

Merged in 1573.

Decision: 

The document was noted.



S3-081278
pCR on H(e)NB: contribution to section 7.5.4 Relations to trusted enviroment





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-081467
Comment on S3-081274 from Huawei





Source: Nokia Corporation, Nokia Siemens Networks, Airvana

Abstract: 

Comment on S3-081274 from Huawei “Clock Synchronization Security mechanisms for H(e)NB”  

Discussion: 

Nokia Siemens Networks presented the contribution. 'vast' was removed.

Decision: 

The document was approved with modifications.



S3-081279
pCR on H(e)NB: contribution to section 7.5.4.2 TrE authentication





Source: Huawei

Decision: 

The document was revised to S3-081526.



S3-081526
pCR on H(e)NB: contribution to section 7.5.4.2 TrE authentication





Source: Huawei

(Replaces S3-081279)

Discussion: 

Huawei presented the contribution. The definitions of all different authentications have to be clarified; this Editor's Note was agreed. A term for platform validation must be thought.

Decision: 

The document was approved with modifications.



S3-081280
pCR on H(e)NB: contribution to section 7.5.4.3 TrE authorization





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-081281
pCR on H(e)NB: contribution to section 7.5.4.4 A suggestion for TrE integrity verification





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-081464
Comments on S3-081278, 1279, 1280 and 1281 from Huawei





Source: InterDigital, Nokia-Siemens Networks, Airvana

Discussion: 

Interdigital presented the contribution.

Decision: 

The document was noted.



S3-081282
pCR on TR 33.820 to add a new section for A mechanism for Software updates verification





Source: Huawei

Discussion: 

Huawei presented the contribution.

Decision: 

The document was noted.



S3-081476
Comment on S3-081282 by Huawei





Source: Nokia Corporation, Nokia Siemens Networks, InterDigital, Airvana

Abstract: 

Comment on S3-081282 by Huawei “pCR on TR 33.820 to add a new section for A mechanism for Software updates verification”  

Discussion: 

Nokia Siemens Networks presented the contribution. It was proposed to insert this into an Annex. It was agreed and also it was agreed to add a note that this is one possibliity.

Decision: 

The document was approved with modifications.



S3-081283
Comparison security of H(e)NB Location Certification Methods





Source: Huawei

Decision: 

The document was revised to S3-081527.



S3-081527
Comparison security of H(e)NB Location Certification Methods





Source: Huawei

(Replaces S3-081283)

Decision: 

The document was merged with 1262 to 1587.



S3-081298
Implementing changes agreed during SA3#52bis (ad hoc) about Clause 7.5.1.1.2





Source: Telecom Italia

Abstract: 

During SA3#52 bis, while discussing TD S3-080955 it was agreed to strictly keep the alignment between the text in clause 7.5.1.1.2 and the scope intended by its title (i.e. “Assumptions for storage of AKA credential”). This was agreed to split the “storage” issue from the “HPM and TrE definitions” one, but the decision has not been implemented yet in the draft TR 33.820. Note that an HPM definition was also agreed during the same meeting (see Section 7.2.1) and that a definition of TrE is expcted to be detailed in the near future in another appropriate section. 

Discussion: 

Telecom Italia presented the contribution.

Decision: 

The document was approved with modifications.



S3-081585
TR 33.820 v1.2.0





Source: Rapporteur

Decision: 

The document was email approval.



S3-081310
pCR 33.820: EAP-AKA run in HPM





Source: Gemalto

Discussion: 

Gemalto presented the contribution. An Editor's Note was agreed.

Decision: 

The document was approved with modifications.



S3-081332
pCR on TR 33.820 on binding authentication





Source: InterDigital

Discussion: 

Interdigital presented the contribution. Telecom Italia suggested the pCR does not improve the document. It was agreed to insert an editor's note on the fact that the change proposed introduces a change of the functional split.

Decision: 

The document was approved with modifications.



S3-081343
pCR on authentication identifiers for H(e)NB





Source: Nokia Siemens Networks, Nokia Corporation, Airvana

Abstract: 

This contribution proposes new text to two sub-clauses of clause 7.5.1 on generic authentication about identifiers used for authentication.

Discussion: 

Nokia Siemens Networks presented the contribution. An Editor's Note on the fact that limitations have to be clarified was agreed.

Decision: 

The document was approved with modifications.



S3-081344
pCR to section 7 on removal of editorÆs notes and minor corrections





Source: Nokia Siemens Networks, Nokia Corporation

Abstract: 

This pCR resolves many of the Editor’s Notes in section 7, removes hanging paragraphs and provides some minor corrections.

Discussion: 

Nokia Siemens Networks presented the contribution.

Decision: 

The document was approved.



S3-081345
pCR on clarifications to section of Authentication Implementation Options





Source: Nokia Siemens Networks, Nokia Corporation

Abstract: 

This contribution proposes clarifications and additions to sections 2, 7.5.2 and 7.5.3.

Discussion: 

Nokia Siemens Networks presented the contribution.

Decision: 

The document was approved with modifications.



S3-081347
pCR on removal of empty sections and addition of a section on conclusions





Source: Nokia Siemens Networks, Nokia Corporation

Abstract: 

This contribution proposes to remove some sections which are empty until now, and to replace them by an additional section on “Conclusions”.

Discussion: 

Nokia Siemens Networks presented the contribution.

Decision: 

The document was approved.



S3-081349
pCR on content for a proposed section on conclusions





Source: Nokia Siemens Networks, Nokia Corporation

Abstract: 

This contribution proposes content for an additional section on “Conclusions”.

Discussion: 

Nokia Siemens Networks presented the contribution. The sentence after authentication was deleted.

Decision: 

The document was approved.



S3-081422
Allowed CSG list and Home Node B Name





Source: C1-084474

Discussion: 

Samsung presented the LS.

Decision: 

The document was noted.



S3-081429
Security issues in femtocell deployment - Input for SA3





Source: FCG 20_018 LS to SA3

ACTION:
Investigate whether further LS reply is necessary

(action on: Stefan Schroeder )

Decision: 

The document was noted.



S3-081441
LS regarding CN assisted access control in 3G HNB





Source: R3-082847

Discussion: 

Samsung presented the LS.

Decision: 

The document was replied to.



S3-081588
Reply to: LS regarding CN assisted access control in 3G HNB





Source: current meeting

Decision: 

The document was approved.



S3-081450
Forwarded from TSG SA#41- LS from SA WG1 (S1-082397): Terminology alignment for Home Node B and Home eNode B





Source: SP-080525

ACTION:
Locate if there are issues within 33.820 with terminology from SA1

(action on: Marcus Wong)

Decision: 

The document was noted.



S3-081451
Reply LS on allowed CSG list and Home Node B Name





Source: S1-083395

Decision: 

The document was noted.



S3-081454
LS on HNB/HeNB Open Access Mode





Source: S1-083461

Decision: 

The document was noted.



S3-081460
Comments on S3-081283





Source: Qualcomm Europe

Decision: 

The document was merged with 1262 to 1587.



S3-081468
Comments on S3-081283 from Huawei





Source: Nokia Corporation, Nokia Siemens Networks

Abstract: 

Comments on S3-081283 from Huawei “H(e)NB: contribution to section 7.7 Comparison security of H(e)NB Location Authentication Methods”  

Decision: 

The document was revised to S3-081572.



S3-081572
Comments on S3-081283 from Huawei





Source: Nokia Corporation, Nokia Siemens Networks

(Replaces S3-081468)

Decision: 

The document was merged into 1587.



S3-081479
Update of H(e)NB WID for R9





Source: Huawei,Alcatel-Lucent ,AT&T,Infineon, Nokia and Siemens Network, Airvana,NEC

Discussion: 

Huawei presented the new proposed WID. The timeline was changed for the existing TR to be completed in March 2009.

Decision: 

The document was revised to S3-081586



S3-081586
Update of H(e)NB WID for R9





Source: Huawei,Alcatel-Lucent ,AT&T,Infineon, Nokia and Siemens Network, Airvana,NEC

(Replaces S3-081479)

Decision: 

The document was agreed.



7.6
Other study areas

No input.
8
Any Other Business

Concerning the work programme, Rapporteurs will provide percentages of progress.
NAF can host the July meeting; there is not a location confirmed yet. The May meeting will be hosted by Huawei in Shanghai. It was decided to start the ad hoc meeting in March at 14:00 on March 23, instead of the original starting date of March 24. The September ad hoc is not yet confirmed.
Home(e)NB conference call: January, two weeks before the meeting.
Parallell tracks: it was discussed the possibility to have parallel tracks in SA3. This will be discussed in the January meeting on Monday.

9
Closing

The Chairman thanked NEC and the Japanese Friends of 3GPP for  hosting of the meeting and for the excellent organization. He also thanked the Officials, the Rapporteurs, the Delegates and the Secretary for their hard work and contributions. The meeting was closed.

Annex A: List of contribution documents

	Document
	Title
	Source
	Decision
	Replaces
	Replaced by

	S3-081200
	Draft Agenda for SA WG3 meeting #53
	SA WG3 Chairman
	approved
	-
	-

	S3-081201
	Report from SA3#52
	SA WG3 Secretary
	approved
	-
	-

	S3-081202
	Report from SA#41 Plenary
	SA WG3 Chairman
	approved
	-
	-

	S3-081203
	Report from SA3 September ad hoc
	SA WG3 Secretary
	approved
	-
	-

	S3-081204
	LS on Error Indication Handling in GTP
	C4-083173
	replied to
	-
	-

	S3-081205
	Reply LS on maximum PDCP SDU size
	C4-083164
	noted
	-
	-

	S3-081206
	LS on Rel-8 UICC parameters
	C1-084569
	noted
	-
	-

	S3-081207
	TR 33.828 0.9.0
	Rapporteur
	noted
	-
	-

	S3-081208
	TR 33.821 v0.9.0
	Rapporteur
	noted
	-
	-

	S3-081209
	TR 33.820 v1.1.0
	Rapporteur
	noted
	-
	-

	S3-081210
	TR 33.922 v1.0.0
	Rapporteur
	noted
	-
	-

	S3-081211
	TR 33.812 v1.1.0
	Rapporteur
	noted
	-
	-

	S3-081212
	Editorial corrections in Annex P3 and P.4.2
	Telecom Italia
	agreed
	-
	-

	S3-081213
	Specification of security algorithms for EPS
	TeliaSonera
	agreed
	-
	-

	S3-081214
	KDFs for EPS shall not be negotiated
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081215
	Removal of editor's notes that are resolved or are related to new functionality
	Ericsson
	agreed
	-
	-

	S3-081216
	KeNB Derivation During inter-RAT TAU
	ZTE Corporation
	agreed
	-
	-

	S3-081217
	Inter-RAT change from GERANUTRAN to E-UTRAN with mapped context
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081218
	Storage of EPS security context in non-volatile memory of ME
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081219
	Correction of definition and usage of Key Set Identifier (KSI) in EPS
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081220
	Correction of definition and usage of Key Set Identifier (KSI) in EPS
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081221
	Correction of handling of EPS security contexts
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081222
	Correction of storage of security contexts during state transitions
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081223
	Introducing the generic term ôeKSIö for the Key Set Identifier in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081224
	Correction of definition of GUTI in EPS
	Alcatel-Lucent
	agreed
	-
	-

	S3-081225
	Transfering unused AVs
	Huawei
	agreed
	-
	-

	S3-081226
	EPS algorithm selection and bidding down attack
	Ericsson, Huawei
	agreed
	-
	-

	S3-081227
	E-UTRAN handover key derivations correction
	Ericsson, NEC, Nokia, Nokia Siemens Networks, ZTE, Huawei, Docomo, Qualcomm, Nortel
	agreed
	-
	-

	S3-081228
	E-UTRAN handover key derivations correction
	Nokia Corporation, Nokia Siemens Networks, Ericsson, TeliaSonera, ZTE Corporation
	agreed
	-
	-

	S3-081229
	Addition of missing requirements to drop messages with wrong or missing MAC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081230
	NAS uplink and downlink ciphering
	Huawei
	agreed
	-
	-

	S3-081231
	Correction of idle mode mobility from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Networks, NTT DOCOMO, NEC
	agreed
	-
	-

	S3-081232
	Correction of handover procedure from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081233
	Correction of Handover from UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081234
	Correction of idle mode mobility from UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081235
	Clarfication in definitions
	NTT DOCOMO, NEC
	agreed
	-
	-

	S3-081236
	RLF recovery procedure
	Ericsson, Nokia, Nokia Siemens Networks
	agreed
	-
	-

	S3-081237
	Corrections to security procedures for mobility between E-UTRAN and GERAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081238
	Correction and addition of the security features in SRVCC
	Nokia Corporation, Nokia Siemens Networks, ZTE Corporation, Ericsson, Nortel
	agreed
	-
	-

	S3-081239
	Change on some names of interfaces in 33.402 and an editorial modification
	Huawei, ZTE
	agreed
	-
	-

	S3-081240
	MIPv4 SPI Collision Avoidance
	Samsung
	agreed
	-
	-

	S3-081241
	MN-HA Key generation during initial attach or additional PDN connectivity
	Samsung
	agreed
	-
	-

	S3-081242
	Handling of Mobility Keys during Re-authentication
	Samsung
	agreed
	-
	-

	S3-081243
	Clarification of indication of type of authentication from AAA to HSS
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081361

	S3-081244
	Resolution of EditorÆs note on tunnel fast re-authentication
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081245
	Clarifications to security procedures for DSMIPv6
	Qualcomm Europe
	agreed
	-
	-

	S3-081246
	Key Derivation Function to derive CKÆ, IKÆ from CK, IK for non-3GPP access to EPC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081247
	MIPv4 support for Additional PDN connectivity
	Samsung
	agreed
	-
	-

	S3-081248
	Adding EMSK derivation in clause 6.2
	ZTE Corporation
	agreed
	-
	-

	S3-081249
	Fast re-authentications for DSMIPv6
	Qualcomm Europe
	agreed
	-
	-

	S3-081250
	AMF separation bit for untrusted non-3gpp access for S2c
	Huawei
	agreed
	-
	-

	S3-081251
	Finalising the PMIP security requirements
	Qualcomm Europe
	agreed
	-
	-

	S3-081252
	Removal of SIP Digest Authentication Vector EditorÆs Note
	CableLabs, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081253
	Usage of AVs for authentication of Register and Non-Register messages
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081254
	Push NAF authorization
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081255
	Add FC number space value allocations and clarification on length parameter
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081554

	S3-081256
	Addition of KDF negotiation analysis and conclusion to TR 33.821
	DOCOMO, HUAWEI, Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-081257
	pCR on TR 33.812 sec 5.2.1.1. Trusted Environment
	BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe
	approved
	-
	-

	S3-081258
	pCR to TR 33.812 section 5.2.2 Network Architecture Alternative 1
	BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe
	approved with modifications
	-
	-

	S3-081259
	pCR on TR 33.812 section 7.1 Threat Analysis
	BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe
	approved
	-
	-

	S3-081260
	pCR on TR 33.812 section 5.2.2.8 Trust Model
	BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Network, Qualcomm Europe
	approved with modifications
	-
	-

	S3-081261
	pCR on TR 33.820 to add a new section 7.2.2 for H(e)NB Trusted Environment
	Infineon, InterDigital
	approved with modifications
	-
	-

	S3-081262
	pCR on TR 33.820 section 7.6 on Location Certification methods
	Infineon, InterDigital, T-Mobile
	merged into 1587
	-
	-

	S3-081264
	pCR on  TR 33.820 sec 7.4.2 device authentication
	InterDigital, Airvana
	approved with modifcations
	-
	-

	S3-081265
	pCR on TR 33.820 sec 7.4.3.2.1 combined authentication
	InterDigital, Airvana
	approved with modifications
	-
	-

	S3-081266
	pCR on TR 33.820 sec 7.4.3.2.2 binding authentication
	InterDigital
	approved with modifications
	-
	-

	S3-081267
	pCR on TR 33.820 on H(e)NB validation
	InterDigital
	approved with modifications
	-
	-

	S3-081268
	pCR on TR 33.820 on interface for TrE
	InterDigital
	approved with modifications
	-
	-

	S3-081271
	Commented pCR on Authentication Method Selection
	InterDigital, NEC Corporation, T-Mobile
	revised
	-
	S3-081573

	S3-081272
	Matrix of requirement mechanism mapping
	Huawei
	approved with modifications
	-
	-

	S3-081273
	Access Control Mechanisms for H(e)NB
	Huawei
	approved
	-
	-

	S3-081274
	Clock Synchronization Security mechanisms for H(e)NB
	Huawei
	noted
	-
	-

	S3-081275
	Security mechanisms for OAM
	Huawei
	approved with modifications
	-
	-

	S3-081276
	Revision to pCR on Authentication method negotiation of NEC
	Huawei
	noted
	-
	-

	S3-081278
	pCR on H(e)NB: contribution to section 7.5.4 Relations to trusted enviroment
	Huawei
	noted
	-
	-

	S3-081279
	pCR on H(e)NB: contribution to section 7.5.4.2 TrE authentication
	Huawei
	revised
	-
	S3-081526

	S3-081280
	pCR on H(e)NB: contribution to section 7.5.4.3 TrE authorization
	Huawei
	noted
	-
	-

	S3-081281
	pCR on H(e)NB: contribution to section 7.5.4.4 A suggestion for TrE integrity verification
	Huawei
	noted
	-
	-

	S3-081282
	pCR on TR 33.820 to add a new section for A mechanism for Software updates verification
	Huawei
	noted
	-
	-

	S3-081283
	Comparison security of H(e)NB Location Certification Methods
	Huawei
	revised
	-
	S3-081527

	S3-081284
	key storage clarification when idle mode
	Huawei
	agreed
	-
	-

	S3-081285
	key storage clarrification when handover
	Huawei
	agreed
	-
	-

	S3-081286
	Correction of Handover from UTRAN to E-UTRAN
	Huawei
	noted
	-
	-

	S3-081287
	revision to S3-081120
	Huawei
	revised
	-
	S3-081514

	S3-081288
	NAS & AS SMC Procedure clarification
	Huawei
	revised
	-
	-

	S3-081289
	CR-some corrections of 33.402
	Huawei
	agreed
	-
	-

	S3-081290
	CR-MIPv4 procedure
	Huawei
	revised
	-
	-

	S3-081291
	DISC-ANDSF security
	Huawei,China Mobile
	noted
	-
	-

	S3-081292
	CR1-ANDSF security
	Huawei
	withdrawn
	-
	-

	S3-081293
	CR2-ANDSF security
	Huawei,China Mobile
	revised
	-
	S3-081535

	S3-081294
	P-CR-GBA push keys indication
	Huawei,China Mobile
	approved with modifications
	-
	-

	S3-081296
	Media security Comparison table
	Huawei
	noted
	-
	-

	S3-081297
	Annex.5_correction
	Huawei
	revised
	-
	-

	S3-081298
	Implementing changes agreed during SA3#52bis (ad hoc) about Clause 7.5.1.1.2
	Telecom Italia
	approved with modifications
	-
	-

	S3-081299
	Update of IKEv2 SA Profiles
	Qualcomm Europe
	revised
	-
	S3-081553

	S3-081300
	PUCI TR Skeleton ToC
	NEC Corporation, Ericsson, Nokia Corporation, Nokia Siemens Networks, NTT DOCOMO, Telenor, Rogers Wireless
	approved with modifications
	-
	-

	S3-081301
	PUCI scenarios and requirements
	NEC Corporation, Telenor, NTT DOCOMO, Rogers Wireless
	revised
	-
	S3-081583

	S3-081302
	PUCI TR Scope
	NEC Corporation, Nokia Corporation, Nokia Siemens Networks, Ericsson, Telenor, Rogers Wireless
	approved with modifications
	-
	-

	S3-081303
	PUCI LS to OMA 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'
	NEC Corporation
	revised
	-
	S3-081303

	S3-081304
	PUCI Reply LS to TISPAN 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'
	NEC Corporation
	revised
	-
	S3-081579

	S3-081305
	PUCI LS to SA1 'Reply to LS on Service Requirements on PUCI'
	NEC Corporation
	withdrawn
	-
	-

	S3-081306
	PUCI Solutions Alternatives: General Approach
	NEC Corporation, Telenor, NTT DOCOMO, , Rogers Wireless
	approved with modifications
	-
	-

	S3-081307
	TR33.812: pCR to section 4.1.1: Use Cases
	BT, Ericsson, InterDigital, Motorola, Nokia, Nokia Siemens Networks, Qualcomm Europe
	rejected
	-
	-

	S3-081308
	CR 33.401: Storage of EPS security context in UE
	Gemalto
	revised
	-
	-

	S3-081309
	CR to 33.401: Correction of definition and usage of Key Set Identifier (KSI) in EPS
	Gemalto
	agreed
	-
	-

	S3-081310
	pCR 33.820: EAP-AKA run in HPM
	Gemalto
	approved with modifications
	-
	-

	S3-081311
	CR to 33.401: storage of EPS NAS security context after intorworking from UTRAN to E-UTRAN
	Gemalto
	revised
	-
	S3-081508

	S3-081312
	Scope of TR 33.812
	Gemalto, Orange
	noted
	-
	-

	S3-081313
	CR 33.102: Correction on the storage of keys on the USIM
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081314
	CR33.220: Using Unicode Standard Normalization Form when encoding using UTF-8
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081315
	CR 33.259: Input parameter encoding shall rely on TS 33.220 KDF
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081318
	CR 33.401: Removal of editor's notes related to section 6 and clarification of ASME
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081319
	CR 33.401: Added MME Algorithm selection with a prioritized list (Revision CR 58)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081320
	P-CR 33.401: Added MME Algorithm selection with a prioritized list (Revision CR58)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-

	S3-081321
	CR 33.401: Corrections to section 6.2 describing the key hierarchy
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081513

	S3-081322
	CR 33.401: Corrections to Section 7.2.3 on E-UTRAN key lifetime
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081546

	S3-081323
	CR 33.401: Correction of text on handling of security capabilities in handover from E-UTRAN to UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081522

	S3-081324
	DRAFT-Reply LS to 'LS on E-UTRAN security related issues' (R3-082858)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081505

	S3-081325
	pseudo CR to TS 33.828 v0.9.0: Security Architecture Support Transcoder in the Visiting Networkö
	Nortel, Ericsson, Nokia Siemens Networks, Motorola, Verizon
	approved
	-
	-

	S3-081326
	TR33.812: pCR to Analysis (threat analysis for alternative 6)
	TeliaSonera
	approved
	-
	-

	S3-081327
	CR 33.401: Correction of text on activation of security in E-UTRAN and consequences for Handover from E-UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081524

	S3-081328
	CR 33.401: Correction of Handover from UTRAN to E-UTRAN including protection against bidding down on security capabilities
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081329
	P-CR 33.401: Correction of Handover from UTRAN to E-UTRAN including protection against bidding down on security capabilities
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081528

	S3-081330
	P-CR 33.401: Including activation of security context and key set selection (CR49)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081331
	P-CR 33.401: Correction to section 911 and 912 on UE security capabilities (CR67)
	Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-081332
	pCR on TR 33.820 on binding authentication
	InterDigital
	approved with modifications
	-
	-

	S3-081333
	Update and removal of Editor's notes in TBS
	Ericsson
	approved
	-
	-

	S3-081334
	Session and forking keys in TBS
	Ericsson
	noted
	-
	-

	S3-081335
	KMS user authentication in TBS
	Ericsson
	approved with modifications
	-
	-

	S3-081336
	Unprotected tickets in TBS
	Ericsson
	revised
	-
	S3-081501

	S3-081337
	KMS statefulness and latency issues in TBS
	Ericsson
	noted
	-
	-

	S3-081338
	Evaluation of TBS
	Ericsson
	noted
	-
	-

	S3-081339
	E2e comparison table
	Ericsson
	revised
	-
	S3-081502

	S3-081340
	START value storage
	ZTE Corporation
	revised
	-
	S3-081520

	S3-081341
	Idle from EUTRAN to UTRAN
	ZTE Corporation
	agreed
	-
	-

	S3-081342
	NONCEue protection in idle from UTRAN to EUTRAN
	ZTE Corporation
	revised
	-
	S3-081519

	S3-081343
	pCR on authentication identifiers for H(e)NB
	Nokia Siemens Networks, Nokia Corporation, Airvana
	approved with modifications
	-
	-

	S3-081344
	pCR to section 7 on removal of editorÆs notes and minor corrections
	Nokia Siemens Networks, Nokia Corporation
	approved
	-
	-

	S3-081345
	pCR on clarifications to section of Authentication Implementation Options
	Nokia Siemens Networks, Nokia Corporation
	approved with modifications
	-
	-

	S3-081346
	2nd pCR on TR 33.812 sec 5.2.1.1. Trusted Environment
	BT, Ericsson, InterDigital, Motorola, Nokia Corporation, Qualcomm Europe
	approved
	-
	-

	S3-081347
	pCR on removal of empty sections and addition of a section on conclusions
	Nokia Siemens Networks, Nokia Corporation
	approved
	-
	-

	S3-081348
	P-CR 33.401: E-UTRAN handover key derivations correction (CR59)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081543

	S3-081349
	pCR on content for a proposed section on conclusions
	Nokia Siemens Networks, Nokia Corporation
	approved
	-
	-

	S3-081350
	Availability of 256-bits keys with entropy of 256 bits
	Gemalto
	noted
	-
	-

	S3-081351
	P-CR 33.401:  Clarification on NH, NCC handling for initial context setup (CR59)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081494

	S3-081353
	GBA-Push resolution of editors notes and corrections
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081353

	S3-081354
	GBA-Push UE_Id type over Zpn
	Ericsson
	revised
	-
	S3-081556

	S3-081355
	CR 33.401: Correction of security context definition
	Ericsson
	revised
	-
	S3-081512

	S3-081356
	CR 33.401: Removal of editor's notes related to outstanding NAS messages
	Ericsson
	agreed
	-
	-

	S3-081357
	Discussion: Removal of editor's notes related to outstanding NAS messages
	Ericsson
	noted
	-
	-

	S3-081358
	CR 33.401: Correction of Handover from UTRAN to E-UTRAN
	Ericsson
	agreed
	-
	-

	S3-081359
	pCR to TR 33.812: Deletion of non-M2M use cases and addition of evaluation criteria
	Gemalto, Orange, TeliaSonera, Vodafone
	noted
	-
	-

	S3-081361
	Aligment of TS 33.402 to draft-arkko-eap-aka-kdf
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	revised
	S3-081243
	S3-081498

	S3-081362
	Removing editor's note on legacy UEs
	Ericsson, Verizon, Nortel, Nokia Siemens Networks, Alcatel-Lucent, Motorola
	agreed
	-
	-

	S3-081363
	Trust relationship indicator
	Ericsson
	revised
	-
	S3-081486

	S3-081364
	Usage of SIP digest and NBA values between the S-CSCF and the HSS
	Ericsson
	revised
	-
	S3-081551

	S3-081365
	Consistent handling of the integrity-protected flag
	Ericsson
	withdrawn
	-
	-

	S3-081366
	Discussion on ICS usage of IMEI for Instance ID
	Ericsson
	noted
	-
	-

	S3-081367
	Inclusion of authentication procedures related to ISC
	Ericsson
	revised
	-
	S3-081552

	S3-081368
	Updates to TR 33.828 v 0.9.0
	Ericsson
	approved with modifications
	-
	-

	S3-081369
	Encoding of identities as NAIs
	Ericsson
	rejected
	-
	-

	S3-081370
	Encoding of NAF-ID as NAI
	Ericsson
	revised
	-
	S3-081542

	S3-081371
	Clarification of MBMS authorization
	Ericsson
	revised
	-
	-

	S3-081372
	E-UTRAN key identification
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081510

	S3-081373
	Adding security aspects to WID on 'MBMS in EPS'
	Ericsson
	revised
	-
	-

	S3-081374
	IMS Unsolicited Communications Threats
	Ericsson
	approved with modifications
	-
	-

	S3-081375
	Correction of storage of security contexts during state transitions, handling of mapped contexts
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081509

	S3-081376
	Proposal for how to progress with PUCI Work
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081377
	Comments on PUCI Draft requirements in S1-083069
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081378
	Draft Reply to LS from SA1 on Service Requirements on PUCI
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	withdrawn
	-
	-

	S3-081379
	Harmonising clauses 9.2.2 on HO from UTRAN and 10.3.2 on HO from GERAN with clause 7.2.9 on key-change-on-the fly
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081530

	S3-081380
	Changing titles and introductory text of subclauses relating to inter-RAT idle mode procedures E- UTRAN case
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081381
	Corrections to security procedures for interworking between E-UTRAN and GERAN and change of subclause titles
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081382
	orrection of idle mode mobility from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081384
	Correction of Handover from UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081385
	CR 33.401: Correction of idle mode mobility from UTRAN to E-UTRAN (Update CR67)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081386
	Correction of Handover from UTRAN to E-UTRAN and activation of cached context
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081529

	S3-081387
	Discussion and pCR on freshness parameters and TAU procedure in inter-RAT mobility
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081388
	Key Derivation Function to derive CK', IK' from CK, IK for non-3GPP access to EPC
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon
	agreed
	-
	-

	S3-081389
	[33.401] Removal of editorÆs notes on security requirements on eNodeB
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-

	S3-081390
	Clarification of indication of type of authentication from AAA to HSS and on access network authorization in AAA server
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon
	revised
	-
	-

	S3-081391
	Correction of text on access authentication for untrusted access
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081392
	[33.401] Requirements on secure environment within eNB
	Ericsson, Nokia Siemens Networks
	revised
	-
	S3-081540

	S3-081393
	Correction of text on access authentication for untrusted access
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081394
	ISIM terminology
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081548

	S3-081395
	CR 33.401: Correction to multiple pairs and mandatory forward security (update CR59)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081396
	Adding a disclaimer to TR 33.821
	Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-081397
	Proposed cover sheet of TR 33.821
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-

	S3-081398
	DTLS-SRTP as a Solution Candidate for IMS Media Plane Security
	Nokia Corporation, Nokia Siemens Networks
	approved
	-
	-

	S3-081399
	DTLS-SRTP evaluation for the comparison table according to S3-081169
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081400
	Use of SDES in end-to-access edge scenarios
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-081401
	Update Description e2e usage model in TR33.828
	Nokia Corporation, Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-081402
	Draft Reply to LS on maximum PDCP SDU size (R2-085960)
	Nokia Corporation, Nokia Siemens Networks, TeliaSonera
	revised
	-
	S3-081516

	S3-081403
	Input to comparison tables û comparing SDES and Ticket-based solutions
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081404
	Prevention of Unsolicited Communication in an Operator Controlled Environment
	Nokia Corporation, Nokia Siemens Networks, China Mobile
	noted
	-
	-

	S3-081405
	Prevention of Unsolicited Communication using Supplementary Services
	Nokia Corporation, Nokia Siemens Networks, China Mobile
	noted
	-
	-

	S3-081406
	CR 33.401: Correction of S1/X2 transport protection
	Ericsson
	revised
	-
	S3-081538

	S3-081407
	Clarification on User Data Protection
	Samsung
	revised
	-
	S3-081511

	S3-081408
	Information for 3GPP SA3 about status and outlook on Prevention of Unsolicited Communication (PUC) work in TISPAN
	18PTD106r1
	noted
	-
	-

	S3-081409
	LS response to 3GPP SA4
	18PTD118
	noted
	-
	-

	S3-081410
	CR 33.401: Specification of security algorithms for EPS (Revision CR 42)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081517

	S3-081411
	P-CR 33.401: Specification of security algorithms for EPS (Revision CR42)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-

	S3-081412
	LS on 3GPP Namespace Identification (NID) administration
	C1-082534
	noted
	-
	-

	S3-081413
	Proposed revision to S3-081090 Clarifications to security procedures for DSMIPv6
	Qualcomm Europe
	revised
	-
	S3-081532

	S3-081414
	LS on Combination of SMC and Attach or TAU
	C1-082801
	noted
	-
	-

	S3-081415
	Re-introducing OMA DM bootstrap
	Ericsson
	approved
	-
	-

	S3-081416
	LS on exception handling for NAS message with failed MACs
	C1-084191
	noted
	-
	-

	S3-081417
	LS on IP mobility mode selection procedures
	C1-084397
	replied to
	-
	-

	S3-081418
	LS on UE-EPC signalling and paging cause
	C1-084465
	noted
	-
	-

	S3-081419
	Reply LS on maximum PDCP SDU size
	C1-084468
	noted]
	-
	-

	S3-081420
	Clarifying the use of the term ISIM
	Qualcomm Europe
	noted
	-
	-

	S3-081421
	LS on the start of security on IRAT handover from GERAN/UTRAN
	C1-084496
	noted
	-
	-

	S3-081422
	Allowed CSG list and Home Node B Name
	C1-084474
	noted
	-
	-

	S3-081423
	Correcting the IMC text
	Qualcomm Europe
	revised
	-
	S3-081550

	S3-081424
	Editorial clarification: Inter-RAT change from GERAN/UTRAN to E-UTRAN with mapped context
	NTT DOCOMO
	agreed
	-
	-

	S3-081426
	Clarification on MME requirement in UTRAN-eUTRAN handover
	NTT DOCOMO
	agreed
	-
	-

	S3-081427
	Clarifications to clause 4
	Qualcomm Europe
	revised
	-
	-

	S3-081428
	LS on Definition of Globally Unique Temporary UE Identity
	C4-082513
	noted
	-
	-

	S3-081429
	Security issues in femtocell deployment - Input for SA3
	FCG 20_018 LS to SA3
	noted
	-
	-

	S3-081430
	Proposed revision to S3-081158 Fast re-authentications for DSMIPv6
	Qualcomm Europe
	revised
	-
	S3-081533

	S3-081431
	Proposals for GERAN/UTRAN to E-UTRAN mobility
	Qualcomm Europe
	noted
	-
	-

	S3-081432
	Proposed revision to S3-081148 Correction of Handover from UTRAN to E-UTRAN
	Qualcomm Europe
	noted
	-
	-

	S3-081434
	Proposed revision to S3-081127 Corrections to the KDF input parameters
	Qualcomm Europe
	noted
	-
	-

	S3-081435
	Editorial clarification: idle mode mobility from UTRAN to E-UTRAN (new upload of 1425)
	NTT DOCOMO
	agreed
	-
	-

	S3-081436
	Update of S3-081433 'Proposed revision to S3-081148 Correction of Handover from UTRAN to E-UTRAN'
	Qualcomm Europe
	noted
	-
	-

	S3-081437
	LS on ETWS
	GP-081310
	replied to
	-
	-

	S3-081438
	MIKEY usage clarification
	OMA-LS_294-to_3GPP_on_MIKEY_usage_clarification-20080627-A
	replied to
	-
	-

	S3-081439
	Further questions on Earthquake and Tsunami Warning System
	R2-083786
	noted
	-
	-

	S3-081440
	LS on maximum PDCP SDU size
	R2-085973
	noted
	-
	-

	S3-081441
	LS regarding CN assisted access control in 3G HNB
	R3-082847
	replied to
	-
	-

	S3-081442
	Reply LS on E-UTRAN security related issues
	R3-082858
	noted
	-
	-

	S3-081443
	Reply LS on IMS media protection
	Reply_LS_to_3GPP_TSG_SA_on_IMS_media_protection
	noted
	-
	-

	S3-081444
	Reply LS on NGCN issues and proposed workshop
	S2-085251
	noted
	-
	-

	S3-081445
	LS on UE-EPC signalling
	R3-082867
	noted
	-
	-

	S3-081446
	Response to the liaison statement from 3GPP SA 3 on media security and request for review on a proposed study item
	COM13-LS281
	replied to
	-
	-

	S3-081447
	Reply LS on Earthquake and Tsunami Warning System
	S2-085267
	noted
	-
	-

	S3-081448
	Response to LS on IMS initiated and controlled PSS and MBMS User Serviceö Architecture
	S2-085269
	noted
	-
	-

	S3-081449
	LS response to ôLS on IMS initiated and controlled PSS and MBMS User Service: Architectureö
	S4-080549
	noted
	-
	-

	S3-081450
	Forwarded from TSG SA#41- LS from SA WG1 (S1-082397): Terminology alignment for Home Node B and Home eNode B
	SP-080525
	noted
	-
	-

	S3-081451
	Reply LS on allowed CSG list and Home Node B Name
	S1-083395
	noted
	-
	-

	S3-081452
	Reply to LS on security aspects related to CAT
	S1-083438
	noted
	-
	-

	S3-081453
	Reply-LS on Creation of a SA-wide work item for work on ICS and IMS session continuity in Release 9
	S1-083454
	noted
	-
	-

	S3-081454
	LS on HNB/HeNB Open Access Mode
	S1-083461
	noted
	-
	-

	S3-081455
	LS on storage of EPS Mobility Management parameters
	S1-083468
	noted
	-
	-

	S3-081456
	LS on Service Requirements on PUCI
	S1-083469
	replied to
	-
	-

	S3-081457
	Reply LS on maximum PDCP SDU size
	S2-087304
	noted
	-
	-

	S3-081458
	LS on IMS interconnection: basic enhanced functionality
	S2-087315
	replied to
	-
	-

	S3-081459
	Reply LS on IRAT mobility
	S2-087320
	noted
	-
	-

	S3-081460
	Comments on S3-081283
	Qualcomm Europe
	noted
	-
	-

	S3-081461
	Draft LS to RAN2 on use of START in HO from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Network
	revised
	-
	S3-081521

	S3-081462
	comments on S3-081326
	BT Group, Interdigital Communications, Motorola, Nokia Corporation, Nokia-Siemens Networks, Qualcomm Europe
	noted
	-
	-

	S3-081463
	Security Requirements
	China Mobile
	revised
	-
	S3-081581

	S3-081464
	Comments on S3-081278, 1279, 1280 and 1281 from Huawei
	InterDigital, Nokia-Siemens Networks, Airvana
	noted
	-
	-

	S3-081465
	counter-proposal to S3-081352
	BT group, InterDigital Communications, Ericsson, Motorola, Nokia Corporation. Nokia Siemens Networks, Qualcomm Europe
	noted
	-
	-

	S3-081466
	pCR to TR 33.812: Deletion of non-M2M use cases and addition of evaluation criteria
	Gemalto, Orange, TeliaSonera, Vodafone, Telecom Italia
	rejected
	-
	-

	S3-081467
	Comment on S3-081274 from Huawei
	Nokia Corporation, Nokia Siemens Networks, Airvana
	approved with modifications
	-
	-

	S3-081468
	Comments on S3-081283 from Huawei
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	S3-081572

	S3-081469
	Comments on DISC-ANDSF security (S3-081291)
	Samsung
	noted
	-
	-

	S3-081470
	ANDSF security-Revised
	Samsung
	not approved
	-
	-

	S3-081471
	Comments to S3-081410 and S3-081411
	Ericsson
	technically endorsed
	-
	-

	S3-081472
	Comments on tdoc S3-081359
	Motorola, BT, Interdigital, Ericsson, Qualcomm, Nokia Corporation., Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-081473
	Comments on S3-081296 ('IMS media security solution comparison table') by Huawei
	Nokia Siemens Networks
	noted
	-
	-

	S3-081474
	Comments on S3-081336 ('Unprotected tickets in a Ticket Based System ') by Ericsson
	Nokia Siemens Networks
	noted
	-
	-

	S3-081475
	Comments on S3-081338 ('Evaluation of Ticket Based System') by Ericsson
	Nokia Siemens Networks
	approved with modifications
	-
	-

	S3-081476
	Comment on S3-081282 by Huawei
	Nokia Corporation, Nokia Siemens Networks, InterDigital, Airvana
	approved with modifications
	-
	-

	S3-081477
	Comment on S3-081337: MIKEY-based key transport in the ticket-based solution in Section 6.1.4 of TR 33.828
	Qualcomm Europe
	approved
	-
	-

	S3-081478
	TR 33.812: Title, intro and scope modifications - revised
	Orange
	noted
	-
	-

	S3-081479
	Update of H(e)NB WID for R9
	Huawei,Alcatel-Lucent ,AT&T,Infineon, Nokia and Siemens Network, Airvana,NEC
	revised
	-
	S3-081479

	S3-081480
	Reply LS on IMS media protection
	OMA-LS_759-Reply_from_SEC_to_3GPP_SA3_on_IMS_media_protection-20081024-A
	replied to
	-
	-

	S3-081481
	Re: WiMAX Access Network Identity
	LS_to_3GPP_CT_on_ANID (WiMAX Forum)
	not addressed
	-
	-

	S3-081482
	LS on ANDSF Enhancements
	S2-087346
	noted
	-
	-

	S3-081483
	Reply to LS on security aspects related to CAT
	S1-083438
	noted
	-
	-

	S3-081484
	CR to 33.110 Removing editor's note on IANA registration
	Ericsson
	agreed
	-
	-

	S3-081485
	CR to 33.259 Removing editor's note on IANA registration
	Ericsson
	agreed
	-
	-

	S3-081486
	Update of S3-081363 Trust relationship indicator
	Ericsson
	noted
	-
	-

	S3-081487
	Comments to comments on DISC-ANDSF security
	Huawei, China Mobile
	noted
	-
	-

	S3-081488
	Discussion on forward security requirments for reply LS to RAN3 (R3-082858)
	Nokia Corporation, Nokia Siemens Networks
	technically endorsed
	-
	-

	S3-081489
	Comments on S3-081392_CR_33401_sec_env
	Nortel
	revised
	-
	S3-081500

	S3-081490
	Alternative proposal to env eNB
	Nortel
	noted
	-
	-

	S3-081491
	Liaison statement on key management for 3GP SRTP recording profile
	S4-080787
	replied to
	-
	-

	S3-081492
	Information on Exception request for MTSI_eMHI
	S4-080803
	withdrawn
	-
	-

	S3-081493
	LS on a Request for a Joint Meeting
	TISPAN WG7
	replied to
	-
	-

	S3-081494
	P-CR 33.401: Clarification on NH, NCC handling for initial context setup (CR59) (Update 1351)
	Nokia Corporation, Nokia Siemens Networks
	revised
	S3-081351
	S3-081544

	S3-081495
	Reply to: LS on ETWS
	SA WG3
	approved
	-
	-

	S3-081496
	Reply to: LS on Error Indication Handling in GTP
	current meeting
	approved
	-
	-

	S3-081497
	EAP-AKA and EAP-AKA' for UE
	Ericsson, Nokia, Nokia Siemens Networks
	rejected
	-
	-

	S3-081498
	Aligment of TS 33.402 to draft-arkko-eap-aka-kdf
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081361
	-

	S3-081499
	Clarification of indication of type of authentication from AAA to HSS and on access network authorization in AAA server
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon
	agreed
	S3-081390
	-

	S3-081500
	Comments on S3-081392_CR_33401_sec_env
	Nortel, Huawei
	noted
	S3-081489
	-

	S3-081501
	Unprotected tickets in TBS
	Ericsson, Qualcomm
	approved with modifications
	S3-081336
	-

	S3-081502
	E2e comparison table
	Ericsson
	noted
	S3-081339
	-

	S3-081503
	Reply to: LS on IP mobility mode selection procedures
	SA WG3
	approved
	-
	-

	S3-081504
	LS to RAN3 and CT1 relevant to earlier LS on information on RAN2
	SA WG3
	withdrawn
	-
	-

	S3-081505
	DRAFT-Reply LS to 'LS on E-UTRAN security related issues' (R3-082858)
	Nokia Corporation, Nokia Siemens Networks
	approved
	S3-081324
	-

	S3-081506
	Annex.5_correction
	Huawei
	agreed
	S3-081297
	-

	S3-081507
	CR 33.401: Storage of EPS security context in UE
	Gemalto
	agreed
	S3-081308
	-

	S3-081508
	CR to 33.401: storage of EPS NAS security context after intorworking from UTRAN to E-UTRAN
	Gemalto
	agreed
	S3-081311
	-

	S3-081509
	Correction of storage of security contexts during state transitions, handling of mapped contexts
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081375
	-

	S3-081510
	E-UTRAN key identification
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081372
	-

	S3-081511
	Clarification on User Data Protection
	Samsung
	agreed
	S3-081407
	-

	S3-081512
	CR 33.401: Correction of security context definition
	Ericsson
	agreed
	S3-081355
	-

	S3-081513
	CR 33.401: Corrections to section 6.2 describing the key hierarchy
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081321
	-

	S3-081514
	revision to S3-081120
	Huawei
	agreed
	S3-081287
	-

	S3-081515
	P-CR 33.401: Added MME Algorithm selection with a prioritized list (Revision CR58)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081320
	-

	S3-081516
	Draft Reply to LS on maximum PDCP SDU size (R2-085960)
	Nokia Corporation, Nokia Siemens Networks, TeliaSonera
	approved
	S3-081402
	-

	S3-081517
	CR 33.401: Specification of security algorithms for EPS (Revision CR42)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081410
	-

	S3-081518
	NAS & AS SMC Procedure clarification
	Huawei
	agreed
	S3-081288
	-

	S3-081519
	NONCEue protection in idle from UTRAN to EUTRAN
	ZTE Corporation
	agreed
	S3-081342
	-

	S3-081520
	START value storage
	ZTE Corporation
	agreed
	S3-081340
	-

	S3-081521
	Draft LS to RAN2 on use of START in HO from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Network
	approved
	S3-081461
	-

	S3-081522
	CR 33.401: Correction of text on handling of security capabilities in handover from E-UTRAN to UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081323
	-

	S3-081523
	MS initiated and controlled PSS and MBMS User Service Architecture
	S4-080805
	replied to
	-
	-

	S3-081524
	CR 33.401: Correction of text on activation of security in E-UTRAN and consequences for Handover from E-UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081327
	-

	S3-081525
	TR 33.821 v1.0.0
	Rapporteur
	agreed
	S3-081208
	-

	S3-081526
	pCR on H(e)NB: contribution to section 7.5.4.2 TrE authentication
	Huawei
	approved with modifications
	S3-081279
	-

	S3-081527
	Comparison security of H(e)NB Location Certification Methods
	Huawei
	noted
	S3-081283
	-

	S3-081528
	P-CR 33.401: Correction of Handover from UTRAN to E-UTRAN including protection against bidding down on security capabilities
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081329
	-

	S3-081529
	Correction of Handover from UTRAN to E-UTRAN and activation of cached context
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081386
	-

	S3-081530
	Harmonising clauses 9.2.2 on HO from UTRAN and 10.3.2 on HO from GERAN with clause 7.2.9 on key-change-on-the fly
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081379
	-

	S3-081531
	CR-MIPv4 procedure
	Huawei
	agreed
	S3-081290
	-

	S3-081532
	Proposed revision to S3-081090 Clarifications to security procedures for DSMIPv6
	Qualcomm Europe
	agreed
	S3-081413
	-

	S3-081533
	Proposed revision to S3-081158 Fast re-authentications for DSMIPv6
	Qualcomm Europe
	agreed
	S3-081430
	-

	S3-081534
	Summary of IMS based MBMS Security solutions
	Huawei
	revised
	-
	S3-081565

	S3-081535
	CR2-ANDSF security
	Huawei,China Mobile
	agreed
	S3-081293
	-

	S3-081536
	Reply to: MS initiated and controlled PSS and MBMS User Service Architecture
	Huawei
	withdrawn
	-
	-

	S3-081537
	LS on IMEI usage in the Instance ID
	C1-085258
	replied to
	-
	-

	S3-081538
	CR 33.401: Correction of S1/X2 transport protection
	Ericsson
	agreed
	S3-081406
	-

	S3-081539
	[33.401] Removal of editor's notes on security requirements on eNodeB
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081389
	-

	S3-081540
	[33.401] Requirements on secure environment within eNB
	Ericsson, Nokia Siemens Networks
	agreed
	S3-081392
	-

	S3-081541
	Reply to: LS on IMEI usage in the Instance ID
	SA WG3
	approved
	-
	-

	S3-081542
	Encoding of NAF-ID as NAI
	Ericsson
	revised
	S3-081370
	S3-081562

	S3-081543
	P-CR 33.401: E-UTRAN handover key derivations correction (CR59)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081348
	-

	S3-081544
	P-CR 33.401: Clarification on NH, NCC handling for initial context setup (CR59) (Update 1351)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081494
	-

	S3-081545
	Reply to: LS on IMS interconnection: basic enhanced functionality
	current meeting
	approved
	-
	-

	S3-081546
	CR 33.401: Corrections to Section 7.2.3 on E-UTRAN key lifetime
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081322
	-

	S3-081547
	Reply to: LS on a Request for a Joint Meeting
	current meeting
	approved
	-
	-

	S3-081548
	ISIM terminology
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081394
	-

	S3-081549
	Clarifications to clause 4
	Qualcomm Europe
	withdrawn
	S3-081427
	-

	S3-081550
	Correcting the IMC text
	Qualcomm Europe
	revised
	S3-081423
	S3-081558

	S3-081551
	Usage of SIP digest and NBA values between the S-CSCF and the HSS
	Ericsson
	agreed
	S3-081364
	-

	S3-081552
	Inclusion of authentication procedures related to ISC
	Ericsson
	agreed
	S3-081367
	-

	S3-081553
	Update of IKEv2 SA Profiles
	Qualcomm Europe
	agreed
	S3-081299
	-

	S3-081554
	Add FC number space value allocations and clarification on length parameter
	Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081255
	-

	S3-081555
	GBA-Push resolution of editors notes and corrections
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	agreed
	S3-081353
	-

	S3-081556
	GBA-Push UE_Id type over Zpn
	Ericsson
	revised
	S3-081354
	S3-081580

	S3-081557
	New version of 33.224
	Rapporteur
	agreed
	-
	-

	S3-081558
	Correcting the IMC text
	Qualcomm Europe
	approved
	S3-081550
	-

	S3-081559
	Reply to: Liaison statement on key management for 3GP SRTP recording profile
	SA WG3
	email approval
	-
	-

	S3-081560
	Adding security aspects to WID on 'MBMS in EPS'
	Ericsson
	approved
	-
	-

	S3-081561
	LS to SA2 on Adding security aspects to WID on 'MBMS in EPS'
	Ericsson
	approved
	-
	-

	S3-081562
	Encoding of NAF-ID as NAI
	Ericsson
	withdrawn
	S3-081542
	-

	S3-081563
	Reply to: MIKEY usage clarification
	current meeting
	approved
	-
	-

	S3-081564
	Clarification of MBMS authorization
	Ericsson
	agreed
	S3-081371
	-

	S3-081565
	Summary of IMS based MBMS Security solutions
	MCC
	technically endorsed
	S3-081534
	-

	S3-081566
	Reply to: MS initiated and controlled PSS and MBMS User Service Architecture
	current meeting
	approved
	-
	-

	S3-081567
	Reply to: Response to the liaison statement from 3GPP SA 3 on media security and request for review on a proposed study item
	SA WG3
	email approval
	-
	-

	S3-081568
	Reply LS on Feasibility study on remote management of USIMs for M2M applications
	C6-080442
	replied to
	-
	-

	S3-081569
	Reply to: Reply LS on IMS media protection
	SA WG3
	approved
	-
	-

	S3-081570
	TR 33.828 0.10.0
	Rapporteur
	agreed
	-
	-

	S3-081571
	Draft reply LS to SA1 on Service requirements for PUCI
	NEC, Nokia Siemens Networks, Ericsson
	revised
	-
	S3-081582

	S3-081572
	Comments on S3-081283 from Huawei
	Nokia Corporation, Nokia Siemens Networks
	merged into 1587
	S3-081468
	-

	S3-081573
	Commented pCR on Authentication Method Selection
	InterDigital, NEC Corporation, T-Mobile
	approved with modifications
	S3-081271
	-

	S3-081574
	Draft LS SA2 DTLS SRTP
	Ericsson
	[not addressed]
	-
	-

	S3-081575
	Final LS to SA2 on DTLS-SRTP
	SA WG3
	[not addressed]
	-
	-

	S3-081576
	Discussion document (possible attachment) to S3-08176
	Ericsson
	[not addressed]
	-
	-

	S3-081577
	New version of PUCI TR
	Rapporteur
	approved
	-
	-

	S3-081578
	PUCI LS to OMA 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'
	NEC Corporation
	approved
	S3-081303
	-

	S3-081579
	PUCI Reply LS to TISPAN 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'
	NEC Corporation
	approved
	S3-081304
	-

	S3-081580
	GBA-Push UE_Id type over Zpn
	Ericsson
	agreed
	S3-081556
	-

	S3-081581
	Security Requirements
	China Mobile
	noted
	S3-081463
	-

	S3-081582
	Draft reply LS to SA1 on Service requirements for PUCI
	NEC, Nokia Siemens Networks, Ericsson
	approved
	S3-081571
	-

	S3-081583
	PUCI scenarios and requirements
	NEC Corporation, Telenor, NTT DOCOMO, Rogers Wireless
	approved with modificaitons
	S3-081301
	-

	S3-081584
	CR to 33.246
	Ericsson
	withdrawn
	-
	-

	S3-081585
	TR 33.820 v1.2.0
	Rapporteur
	email approval
	-
	-

	S3-081586
	Update of H(e)NB WID for R9
	Huawei,Alcatel-Lucent ,AT&T,Infineon, Nokia and Siemens Network, Airvana,NEC
	agreed
	S3-081479
	-

	S3-081587
	pCR on TR 33.820 section 7.6 on Location Certification methods
	Infineon, InterDigital, T-Mobile
	approved
	S3-081262
	-

	S3-081588
	Reply to: LS regarding CN assisted access control in 3G HNB
	current meeting
	approved
	-
	-

	S3-081589
	Reply LS to RAN2 on preventing IRAT HO
	SA WG3
	approved
	-
	-

	S3-081590
	LS from RAN2 on preventing IRAT HO for UE with SIM access
	R2-086968
	replied to
	-
	-

	S3-081591
	Reply to: Reply LS on Feasibility study on remote management of USIMs for M2M applications
	current meeting
	approved
	-
	-

	S3-081592
	TR 33.812 v1.2.0
	Rapporteur
	approved
	-
	-


Annex B: List of change requests

	Document
	Title
	Source
	Decision
	Spec
	CR
	Rev
	Rel
	Cat
	WI

	S3-081212
	Editorial corrections in Annex P3 and P.4.2
	Telecom Italia
	agreed
	-
	-
	-
	-
	-
	-

	S3-081213
	Specification of security algorithms for EPS
	TeliaSonera
	agreed
	-
	-
	-
	-
	-
	-

	S3-081214
	KDFs for EPS shall not be negotiated
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081215
	Removal of editor's notes that are resolved or are related to new functionality
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081216
	KeNB Derivation During inter-RAT TAU
	ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-081217
	Inter-RAT change from GERANUTRAN to E-UTRAN with mapped context
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081218
	Storage of EPS security context in non-volatile memory of ME
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081219
	Correction of definition and usage of Key Set Identifier (KSI) in EPS
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081220
	Correction of definition and usage of Key Set Identifier (KSI) in EPS
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081221
	Correction of handling of EPS security contexts
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081222
	Correction of storage of security contexts during state transitions
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081223
	Introducing the generic term ôeKSIö for the Key Set Identifier in E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081224
	Correction of definition of GUTI in EPS
	Alcatel-Lucent
	agreed
	-
	-
	-
	-
	-
	-

	S3-081225
	Transfering unused AVs
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081226
	EPS algorithm selection and bidding down attack
	Ericsson, Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081227
	E-UTRAN handover key derivations correction
	Ericsson, NEC, Nokia, Nokia Siemens Networks, ZTE, Huawei, Docomo, Qualcomm, Nortel
	agreed
	-
	-
	-
	-
	-
	-

	S3-081228
	E-UTRAN handover key derivations correction
	Nokia Corporation, Nokia Siemens Networks, Ericsson, TeliaSonera, ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-081229
	Addition of missing requirements to drop messages with wrong or missing MAC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081230
	NAS uplink and downlink ciphering
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081231
	Correction of idle mode mobility from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Networks, NTT DOCOMO, NEC
	agreed
	-
	-
	-
	-
	-
	-

	S3-081232
	Correction of handover procedure from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081233
	Correction of Handover from UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081234
	Correction of idle mode mobility from UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081235
	Clarfication in definitions
	NTT DOCOMO, NEC
	agreed
	-
	-
	-
	-
	-
	-

	S3-081236
	RLF recovery procedure
	Ericsson, Nokia, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081237
	Corrections to security procedures for mobility between E-UTRAN and GERAN
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081238
	Correction and addition of the security features in SRVCC
	Nokia Corporation, Nokia Siemens Networks, ZTE Corporation, Ericsson, Nortel
	agreed
	-
	-
	-
	-
	-
	-

	S3-081239
	Change on some names of interfaces in 33.402 and an editorial modification
	Huawei, ZTE
	agreed
	-
	-
	-
	-
	-
	-

	S3-081240
	MIPv4 SPI Collision Avoidance
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-081241
	MN-HA Key generation during initial attach or additional PDN connectivity
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-081242
	Handling of Mobility Keys during Re-authentication
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-081243
	Clarification of indication of type of authentication from AAA to HSS
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081244
	Resolution of EditorÆs note on tunnel fast re-authentication
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081245
	Clarifications to security procedures for DSMIPv6
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-081246
	Key Derivation Function to derive CKÆ, IKÆ from CK, IK for non-3GPP access to EPC
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081247
	MIPv4 support for Additional PDN connectivity
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-081248
	Adding EMSK derivation in clause 6.2
	ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-081249
	Fast re-authentications for DSMIPv6
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-081250
	AMF separation bit for untrusted non-3gpp access for S2c
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081251
	Finalising the PMIP security requirements
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-081252
	Removal of SIP Digest Authentication Vector EditorÆs Note
	CableLabs, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081253
	Usage of AVs for authentication of Register and Non-Register messages
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081254
	Push NAF authorization
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081255
	Add FC number space value allocations and clarification on length parameter
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081284
	key storage clarification when idle mode
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081285
	key storage clarrification when handover
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081286
	Correction of Handover from UTRAN to E-UTRAN
	Huawei
	noted
	-
	-
	-
	-
	-
	-

	S3-081287
	revision to S3-081120
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-081288
	NAS & AS SMC Procedure clarification
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-081289
	CR-some corrections of 33.402
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081290
	CR-MIPv4 procedure
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-081292
	CR1-ANDSF security
	Huawei
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-081293
	CR2-ANDSF security
	Huawei,China Mobile
	revised
	-
	-
	-
	-
	-
	-

	S3-081297
	Annex.5_correction
	Huawei
	revised
	-
	-
	-
	-
	-
	-

	S3-081299
	Update of IKEv2 SA Profiles
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-081308
	CR 33.401: Storage of EPS security context in UE
	Gemalto
	revised
	-
	-
	-
	-
	-
	-

	S3-081309
	CR to 33.401: Correction of definition and usage of Key Set Identifier (KSI) in EPS
	Gemalto
	agreed
	-
	-
	-
	-
	-
	-

	S3-081311
	CR to 33.401: storage of EPS NAS security context after intorworking from UTRAN to E-UTRAN
	Gemalto
	revised
	-
	-
	-
	-
	-
	-

	S3-081313
	CR 33.102: Correction on the storage of keys on the USIM
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081314
	CR33.220: Using Unicode Standard Normalization Form when encoding using UTF-8
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081315
	CR 33.259: Input parameter encoding shall rely on TS 33.220 KDF
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081318
	CR 33.401: Removal of editor's notes related to section 6 and clarification of ASME
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081319
	CR 33.401: Added MME Algorithm selection with a prioritized list (Revision CR 58)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-
	-
	-
	-
	-

	S3-081321
	CR 33.401: Corrections to section 6.2 describing the key hierarchy
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081322
	CR 33.401: Corrections to Section 7.2.3 on E-UTRAN key lifetime
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081323
	CR 33.401: Correction of text on handling of security capabilities in handover from E-UTRAN to UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081327
	CR 33.401: Correction of text on activation of security in E-UTRAN and consequences for Handover from E-UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081328
	CR 33.401: Correction of Handover from UTRAN to E-UTRAN including protection against bidding down on security capabilities
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-
	-
	-
	-
	-

	S3-081340
	START value storage
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-081342
	NONCEue protection in idle from UTRAN to EUTRAN
	ZTE Corporation
	revised
	-
	-
	-
	-
	-
	-

	S3-081350
	Availability of 256-bits keys with entropy of 256 bits
	Gemalto
	noted
	-
	-
	-
	-
	-
	-

	S3-081353
	GBA-Push resolution of editors notes and corrections
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081354
	GBA-Push UE_Id type over Zpn
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081355
	CR 33.401: Correction of security context definition
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081356
	CR 33.401: Removal of editor's notes related to outstanding NAS messages
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081358
	CR 33.401: Correction of Handover from UTRAN to E-UTRAN
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081361
	Aligment of TS 33.402 to draft-arkko-eap-aka-kdf
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081362
	Removing editor's note on legacy UEs
	Ericsson, Verizon, Nortel, Nokia Siemens Networks, Alcatel-Lucent, Motorola
	agreed
	-
	-
	-
	-
	-
	-

	S3-081364
	Usage of SIP digest and NBA values between the S-CSCF and the HSS
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081365
	Consistent handling of the integrity-protected flag
	Ericsson
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-081367
	Inclusion of authentication procedures related to ISC
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081369
	Encoding of identities as NAIs
	Ericsson
	rejected
	-
	-
	-
	-
	-
	-

	S3-081370
	Encoding of NAF-ID as NAI
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081371
	Clarification of MBMS authorization
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081372
	E-UTRAN key identification
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081375
	Correction of storage of security contexts during state transitions, handling of mapped contexts
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081379
	Harmonising clauses 9.2.2 on HO from UTRAN and 10.3.2 on HO from GERAN with clause 7.2.9 on key-change-on-the fly
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081380
	Changing titles and introductory text of subclauses relating to inter-RAT idle mode procedures E- UTRAN case
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081381
	Corrections to security procedures for interworking between E-UTRAN and GERAN and change of subclause titles
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081382
	orrection of idle mode mobility from E-UTRAN to UTRAN
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-
	-
	-
	-
	-

	S3-081384
	Correction of Handover from UTRAN to E-UTRAN
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-
	-
	-
	-
	-

	S3-081385
	CR 33.401: Correction of idle mode mobility from UTRAN to E-UTRAN (Update CR67)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081386
	Correction of Handover from UTRAN to E-UTRAN and activation of cached context
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081388
	Key Derivation Function to derive CK', IK' from CK, IK for non-3GPP access to EPC
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon
	agreed
	-
	-
	-
	-
	-
	-

	S3-081389
	[33.401] Removal of editorÆs notes on security requirements on eNodeB
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081390
	Clarification of indication of type of authentication from AAA to HSS and on access network authorization in AAA server
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon
	revised
	-
	-
	-
	-
	-
	-

	S3-081391
	Correction of text on access authentication for untrusted access
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081392
	[33.401] Requirements on secure environment within eNB
	Ericsson, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081393
	Correction of text on access authentication for untrusted access
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081394
	ISIM terminology
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081395
	CR 33.401: Correction to multiple pairs and mandatory forward security (update CR59)
	Nokia Corporation, Nokia Siemens Networks
	noted
	-
	-
	-
	-
	-
	-

	S3-081406
	CR 33.401: Correction of S1/X2 transport protection
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081407
	Clarification on User Data Protection
	Samsung
	revised
	-
	-
	-
	-
	-
	-

	S3-081410
	CR 33.401: Specification of security algorithms for EPS (Revision CR 42)
	Nokia Corporation, Nokia Siemens Networks
	revised
	-
	-
	-
	-
	-
	-

	S3-081413
	Proposed revision to S3-081090 Clarifications to security procedures for DSMIPv6
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-081420
	Clarifying the use of the term ISIM
	Qualcomm Europe
	noted
	-
	-
	-
	-
	-
	-

	S3-081423
	Correcting the IMC text
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-081424
	Editorial clarification: Inter-RAT change from GERAN/UTRAN to E-UTRAN with mapped context
	NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-081426
	Clarification on MME requirement in UTRAN-eUTRAN handover
	NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-081427
	Clarifications to clause 4
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-081432
	Proposed revision to S3-081148 Correction of Handover from UTRAN to E-UTRAN
	Qualcomm Europe
	noted
	-
	-
	-
	-
	-
	-

	S3-081434
	Proposed revision to S3-081127 Corrections to the KDF input parameters
	Qualcomm Europe
	noted
	-
	-
	-
	-
	-
	-

	S3-081435
	Editorial clarification: idle mode mobility from UTRAN to E-UTRAN (new upload of 1425)
	NTT DOCOMO
	agreed
	-
	-
	-
	-
	-
	-

	S3-081436
	Update of S3-081433 'Proposed revision to S3-081148 Correction of Handover from UTRAN to E-UTRAN'
	Qualcomm Europe
	noted
	-
	-
	-
	-
	-
	-

	S3-081470
	ANDSF security-Revised
	Samsung
	not approved
	-
	-
	-
	-
	-
	-

	S3-081484
	CR to 33.110 Removing editor's note on IANA registration
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081485
	CR to 33.259 Removing editor's note on IANA registration
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081490
	Alternative proposal to env eNB
	Nortel
	noted
	-
	-
	-
	-
	-
	-

	S3-081497
	EAP-AKA and EAP-AKA' for UE
	Ericsson, Nokia, Nokia Siemens Networks
	rejected
	-
	-
	-
	-
	-
	-

	S3-081498
	Aligment of TS 33.402 to draft-arkko-eap-aka-kdf
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081499
	Clarification of indication of type of authentication from AAA to HSS and on access network authorization in AAA server
	Ericsson, Nokia Corporation, Nokia Siemens Networks, Nortel, Verizon
	agreed
	-
	-
	-
	-
	-
	-

	S3-081506
	Annex.5_correction
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081507
	CR 33.401: Storage of EPS security context in UE
	Gemalto
	agreed
	-
	-
	-
	-
	-
	-

	S3-081508
	CR to 33.401: storage of EPS NAS security context after intorworking from UTRAN to E-UTRAN
	Gemalto
	agreed
	-
	-
	-
	-
	-
	-

	S3-081509
	Correction of storage of security contexts during state transitions, handling of mapped contexts
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081510
	E-UTRAN key identification
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081511
	Clarification on User Data Protection
	Samsung
	agreed
	-
	-
	-
	-
	-
	-

	S3-081512
	CR 33.401: Correction of security context definition
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081513
	CR 33.401: Corrections to section 6.2 describing the key hierarchy
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081514
	revision to S3-081120
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081517
	CR 33.401: Specification of security algorithms for EPS (Revision CR42)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081518
	NAS & AS SMC Procedure clarification
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081519
	NONCEue protection in idle from UTRAN to EUTRAN
	ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-081520
	START value storage
	ZTE Corporation
	agreed
	-
	-
	-
	-
	-
	-

	S3-081522
	CR 33.401: Correction of text on handling of security capabilities in handover from E-UTRAN to UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081524
	CR 33.401: Correction of text on activation of security in E-UTRAN and consequences for Handover from E-UTRAN (section 9.2.1)
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081529
	Correction of Handover from UTRAN to E-UTRAN and activation of cached context
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081530
	Harmonising clauses 9.2.2 on HO from UTRAN and 10.3.2 on HO from GERAN with clause 7.2.9 on key-change-on-the fly
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081531
	CR-MIPv4 procedure
	Huawei
	agreed
	-
	-
	-
	-
	-
	-

	S3-081532
	Proposed revision to S3-081090 Clarifications to security procedures for DSMIPv6
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-081535
	CR2-ANDSF security
	Huawei,China Mobile
	agreed
	-
	-
	-
	-
	-
	-

	S3-081538
	CR 33.401: Correction of S1/X2 transport protection
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081539
	[33.401] Removal of editor's notes on security requirements on eNodeB
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081540
	[33.401] Requirements on secure environment within eNB
	Ericsson, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081542
	Encoding of NAF-ID as NAI
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081546
	CR 33.401: Corrections to Section 7.2.3 on E-UTRAN key lifetime
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081548
	ISIM terminology
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081549
	Clarifications to clause 4
	Qualcomm Europe
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-081550
	Correcting the IMC text
	Qualcomm Europe
	revised
	-
	-
	-
	-
	-
	-

	S3-081551
	Usage of SIP digest and NBA values between the S-CSCF and the HSS
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081552
	Inclusion of authentication procedures related to ISC
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081553
	Update of IKEv2 SA Profiles
	Qualcomm Europe
	agreed
	-
	-
	-
	-
	-
	-

	S3-081554
	Add FC number space value allocations and clarification on length parameter
	Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081555
	GBA-Push resolution of editors notes and corrections
	Ericsson, Nokia Corporation, Nokia Siemens Networks
	agreed
	-
	-
	-
	-
	-
	-

	S3-081556
	GBA-Push UE_Id type over Zpn
	Ericsson
	revised
	-
	-
	-
	-
	-
	-

	S3-081558
	Correcting the IMC text
	Qualcomm Europe
	approved
	-
	-
	-
	-
	-
	-

	S3-081562
	Encoding of NAF-ID as NAI
	Ericsson
	withdrawn
	-
	-
	-
	-
	-
	-

	S3-081564
	Clarification of MBMS authorization
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081580
	GBA-Push UE_Id type over Zpn
	Ericsson
	agreed
	-
	-
	-
	-
	-
	-

	S3-081584
	CR to 33.246
	Ericsson
	withdrawn
	-
	-
	-
	-
	-
	-


Annex C: Lists of liaisons

C1: Incoming liaison statements

	Document
	Title
	From
	Decision
	Reply in

	S3-081204
	LS on Error Indication Handling in GTP
	C4-083173
	replied to
	S3-081496

	S3-081205
	Reply LS on maximum PDCP SDU size
	C4-083164
	noted
	

	S3-081206
	LS on Rel-8 UICC parameters
	C1-084569
	noted
	

	S3-081408
	Information for 3GPP SA3 about status and outlook on Prevention of Unsolicited Communication (PUC) work in TISPAN
	18PTD106r1
	noted
	

	S3-081409
	LS response to 3GPP SA4
	18PTD118
	noted
	

	S3-081412
	LS on 3GPP Namespace Identification (NID) administration
	C1-082534
	noted
	

	S3-081414
	LS on Combination of SMC and Attach or TAU
	C1-082801
	noted
	

	S3-081416
	LS on exception handling for NAS message with failed MACs
	C1-084191
	noted
	

	S3-081417
	LS on IP mobility mode selection procedures
	C1-084397
	replied to
	S3-081503

	S3-081418
	LS on UE-EPC signalling and paging cause
	C1-084465
	noted
	

	S3-081419
	Reply LS on maximum PDCP SDU size
	C1-084468
	noted]
	

	S3-081421
	LS on the start of security on IRAT handover from GERAN/UTRAN
	C1-084496
	noted
	

	S3-081422
	Allowed CSG list and Home Node B Name
	C1-084474
	noted
	

	S3-081428
	LS on Definition of Globally Unique Temporary UE Identity
	C4-082513
	noted
	

	S3-081429
	Security issues in femtocell deployment - Input for SA3
	FCG 20_018 LS to SA3
	noted
	

	S3-081437
	LS on ETWS
	GP-081310
	replied to
	S3-081495

	S3-081438
	MIKEY usage clarification
	OMA-LS_294-to_3GPP_on_MIKEY_usage_clarification-20080627-A
	replied to
	S3-081563

	S3-081439
	Further questions on Earthquake and Tsunami Warning System
	R2-083786
	noted
	

	S3-081440
	LS on maximum PDCP SDU size
	R2-085973
	noted
	

	S3-081441
	LS regarding CN assisted access control in 3G HNB
	R3-082847
	replied to
	S3-081588

	S3-081442
	Reply LS on E-UTRAN security related issues
	R3-082858
	noted
	

	S3-081443
	Reply LS on IMS media protection
	Reply_LS_to_3GPP_TSG_SA_on_IMS_media_protection
	noted
	

	S3-081444
	Reply LS on NGCN issues and proposed workshop
	S2-085251
	noted
	

	S3-081445
	LS on UE-EPC signalling
	R3-082867
	noted
	

	S3-081446
	Response to the liaison statement from 3GPP SA 3 on media security and request for review on a proposed study item
	COM13-LS281
	replied to
	S3-081567

	S3-081447
	Reply LS on Earthquake and Tsunami Warning System
	S2-085267
	noted
	

	S3-081448
	Response to LS on IMS initiated and controlled PSS and MBMS User Serviceö Architecture
	S2-085269
	noted
	

	S3-081449
	LS response to ôLS on IMS initiated and controlled PSS and MBMS User Service: Architectureö
	S4-080549
	noted
	

	S3-081450
	Forwarded from TSG SA#41- LS from SA WG1 (S1-082397): Terminology alignment for Home Node B and Home eNode B
	SP-080525
	noted
	

	S3-081451
	Reply LS on allowed CSG list and Home Node B Name
	S1-083395
	noted
	

	S3-081452
	Reply to LS on security aspects related to CAT
	S1-083438
	noted
	

	S3-081453
	Reply-LS on Creation of a SA-wide work item for work on ICS and IMS session continuity in Release 9
	S1-083454
	noted
	

	S3-081454
	LS on HNB/HeNB Open Access Mode
	S1-083461
	noted
	

	S3-081455
	LS on storage of EPS Mobility Management parameters
	S1-083468
	noted
	

	S3-081456
	LS on Service Requirements on PUCI
	S1-083469
	replied to
	

	S3-081457
	Reply LS on maximum PDCP SDU size
	S2-087304
	noted
	

	S3-081458
	LS on IMS interconnection: basic enhanced functionality
	S2-087315
	replied to
	S3-081545

	S3-081459
	Reply LS on IRAT mobility
	S2-087320
	noted
	

	S3-081480
	Reply LS on IMS media protection
	OMA-LS_759-Reply_from_SEC_to_3GPP_SA3_on_IMS_media_protection-20081024-A
	replied to
	S3-081569

	S3-081481
	Re: WiMAX Access Network Identity
	LS_to_3GPP_CT_on_ANID (WiMAX Forum)
	not addressed
	

	S3-081482
	LS on ANDSF Enhancements
	S2-087346
	noted
	

	S3-081483
	Reply to LS on security aspects related to CAT
	S1-083438
	noted
	

	S3-081491
	Liaison statement on key management for 3GP SRTP recording profile
	S4-080787
	replied to
	S3-081559

	S3-081492
	Information on Exception request for MTSI_eMHI
	S4-080803
	withdrawn
	

	S3-081493
	LS on a Request for a Joint Meeting
	TISPAN WG7
	replied to
	S3-081547

	S3-081523
	MS initiated and controlled PSS and MBMS User Service Architecture
	S4-080805
	replied to
	S3-081566

	S3-081523
	MS initiated and controlled PSS and MBMS User Service Architecture
	S4-080805
	replied to
	S3-081536

	S3-081537
	LS on IMEI usage in the Instance ID
	C1-085258
	replied to
	S3-081541

	S3-081568
	Reply LS on Feasibility study on remote management of USIMs for M2M applications
	C6-080442
	replied to
	S3-081591

	S3-081590
	LS from RAN2 on preventing IRAT HO for UE with SIM access
	R2-086968
	replied to
	


C2: Outgoing liaison statements

	Document
	Title
	To
	Cc
	reply to i/c LS

	S3-081495
	Reply to: LS on ETWS
	GP-081310
	-
	S3-081437

	S3-081496
	Reply to: LS on Error Indication Handling in GTP
	C4-083173
	-
	S3-081204

	S3-081503
	Reply to: LS on IP mobility mode selection procedures
	C1-084397
	-
	S3-081417

	S3-081516
	Draft Reply to LS on maximum PDCP SDU size (R2-085960)
	-
	-
	

	S3-081521
	Draft LS to RAN2 on use of START in HO from E-UTRAN to UTRAN
	-
	-
	

	S3-081541
	Reply to: LS on IMEI usage in the Instance ID
	C1-085258
	-
	S3-081537

	S3-081545
	Reply to: LS on IMS interconnection: basic enhanced functionality
	S2-087315
	-
	S3-081458

	S3-081547
	Reply to: LS on a Request for a Joint Meeting
	TISPAN WG7
	-
	S3-081493

	S3-081561
	LS to SA2 on Adding security aspects to WID on 'MBMS in EPS'
	SA2
	-
	

	S3-081563
	Reply to: MIKEY usage clarification
	OMA-LS_294-to_3GPP_on_MIKEY_usage_clarification-20080627-A
	-
	S3-081438

	S3-081566
	Reply to: MS initiated and controlled PSS and MBMS User Service Architecture
	S4-080805
	-
	S3-081523

	S3-081569
	Reply to: Reply LS on IMS media protection
	OMA-LS_759-Reply_from_SEC_to_3GPP_SA3_on_IMS_media_protection-20081024-A
	-
	S3-081480

	S3-081578
	PUCI LS to OMA 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'
	-
	-
	

	S3-081579
	PUCI Reply LS to TISPAN 'New WID on Protection against Unsolicited Communication for IMS (PUCI)'
	-
	-
	

	S3-081582
	Draft reply LS to SA1 on Service requirements for PUCI
	-
	-
	

	S3-081588
	Reply to: LS regarding CN assisted access control in 3G HNB
	R3-082847
	-
	S3-081441

	S3-081589
	Reply LS to RAN2 on preventing IRAT HO
	-
	-
	

	S3-081591
	Reply to: Reply LS on Feasibility study on remote management of USIMs for M2M applications
	C6-080442
	-
	S3-081568


Annex D: List of agreed/approved new and revised Work Items

	Document
	Title
	Source
	new/revised

	S3-081560
	Adding security aspects to WID on 'MBMS in EPS'
	Ericsson
	revised WID

	S3-081586
	Update of H(e)NB WID for R9
	Huawei,Alcatel-Lucent ,AT&T,Infineon, Nokia and Siemens Network, Airvana,NEC
	new WID


Annex E: List of draft Technical Specifications and Reports

	Document
	Spec
	vers
	Doc title


Annex F: List of action items

	Meeting/Number
	Agenda item
	Document
	Details
	Responsible

	S3-53/1
	6.9
	S3-081416
	Review 4.4.3.3 in 24.301 and the handling of the proposal in the LS
	Marc Blommaert

	S3-53/2
	6.9
	S3-081461
	Send LS to RAN2 on START in HO with TS 33.401 8.2.0 attached
	Dionisio Zumerle

	S3-53/3
	6.9
	S3-081534
	Chair email discussion on comparison table
	Vesa Lehtovirta

	S3-53/4
	6.1
	S3-081446
	Chair email discussion on reply to ITU on media security
	Alec Brusilovsky

	S3-53/5
	6.1
	S3-081334
	Provide an improved wording of 6.1.5.3. on TBS for forking
	Rolf Blom

	S3-53/6
	6.1
	S3-081374
	rewrite section and come with pCR, under IMS context
	Colin Blanchard

	S3-53/7
	7.5
	S3-081450
	Locate if there are issues within 33.820 with terminology from SA1
	Marcus Wong

	S3-53/8
	6.11
	S3-081581
	Chair email discussion on Rel-9 additional work items
	Judy

	S3-53/9
	7.5
	S3-081429
	Investigate whether further LS reply is necessary
	Stefan Schroeder
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