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1. Introduction

This contribution proposes removing Note 2 and the two Editor’s Notes and adding further clarifications to section 7.6.1.3.7.  It updates pCR S3-090057 according to the outcome of the conference call on Jan 14, 2009 by completely removing references to certificate-based HP authentication.  
This pCR updates and replaces S3-090057.
2. Background
In case of bundled HP authentication, as it is described in section 7.1, the bundled identity can be of any format, for example including an IMSI.  An operator might find it advantageous to assign an identity from its own IMSI identity space.  This is allowed by the generic structure of the H(e)NB identifier, thus Note 2 below can be deleted and the corresponding (the 2nd) Editor’s Note is clearly unnecessary. 

Since TR33.820 does not cover or endorse certificate-based Hosting Party authentication, section 7.6.1.3.7 does not need to take it into account either.  It can be reintroduced once, if certificate-based Hosting Party authentication is added to the TR. 

3. pCR

The following pCR is against 3GPP TR 33.820 V1.2.0 (2008-11).

**************************** start of first change *********************************
7.6.1.3.7
Authentication Identifier

An identifier is needed for the authentication protocol to indicate the identity of the H(e)NB device, e.g. in the identification information elements of the protocol used. Also the access control in SeGW is based on this identifier. This identifier must also appear in an attribute of the related certificate.

If certificate based authentication is used for H(e)NB device authentication, then global uniqueness of the device identifier is required. In general, the identifier may be any name which can be inserted in an appropriate attribute of the related certificate. If the device identifier is provisioned by the manufacturer of the device, then the device identifier should be composed of a globally unique manufacturer identity and an identity local to the manufacturer, e.g. a serial number. This provides at the same time global uniqueness and the freedom of the manufacturer to assign identifiers locally.
The definition of the exact authentication identifier format is left to other documents.

NOTE 1:  The exact format of the identifier and the certificate structure (e.g. which attribute contains the identifier) is out of scope of this technical report.  




**************************** end of changes **********************************
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