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This document is a set of questions about the pCR S3-090187 and the way IMSI, Ki, OTA keys are changed or transferred in the proposed scenarios:

· How can each operator ensure a good security and confidentiality level of M2ME communications, and compliance to regulatory and legal requirements, if a common set of parameters for the Milenage algorithm is set?
· The scenario where an OTA change of operator occurs whilst the device is out of coverage could potentially lead to the card being uncontactable by either network. How to manage this case? 
· In the scenario where an authentication occurs before the new IMSI, Ki and OTA key are activated by MNO_B, the USIM could be rejected from the MNO_A and stay unreachable both by MNO_A and MNO_B. How to manage this case?
· With a predefined and fixed list of Ki / OTA keys, what happens when the Ki / OTA keys list has exhausted?
· How to ensure the security level of activation of the new Ki, as based on a third party role, after issuance of the SIM card?
· In case where the third party in charge to launch the activation command for new Ki do not have a contract with the new MNO (MNOb) (e.g. a SIM maker), how the scenario can be applied ?
· How to ensure the security level for SIM cards that may be accepted on a new MNO that have not been tested, neither certified by this new MNO?
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