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SA3 TR 33.820 to be updated to refer to the RAN3 TS 25.467 for ACL and CSG based access control mechanism.

Also this pCR proposed to remove the reference to TS 24.301 and TS 36.304 for CSG based access control mechanism, as TS 24.301 and TS 36.304 are not relevant for security solutions.
** start of Modifications**
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** Next modification**

7.9
Access Control Mechanisms for H(e)NB
7.9.1
ACL for Pre Rel-8 UE accessing HNB
The access control mechanism for UE accessing to HNB based on ACL (Access Control List) is handled in TS 25.467 [xx]..
7.9.2
CSG for H(e)NB
The access control mechanism for UE accessing to H(e)NB based on CSG concepts is handled in TS 25.467 [xx] .
** end of modification**
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