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This contribution comments on tdoc S3-081359, which is a pCR to TR 33.812, proposing deletion of the use cases currently in 33.812 and addition of some evaluation criteria.

This document, S3-081472 does not comment on the deletion of the use cases (there is instead tdoc S3-081307 which proposes the addition of new use cases).  This document only comments on the proposed addition of evaluation criteria.  In order to keep the length of this document to a minimum, only the “4.x” section of tdoc S3-081359 is included in this document, and sections 4.1 and 4.2 of tdoc S3-081359, which this document does not comment on, are not included.

We would like to thank Vodafone, Orange, TeliaSonera and Gemalto for the proposed evaluation criteria and agree that such evaluation criteria should be added to TR 33.812.  

This document contains a counterproposal to the evaluation criteria proposed in tdoc S3-081359. The changes are made in order to ensure 

· consistency of level of detail and descriptions among the described issues. 

· ensure completeness of listed issues (“evaluation criteria” has been changed to “evaluation issues” as the list of items is not considered sufficiently amenable to objective assessment to be considered as “criteria” – they are rather “issues”)
** start of changes**

4
General aspects and assumptions

<< Sections 4.1 and 4.2 of tdoc S3-081359 not included in this commenting document, as these sections are not commented upon>>

…

4.x 
Evaluation Issues
NOTE: The order to this list has no implications on the importance of the issue at stake
The following issues need to be considered when evaluating candidate solutions:
· Security: How well does the solution address the threats listed in section 7.1, Threat Analysis?

· Initial choice of operator: How well suited is the solution to the M2M requirements relating to initial choice of operator?

· Operator change: How well suited is the solution to the M2M requirements relating to operator change?

· Remote Management: How well is the solution suited to remote management (provisioning and change) of subscriptions?
· Legal and regulatory impact: How well does the solution address legal and regulatory requirements?  (Note that as these requirements vary across countries, legal and regulatory requirements will have to be derived in order for this criterion to be meaningfully applicable.)
· Flexibility to adapt to new requirements: How easy is it to adapt or extend the solution to address new requirements related to M2M?  
· Viability of trust model: Can the trust model be translated into a plausible business model? 
· Suitability to mass market deployment.  Is the solution cost effective and scalable to the very large deployments envisioned within the M2M use cases?
· Impact on subscription management systems: How much impact does the solution have on an operator's existing subscriber management systems? If new systems are required, what is their complexity?

· Impact on network infrastructure: How much impact does the solution have on an operator's existing network infrastructure? If new infrastructure is required, what is its complexity?

· Impact on terminal: How much impact does the solution have on the M2M terminal equipment? Can existing components be used, adapted or enhanced or do new components have to be developed?

· Impact on 3GPP specifications: To what extent can existing specifications be re-used? What new specifications are needed?
The list of criteria is purposefully kept short but comprehensive to ensure that the analysis of solutions is manageable.

** end of changes**
























































































































































































































































































































































































































































































































































































1

