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We propose to use the following draft as a basis for a reply to SA1.

Title:
Reply LS on “Service Requirements on PUCI”
Response to:
LS S3-08xxxx (=S1-083469)
Source:
3GPP SA3

To:
SA1
Cc:


Contact Person:


Name:


E-mail Address:


Attachments:
S3-081377 (comments on proposed CR), S3-08xxxx (agreed skeleton of TR)
1. Overall Description:

SA3 thanks SA1 for their LS on “Service Requirements on PUCI”. SA3 discussed this LS and the attached draft CR to TS 22.228 at their meeting #53 intensively. SA3 came to the following conclusions: 

In general, SA3 believes that the draft requirements provided in S1-083069 are a good start for potential requirements to consider of mitigating unsolicited communication. However, SA3 is currently in start-up phase for studying the feasibility of different mechanisms that could be used to protect against unsolicited communication. Most of the requirements in S1-083069 already assume that certain mechanisms should be deployed in IMS. SA3 though has not yet evaluated all the available mechanisms for mitigating unsolicited communication, so SA3 believes it is too early to already draw conclusions on which specific measures will be needed in the IMS scope.

The mechanisms assumed by the draft requirements in S1-083069 also raise questions about the impacts of these mechanisms on the IMS infrastructure and the IMS operator. As there so far has not been any architectural analysis investigating what type of mechanisms that potentially could be needed, and in particular how such mechanisms would need to be distributed in the network, it is considered premature to discuss solution requirements.

We also believe that the security risks and threats related to unsolicited communication in IMS need further consideration. Threats have been identified by TISPAN in their feasibility study, and input on threats has also been provided in S3-080108 and S3-080773. These threats need to be evaluated, and it needs to be decided what threats require protection in IMS. Also from that aspect, it seems too early to agree on any mechanisms, since it is unclear if the current mechanisms implied by the draft requirements in S1-083069 will combat threats that are relevant to IMS. 

SA3 would like to point to the attached document providing more detailed comments on the draft CR to TS 22.228.

Finally, SA3 would like to inform SA1 on the state of SA3’s work on PUCI. SA3#53 agreed in S3-08xxxx on a skeleton for a TR on PUCI, cf. attachment. Furthermore, there have been a number of technical contributions on PUCI during recent SA3 meetings, namely 

S3-080347, “IETF Status on Protection Against Unsolicited Communications Using SIP”, Ericsson

S3-080108, “Protection Against Unsolicited Traffic in IMS”, Ericsson

S3-080668  “Standardization for Protection Against Unsolicited Communications in IMS”, Ericsson
S3-080772, “SPIT and SPIM – Current situation”, Nokia Corporation, Nokia Siemens Networks
S3-080773, “Unsolicited Communication – way forward for IMS”, Nokia Corporation, Nokia Siemens Networks

S3-080824 Comments on “Unsolicited Communication – way forward for IMS” NEC Corporation

S3-081377 from SA3#53

S3-08xxxx from SA3#53

2. Actions:

To SA1:
SA3 would like to ask SA1 to take the above into consideration and keep SA3 informed of any further progress in this area.

3. Date of Next TSG-SA WG3 Meetings:

SA3#54
19 - 23 Jan  2009
Florence, Italy
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