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1. Introduction

The access control mechanisms have been discussed in other 3GPP work groups. As per CT1’s TS24.301, RAN2’s TS36.304, and RAN3’s TR R3.020, the access control mechanisms based on ACL and CSG have been developed.
In this paper, a pCR is attached to refer the agreements of CT1, RAN2 and RAN3 to address access control mechanism for H(e)NB.
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7. 
Common Security mechanisms solutions for H(e)NB
Editor’s Note: This chapter lists possible solutions to threats listed in chapter 5. 

…… (SKIPPED)……
7.x
Access Control Mechanisms for H(e)NB
7.x.1 ACL for UE accessing to pre-R8 HNB
The access control mechanism for UE accessing to H(e)NB based on ACL (Access Control List) is handled in TR R3.020 [7].
7.x.2 CSG for H(e)NB
The access control mechanism for UE accessing to H(e)NB based on CSG concepts can refer to TS 24.301[5] and TS 36.304[6].
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