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Foreword

This Technical Report has been produced by the 3rd Generation Partnership Project (3GPP).

The contents of the present document are subject to continuing work within the TSG and may change following formal TSG approval. Should the TSG modify the contents of the present document, it will be re-released by the TSG with an identifying change of release date and an increase in version number as follows:

Version x.y.z

where:

x
the first digit:

1
presented to TSG for information;

2
presented to TSG for approval;

3
or greater indicates TSG approved document under change control.

y
the second digit is incremented for all changes of substance, i.e. technical enhancements, corrections, updates, etc.

z
the third digit is incremented when editorial only changes have been incorporated in the document.

1
Scope

2
References

The following documents contain provisions which, through reference in this text, constitute provisions of the present document.

· References are either specific (identified by date of publication, edition number, version number, etc.) or non‑specific.

· For a specific reference, subsequent revisions do not apply.

· For a non-specific reference, the latest version applies. In the case of a reference to a 3GPP document (including a GSM document), a non-specific reference implicitly refers to the latest version of that document in the same Release as the present document.

 [1]
ETSI TR 187 009: “Feasibility study of prevention of unsolicited communications in the NGN”.
3
Definitions, symbols and abbreviations

3.1
Definitions

3.2
Symbols

3.3
Abbreviations

4
System environment for PUCI
4.1
Architectural issues
< scenarios for interworking of IMS with other networks, trust model, identification of where uncontrolled injection points may occur, use cases >

4.2
Non-technical conditions

< occurrence of SPIT today, system boundary conditions, business assumptions, regulatory aspects, expected changes in the future >

5.
PUCI risk analysis
<Identify how UC threat happens and what needs to be handled from a 3GPP IMS operator/subscriber perspective >
6.
Security Requirements

<… threats to be addressed, e.g. privacy of users, Denial of Service, loss of revenue, malfunctioning service, …, to be carried out in close cooperation with SA1>

7
Solution Alternatives
7.1
General Approach

< state of the art, in particular IETF, TISPAN, OMA, research papers, current deployments, new approaches in SA3 >
7.2
Solution 1
< detailed description of mechanism, e.g. realisation of feature X using supplementary service Y>
7.3
Solution 2
etc.

8
Evaluation of solution alternatives 
8.1
Evaluation Criteria

<Give criteria for comparison between different solutions >
<Including impact on architecture>
8.2
Evaluation of alternatives
<Apply  criteria to evaluation of  solutions from section 6, taking into account section 7, in suitable form, e.g. tables or text >
9
PUCI architecture
<Define a high-level architecture, mapping PUCI functionality to the IMS architecture

 - centralized/distributed 

 - detection/prevention 

 - originating/terminating 

 - real-time/non-real-time 

 - standardized/vendor specific 
- interaction with non-IMS networks>
10
Conclusions
<This chapter will give directions for TS >
Annex A  Usability and business aspects

<This is the place to collect usability and business aspects identified in the course of SA3 work on particular PUCI measures.  >



