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Abstract of the contribution:

This contribution discusses the H(e)NB authorization mechanism when the TrE is deployed on the H(e)NB. We propose it to be included in a section 7.5.4.3
1. Introduction

TrE’s initial authorization function should be the controller of TrE, i.e. the manufacture of the TrE. We propose that other party may also possess the controlling rights. The following we will discuss the authorization contents related to TrE.
************************************* start of change ************************************
7.5.4.3 TrE authorization 

Authorization of the TrE should contain two aspects as below:

a) The TrE’s controller will authorize others to implement some special operations on TrE, such as updating the TrE or configuring the TrE remotely. The role authorized by the TrE’s controller is an authorization function that generally belongs to the operator’ OAM or the third party trusted by the owner;

b) The authorization function will authorize the TrE to implement some functionalities belonging to core network locally instead of remotely. Those functionalities will be location authentication, HPM authentication, UE authentication and so on.

Editor’s note: It’s ffs that the controller of TrE how to authorize other parties to implement some special operations such as updating and configuring TrE remotely and the operator how to authorize the TrE to implement some core network function such as location identification.

************************************* end of change ************************************
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