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The above co-signers propose changes to section 4.1.1 to reflect comments from Vodafone provided at the SA3 ad hoc meeting in September 2008. The previous use cases are replaced by a new set. To avoid the overuse of change marks, the proposed new text of the section is simply provided, with only the removal of the Editor’s Note highlighted.
**Start of 1st change**

4.1.1
Use cases

SA1 has performed a study in TR 22.868 where they have identified a number of use cases (cf. TR 22.868, clause 4.4 [2]) covering the most important user requirements and also outlined some areas where they think improvements are needed. 


Use Case 1: Traffic Cameras

A law enforcement authority (LEA) purchases hundreds (or perhaps thousands) of cameras to monitor motorway conditions or catch motorists who are speeding or who fail to obey traffic lights. These cameras may be installed in a variety of locations, including motorway overpasses, urban intersections, or remote stretches of roadway. Cameras equipped with cellular connectivity would allow easy collection of images and control of camera operation. The camera may also require simultaneous secure local WLAN connectivity to the next camera down the road, when measuring average speed   A national-level LEA may need to deploy these cameras across a region large enough that no single carrier can provide service to all of them. This makes it important to be able to select a cellular operator for an individual camera after it has been deployed in the field. An LEA will also want to be able to change operators in response to changes in coverage or service terms. LEAs may also outsource the tasks of motorway monitoring to private service providers. Any such private service provider would also need to be able to remotely provision the cameras and change their subscriptions. It is likely that private service providers would require such capabilities even more strongly than government agencies would. 

Use Case 2: Metering

The two most common examples of this are consumption meters such as those installed by an electric utility and monitoring of industrial or commercial processes such as water treatment, oil pipelines, or assembly-line manufacturing. As noted in 22.868, use of a UICC in the residential metering case can create many difficulties. Theft or removal of the UICC is the most obvious. A change of utility by the residential customer may require a change in operator as well and managing these changes in a UICC-based architecture quickly becomes very complex. For commercial applications, obtaining physical access to deployed devices may be prohibitively expensive, because of geography, extreme environmental conditions, or the need to interrupt a manufacturing process (e.g., petrochemical refining).

Use Case 3: Vending

Vending machine service providers may supply thousands of machines to hundreds of customers. Machines which can report on their contents can reduce the number of restocking visits and provide more accurate information about product popularity. Vending machines are subject to regular attacks on their contents, which increases the threat to other items of value in the machine (such as a UICC). Vending machines are often placed in areas with alternate connectivity, so multi-access functionality (e.g. secure local WLAN connectivity) will be an important feature. Further, connectivity may come from a Home NodeB or similar deployments within the customer premises. A change in the customer’s choice of provider(s) may also change the most cost-effective access for the vending machine, making it critical to be able to change or add subscriptions easily.

Use Case 4: Asset / Cargo Tracking

Many different types of assets are sufficiently mobile and valuable to justify tracking them. Chief among these are shipping containers. Effective tracking of these containers will require multi-access connectivity on multiple continents (and possibly a shipboard network). Asset and cargo tracking will often require that the M2M equipment be placed in areas where physical access is difficult or impossible. Such placements would be part of a typical service providers’ attempt to deter or resist physical attacks and tampering with the M2M equipment. These placements will make it very difficult and costly to physically replace UICCs in the M2M equipment. Tracking lower-value assets (such as individual pallets) may require less expensive M2M equipment form factors that do not include a UICC. Tracking high-value assets may require the M2M tracking device to constantly and securely provide evidence of the validity of the M2M device itself to the tracking company or the end customer of the asset tracking. Cargo containers that travel long distance across oceans or national borders would make it very difficult to physically replace UICCs to re-provision USIM or ISIM applications or to change subscriptions. Means of securely re-provisioning or changing USIM or ISIM applications over the air would be very beneficial. Achieving reliability in the challenging environmental conditions of global shipping (heat, salinity, shock, humidity) may also make the presence of a UICC slot infeasible. For example, moisture, salt and dust may require a completely sealed housing for the M2ME, while shock and vibration may require any UICC to be soldered in place.  
Use Case 5: Car Rental 
Car rental agencies may wish to provide their customers with vehicles equipped with a combined satellite navigation and mobile communications system that enables use of voice and email services as well as multimedia Internet access (e.g., on-line map download). This M2M equipment will be fitted, e.g. by the factory or by the dealer, without any knowledge of the customer’s preferred network and associated subscription. 
The car rental customer (or, for safety reasons, a passenger) does not want to:

· Search in the dark for a UICC card slot in/under the dashboard 

· Take a UICC out of his phone 

· Remember to remove his UICC when he returns the car at the airport 
Or if the car or the customers’s cell phone is provided with SIM access profile, neither the rental company nor the customer would want to have to:   

· Require the customer to remember to turn on the cell phone local interface e.g. Bluetooth, to connect the SIM on her phone to the M2ME on board the car, 

· Rely on the cell phone battery to assure connection. 

· Rely on their cell phone antenna, which may not be optimum in a vehicle thus impacting reception and radiated power. 

· Reprogram the SIM card phone book into any voice activated dialing function fitted in the vehicle’s M2ME.      
When the user first uses this M2M equipment, he is instructed by the MMI of the M2M equipment to use an available network to register with his chosen home operator to obtain a subscription. This can be done using a temporary connection to the PLMN of his chosen HO or that of the VNO, or even the local WLAN network at the car rental depot.  
This use case requires:

· A change of USIM administered by the car rental customer (subscriber), when the equipment belongs to the car company (effectively the M2ME owner). 

Note: This contrasts with other scenarios where the USIM subscriber is also the M2ME owner (or at least there are long-term relationships between them).

· Assurance by the user and home operator that subscriptions are active in the car when the rental contract is valid but are deactivated when the rental contract expires or otherwise becomes invalid. These (de)activations should occur without direct human intervention that requires physical presence local to the M2M equipment. 
.

** end of changes**









































































