SA WG3 Temporary Document

Page 1
-


3GPP TSG SA WG3 Security — SA3#52
S3-080848
Sophia Antipolis, France, 23-27 June, 2008
Title:
LS on credential storage for interworking of non-3GPP Accesses
Release:
Rel-8
Work Item:
SAES
Source:
TSG SA WG3

To:
TSG SA Plenary, TSG SA WG1
Cc:
--
Contact Person:
Côme Berbain

E-mail Address:
come.berbain@orange-ftgroup.com



Attachments:
S3-080810, S3-080849
1. Overall Description:
SA3 has conditionally approved the attached two CRs, i.e. TD S3-080849 and TD S3-080810.

SA1 is asked to indicate if the 3GPP specifications shall be required to support access to EPC via non-3GPP access by devices that are not capable of interworking with 3GPP access (e.g. HRPD devices that do not support any 3GPP radio technology).

If this requirement is to be supported, then SA3 requests that S3-080849 is approved at SA plenary #41. S3-080849 contains an exception which permits that devices that can access EPC via non-3GPP access, but that are not capable of interworking with 3GPP access, do not have to store EAP-AKA credentials on a UICC.

If this requirement is not to be supported, then SA3 requests that S3-080810 is approved at SA plenary #41.  S3-080810 is identical to S3-080849 with the difference that the above-mentioned exception is removed because it would not be needed.

2. Actions:

To SA1
· SA3 kindly asks SA1 to inform TSG SA and SA3 if the above requirement is valid
To TSG SA
· SA3 kindly asks TSG SA to take SA1 answer into account, and to consider the corresponding alternative CR for approval
3. Date of Next SA3 Meetings:

TSG-SA WG3 Ad Hoc Meeting 
23-26 September 2008
France
TSG-SA WG3 Meeting #53
10 - 14 November 2008   
Japan
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